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Application

This manual has been issued by Canon Inc. for qualified persons to learn technical theory,
installation, maintenance, and repair of products. This manual covers all localities where the

products are sold. For this reason, there may be information in this manual that does not
apply to your locality.

Corrections

This manual may contain technical inaccuracies or typographical errors due to improvements
or changes in products. When changes occur in applicable products or in the contents of this
manual, Canon will release technical information as the need arises. In the event of major

changes in the contents of this manual over a long or short period, Canon will issue a new
edition of this manual.

The following paragraph does not apply to any countries where such provisions are
inconsistent with local law.

Trademarks

The product names and company names used in this manual are the registered trademarks
of the individual companies.

Copyright

This manual is copyrighted with all rights reserved. Under the copyright laws, this manual may

not be copied, reproduced or translated into another language, in whole or in part, without the
consent of Canon Inc.

Copyright CANON INC. 2015

Caution

Use of this manual should be strictly supervised to avoid disclosure of confidential
information.



Explanation of Symbols

The following symbols are used throughout this Service Manual.
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Explanation
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Check.

Check visually.

Check a sound.

Disconnect the connector.

Connect the connector.

Remove the cable/wire
from the cable guide or wire
saddle.

Install the cable/wire to the

cable guide or wire saddle.

Remove the screw.

Install the screw.
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Insert the claw.

Push the part.

Connect the power cable.

Disconnect the power
cable.

Turn on the power.

Turn off the power.
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Q& Cleaning is needed. % Measurement is needed.

The following rules apply throughout this Service Manual:

1. Each chapter contains sections explaining the purpose of specific functions and the
relationship between electrical and mechanical systems with reference to the timing of
operation.

In the diagrams, - represents the path of mechanical drive; where a signal
name accompanies the symbol, the arronw —— indicates the direction of the
electric signal.

The expression "turn on the power" means flipping on the power switch, closing the
front door, and closing the delivery unit door, which results in supplying the machine with
power.

2. In the digital circuits, '1" is used to indicate that the voltage level of a given signal is
"High", while '0" is used to indicate "Low". (The voltage value, however, differs from
circuit to circuit.) In addition, the asterisk (*) as in "DRMD*" indicates that the DRMD
signal goes on when '0'.

In practically all cases, the internal mechanisms of a microprocessor cannot be checked
in the field. Therefore, the operations of the microprocessors used in the machines

are not discussed: they are explained in terms of from sensors to the input of the DC
controller PCB and from the output of the DC controller PCB to the loads.

The descriptions in this Service Manual are subject to change without notice for product
improvement or other purposes, and major changes will be communicated in the form of
Service Information bulletins.

All service persons are expected to have a good understanding of the contents of this Service
Manual and all relevant Service Information bulletins and be able to identify and isolate faults
in the machine.
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Laser Safety

Since radiation emitted inside the machine is completely confined within protective housings,
external covers and interlock switches, the laser beam cannot escape from the machine
during any phase of user operation.

Therefore this machine is classified in Class 1 laser products that are regarded as safe during
normal use according to International Standard IEC60825-1.

Handling of Laser System

This machine is classified in Class 1 laser products.

However, inside the machine, Class 3B laser beam is emitted and is hazardous when entered

into an eye.

When servicing the area around the laser assembly, be sure to turn off the main power.

If you must service while the power is turned on, be sure to keep the followings:

- Do not use a screwdriver or tools that have a high level of reflectance in the laser path.

- Remove watches and rings before starting the work. (They can reflect the laser beam,
possibly hitting an eye.)

The machine's covers that confine laser beam radiation are identified by means of a warning

label (Figure). If you must open the cover and defeat interlock switches, be sure not to enter

the laser beam into an eye during the work.

The following warnings are given to comply with Safety Principles (EN60950-1).

Diese Maschine ist der Klasse 1 der Laserprodukte zugeordnet.

Innerhalb der Maschine wird jedoch ein Laserstrahl der Klasse 3B ausgestrahlt und es ist

gefahrlich, wenn dieser Strahl in die Augen gerat.

Bei Servicearbeiten am oder in der Nahe des Laserteils zuerst das Hauptgerat abschalten.

Bei Servicearbeiten, die unbedingt bei eingeschaltetem Gerat durchgefihrt werden mussen,

auf jeden Fall die folgenden VorsichtsmaRnahmen beachten.

- Keine stark reflektierenden Schraubenzieher oder ahnliche Werkzeuge direkt in den
Lichtpfad des Laserstrahls bringen.

- Vor Beginn der Arbeit Uhren, Ringe und ahnliche Gegenstadnde abnehmen. (Reflektierende
Laserstrahlen konnten sonst in die Augen geraten.)

Die Gerate-Abdeckungen, die Laserstrahlen reflektieren kénnen, werden durch einen

besonderen Warnaufkleber gekennzeichnet (siehe Bild).

Muss die Abdeckung gedffnet und die Sicherheitssperre ausgeschaltet werden, besondere

Vorsicht walten lassen, damit der Laserstrahl nicht in die Augen gerat.
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Turn Power Switch ON

The machine is equipped with 2 power switches: main power switch and control energy saver
key.

The machine goes on when the main power switch is turned on (i.e., other than in low power
mode, sleep mode).

/\ CAUTION:

Do not turn off the main power switch while the progress bar is indicated, during
whichaccess is made to the HDD. If deprived of power, the HDD can suffer a fault (E602).

g
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Power Supply

/\ CAUTION:

1. As a general rule, do not use extension cords. Using an extension cord may result
in a fire or electrical shock. If an extension cord must be used, however, use one
for local rated voltage and over, untie the cord binding, and insert the power plug
completely into the extension cord outlet to ensure a firm connection between the
power cord and the extension cord.

2. The socket-outlet shall be installed near the equipment and shall be easily
accessible.
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Safety of Toner

o About Toner

The machine's toner is a non-toxic material made of plastic, iron, and small amounts of dye.

/\ CAUTION:

Do not throw toner into fire. It may cause explosion.

o Toner on Clothing or Skin

« If your clothing or skin has come into contact with toner, wipe it off with tissue; then, wash it
off with water.

* Do not use warm water, which will cause the toner to jell and fuse permanently with the
fibers of the cloth.

» Toner is easy to react with plastic material, avoid contact with plastic.

0-3



Notes When Handling a Lithium Battery

/\ CAUTION:

RISK OF EXPLOSION IF BATTERY IS REPLACED BY AN INCORRECT TYPE.
DISPOSE OF USED BATTERIES ACCORDING TO THE INSTRUCTIONS.

The following warnings are given to comply with Safety Principles (EN60950-1).

& Achtung:

Wenn mit dem falschen Typ ausgewechselt, besteht Explosionsgefahr.

Gebrauchte Batterien gemaR der Anleitung beseitigen.
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Notes Before it Works Serving

/\ CAUTION:

At servicing, be sure to turn OFF the power source according to the specified steps and
disconnect the power plug.

0-4

Points to Note at Cleaning

/\ CAUTION:

When performing cleaning using organic solvent such as alcohol, be sure to check that
the component of solvent is vaporized completely before assembling.

Notes On Assembly/Disassembly

Follow the items below to assemble/disassemble the device.

1. Disconnect the power plug to avoid any potential dangers during assembling/disassembling
works.

2. If not specially instructed, reverse the order of disassembly to reinstall.

3. Ensure to use the right screw type (length, diameter, etc.) at the right position when
assembling.

4. To keep electric conduction, binding screws with washers are used to attach the grounding
wire and the varistor. Ensure to use the right screw type when assembling.

5.Unless it is specially needed, do not operate the device with some parts removed.

6. Never remove the paint-locked screws when disassembling.

CAUTION
DOUBLE POLE/NEUTRAL FUSING

ACHTUNG

Zweipolige bzw. Neutralleiter-Sicherung

0-4



o Points to Note when Tightening a Screw

For reduction in weight, thin plates are used in some parts of this machine.

In the case of a screw hole with a triangle mark near it as shown in the figure below, strongly
tightening the screw may damage or deform the screw hole.
In the case of a screw hole with a triangle mark, take care not to apply too much force when
tightening the screw.

F-0-3

The recommended torque value is shown below as a reference value.

Type of Screws

RS tight W Sams Binding P
Fastened member Metal Resin Metal Resin Metal Resin Metal Resin
Tightening M4 | Approx. | Approx. | Approx. | Approx. | Approx. | Approx. | Approx. | Approx.
torque 1.6 1.6 1.6 0.8 1.6 0.8 1.6 0.8
(N*m) M3 | Approx. | Approx. | Approx. | Approx. | Approx. | Approx. | Approx. | Approx.
0.8 0.8 0.6 0.6 0.6 0.6 0.6 0.6
* For PCB, refer to the tightening torque value of resin (fastened member). T-0-1
Type of Screws
RS tight W Sams Binding TP
F-0-4
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n Product Overview > Product Lineup > Host machine

Product Lineup

o Positioning

F-1-2

n Product Overview > Product Lineup > Host machine

1-2
° Host machine
< Product name >
imageRUNNER ADVANCE C3330/ C3325 / C3320
Underlined (2-digit) numeric figures indicate print speed (ppm: print per minute).
Print Speed 30/30 ppm 25/25 ppm 20/20 ppm
(BW/Color)
T-1-1
1-2



n Product Overview > Product Lineup > Option > Pickup / Delivery / Image Reading System Options

O Option

B Pickup / Delivery / Image Reading System Options

1-3

No

Product name

Condition

(1]

imageRUNNER ADVANCE C3330/C3325/
C3320

[2]

imageRUNNER ADVANCE C3330/C3325/
C3320

[3] |DADF-AQ1 Cannot be installed with Platen Cover Type U.
[4] |Platen Cover Type U Cannot be installed with DADF-AQ1.
[5] |3 Way Unit-D1 -

[6]

Stamp Ink Cartridge-C1

DADF-AQ1 is required.

[71

Stamp Unit-B1

DADF-AQ1 is required.

(8

ADF Access Handle-A1

K]

Cassette Feeding Unit-AL1

[10]

FL Cassette-AX1

Option cassette for Cassette 1 (small size)

(1

FL Cassette-AY1

Option cassette for Cassette 2/3/4 (large size)

[12]

Copy Tray-J2

3 Way Unit-D1 is required.

[13]

Inner 2way Tray-J1

3 Way Unit-D1 is required.

Cannot be installed with Inner Finisher-G1.
Cannot be installed with Booklet Finisher-U1.
Cannot be installed with Staple Finisher-U1.

[14]

Inner Finisher-G1

Cannot be installed with Inner 2way Tray-J1.
Cannot be installed with Booklet Finisher-U1.
Cannot be installed with Staple Finisher-U1.

[15]

Booklet Finisher-U1

3 Way Unit-D1 is required.

[16]

Staple Finisher-U1

3 Way Unit-D1 is required.

(7]

Reader Heater Unit-L1

(18]

Main Body Heater Unit-A1

120V region: Cassette Heater is necessary
230V region (Europe): Reader Heater/Cassette
Heater is necessary

9]

F-1-3

n Product Overview > Product Lineup > Option > Pickup / Delivery / Image Reading System Options

T-1-2

1-3



n Product Overview > Product Lineup > Option > Function expansion system options

B Function expansion system options

s ]

(8]
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F-1-4

n Product Overview > Product Lineup > Option > Function expansion system options

1-4

No.

Product name

Condition

(1]

Utility Tray-A2

Cannot be installed with Voice Operation Kit-C2.

(2]

Copy Card Reader-F1

Copy Card Reader Attachment-B4 is required.
Cannot be installed with Copy Control Interface
Kit-A1.

Cannot be installed with Serial Interface Kit-K2.

(31

Copy Card Reader Attachment-B4

Copy Card Reader-F1 is required.

[4]

Power Supply Cable-W1

Only for Brazil

(5]

Super G3 FAX Board-AR1

[6]

Super G3 2nd Line Fax Board-AR1

Super G3 FAX Board-AR1 is required.

(7]

Voice Guidance Kit-F2

Voice Guidance Connection Kit for iR-ADV C3300
series is required.

Voice Guidance Connection Kit for iR-ADV
C3300 series

(8]

Voice Operation Kit-C2

Cannot be installed with Utility Tray-A2.

(9

HDD Data Encryption Kit-C9

[10]

Document Scan Lock Kit-B1

[11]

USB Device Port-E4

[12]

Serial Interface Kit-K2

Cannot be installed with Copy Card Reader-F1.
Cannot be installed with Copy Control Interface
Kit-A1.

[13]

Copy Control Interface Kit-A1

Cannot be installed with Copy Card Reader-F1.
Cannot be installed with Serial Interface Kit-K2.

[14]

Removable HDD Kit-AK1

(18]

Remote Fax Kit-A1

PCL International Font Set-A1

PCL Printer Kit-BB1

PS Printer Kit-BB1

Direct Print Kit (for PDF)-H1

Direct Print Kit (for XPS)-H1

Direct Print Kit (for PDF/XPS)-H1

Barcode Printing Kit-D1

Color Universal Send Kit-AA1

Universal Send Trace & Smooth PDF Kit-A1

Universal Send Advanced Feature Set-D1

Universal Send Advanced Feature Set-E1

Universal Send Security Feature Set-D1

Universal Send Digital User Signature Kit-C1

Encrypted Secure Print Software-D1

Secure Watermark-B1

iR-ADV Security Kit-L1 for IEEE 2600.1
Common Criteria Certification

ACCESS MANAGEMENT SYSTEM KIT-B1

Web Access Software-H1

T-1-3
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Features

o Product Features

Improved serviceability Improved usability Improved serviceability

ADF Pickup/ Separation Toner Container

Roller - Reduction in toner soiling
- Easier replacement achieved by the new toner
supply system

Main Controller
- SITUATION MODE
deployed to office machines

Accessory
Eco Staple
Stapler Mode

Low running cost

V
Co.ef

[

Fixing Assembly
ITB Unit
- Sub part setting

Improved usability

Multi-purpose Tray
Automatic Size Detection

Low running cost

Cassette/
Multi-purpose tray Roller
- Longer life

Improved serviceability

Drum Unit ]

Waste Toner Container

Improved usability

Auto pull-out cassette )

F-1-5
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o Characteristics

Bl Toner Container

This equipment uses IAP (Insulated & Air Pressure) toner bottles.

1-5

Characteristics

Description

Toner supply mouth: Smaller diameter

Toner soiling-resistant, soiling-resistant

Toner supply: Air assist method

Enables stable toner supply even through the small supply

mouth.

Design without a cap member

Improves toner replaceability. (No need to remove the cap)

Installation of IC tag

Installation of IC tag enables to record the Toner Bottle ID

and the toner level.

F-1-6

T-1-4
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B Improved Replaceability of Consumables

Drum Unit

No'toolkrequired
(no screws)

Waste Toner container

Increased capacity

ADF Pickup/
Separation Rgller

<1
g

No tool required

gl (no screws)

Fixing Unit

No teol required
N —(rﬁc%cre%vs)

F-1-7

Many of this machine's consumable parts can be replaced without tools.

Furthermore, the following parts can be replaced by the user.

Waste Toner Container FM1-A606 WT-202 On individual package
Fixing Unit FM1-A613 (100V) [FX-202 On individual package
FM1-D276 (120V)
FM1-D277 (230V)
ADF Maintenance Kit (a set of 4Y8-3044 DR-202 In the procedure included in
Pickup Roller & Separation Roller) the package
Drum Unit - NPG-67 On individual package
C-EXV 49
GPR-53

T1-5

B Item Numbers of Consumables Specified on Host Machine

(reinforcement of the association between the host machine

and the consumables)

< Control Panel Ul >

Iltem numbers are assigned to user replaceable consumable parts separately from part

1-6

numbers, and can be viewed in Status Monitor/Cancel > Consumbls./Others > Check ltem

Number from the Control Panel Ul.

[ Recelve [ Store [%ﬂhkf ]

(T Main Meny

& Quick Menu

MemoylUsage 0%
Black Toner = 0K
NYellowToner 18 OK
MagentaToner 18 OK
Cyan Toner o 0K

l £ Reg. Check 0 - e

Item Number »

L3

<Check Item Number>

(@B Mein Merw Genuine Canon consumables recommended for replacement.

L e N o

F-1-8
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< Labels >
Iltem number labels have also been added to the host machine, and can be checked.

Item number Toner

Magenta
Gnilf OEEt
ey

F-1-9

ltems whose item numbers are displayed
Black Toner (K)
Yellow Toner (Y)
Magenta Toner (M)
Cyan Toner (C)
Waste Toner Container
Staples
Drum Unit *1

T-1-6

* The item numbers of the Fixing Unit and ADF Maintenance Kit are not displayed.
*1: Can be displayed only in the case of COPIER > OPTION > USER > P-CRG-LF=1

< Package >

1-7

Describing the same item number also on the part's package enhances the association

between the part and the host machine at the user site.

Canon GENUINE
DR-202

ADF#&#EO—5—& S/ S

ADF Pickup Roller&ADF Separation Pad
Rouleau prise-pap. CAD&Tampon sépar. CAD
Rullo di presa dell' ADF&Separatore dell' ADF
Aufnahmewalze ADF&Separationspad ADF

Rodillo de recogida de ADF&Separador de ADF

ADF ZX| £2{&ADF 22| IHE

B mRREARAEDAREI B

Rolete Apanhador do Alimentador Automéatico de Documentos&

Base de Separagé@o do Alimentador Automatico de Documentos

Quantity: A48 Quantité: A% 1
Made in Japan/Fabriqué au Japon/F=ith: B Z%

n Product Overview > Features > Characteristics > Item Numbers of Consumables Specified on Host Machine (reinforcement of the association between the host machine and the consumables)
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B Maintenance Video for Consumables Replacement

Videos are adopted to guide users with an easy-to-understand navigation of the replacement
so that they can replace parts correctly without performing any wrong operation.

(@ Main Menu @ Main Menu

&F Quick Meau

Dest./Fwd.
Settings

Status Manitor
Cancel

Replace the yellow toner cartridge.

Staties Manitor
Cancel

(4] Replace tonier cartridge. (Yellaw)

F-1-11

M Setup Guide

Setup Guide is designed to improve the workability during the installation by enabling to
implement the series of necessary setting items at installation of a device in the format of a
navigation.

1-8

The items that can be set are as follows:

Display Setting screen Remarks
order
1 Switch Language/ If canceled, the device starts up without Setup Guide.
Keyboard
2 Paper Settings Paper Settings
8 Authentication Login If skipped, the screen proceeds to Auto Adjust Gradation (User
Authentication is standard).
4 Option Tray Settings ON should be selected only when the Option Tray is installed.
9 Date/Time Settings Sets the date and time
6 Network Settings Sets the IP address, subnet, and gateway
7 DNS/Proxy Settings DNS/Proxy Settings
8 Selection Counry/Retion [Skipped depending on the country.
(FAX-TYPE settings) The countries that require selection are USA, EUR, and ASIA.
9 FAX Settings Sipped if no G3 fax.
Configuration of a second line is outside the scope of the Setup
Guide.
10 |System Manager System Manager Information Settings
Information Settings
11 Auto Adjust Gradation |Executes auto gradation adjustment
12 |Output Report
13  |End Setup Guide -

Iltem

Display timing

Toner Container

When the toner becomes empty (For Bk, it is forcibly displayed by pop-up. For
YMC, it is displayed when the button at the bottom right is pressed since printing
using only BK is still possible).

Waste Toner

"An orange button appears when ""Waste toner is near full. Replacement not yet

Container needed" is displayed.

When completely full, it is forcibly displayed by pop-up."
Staples Displayed by pop-up if there are no staples the next time stapling is executed
Drum Unit *1 A button appears when 7 days have elapsed since the specified drum life value

(*2) was reached.

T1-7

*1: Can be displayed only in the case of COPIER > OPTION > USER > P-CRG-LF=1
*2: Can be set in COPIER > OPTION > FNC-SW > D-DLV-CL/BK

n Product Overview > Features > Characteristics > Setup Guide

T-1-8

1-8



n Product Overview > Features > Characteristics > Update of Setting Values without Restarting

1-9
M Introduction of Situation Mode M Limiting of Color Printing
Situation mode has been newly provided to improve the workability and searchability of Even if an error attributed to the Developing Unit or drum of any of the Y/M/C colors has
service technicians at the site. occurred, B&W printing and copying remain possible without entering the limited printer
This mode makes it possible to easily use the service mode appropriate for the scene at the function mode where the entire printing function stops.
site.
(¥ Mmain Menu
&P Quick Menu
Aut
iorgewy 100 % Auto
Select Color : oy | Select Paper
Dest./Fwd.
- Settings
Options
Status Monitor/
Cancel
B Update of Setting Values without Restarting
(@ Main Menu Select an item to set.
& Quick Menu » Top t.L
[ Preferences
[/ Adjustment/Maintenance
_Ej Function Settings
F-1-12 [/ Set Destination
< Category >
Installation Items related to installation
Troubleshooting ltems related to troubleshooting
Parts Replacement | Items performed at parts replacement i |
Major Adjustment Major items of adjustment F-1-14

T-1-9
The main network related setting values can be updated "without restarting" after changing
the setting.
* There are some setting values that require restarting.

1-9
n Product Overview > Features > Characteristics > Update of Setting Values without Restarting
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Specifications

o Specifications

1-10

Copyboard

Original fixed reading

Machine installation method Desktop
Light source White LED
Photosensitive medium OPC
Image reading sensor CMOS

Exposure method

Laser exposure

Charging method

DC Roller charging

Paper type [Cassette

Thin (52 to 63 g/m?), Plain 1 (64 to 75 g/m?), Plain 2 (76
to 90 g/m?), Plain 3 (91 to 105 g/m®), Recycled 1 (64 to

75 g/m?), Recycled 2 (76 to 90 g/m?), Recycled 3 (91 to
105 g/m?), Color, Pre-Punched, Bond, Heavy 1 (106 to

128 g/m®), Heavy 2 (129 to 163 g/m?), Heavy 3 (164 to

220 g/m?), Transparency, and Envelopes

Multi-purpose Tray

Thin (52 to 63 g/m?), Plain 1 (64 to 75 g/m?), Plain 2 (76
to 90 g/m?), Plain 3 (91 to 105 g/m?), Recycled 1 (64 to

75 g/m?), Recycled 2 (76 to 90 g/m?), Recycled 3 (91 to
105 g/m?), Color, Pre-Punched, Bond, Heavy 1 (106 to

128 g/m?®), Heavy 2 (129 to 163 g/m?), Heavy 3 (164 to

220 g/m?), Heavy 4 (221 to 256 g/m?), Tracing, Coated,
Labels, Transparency, and Envelopes

Developing method

Dry, 2-component development

Transfer method

Intermediate Belt transfer

Separation method

Curvature separation + Static Eliminator

Pickup method

Simple retard roller method

Fixing method

On-demand fixing

Delivery method

Face-down

Magnification ratio

25 10 400% (in 1% increment)

Drum cleaning method

Cleaning Blade

Transfer cleaning method

Cleaning Blade

Toner type

Non-magnetic negative toner

Toner supplying method

Toner Container method

Toner level detection function

Yes

Leading edge image margin

4.0 +1.5/-1.0 mm

Left & right edge image margin

2.5 +/- 1.5 mm (2-side : 2.5 +/- 2.0 mm)

Leading edge non-image width

4.0 +1.5/-1.0 mm

Paper size |Cassette 1

A4, B5, A5R, LTR, STMTR, EXEC, Custom size (139.7 x
182 mm to 297 x 215.9 mm), and Envelopes (Nagagata 3,
Younagagata 3, ISO-C5).

Cassette 2

A3, B4, A4, A4R, B5, B5R, A5R, 12" x 18", 11" x 17",
LGL, LTR, LTRR, STMTR, EXEC, OFFICIO, E-OFFICIO,
B-OFFICIO, M-OFFICIO, A-OFFICIO, FOLIO, A-LTR,
A-LTRR, GLTR, GLTR-R, GLGL, ILGL, AFLS, FLS,
Custom size (139.7 x 182 mm to 304.8 x 457.2 mm), and
Envelopes (Nagagata 3, Younagagata 3, Kakugata 2,
Monarch, COM10 No.10, DL).

Multi-purpose Tray

A3, B4, A4, A4R, B5, B5R, A5, A5R, 12" x 18", 11" x 17",
LGL, LTR, LTRR, STMTR, EXEC, OFFICIO, E-OFFICIO,
B-OFFICIO, M-OFFICIO, A-OFFICIO, FOLIO, A-LTR,
A-LTRR, GLTR, GLTR-R, GLGL, ILGL, AFLS, FLS,
Custom size (98.4 x 139.7 mm to 320 x 457.2 mm), and
Envelopes.

Left & right edge non-image width

2.5 4/- 1.5 mm (2-side : 2.5 +/- 2.0 mm)

Pickup Cassette

550 sheets (80 g/m®) or 640 sheets (64 g/m?)

capacity Multi-purpose Tray

100 sheets (80 g/m?)

Duplex method

Through-pass duplex

Memory capacity

4 GB

HDD capacity

250 GB or more (Used space: 250 GB)

Operation noise

70 dB or less (During printing)

Ozone volume

Maximum: 3.0 mg/h or less (RAL UZ-171)

Rated power supply

120 VAC, 60 Hz, 7.5A
220 to 240 V AC, 50/60 Hz, 4.0 A

Warm-up After Quick Startup|34 sec. or less
time™ Powering ON ['OFF'
Quick Startup[10 sec. or less
'ON' Time until the key operation of the Control Panel
becomes possible: 7 seconds or less
* Quick startup may not occur depending on the usage
conditions
Returning from the Sleep |10 sec. or less
mode
First copy Full Color 8.2 sec.
time B/W 5.9 sec.

Image gradations

256 gradations

Print resolution

1200 x 1200 dpi

n Product Overview > Specifications > Specifications

Power Maximum power 1.5 kW or less
consumption |consumption

When in the Sleep mode (0.8 W

When the Quick Startup(0.45 W

main power |'ON'

switch is ;

turned OFF %L::I;k Startup 0.1 W

1-10
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Dimensions (H x W x D)

imageRUNNER ADVANCE C3330i/C3325i/C3320i :
878 mm x 565 mm x 693 mm

Weight imageRUNNER ADVANCE C3330i/C3325i/C3320i :
Approx. 71.2 kg

T-1-10

*1: Activation time may vary, depending on the environment and conditions under which the
machine is being used. (At a room temperature of 20 deg C in all above cases.)

o Weight and Size

Width Depth | Height Weight
Product name

(mm) (mm) (mm) | Approx. (kg)
imageRUNNER ADVANCE C3330/C3325/C3320 565 693 878 71.2
(with DADF)
DADF-AQ1 565 525 139 8.1
Cassette Feeding Unit-AL1 565 615 248 16.1
Inner Finisher-G1 604 525 188 7.2
Booklet Finisher-U1 771 657 971 67.5
Staple Finisher-U1 662 646 971 40.5

n Product Overview > Specifications > Productivity
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o Productivity

Product name

imageRUNNER ADVANCE C3330 Series

imageRUNNER ADVANCE C3325 Series

imageRUNNER ADVANCE C3320 Series

Productivity

A3 15 sheets / minute
B4 15 sheets/minute
A4 30 sheets/minute
B5 30 sheets/minute

12" x 18" 7 sheets/minute
11" x 17" 15 sheets/minute
LGL 15 sheets/minute
LTR 30 sheets/minute
EXEC 20 sheets/minute
A3 15 sheets/minute
B4 15 sheets/minute
Ad 25 sheets/minute
B5 25 sheets/minute
12" x 18" 7 sheets/minute
11" x 17" 15 sheets/minute
LGL 15 sheets/minute
LTR 25 sheets/minute
EXEC 15 sheets/minute
A3 15 sheets/minute
B4 15 sheets/minute
A4 20 sheets/minute
B5 20 sheets/minute

* Except when paper is fed from the multi-purpose tray.

T-1-12

The copy speed may vary, depending on the settings for paper type, paper size, and the
sending method. When continuously copying, adjustments for machine temperature or image
quality may cause machine operations to pause or become slow.
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n Product Overview > Specifications > Paper type

1-12
o Paper type
Following shows the types of usable papers.
See the table below for the custom paper size.
Type Feeding direction (mm) Width direction (mm)
Custom paper size 0-2 139.7 to 147.9
Custom paper size 0-3 148 to 215.9 98.4 to 119.9
Custom paper size 0-4 216 to 457.2
Custom paper size 1-1 139.7 to 147.9
Custom paper size 1-2 148 to0 215.9 120 to 129.9
Custom paper size 1-3 216 to 457.2
Custom paper size 2-1 139.7 to 147.9
Custom paper size 2-2 148 to 181.9 13010 297
Custom paper size 2-3 182 t0 215.9
- 130 to 139.6

Custom paper size 2-4 216 to 457.2
Custom paper size 3-1 182 t0 215.9
Custom paper size 3-2 216 t0 431.8 139.7 to0 209.9
Custom paper size 3-3 431.9 t0 457.2
Custom paper size 5-1 182 to 209.9 210 to 297
Custom paper size 5-2 210to 215.9
Custom paper size 5-3 216 to 279.3 210 to0 279.3
Custom paper size 5-4 279.4 10 431.8
Custom paper size 5-6 431.9 to 457.2 210 to 297
Custom paper size 6-1 210 to 215.9
Custom paper size 6-2 216 t0 279.3 279.4 to 297
Custom paper size 6-3 279.4t0431.8
Custom paper size 7-2 139.7 to 147.9
Custom paper size 7-3 148 to 181.9 297110320
Custom paper size 7-4 182 t0 279.3
Custom paper size 7-5 279.4 to 457.2 297.110304.8
Custom paper size 7-6 182 t0 279.3
Custom paper size 8-1 279.4 to 457.2 304910320

Custom paper size 9 457.3 to 1200 98.4 to 320

T-1-13
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M Pickup
Feeding Width Pickup position
Paper Type Size direction direction Multi CSTH CST2 CST3 csT4
(mm) (mm)

Thin paper (52 to 63 g/m?) A3 420 297 Yes No Yes Yes Yes

Plain paper 1 (64 to 75 g/m?) B4 364 257 Yes No Yes Yes Yes

Plain paper 2 (76 to 90 g/m?) A4R 297 210 Yes No Yes Yes Yes

Plain paper 3 (91 to 105 g/m?) A4 210 297 Yes Yes Yes Yes Yes

Color paper (64to 82g/m") |ggR 257 182 Yes No Yes Yes Yes

Recycled paper 1 (64 to 75 g/m’) B5 182 257 Yes Yes Yes Yes Yes

Recycled paper 2 (76 to 90 g/m?)

Recycled paper 3 (91 to 105 g/m?) AS 148 210 Yes No No No No

A5R 210 148 Yes Yes Yes Yes Yes
11x17 431.8 279.4 Yes No Yes Yes Yes
LGL 355.6 215.9 Yes No Yes Yes Yes
LTR 215.9 279.4 Yes Yes Yes Yes Yes
LTRR 279.4 215.9 Yes No Yes Yes Yes
STMTR 215.9 139.7 Yes Yes Yes Yes Yes
STMT 139.7 215.9 Yes No No No No
SRA3 450 320 Yes No No No No
12x18 457.2 304.8 Yes No Yes Yes Yes
EXEC 184.1 266.7 Yes Yes Yes Yes Yes
OFFICIO 317.5 215.9 Yes No Yes Yes Yes
E-OFFICIO 320 220 Yes No Yes Yes Yes
B-OFFICIO 555 216 Yes No Yes Yes Yes
M-OFFICIO 341 216 Yes No Yes Yes Yes
A-OFFICIO 340 220 Yes No Yes Yes Yes
A-LTR 220 280 Yes No Yes Yes Yes
A-LTRR 280 220 Yes No Yes Yes Yes
GLTR-R 266.7 203.2 Yes No Yes Yes Yes
GLTR 203.2 266.7 Yes Yes Yes Yes Yes
GLGL 330.2 203.2 Yes No Yes Yes Yes
AFLS 337 206 Yes No Yes Yes Yes
FLS 330.2 215.9 Yes No Yes Yes Yes
K8 390 270 Yes No Yes Yes Yes
K16 195 270 Yes Yes Yes Yes Yes
K16R 270 195 No No Yes Yes Yes
F4A 342.9 215.9 Yes No Yes Yes Yes
I-LGL 345 215 Yes No Yes Yes Yes
Free Size 139.7 to 630 | 98.4 to 320 Yes No No No No
Long Length 457.3 to 1200 | 98.4 to 320 Yes No No No No
Custom paper size 0-2, 0-3, 0-4, 1-1, 1-2, 1-3, 2-1,
52,23, 0.4, 7.9 73, 7.6, 8.4, 9 - - ves No No No No
Custom paper size 3-1, 5-1, 5-2, 6-1 - - Yes Yes Yes Yes Yes
Custom paper size 3-2, 3-3, 5-3, 5-4, 5-6, 6-2, 6-3, - - Yes No Yes Yes Yes
7-4,7-5

n Product Overview > Specifications > Paper type > Pickup
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Feeding Width Pickup position
Paper Type Size direction direction Multi CSTH CST2 csT3 csTa4
(mm) (mm)

Heavy paper 1 (106 to 128 g/m?) A3 420 297 Yes No Yes Yes Yes

Heavy paper 2 (129 to 163 g/m?) B4 364 257 Yes No Yes Yes Yes

Heavy paper 3 (164 to 220 g/m?) A4R 297 210 Yes No Yes Yes Yes
A4 210 297 Yes Yes Yes Yes Yes
B5R 257 182 Yes No Yes Yes Yes
B5 182 257 Yes Yes Yes Yes Yes
A5 148 210 Yes No No No No
A5R 210 148 Yes Yes Yes Yes Yes
11x17 431.8 279.4 Yes No Yes Yes Yes
LGL 355.6 215.9 Yes No Yes Yes Yes
LTR 215.9 279.4 Yes Yes Yes Yes Yes
LTRR 279.4 215.9 Yes No Yes Yes Yes
STMTR 215.9 139.7 Yes Yes Yes Yes Yes
STMT 139.7 215.9 Yes No No No No
SRA3 450 320 Yes No No No No
12x18 457.2 304.8 Yes No Yes Yes Yes
EXEC 184.1 266.7 Yes Yes Yes Yes Yes
OFFICIO 317.5 215.9 Yes No Yes Yes Yes
E-OFFICIO 320 220 Yes No Yes Yes Yes
B-OFFICIO 355 216 Yes No Yes Yes Yes
M-OFFICIO 341 216 Yes No Yes Yes Yes
A-OFFICIO 340 220 Yes No Yes Yes Yes
A-LTR 220 280 Yes No Yes Yes Yes
A-LTRR 280 220 Yes No Yes Yes Yes
GLTR-R 266.7 203.2 Yes No Yes Yes Yes
GLTR 203.2 266.7 Yes Yes Yes Yes Yes
GLGL 330.2 203.2 Yes No Yes Yes Yes
AFLS 337 206 Yes No Yes Yes Yes
FLS 330.2 215.9 Yes No Yes Yes Yes
K8 390 270 Yes No Yes Yes Yes
K16 195 270 Yes Yes Yes Yes Yes
K16R 270 195 No No Yes Yes Yes
F4A 342.9 215.9 Yes No Yes Yes Yes
I-LGL 345 215 Yes No Yes Yes Yes
Free Size 139.7 to 630 | 98.4 to 320 Yes No No No No
Long Length 457.3 to 1200 | 98.4 to 320 Yes No No No No
Custom paper size 0-2, 0-3, 0-4, 1-1, 1-2, 1-3, 2-1,
2-2, 2-3,pz-2, 7-2,7-3,7-6,8-1,9 ) ) ves No No No No
Custom paper size 3-1, 5-1, 5-2, 6-1 - - Yes Yes Yes Yes Yes
Custom paper size 3-2, 3-3, 5-3, 5-4, 5-6, 6-2, 6-3, - - Yes No Yes Yes Yes
7-4,7-5

n Product Overview > Specifications > Paper type > Pickup
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Feeding Width Pickup position
Paper Type Size direction direction Multi CSTH CST2 csT3 csTa4
(mm) (mm)

Heavy paper 4 (221 to 256 g/m?) A3 420 297 Yes No No No No
B4 364 257 Yes No No No No
A4R 297 210 Yes No No No No
A4 210 297 Yes No No No No
B5R 257 182 Yes No No No No
B5 182 257 Yes No No No No
A5 148 210 Yes No No No No
A5R 210 148 Yes No No No No
11x17 431.8 279.4 Yes No No No No
LGL 355.6 215.9 Yes No No No No
LTR 215.9 279.4 Yes No No No No
LTRR 279.4 215.9 Yes No No No No
STMTR 215.9 139.7 Yes No No No No
STMT 139.7 215.9 Yes No No No No
SRA3 450 320 Yes No No No No
12x18 457.2 304.8 Yes No No No No
EXEC 184.1 266.7 Yes No No No No
K8 390 270 Yes No No No No
K16 195 270 Yes No No No No
Free Size 139.7 to 630 | 98.4 to 320 Yes No No No No
Long Length 457.3 to 1200| 98.4 to 320 Yes No No No No
Custom paper size 0-2, 0-3, 0-4, 1-1, 1-2, 1-3, 2-1,
2-2,2-3, 2-4, 3-1, 3-2, 3-3, 5-1, 5-2, 5-3, 5-4, 5-6, - - Yes No No No No
6-1, 6-2, 6-3, 7-2, 7-3, 7-4, 7-5, 7-6, 8-1, 9

n Product Overview > Specifications > Paper type > Pickup
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Feeding Width Pickup position
Paper Type Size direction direction Multi CSTH CST2 csT3 csTa4
(mm) (mm)
1-Side Coated Paper 1 (106 to 128 |A3 420 297 Yes No No No No
g/m?) B4 364 257 Yes No No No No
1-Side Coated Paper 2 (129 to 163 |A4R 297 210 Yes No No No No
g/m’) A4 210 297 Yes No No No No
1;S|2d)e Coated Paper 3 (164 to 220 B5R 257 182 Yes No No No No
gm B5 182 257 Yes No No No No
3L:£2I$x Coated Paper 1 (106 to 128 A5 148 510 Yes No No No No
Duplex Coated Paper 2 (129 to 163 [29R 20 g Yes No No No No
g/mz) 11x17 431.8 279.4 Yes No No No No
Duplex Coated Paper 3 (164 to 220 [LGL 355.6 215.9 Yes No No No No
g/m?) LTR 215.9 279.4 Yes No No No No
LTRR 279.4 215.9 Yes No No No No
STMTR 215.9 139.7 Yes No No No No
STMT 139.7 215.9 Yes No No No No
SRA3 450 320 Yes No No No No
12x18 457.2 304.8 Yes No No No No
EXEC 184.1 266.7 Yes No No No No
K8 390 270 Yes No No No No
K16 195 270 Yes No No No No
Free Size 139.7 to 630 | 98.4 to 320 Yes No No No No
Custom paper size 0-2, 0-3, 0-4, 1-1, 1-2, 1-3, 2-1,
2-2, 2-3, 2-4, 3-1, 3-2, 3-3, 5-1, 5-2, 5-3, 5-4, 5-6, - - Yes No No No No
6-1, 6-2, 6-3, 7-2, 7-3, 7-4, 7-5, 7-6, 8-1
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n Product Overview > Specifications > Paper type > Pickup

Feeding Width Pickup position
Paper Type Size direction direction Multi CSTH CST2 csT3 csTa4
(mm) (mm)

Tracing (64 to 99 g/m?) A3 420 297 Yes No No No No
B4 364 257 Yes No No No No
A4R 297 210 Yes No No No No
A4 210 297 Yes No No No No
B5R 257 182 Yes No No No No
B5 182 257 Yes No No No No
A5 148 210 Yes No No No No
A5R 210 148 Yes No No No No
11x17 431.8 279.4 Yes No No No No
LGL 355.6 215.9 Yes No No No No
LTR 215.9 279.4 Yes No No No No
LTRR 279.4 215.9 Yes No No No No
STMTR 215.9 139.7 Yes No No No No
STMT 139.7 215.9 Yes No No No No
SRA3 450 320 Yes No No No No
12x18 457.2 304.8 Yes No No No No
EXEC 184.1 266.7 Yes No No No No
K8 390 270 Yes No No No No
K16 195 270 Yes No No No No
Free Size 139.7 to 630 | 98.4 to 320 Yes No No No No
Custom paper size 0-2, 0-3, 0-4, 1-1, 1-2, 1-3, 2-1,
2-2, 2-3, 2-4, 3-1, 3-2, 3-3, 5-1, 5-2, 5-3, 5-4, 5-6, - - Yes No No No No
6-1, 6-2, 6-3, 7-2, 7-3, 7-4, 7-5, 7-6, 8-1

Transparency (121 to 220 g/m?) A4 210 297 Yes Yes Yes Yes Yes
LTR 215.9 279.4 Yes Yes Yes Yes Yes

n Product Overview > Specifications > Paper type > Pickup
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n Product Overview > Specifications > Paper type > Pickup

Feeding Width Pickup position
Paper Type Size direction direction Multi CSTH CST2 csT3 csTa4
(mm) (mm)

Labels (118 to 185 g/m?) A3 420 297 Yes No No No No
B4 364 257 Yes No No No No
A4R 297 210 Yes No No No No
A4 210 297 Yes No No No No
B5R 257 182 Yes No No No No
B5 182 257 Yes No No No No
A5 148 210 Yes No No No No
A5R 210 148 Yes No No No No
11x17 431.8 279.4 Yes No No No No
LGL 355.6 215.9 Yes No No No No
LTR 215.9 279.4 Yes No No No No
LTRR 279.4 215.9 Yes No No No No
STMTR 215.9 139.7 Yes No No No No
STMT 139.7 215.9 Yes No No No No
SRA3 450 320 Yes No No No No
12x18 457.2 304.8 Yes No No No No
EXEC 184.1 266.7 Yes No No No No
K8 390 270 Yes No No No No
K16 195 270 Yes No No No No
Free Size 139.7 to 630 | 98.4 to 320 Yes No No No No
Custom paper size 0-2, 0-3, 0-4, 1-1, 1-2, 1-3, 2-1,
2-2, 2-3, 2-4, 3-1, 3-2, 3-3, 5-1, 5-2, 5-3, 5-4, 5-6, - - Yes No No No No
6-1, 6-2, 6-3, 7-2, 7-3, 7-4, 7-5, 7-6, 8-1

Bond (83 to 99 g/m?) LTR 215.9 279.4 Yes Yes Yes Yes Yes
LTRR 279.4 215.9 Yes No Yes Yes Yes
EXEC 184.1 266.7 Yes Yes Yes Yes Yes
Free Size 139.7 to 630 | 98.4 to 320 Yes No No No No

Postcard (164 to 220 g/m?) Postcard 148 100 Yes No No No No
Reply Postcard 200 148 Yes No No No No
4 on 1 Postcard 200 296 Yes No No No No
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n Product Overview > Specifications > Paper type > Pickup

Feeding Width Pickup position
Paper Type Size direction direction Multi CSTH CST2 csT3 csTa4
(mm) (mm)

Pre-Punched paper (64 to 75 g/m?) |A3 420 297 Yes No Yes Yes Yes
B4 364 257 Yes No Yes Yes Yes
A4R 297 210 Yes No Yes Yes Yes
A4 210 297 Yes Yes Yes Yes Yes
B5R 257 182 Yes No Yes Yes Yes
B5 182 257 Yes Yes Yes Yes Yes
A5 148 210 Yes No No No No
A5R 210 148 Yes Yes Yes Yes Yes

11x17 431.8 279.4 Yes No Yes Yes Yes
LGL 355.6 215.9 Yes No Yes Yes Yes
LTR 215.9 279.4 Yes Yes Yes Yes Yes
LTRR 279.4 215.9 Yes No Yes Yes Yes
STMTR 215.9 139.7 Yes Yes Yes Yes Yes
STMT 139.7 215.9 Yes No No No No
SRA3 450 320 Yes No No No No
12x18 457.2 304.8 Yes No Yes Yes Yes
EXEC 184.1 266.7 Yes Yes Yes Yes Yes
OFFICIO 317.5 215.9 Yes No Yes Yes Yes
E-OFFICIO 320 220 Yes No Yes Yes Yes
B-OFFICIO 355 216 Yes No Yes Yes Yes
M-OFFICIO 341 216 Yes No Yes Yes Yes
A-OFFICIO 340 220 Yes No Yes Yes Yes
A-LTR 220 280 Yes No Yes Yes Yes
A-LTRR 280 220 Yes No Yes Yes Yes
GLTR-R 266.7 203.2 Yes No Yes Yes Yes
GLTR 203.2 266.7 Yes Yes Yes Yes Yes
GLGL 330.2 203.2 Yes No Yes Yes Yes
AFLS 337 206 Yes No Yes Yes Yes
FLS 330.2 215.9 Yes No Yes Yes Yes
K8 390 270 Yes No Yes Yes Yes
K16 195 270 Yes Yes Yes Yes Yes
K16R 270 195 No No Yes Yes Yes
F4A 342.9 215.9 Yes No Yes Yes Yes
I-LGL 345 215 Yes No Yes Yes Yes
Free Size 139.7 to 630 | 98.4 to 320 Yes No No No No
Custom paper size 0-2, 0-3, 0-4, 1-1, 1-2, 1-3, 2-1,
2-2, 2-3,p2-2, 7-2,7-3, 7-6, 8-1 ) ) Yes No No No No
Custom paper size 3-1, 5-1, 5-2, 6-1 - - Yes Yes Yes Yes Yes
Custom paper size 3-2, 3-3, 5-3, 5-4, 5-6, 6-2, 6-3, - - Yes No Yes Yes Yes
7-4,7-5
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n Product Overview > Specifications > Paper type > Pickup

Feeding Width Pickup position
Paper Type Size direction direction Multi CSTH CST2 csT3 csTa4
(mm) (mm)
Envelope (75 to 105 g/m®) COM10_R 241.3 104.7 Yes No Yes No No
Monarch_R 190.5 98.4 Yes No Yes No No
ISO-C5 R 229 162 Yes No No No No
DL R 220 110 Yes No Yes No No
Nagagata 3_R 235 120 Yes No Yes No No
Younagagata 3_R 235 120 Yes No Yes No No
Kakugata 2_R 332 240 Yes No Yes No No
COM10 104.7 241.3 Yes Yes No No No
Monarch 98.4 190.5 Yes No No No No
1ISO-C5 162 229 Yes Yes No No No
DL 110 220 Yes Yes No No No
Nagagata 3 120 235 Yes Yes No No No
Younagagata 3 120 235 Yes Yes No No No
T-1-14

n Product Overview > Specifications > Paper type > Pickup

1-20

1-20



n Product Overview > Parts Name > Control Panel

Parts Name o Control Panel

Touch Panel Display Numeric key Energy Saver key

o Cross Sectional View | I
r <~ _ Main Menu 0 e HoYolo : Brightness

" Adjustment Dial
+.L__ Volume Settings key
; : 1 - : : ___Settings/_
(I G- Destination/ s : Registration key
S Forward Settings =% - - (i Counter Check key
Status Monitor/==
Cancel - 4 - e Stop key

1-21

Quick Menu =

Fixing Assembly

Toner Container \ 1 1 :
Edit Pen D (Log In/Out) key Reset key

Secondary transfer
outer Roller

F
T~

ITB Unit

Processing / Data Indicator Main Power Indicator

Drum Unit o Error Indicator

F-1-16
Laser Scanner ___

Unit Multi-purpose Tray

Waste Toner ==
Container

Cassette 27 | Cassette 1

Cassette 3

Cassette 4 |

F-1-15
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Technical Explanation

B Basic Configuration

B Document Exposure

B Main Controller

B aser Exposure System
B Image Formation System
B Fixing System

B Pickup / Feed System

B External Auxiliary System
B MEAP

B Embedded RDS

B Updater

EDCM

E Technical Explanation



E Technical Explanation > Basic Configuration > Functional Configuration

Basic Configuration

o Functional Configuration

This machine consists of 6 major blocks: Original Exposure and Feed System, Controller
System, Laser Exposure System, Image Formation System, Fixing System, and Pickup
Feed System.

I:I  Original Exposure and Feed System ! ’%
ADF

~--------------- i
|
P 1 Delivery ;
[ w— _ i
i I
.. ! 1 i
Fixing | 1| . . " |
.Y _____ Y ___. System| | Fixing | 3 !
| 1 I 1 1
! Controller System ! i ! A 3 v !
I I R R

| | | Image Formation System ;3 Deplexing i

I ! I I Feed
I | \ | I
''| Main Controller PCB | 1 ! ITB Transfer |1} |
| | | " |
| ! : W 3
I I i I I
! ! 3 Drum Drum Drum Drum " |
| DC Controller PCB | ‘::::: g i g :::ZIIiIIZU |
I ! I V! i
| ! N i
! ! 3 Laser Scanner ' |
I ' | " |

| i
I 1 !
h

Laser Exposure System i
[ E ,,,,,,,,,, { ,,,,,,,,,,,,,,,,,, o IFIEber a Multi-purpose Tray
Laser Beam A

D R— Paper Flow
Signal Flow
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E Technical Explanation > Document Exposure > Overview > Cross Section

Document Exposure

o Overview

M Features

* Low energy consumption by adopting a new Scanner Unit

B Specifications

Item Specification/function Remarks

Exposure system |High-brightness white LED + reflection plate -

Original |In BOOK|Scan by movement of scanner unit -
scan mode

In DADF |Scan by original stream reading with scanner -
mode unit fixed

Scanning 600 dpi x 600 dpi
resolution 300 dpi x 300 dpi
Gradation 256 gradations -
Carriage position |Scanner Unit HP Sensor (PS_A1) -
detection
Magnification B&W: scan magnification change (Vertical
change 2-line skipping: 25 to 50%)
Color: digital reproduction
In horizontal Image processing in main controller PCB -
direction
In vertical Image processing in main controller PCB Scan magnification change is
direction also used for 300dpi-SEND job

Number of line of |4 lines (R, G, B, B/W) -
Reading sensor

Original |In BOOK|Horizontal direction: detection by Scanner unit -
size mode  [sensor (scanner unit)

detection Vertical scanning: Detection by the Reflection [Total 1 point (2 points for
Sensor (Original Size Sensor (AB configuration/|global)
AK configuration) or Original Size Sensor (Inch))

In DADF |Horizontal scanning: Detection by the Photo -
mode Interrupter

Vertical scanning: Detection by the Photo -
Interrupter and Reflection Sensor

Maximum|In BOOK|297 mm x 431.8 mm -
original |mode

size In DADF |297 mm x 630 mm -

mode

T-2-1
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M External View
[7]
6] 10
(5] [10]
[3]
[8]
F-2-2

[11 Reader Left Cover [2] Reader Left Retaining Cover

[3] Reader Hinge Lower Cover (Left) [4] Reader PCB Cover

[5] Reader Glass Support Cover [6] Reader Rear Cover

[71 Reader Hinge Lower Cover (Right) [8] Glass Cleaning Sheet Storage Box

[91 Reader Front Cover (Small) [10] Reader Right Retaining Cover

[11] Reader Front Cover
M Cross Section

(1] [2]
[3]
F-2-3
[1] Stream Read Glass [2] Copy Board Glass
[3] Scanner Unit
2-3



E Technical Explanation > Document Exposure > Overview > Scanner Unit

B Major Electrical Parts

F-2-4
Component part Symbol Function/specification

Scanner motor STM1 |2 phase pulse motor: pulse control

Scanner unit HP sensor PS_A1 [Scanner unit HP detection

DADF open/closed sensor PS_N1 |DADF open detection (DADF is detected at 5 degree)

(Front)

DADF open/closed sensor PS_N2 |DADF open detection (size detection timing is detected

(Rear) when DADF is open at 25 degree)

Original size sensor (AB type / | PS_R1 |[Size detection in vertical direction (AB type / AK type)

AK type)

Original size sensor (INCH PS_R2 (Size detection in vertical direction (INCH type)

type)

Scanner unit - Image reading, analog image processing

Reader Heater HTRO1 |To prevent condensation from forming on the reader

T-2-2
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B Scanner Unit
Original exposure and scanning are performed by the integrated scanner unit of LED,
turndown mirror, free curved mirror, and Reading sensor.
Light emitted from LED is reflected by the original and reaches the Reading Sensor
throughthe Reflection Mirror and the newly developed Lens Unit.
e A
LED (light source) Reflection Mirror
\ /
\ R /
Mirror
No4
N\ T __—Mirror
I bl No.3
Mirror — 1| ==
No.2 ;
v
' I I Mirror
> Sooo No.1
. NSNS
Mirror == T
No.5 M
Lens
Line Sensor
[Red (R) line]
[Greeen (G) line]
F[Blue (B) line]
[Black & white (B/W) line]
|\ £24
2-4



E Technical Explanation > Document Exposure > Overview > Reader Heater

LED lamp unit

On LED lamp unit, the light is generated from the 1 LED lamp PCBs (LED chip: 40 pieces
per PCB).

Generated light is exposed to the original through the reflection plate.

Reading sensor
The Reading Sensor scans the image per 1 image line.

The Reading Sensor has 4 lines (R, G, B, B/W), but only uses 3 lines (R, G, B) when
scanning images.

Related Error Codes :

E302-0001 : White Shading error
E302-0002 : Black Shading error

Related Alarm Codes :

02-0025 : Insufficient Scanner Unit LED light intensity alarm

B Reader Heater

See "External Auxiliary > Heater Control" in Chapter 2.

E Technical Explanation > Document Exposure > Overview > Reader Heater
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E Technical Explanation > Document Exposure > Controls > Image Processing

o Controls

B Reading Speed

There are two patterns when the Reading Sensor performs reading depending on the
combination of Copyboard/DF and 300 dpi/600 dpi.

Reading Speed
300dpi 260 mm/s
Book mode 10 dpi 150 mm/s
300dpi 300 mm/s
ADFmode 1o i 150 mm/s

T-2-3

M Image Processing

@ Overview
The functions of the PCB related to image processing are shown below:

» Main Controller PCB Shading correction (executed per job)
Dust detection control/correction processing
Change of magnification ratio
Color displacement correction in vertical scanning direction
Scanner Unit drive

» Scanner Unit PCB Analog image processing, A/D conversion

Scanner Unit PCB (Reader side)

LED (4lines) Main Controller PCB

Analog image

signal Shading correction
FLASH PCB
Dust detection control/
EEP-ROM correction processing l
Gai ti
Analog i Change of magnification ratio gl gc;;;ec o CPU

nalog image 1

processing A/D Color displacement correction
- gain correction | |conversion in vertical scanning direction o
- offset correction o Digital image

Scanner Unit drive signal

F-2-6
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@ Shading Correction

Shading correction corrects unevenness of the output of the Reading Sensor.
In shading correction, there is a type of shading correction that is executed per job.

Operating timing:
When a job starts

Shading correction is performed for each scanning of original.

With this operation, light of LED Lamp is emitted to the Standard White Plate, and the
reflected light is converted into digital data at the analog image processing part of the
Scanner Unit PCB. The amount of digitized reflected light is input to the shading correction
circuit in the Main Controller PCB as the shading coefficient. In the shading correction circuit,
the stored target value and the shading coefficient are compared, and the difference is
determined as the shading correction value.

With this shading correction value, variation of pixel of the Reading Sensor of each scan is
corrected to make the image density level even.

; A
Reading outl T . Characteristics after
sensor outpu ' correction
Target value ;} Characteristics before
“ . correction

Measurement{

White )
— Original density

Standard white plate

F-2-7

Related Error Codes :

E302-0001 : White Shading error
E302-0002 : Black Shading error

Related Alarm Codes :

02-0025 : Insufficient Scanner Unit LED light intensity alarm

2-6



E Technical Explanation > Document Exposure > Controls > Image Processing

@ Dust detection / correction control

Overview

Dust detection / correction control executes the following processing in association with the
shading correction to correct image density variation (white streaks) in areas of dust.

1) Before shading, dust adhered at shading positions is detected.

2) After shading, the shading coefficient of already detected areas of dust is corrected.

[Execution timing]
Dust detection / correction control is always executed at the time of white shading during
shading correction.

There are 2 processings for dust.

1) Processing to avoid dust (when starting the first stream reading job after turning ON the
power, when ending a stream reading job, etc.)

Like the time of completion of a job, presence/absence of dust is detected at all positions (1,
2, 3,4 and 5 in that order). The position where dust is least present is used as the reading

position and reading starts.

: 1 Ll T !
; [ N I '
: 2 = | | :
' [ :
R
E 41 i :
: (I T T ,
: 5. 1 0 ™ E
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2)Processing to correct dust (when a regular stream reading job starts, between papers)

Dust detection is executed at the reading position, and image density variation (white
streaks) in areas of dust is corrected from the next original if there is any dust.

( 0.5 mm 0.5 mm )

/

N —-— Y- —
[V N . R
JEENEER R R
JF QU I R

Stream Read Glass

.II-‘-“L_‘22¥ ;.:
B

F-2-9
Related Service Mode :
« DADF mode dust dtct level adj: ppr intvl
(Lv1) COPIER > OPTION > IMG-RDR > DFDST-L1
+ DADF mode dust dtct level adj: after job
(Lv1) COPIER > OPTION > IMG-RDR > DFDST-L2
2-7
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@ Change of Magnification Ratio

The scanner performs reading at 600 dpi or 300 dpi. For the color mode, only COLOR mode
is used; the scanner does not perform reading in B&W mode scanning regardless of the color
mode selected in the Control Panel.

When configured to read in black and white, the controller converts the mode to black and
white to perform processing.

Color in which the scanner
Copyboard/ADF Resolution (dpi) Color/B&W )
performs reading
500 Golor
Copyboard Color
600 B&W
300
288 Color
ADF Color
600 BAW
300

T-2-4
@ Color displacement correction in vertical scanning direction

Color displacement correction control in vertical scanning direction is a processing to correct
the displacement in RGB by shifting pixels in the vertical direction (up to 1 pixel) to align

GREEN with RED and BLUE images when RGB cannot be read such that they are accurately
overlapped at color scanning.

Example) Scanned image of black line when RED is shifted upwards and BLUE is shifted
downwards compared to GREEN

Color offset in
sub scanning

1
Color offset in ;

sub scanning Before correction  After correction
G-B

F-2-10

There are two types of color displacement correction values as shown below: The correction
value is adjusted in advance before shipping and is saved in service mode. (In COPIER >
ADJUST > CCD)

When a job is started, color displacement correction processing is performed based on the
saved color displacement correction values.

Reader Scan
* 100-RG
* 100-GB

T-2-5
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M Original Size Detection

@ Overview

This machine determines the size of an original by the combination of the measurement

results of the reflected light at particular points of the Reflection Sensor and Reading Sensor.

Furthermore, two points are measured for each size to perform accurate detection even if the

original is moved when the ADF is closed.

» Horizontal scanning direction: Reading Sensor (15-point measurement)

* Vertical scanning direction: Reflection Photo Sensor (1 point for AB configuration, 1 point
for inch configuration)

The original size is determined using the following procedure:

1) Search of external light (horizontal scanning direction only)
The sensor level at each detection position in the horizontal scanning direction is measured
while the LED is OFF.

2) Detection of output level of each sensor
The LED of the Reading Sensor Unit is turned ON to measure the sensor level at each
detection position in the horizontal scanning direction.
Furthermore, the Reflection Photo Sensor LED for the vertical scanning direction is turned
ON to measure the sensor output.

The original size is determined by the combination of these outputs.

The detectable sizes differ depending on the country. The country setting can be changed in

service mode.

* When KSIZE-SW is set for configurations other than inch configuration (including GLOBAL),
the original is detected as AB/K configuration.

SENS-CNF MODEL-SZ2 KSIZE-SW Detection configuration
0 0 0 AB
0 0 1 AB/K
1 0 - INCH
- 1 1 AB/K
- 1 0 GLOBAL

T-2-6

The sensor needs to be changed when switching the detection configuration between AB and
Inch.
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@ Description of Controls

In horizontal scanning direction, sensor level of each original detection position is measured
by moving the Scanner Unit to the detection position shown in the figure in relation to the
original set position. In the vertical scanning direction, the original size is determined using
the Original Size Sensor.

o |
|
. |
ize sensor (AB/AK)
\ | |
! |
. |
! |
o |
| | |
| |
|
|
|
|
|

Original detection ‘

| = posiiont ., | | Vi
&I Original detection ‘ ‘ ‘ ‘

o positon2 | | _ ;Qfﬂ

Original detection ‘ ‘ ‘ ‘

position 3 AS4 11

—

1 Original detection 7T
& posiona BS54 | | B4‘

‘ |
| ] | B
| I | |
! i i Original size sensor (INCH)
|
| Original detection! ! !
| & positon1  STMT N |

|

| ‘ |

|

| ! ‘

|

‘ \ ‘

| | |

I Original detection, !
7%£95ﬂ°P£§LMTL J _LTRR4  LGL4
I Original detection \ 279.4x431.8mm
| S posion3  LTR, A g

Reading Sensor original detection position
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M Service Tasks

@ Service Mode/Adjustment
White Level Adjustment

Luminance levels when the same white is read using the Copyboard and DF are automatically

adjusted.

[Service mode]

COPIER > FUNCTION > CCD > DF-WLVL1 (copyboard)
COPIER > FUNCTION > CCD > DF-WLVL2 (DF)

MTF Adjustment

Color differences and moire caused by the differences in the MTF of the Reading Unit are
reduced.

[Service mode]

COPIER > ADJUST > CCD > MTF-CLC

Copyboard Image Position Adjustment

The image position at copyboard scanning is adjusted.
[Service mode]

COPIER > ADJUST > ADJ-XY > ADJ-X (Vertical scanning)
COPIER > ADJUST > ADJ-XY > ADJ-Y (Horizontal scanning)

Vertical Scanning Magnification Ratio Adjustment

Fine adjustment of the vertical scanning magnification ratio at copyboard scanning is
performed.

[Service mode]

COPIER > ADJUST > ADJ-XY > ADJ-X-MG

Clearing of Backup Data
[Service mode]
COPIER > FUNCTION > CLEAR > R-CON

Related Error Codes :

Scanner HP error

E202-0001 : The DADF Scanner Unit could not detect the home position when starting
scanning operation.

E202-0002 : The DADF Scanner Unit could not detect the home position when
completing scanning operation.

E202-0003 : An error in the Scanner Unit (Paper Front) position was detected when
reading of a job was started.
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Main Controller B Main controller PCB
. Voice HDD ADF ADF Reader Internal I/F
o Overview 7 J20 U35 J3B J36 U3 U7 e
B Configuration / Function DEVICE
PORT
HDD Main Controller PCB
' J28
~ Image Data
Analyzer PCB
J27
FAX
J19
Laser
LAN
J16
USB FAX
5
USB(H)
J15  J14 J32 J25 J20 J18
CC-VI CARD Main power Low voltage DC Controller
supply  power supply
F-2-13
USB I/F TPM PCB Flash PCB No. Functions and specifications No Functions and specifications
Foot J3 USB I/F (Device) J20/J25 [Low-voltage Power Supply PCB
- J4  |Control Panel I/F J23/J29 |Hard disk
ltem Function J5  |USB I/F (Host) J24  [Counter Memory PCB
Main Controller PCB |System Control/Memory Control/Printer Output Image Processing Control, J6 USB Device Port J27/J30 [Fax (1-Line)
Reader Image Input Processing, Card Reader Connection I/F, Fax Image J7 LAN I/F J28  |Image Data Analyzer PCB
Processing, USB Extension HUB Connection I/F J8 |TPM PCB J32  [Main Power Supply Switch
RAM Temporarily storage of image data: J10  |Flash PCB 33 |Scanner Unit
Capacity of 1 GB (for controller control) + 1 GB (for image processing) Serial Interface Kit 135/J38 |ADF Driver PCB
USB port {USB2.0 Device I/F, USB2.0 Host I/F J14  1Copy Card Reader 136 |Scanner Motor
Hard disk 2.5-inch SATA I/F Standard: 250 GB (250 GB usable area), address list, J15  [Copy Control Interface Kit I/F Scanner Unit HP Sensor
security information (password, certificate), image data, preferences Fax (2-Line) Copyboard Cover Open/Close Sensor
Flash PCB Storage of system software: 2 GB J16 J37 (Front/Rear)
TPM PCB Generation and storage of the encryption key. J17  |Voice Operation Kit Original Size Sensor (AB/INCH)
(Only when Management Settings > Data Management > TPM Settings is J18 |DC Controller PCB J40 |Controller Fan
"On". Default: Off) T.0.8

T-2-7
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o Boot Sequence

Power Supply Switch ON

< > [1: Program storage location
« Initializing process of hardware

» Starting BIOS
[Main Controller PCB]

» Starting IPL (boot program) and OS system
software
[Flash PCB]

» Starting application
[Hard disk]

imageRUNNER

ADVANCE

Standby s‘cre'en display

NOTE:

To achieve faster startup, the progress bar and the active PCB are not synchronized.
For this reason, the progress bar cannot be utilized for troubleshooting.

See the following error code list for the troubleshooting.

E Technical Explanation > Main Controller > Boot Sequence
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Related error codes (major error codes):

E602-0001: HDD error
HDD fails to be Ready. When the HDD is not formatted

When this error occurs, the system has not been started normally. Therefore, it may not
be recorded in the error log.

E614-0001: Flash PCB error
The Flash PCB cannot be recognized. When the Flash PCB is not formatted

E614-0002: Error in file system on the Flash PCB
The file system could not be initialized normally at startup.

When this error occurs, the system has not been started normally. Therefore, it may not
be recorded in the error log.

E614-4001: Error in file system on the Flash PCB
The OS boot file is not found.

When this error occurs, the system has not been started normally. Therefore, it may not
be recorded in the error log.

E614-4002: Error in file system on the Flash PCB
The OS kernel is not found.
When this error occurs, the system has not been started normally. Therefore, it may not

be recorded in the error log.

E748-2010: Flash PCB error / HDD error

IPL (boot program) not found, or HDD not recognized.
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O Shutdown Sequence

Before shutting down the power supply, it is necessary to perform the HDD completion
process (Purpose: to prevent damage on the HDD) and execute the fixing disengagement
operation. This sequential process is called “shutdown sequence”. The shutdown sequence
has been manually executed with the legacy (existing) models (by holding down the power
supply switch on the Control Panel for a specific duration).

With this machine, the Main Controller PCB detects turning OFF the Main Power Supply
Switch, and the shutdown sequence is started and executed automatically.

Note that the maximum shutdown time with this equipment is 110 seconds. (If the maximum
of 110 seconds has elapsed, the power supply is turned OFF by the hard timer circuit on the
Low Voltage Power Supply PCB.)

NOTE:

If the power supply is stopped without shutting down the machine, or if the processing
to completely delete the hard disk (deletion of the primary file) fails to be completed
within the shutdown time (max. 110 sec.), data consistency is checked at startup. In
such a case, startup takes up to 80 seconds. The progress bar is displayed during the
data checking.
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o Controls

M Copy
<
| To DC Controller | Reader
A
v
Print the Image Image Processing
Processing Resolution Conversion
Extension Image rotation
Processing JPEG Conversion/Extension
HDD Writing/|
Reading
f Image Data Buffer
] (Memory)
Main Controller PCB
F-2-14
M Print
3
Network To DC Controller
Print the Image Rendering
LAN Processing
Controller Extension
HDD Writing/ Processing
Reading

Interpreter *

-

Image Data Buffer
(Memory)

Main Controller PCB
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B SEND
—
Network HDD
A
v
Image Processing
Resolution Conversion
LAN Data Conversion Image rotation
Controller JPEG Encode || JPEG Conversion/Extension
HDD Writing/| ‘
Reading

A

Image Data Buffer

> (Memory)

Main Controller PCB

*Same as Remote FAX.
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B Network(Advanced Box / Space Client)

Network To DC Controller
Print the Image
Processing
AN Extensi(_)n JPEG Decode
Controller Processing
HDD Writing/
Reading

Y

Image Data Buffer

u[

(Memory)

Main Controller PCB
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B Fax SEND
<
Image Processing
Resolution Conversion
JBIG - MMR/MH Image rotation
Conversion Image Level Cell
HDD Writing/| ‘
Reading
* > Image Data Buffer
(Memory)
Main Controller PCB
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B Fax Receive
<
HDD To DC Controller FAX
Image Processing
Color Space Conversion
Resolution Conversion
JBIG Conversion
HDD Writing/| t
Reading \ 4
f Image Data Buffer
P (Memory)
Main Controller PCB
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o Security

B Management Settings of Hard Disk

Besides data of originals that is accumulated using the fax function, this machine's hard

disk stores information registered in the address book and password information of the
address book. Therefore, management of the data in the hard disk requires reliable security
measures.

The machine is equipped with data encryption and deletion functions for data management to
prevent information leakage and to maintain safety and confidentiality.

@ Complete Deletion of Hard Disk Data

When copying, sending, receiving and printing, the machine separates the job data to save
in the management information area and the actual data area. When a job is completed, the
management information is automatically deleted, but the actual data remains on the hard
disk.

The actual data remaining on the machine's hard disk is completely deleted by overwriting
zero data or random data. This is effective for preventing data leakage when replacing or
disposing of the hard disk.

JobData ffdataiserasedby Erase only management

normal procedure :Management: data after output
Information — ey, ‘ Actual data remains
- in the hard disk

"Management. 0 Data or randam data

nagement,

If data is erased with : is overwritten after every output
Information _ y oulp

the Data Erase Kit

1 .
<\ /. Erase remaining

N job data
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When the Data Erase Kit is enabled, unneeded or deleted data in the hard disk can be
completely deleted. The timing and mode for deleting the hard disk can be selected.

The data completely deleted from the hard disk is as follows:

« Temporary image data generated at scanning

» Data remaining after files in the reception tray (Confidential Fax Inbox/Memory RX Inbox)
are deleted

« Data sent/received to/from Fax/I-Fax

* Spool data

» Data temporarily saved as print data

E Technical Explanation > Main Controller > Security > Management Settings of Hard Disk
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@ Initialize All Data/Settings

Saved files and registered information are initialized.
Data saved in the machine such as files, information registered in the address book, job log
information and so on can be deleted (initialized).*

CAUTION:

"Initialize All Data/Settings" is intended to be performed by the user mainly when
disposing of the machine. As the purpose of this function is different from that of
complete deletion of job data, user management information will also be deleted;
therefore explanation to users is necessary.

* Details will be explained in the section of TPM.
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o Security Function (Encryption Key, Certificate and
Protection of Password)

Bl Overview

A PCB called "TPM PCB" is installed on the machine's Main Controller PCB. TPM, which
is an abbreviation for "Trusted Platform Module", is a name of a chip that has a function for

generating and saving the encryption key as well as public-key encryption arithmetic function.

The TPM PCB protects security information (passwords, certificates and encryption keys)
stored in the Flash. It does not protect the setting/registered/saved data other than security
information.

Encryption and decryption of security information use the TPM key within the chip.

TRM[Chip

Root Key u\;’%

Since the TPM key is safely
stored using the root key in
the TPM chip, high security
is maintained.

TPM Key /- @

Memory area

* ) %@‘

«/8 -
Public Key Pair for Data Storing ey, eeincate

SSL Communication
A

All information is encrypted and stored by the
TPM key which was encrypted by root key.

ord

WOr
Encryption Key
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As it is practically impossible to extract the TPM key from the chip, the machine's security

information is well protected even when the following cases occur:

« If the hard disk or the Main Controller PCB is removed and installed in another MFP (as the
TPM PCB retains the model information when the TPM setting is enabled)

« If the machine's system is intruded upon via the network

The setting is required in Settings/Registration mode.
Management Settings > Data Management > TPM Settings > On (default: Off)

2-16

B Security Information Structure

The operation of the security function differs depending on the TPM settings on the Ul.
There are 2 types of TPM settings, and the respective flows of security information are
described below:

Image diagram when the TPM settings are enabled

TPM Key| —

N
TPM PCB
\ 4 (Temporarily
stored in Flash) '
ﬁ%@ . CSELCTLL gt TL IU 3
i s S v
Public Key \/% <& 1| USB flash drive
Backup Key
for TPM failure
Common
Key
Passwo [ PasSwoy
: Flash PCB

F-2-22
When TPM settings are enabled, the TPM key becomes valid, so three-stage keys can be
used. Therefore, the security information of each machine is securely protected.

The security information for this setting consists of three keys and the information of multiple
passwords stored in the Flash PCB.

Each piece of information is stored in the specified storage location. (enclosed in blue in the
above diagram)

As this information is linked to the security information in the lower layer, the function does
not work unless all information is available.

Note that, as a backup function in the case of failure, a backup key is temporarily stored in
the Flash memory. (Limited to the first time when TPM Settings is turned to On)

This key can be backed up using a USB flash drive. After being backed up, it is deleted from
the Flash PCB.

As the stored public key information is lost upon failure/replacement of the Flash PCB, the
security information cannot be correctly decoded. In this case, "Initialize All Data/Settings" of
Settings/Registration needs to be executed to disable TPM settings.

2-16
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When the TPM settings are disabled, the TPM key becomes invalid, so the security
information is protected only by the shared key. In that case, the security information of each
machine is protected at the same level as that of conventional machines.

When the TPM settings are disabled, the security information consists of a shared key and
the information of multiple passwords stored in the Flash memory. Unlike when the TPM
settings are enabled, stored password information is initialized upon failure/replacement of
the Flash memory.

@ TPM Settings of Security Information

Whether to use TPM can be selected for security information by changing the TPM settings in
the Settings/Registration mode.

* When TPM Settings is On
In this case, four-stage security information (TPM key, public key, shared key and
password) is enabled.

* When TPM Settings is Off
In this case, two-stage security information (shared key and password) is enabled.

2-17

B Works to be Done Before and After Introduction

The setting is required in Settings/Registration mode. ("TPM Settings" at the time of shipment:
Off)

» Enabling of the Function

» Backup of TPM key

» Restoration of TPM key

» Disabling of the Function

As a general rule, these works should be performed by the user.

CAUTION:

When configuring the TPM Settings to "On", advise the user of the following points.
« After setting it to "On", immediately back up the TPM key.

* Be sure to remember the password set when the TPM key was backed up.

* Do not lose the USB flash drive containing the backup file of the TPM key.

*  When replacing the TPM PCB due to a failure, etc, the TPM key needs to be
restored after replacement. (Restore TPM Key is enabled only when replacing the
TPM PCB.)

» If the TPM key is not restored, the security information (passwords, encryption keys
and certificates) cannot be used.

* ltis necessary to execute "Initialize All Data/Settings" first to enable TPM settings
again when the TPM key could not be restored due to reasons such as having lost a
USB flash drive. It is because of the security issue that arises if Settings/Registration
data is kept as-is.

2-17
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2) Restart the machine after clicking "Yes".

@ Enabling of the Function

CAUTION:
» Management Settings

Be sure to recommend to the user (administrator) to set the System PIN beforehand.

After conflgurllng the TPM Settings to "On", back up the TPM key, but it ca.n on.ly b.e Do you want to use a TPM key? If so, press [Yes].

done once. It is effective to set the System PIN as a means to prevent a situation in then restart the main unit. (After restart, by

which those other than the administrator obtains the backup file due to the TPM key not backing up the TPM key from this setting, the

having been backed up. TPM key can be restored if corrupted.)

1) Set Management Settings > Data Management > TPM Settings to "On". Y ‘ N ‘

es 0

Select an item to set. .

» Management Settings
> Data Management Tt Uup
_L;j rp— \ System Management Mode
| F-2-24
Ej Delete Existing Data Settings This function is enabled after restart.
= |nitialize All Data/Settings n
| 'S
= TPM Settings ‘
» Off v

Make sure to log out after the operation is completed.
F-2-23
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@ Backup of TPM key

Only a USB flash drive (supported file system: FAT32) can be used as a device to save the
backup file of the TPM key.

The data size of this file is several MB.

F-2-25
1) Connect the USB flash drive to the machine.

The USB I/F (host) is located on the Control Panel side and the Main Controller PCB side.

CAUTION:

Connect only one USB flash drive.

If two or more are connected when the backup operation is executed, a message is
displayed indicating that the backup has failed.

NOTE:

As the backup file of the TPM key is saved by serial number, backup files of multiple
machines can be saved in the USB flash drive.

2) Execute Management Settings > Data Management > TPM Settings, and click [Back Up
TPM Key].

I <TPM Settings> I

Back Up TPM
Key M

(By backing up the TPM key, the TPM key can be
restored if corrupted.)

0K |
System Management Mode
F-2-26
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3) After clicking [Password], enter the password (4 to 12 digits).
Then, re-enter the verification password.

I <Back Up TPM Key: Set Password> I

Enter the password.

Password [
»
I X Cancel ‘ I

System Management Mode Log Out
F-2-27

4) Click [OK]. Backup of TPM key starts.

M

-

The TPM key backup will begin. Check the
following, then press [OK].

-Writable memory media is connected
-No other memory media is connected

% Cancel ‘ | 0K Jl
System Management Mode Log Out
F-2-28

5) When the screen indicating the completion of backup is displayed, click [OK], and remove
the USB flash drive.
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CAUTION: Causes of backup failure

In the following cases, a message indicating that the backup has failed and its cause
are displayed. Take appropriate measures.

* No USB flash drive is connected.

»  Two or more USB flash drives are connected.
» Not enough space on USB flash drive.

» The connected USB flash drive is read-only.

* No key.

CAUTION: Storing the USB flash drive

Advise users of the following.
» Store the USB flash drive under lock and key.

» Do not store the backup files of the TPM keys in a USB flash drive at a location to
which the general public has access, such as on a server.

NOTE: Name of the backup file of the TPM key

The serial number of the machine is automatically assigned to the name of the backup
file.

E Technical Explanation > Main Controller > Security Function (Encryption Key, Certificate and Protection of Password) > Works to be Done Before and After Introduction
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@ Restoration of TPM key

The operation is almost the same as that of backup.

Differences:

When the restoration is completed, restart (turning OFF and then ON the Main Power Supply
Switch) is required.

1) Connect the USB flash drive containing the saved TPM key.

2) Execute Management Settings > Data Management > TPM Settings, and click [Restore
TPM Key].

I <TPM Settings> I

Restore TPM
Key 5

OK o

Remaining @ A4 paper is low.
F-2-29
3) Enter the password set at backup operation.
4) When the screen appears confirming the start of restoration, click [OK]. Restoration starts.
5) When the screen indicating the completion of restoration is displayed, click [OK], remove
the USB flash drive, and then turn OFF and then ON the Main Power Supply Switch.
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CAUTION: Causes of restoration failure

In the following cases, a message indicating that the restoration has failed and its cause

are displayed. Take appropriate measures.

No USB flash drive is connected.

Two or more USB flash drives are connected.

A secured USB flash drive is connected.

The USB flash memory contains no TPM key.

The TPM key on the USB flash memory is not for the target machine.
The entered password does not match.

"Initialize All Data/Settings" is executed after backing up the TPM key.

Flash PCB is faulty.

2-21

@ Disabling of the Function

CAUTION: Points to note at disabling the function

To stop the operation of TPM, Initialize All Data/Settings needs to be executed. Since
user information on the hard disk is all initialized at this time, be sure to back up the
data before configuring the TPM Setting to "Off".

1) Before deleting the data, back up or export necessary data.

<List of Data that is Deleted>

» Data saved in Mail Box

» Data saved in the reception tray (Confidential Fax Inbox/Memory RX Inbox)

» Destination information registered in the address book

» The reading mode registered by the send function

« [Favorite Settings] registered by the copy function, file save/usage functions, and the send
function

* MEAP applications and license files

» Data saved using MEAP applications

* SMS (Service Management Service) password of MEAP (If the password has been
changed, the default password is restored.)

 User authentication information registered in Settings/Registration > Management Settings
> User Management > Authentication Management

* Unsent documents (documents for which delayed or scheduled transmission settings have
been specified)

» Job log information

» Settings specified in Settings/Registration

* Registered forwarding settings

» Key and certificate registered in Settings/Registration > Management Settings > Device
Management > Certificate Settings

2-21
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2) Executes "Initialize All Data/Settings" to configure the TPM Setting to "Off". [ | Target data for encryption/decryption (reference)
Select an item to set. Type Application/Function Security Information Storage
Feat Destination
= hnagemert eIt t up Password/ |Confidential Fax Inbox [Password for Confidential Fax Inbox Hard disk
Zibata b Ce kit PIN SEND Address Book PIN Hard disk
D Import/Export LDAP Server password FLASH
POP Server password FLASH
ll_,j Delete Existing Data Settings Password of time stamp PDF FLASH
Password of Adobe ES Rights Management FLASH
T : 1M server
= [nitialize All Data/Settings Ul Service mode password FLASH
- Network IPP authentication password FLASH
= TPM Settings FTP authentication password FLASH
> off User name and password of proxy authentication|FLASH
client
Log-in password of NetWare print server FLASH
Shared key of IPSec policy FLASH
Make sure to log out after the operation is completed. User name and password for PEAP/TTLS FLASH
authentication
F-2-30 Others User information registered in the device Hard disk
3) Restore or import the data backed up or exported in step 1. Fax RX password FLASH
Department management data (including FLASH
administrator password)
TPM-related error code: Encryption [MIB Authentication key and encryption key for FLASH
key SNMPv3
E746-0031: TPM error Certificate |SSL, AMS Device key pair (SSL, AMS) Hard disk
L . [Private ki i i i
A communication error between the Main Controller PCB and the TPM PCB was M ey S|gnaturej SEND User. key palt - Hard d!Sk
Others User environment data |Keyring information (password) Hard disk
detected at startup. 20
E746-0032: TPM error
Mismatch of the TPM key was detected.
E746-0033: TPM error
It was detected that data in TPM was inconsistent.
E746-0034: TPM auto-recovery error
The error occurred when clearing HDD while TPM setting was ON.
E746-0035: TPM version error
TPM PCB which cannot be used in this machine was installed.
2-22
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O HDD Encryption Kit (option)

When installed, this option generates an encryption key in the Encryption Board to encrypt the
whole hard disk, including the system software. Encryption prevents leakage of confidential
information (temporary image data generated when copying and printing, registered
information in the address book as well as its password information) if the hard disk is stolen.

CAUTION:

The system does not need to be reinstalled when installing the HDD Encryption Kit.
Because the system is stored in the Flash PCB, it does not need to be deleted.

M Hard Disk Encryption Function

Temporary image data such as scanned images and PDL data is written to the hard disk of
the host machine as needed. Information of images and user files remains as-is on the hard
disk after printing or file deletion because only management information is deleted in the
course of normal operations. This encryption function prevents recovery of original images in
the event that the hard disk is removed and analyzed using a disk editor or other tools.

H Data Encryption System

The Encryption Board encrypts the data sent from the controller, and records it in the hard
disk.

The Encryption Board decodes the encrypted data saved in the hard disk, and then sends it
to the controller.

B Conditions of Encryption Board Operation

As the Encryption Board includes a function to identify and authenticate the host machine, an
error occurs when an once-used Encryption Board is installed to a different machine.

Bl Compatibility among Device, Encryption Board and Hard Disk

When the Encryption Board is installed and the authentication information on the controller
side and that on the Encryption Board do not match, E602-2000 occurs.

There are four cases of combination among the device, the Encryption Board and the hard
disk.

2-23

The state of each combination is described here.

Case 1: Normal operation

Case 2: A hard disk-related error occurs because the system on the hard disk cannot be read
(errors other than E602-2000).

Case 3: E602-2000 occurs because of the failure of mutual authentication.

Case 4:. Proper decryption is not possible because the key of the Encryption Board is
different.

/ N | Correct 7 N | Correct HDD
Case 1 Correct Mutual authentication’ encryption KEncryption’) (protected
controller \\I—\/ board

asset)

i

Correct HDD

Correct
Case 2 controller ? (protected
asset)

Decoding not possible

. Correct Correct HDD
Case 3 Icr:)\ﬁlrlgu or ? encryption /\_I\\Em:ryption X (protected
Mutual authentication board asset)
not possible
Correct /1 N | Invalid Correct HDD
Case 4 Mutual authentication encryption ? (protected
controller \\I—\/
board - asset)
Decoding
not possible
F-2-31
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Bl Overview of Countermeasures for Trouble

Service task

User Data

Recovery

Countermeasure

Hard disk replacement

Deleted

Replace Hard disk

1) Format hard disk.

Encryption Board Deleted Install HDD encryption Kit[1) Replace the Encryption Board.
replacement 2) Initialize the Encryption Board.
3) Format the hard disk.
Flash PCB replacement |Deleted Clear the key for HDD 1) Initialize the Encryption Board.
data encryption kit, and |2) Format the hard disk.
install the HDD Data
Encryption Kit.
Clearing of the Main Deleted After MN-CON clear As the authentication information

Controller (COPIER >
FUNCTION > MN-CON)

process is done

is not cleared by the clearing
of MN-CON, there is no work
to be done specific to the HDD
Encryption Kit.

Related Error Code:

T-2-10

E602-2000: Authentication error between the host machine and the Encryption Board

Authentication between the host machine and the Encryption Board could not be
performed because 1/O error occurred in the file system after startup

E602-5001: Authentication error between the host machine and the Encryption Board

Mistake in the procedure for installing the HDD Encryption Board

E602-5002: HDD error

A non-genuine HDD was detected.

E Technical Explanation > Main Controller > HDD Encryption Kit (option) > Overview of Countermeasures for Trouble
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Laser Exposure System

o Overview

The laser exposure system forms a static latent image on the Photosensitive Drum by laser
exposure.

The Laser Scanner Unit consists of the Laser Assembly and the Scanner Motor, and is
controlled by the signal from the DC Controller.

This machine adopts the 1-polygon, 4-laser method to realize a compact size.

E Technical Explanation > Laser Exposure System > Overview

(1]
(2]
(3]
(4]
(3]
[6]
(7]
(8]
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(2]
UNO4 DC Controller PCB
[7] (8l
Y \i A
UNO05 Main Controller PCB
F-2-32
Polygon Mirror UNO08  C/Bk Laser Driver PCB
Photosensitive Drum UNO9  Y/M Laser Driver PCB
APC signal MO1 Scanner Motor
Video signal
BD signal
Scanner Motor control signal
ITOP
Laser On/Off signal
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(4] (1]

[3]

(2]

MO1

F-2-33
[1] Imaging Lens UNO8  C/Bk Laser Driver PCB
[2] Reflection Mirror UNO9  Y/M Laser Driver PCB
[3] Polygon Mirror MO1 Scanner Motor

E Technical Explanation > Laser Exposure System > Specification
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o Specification
Iltem Description
Wave length 780 to 800 nm
Laser type Infrared (invisible) laser
Laser output 10 mW
Number of Laser Scanner Units 1
Number of laser beams 1 beam per color/scanning
Resolution At full speed: 600 dpi
At half speed: 600 or 1200 dpi
Motor type Brushless motor
Motor revolutions Approx. 42,300 rpm (full/half speed)
Number of Polygon Mirror surfaces Four surfaces (20 mm dia.)
T-2-11
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o 1-Polygon 4-Laser Method
[1] Reflection Mirror UNO8  C/Bk Laser Driver PCB

This method performs laser scanning using one Scanner Motor and four laser diodes. The 2] Imaging Lens UNO9  Y/M Laser Driver PCB
multifaceted mirror on one Scanner Motor can scan lasers equivalent to four stations, thereby [3] Photosensitive Drum MO01 Scanner Motor
realizing space-saving.

Below is the Laser Scanner Unit outline drawing.

(3]

MO1

F-2-34
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O Controls M Laser ON/OFF control
B Overview @ Purpose
: T Turns the laser beam ON and OFF according to the combination of laser control signals.
Iltem Operation description
Laser ON/OFF control Turns the laser beam ON and OFF according to the combination
of laser control signals. @ Execution timing
Horizontal scanning Aligns the write start position in the horizontal scanning direction.

After Power-On
synchronous control

Vertical scanning synchronous |Aligns the write start position in the vertical scanning direction.

control @ Control description
LIERB UEH S R Prevents soiling of the §econdary Tr?ther Outer Roller. The DC Controller switches between four modes (Forced OFF mode, APC mode, Print mode,
Laser scanner motor control Rotates the Polygon Mirror at a specified speed. .
APC(Auto Power Control) control[Ensures constant laser beam light intensity for each line. and Standby mode) by laser control signals.
BD correction control Corrects displacement of BD timing for the displacement of the
Polygon Mirror angle Die Comiar
' PCB (UN04) Y/MIC/Bk
T-2-12 Laser Driver
CPU PCB (UNO08)
DC Controller —
PCB (UN04) Y/M/ > ASIC
) Laser ON
Laser Driver PCB /OFF signal = ED] Laser Scanner
Laser ON/OFF control (UNO08) Motor
V_l Video signal - >
Horizontal scanning ASIC APC signal Laser
synchronous control C/Bk Beam
- - Laser Driver PCB Main Controller C/Bk >
Vertical scanning (UN09) PCB(UNO05) > Laser Driver
synchronous control PCB (UNO09)
Main —— ED]
Controller PCB |<=—p>| <+>
(UNO5) Image mask control Laser Scanner Motor Foa6
Laser scanner motor control Mode Laser Status Remarks
Forced OFF mode OFF Clears the light intensity setting determined by the APC.
APC mode ON Adjusts the laser light intensity.
APC control - - - - -
Print mode ON/OFF Emits the laser according to the video signal.
Standby mode OFF The machine is in standby mode.
BD correction control T-2-13
Laser Scanner Unit ) )
Print  Image formation
instruction ready timing
F-2-35
PSTBY PINTR PRINT LSTR PSTBY
LaserA At Tstline (APC)
e j I S 1 1 1 Y e
Mode | Standby ) Forcible | Standby
name mode APC mode APC mode / Print mode OFF mode| mode
F-2-37
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B Horizontal scanning synchronous control
@ Purpose

Aligns the write start position in the horizontal scanning direction.

@ Execution Timing
When printing is started (for each line)

@ Control description

1) The Y/M Laser Driver PCB forcibly emits the Bk laser diode of the C/Bk Laser Driver PCB
by setting the Bk laser control signal to APC mode.

2) The laser beam of the Bk laser has a BD circuit in the scanning light path, and is incident
on the BD Circuit.

3) The BD Circuit detects the laser beam and generates a BD signal, and sends it to the Main
Controller.

4) The Main Controller synchronizes with this signal, and sends video signals (Y_VDO, M_
VDO, C_VDO and Bk_VDO) to the Y/M and C/Bk Laser Driver PCBs while regarding the
reference BD signal as the vertical scanning synchronous signal (BD) for each line. This
enables each Laser Driver PCB to emit a laser beam from a fixed position for each line.

NOTE:

» As the BD signal is the horizontal scanning synchronous signal of the Bk color, the Bk
color serves as each color's reference for horizontal scanning.

» With this machine, the reference in the horizontal scanning direction for Y and M colors is
the right edge (right-to-left) while that for C and Bk colors is the left edge (left-to-right).

<Y, M color> <C, Bk color>
- —_
- [
B Feeding e
direction
Right standard Left standard
F-2-38

Main Controller
PCB(UNO05)

» BD Signal
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C/K Laser Driver PCB

Bk_VDO

C_VDO

\
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M_VDO

Y VDO

\

(UN09
BD Sensor

APC Signal
—

Bk Laser

-

C Laser

Y,

ASIC

Y/M Laser Driver
PCB(UNO08)

M Laser

Y Laser

F-2-39

2-29



E Technical Explanation > Laser Exposure System > Controls > Vertical scanning synchronous control

B Vertical scanning synchronous control

@ Purpose

Aligns the write start position in the vertical scanning direction.

@ Execution Timing
At each print

@ Control description

1) When the DC Controller receives a print order, it detects an internal reference signal.
Based on this signal, a vertical scanning synchronous signal (ITOP) is generated and sent
to the Main Controller.

2) The Main Controller synchronizes with ITOP signal and generates video signals (Y_VDO,
M_VDO, C_VDO and Bk_VDO), and sends them to the Laser Scanner Unit.

3) The Laser Scanner Unit generates the laser drive signals based on the video signals. At

this timing, the Laser Scanner Unit emits laser beams to match the leading edge of image
with that of paper.

NOTE:

If the process speed is slowed by the print mode, the cycle of the TOP signal in
continuous printing is lengthened according to the degree of slowing.

E Technical Explanation > Laser Exposure System > Controls > Vertical scanning synchronous control

Y/M Laser ASIC : C/BkLaser
Driver APC signal Driver
PCB(UNO08) /\ PCB(UNO09)
Main Controller
PCB(UNO5)
DC ; ;
Controller Video signal
PCB(UN04)
ASIC
CPU | LAser ON/OFF signal |

ITOP|

F-2-40
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B Image mask control

@ Purpose
Prevents soiling of the Secondary Transfer Outer Roller.

Image mask control is carried out at horizontal scanning and vertical scanning, respectively,
to avoid laser beams from emitting outside of the image area.

@ Execution Timing
At power-on, and at each print

Type Control description Mask Width

Horizontal scanning |The image mask in the horizontal scanning direction is executed|2 mm
based on the paper size selected by the user. (Each color's BD
signal is the reference)

Vertical scanning The image mask in the vertical scanning direction is executed |2 mm

based on the paper size selected by the user. (TOP signal is the
reference)

T2-14

/TOP
BDY Horizontal
BDM scanning E*T3

-

L ! Vertical
**’ | T4 | scanning
T1 | . 2
I _ [ 1. 4mm

Feeding direction
’*’ o | ’:{’ 2.5mm
T1 | ; [
- - = - -
l:'# 2.5mm 2.5mm
BD C
BD Bk

. I:l is image mask disable area (image written available) .
- T1. T2, T4 are differ by paper size.
+ T3 is differ by feeding control.

F-2-41
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B Laser scanner motor control

@ Purpose

Rotates the Scanner Motor at a specific speed.

@ Execution Timing
At power-on, and at each print

@ Control description

Scanner Motor rotation speed is controlled by the Y/M Laser Driver PCB.

1) The Y/M Laser Driver PCB outputs Scanner Motor control signals (acceleration signal:
ACC, deceleration signal: DEC) to the Scanner Motor to rotate the Polygon Mirror.

2) The Y/M Laser Driver PCB controls the Scanner Motor rotation speed to be constant by
reference to the Scanner Motor rotation speed signal (FG signal).
(From when the Scanner Motor starts rotation until it reaches the target revolutions and the
machine starts image formation process)

3) When the laser beams are emitted at image formation, the BD Sensor of the C/Bk Laser
Driver PCB detects the BD signal and inputs it to the Y/M Laser Driver PCB.

4) The Y/M Laser Driver PCB controls the Scanner Motor control signals (acceleration signal:
ACC, deceleration signal: DEC) based on the input timing of the BD signal to control the
Scanner Motor rotation speed.

BD h Scanner

Bk Laser
C/Bk Laser
Driver PCB
(UNO09) C Laser
A A
\/
M Laser
ASIC Y/Mk Laser
Driver PCB
(UN08) Y Laser
A
FG
DEC
ACC

F-2-42
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Related Error Code:
E100-0001: BD error

The BD lock was unlocked although it had been locked once.

E110-0001: Scanner Motor error
At startup, the speed was not locked by FG control.

E110-0002: Scanner Motor error
At startup, the speed was not locked by BD control.

E110-0003: Scanner Motor error
At startup, the phase was not locked by BD control.

E110-0004: Scanner Motor error

The laser exposure timing correction of the Polygon Mirror was not detected after phase
lock by BD control.

2-32
Il APC(Auto Power Control) control
@ Purpose

Ensures constant laser beam light intensity for each line.

@ Execution Timing
For each line (before writing the image)

@ Control description

1) The Y/M Laser Driver PCB outputs the APC signal to the Laser Driver IC on each Laser
Driver PCB.

2) The APC mode is set for the Y/M and C/Bk Laser Driver PCB ICs, and the laser diode of
each color is forcibly emitted. The photo diode (PD) monitors the laser diode (LD), and
each Laser Driver IC adjusts the output of laser diode until the laser light intensity reaches
a specified level.

Laser Scanner Unit

}—‘ Y Laser

| | Lol |

Y/M Laser Driver W
PCB(UNOS) "

] M Laser

Lol |

APC Signal
ASIC

Y

] C Laser

e b e ———

l

—_— | P | ——————

C/Bk Laser Driver
PCB(UN09) Bk Laser
—— | |—>
——— | Lo |
— | P | ————
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Hl BD correction control

@ Purpose
Corrects the displacement of each color's laser write start position due to the varied angle of
the Polygon Mirror surface.

@ Execution timing
At power-on, and at each print

@ Control description

1) The Main Controller PCB measures the BD interval after the completion of constant speed
rotation control of the Scanner Motor.

2) The Main Controller PCB calculates the correction value from the displacement of the BD
interval.

3) The write start position is corrected by correcting the write start timing based on the above
correction value.

i

Scanner motor control finish 4 ) )
(Constant-speed | BD interval |

rotation detection) Specifi |
pecmed—k/ -
{} value v
BD1
BD interval measurement <

Gap_
{} Before

Gap.

|
Write start position correction b1 : b2
correction value calculation g : )
{} \\ i Gap \\ i Gap_ N
Write start position After \ kY
correction value correction \Vi \V
BD1 BD2
J
F-2-44
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Related Error Code:

E100-0001: BD error

The BD lock was unlocked although it had been locked once.

E110-0001: Scanner Motor error
At startup, the speed was not locked by FG control.

E110-0002: Scanner Motor error
At startup, the speed was not locked by BD control.

E110-0003: Scanner Motor error
At startup, the phase was not locked by BD control.

E110-0004: Scanner Motor error

The laser exposure timing correction of the Polygon Mirror was not detected after phase
lock by BD control.
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Image Formation System

o Overview

B Specifications

Item Function/Method
Photosensitive  |Material OPC
Drum Drum diameter 30 mm in diameter
Cleaning Cleaning Blade

Process speed

1/1 speed: 119.4 mm/s
1/2 speed: 59.7 mm/s

Drum Heater

None

Developing Unit

Developing Cylinder

1 cylinder (single-developing method)

Developing method

Dry, 2-component development

Toner

Non-magnetic negative toner

Toner level detection

Yes (Toner Density Sensor is also used)

(during continuous print)

Primary Charging method Roller charging

Charging Cleaning Brush Roller

Toner Container |Toner Container detection Yes
Replacement of Toner Container [Disabled

Transfer method

Intermediate transfer (ITB)

ITB Unit

Circumferential length

Inner circumferential length: 791.9 mm

Cleaning

Cleaning Blade

Belt displacement correction

Controlled by rib

Primary transfer

Transfer method

Transfer Roller

Disengagement mechanism Yes
Secondary Transfer method Transfer Roller
transfer Disengagement mechanism None

Cleaning

Static cleaning

Separation method

Curvature separation + Static Eliminator

E Technical Explanation > Image Formation System > Overview > Parts Configuration
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B Parts Configuration

e

(]

(3]

[1] ITB Unit
[3] Toner Bottle
[5] Laser Scanner Unit

Driving the Toner Bottles
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M Print Process

<@—Flow of print paper

<@l— Rotating direction of ITB,
photosensitive drum

4.Primary
transfer

Photosensitive
I Drum

Bk
Photosensitive
Drum

1.Primary charging )!!

- ; 1
! Static latent image 11Drum cleaning block

, formation block 1

Registration

F-2-46
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Static latent image
formation block

Primary Charging

The surface of the Photosensitive Drum is charged to
make a uniform negative potential.

2 |Laser exposure |Emission of the laser light forms a static latent image
on the surface of the Photosensitive Drum. (Image
exposure: laser exposed area becomes image area)

Developing block 3 |Development With the dry, 2-component AC developing method, toner
that has been negatively charged by the Developing
Cylinder is attached to the Photosensitive Drum.

Transfer block 4 |Primary transfer [Toner on the surface of the Photosensitive Drum is
transferred to the ITB by applying positive potential
from back side of the ITB.

5 |Secondary Toner on the ITB is transferred to the paper by applying

transfer positive potential to the Secondary Transfer Outer
Roller.

6 [Separation With the curvature separation method, the paper is
separated from the ITB. In the case of thin paper which
has low elastic force, the Static Eliminator reduces
potential on the back side of paper to make the thin
paper to be separated easily.

Fixing block 7 |[Fixing The toner on the paper is fixed on the paper by heat
and pressure.

ITB cleaning block | 8 [ITB cleaning The Cleaning Blade removes the residual toner
attached on the ITB.

Drum cleaning 9 [Drum Cleaning Pre-exposure LED Unit removes the residual charge.

block Pre-exposure

10 [Drum cleaning The Cleaning Blade remove the residual toner attached

on the Photosensitive Drum.

T-2-16
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H Bias Types
The following 5 types of bias are used with this machine.
. Bias . .
Bias name Application location Control PCB
types
Primary charging bias (DC)| DC |Primary Charging Roller |Secondary Transfer High Voltage PCB

Developing bias (DC) DC |Developing Cylinder (UNO3)

Developing bias (AC) AC

Primary transfer bias DC |Primary Transfer Roller |Primary Transfer High Voltage PCB
(UNO2)

Secondary transfer bias DC |Secondary Transfer Secondary Transfer High Voltage PCB

Outer Roller (UNO3)

T-2-17

The abovementioned biases are generated by the 2 High Voltage PCBs and are also supplied
to the loads used in printing process.

Primary Transfer DC

UNO02
Primary Transfer

High-voltage PCB

Secondary

| i~ — Transfer DC

A

UNO3
Secondary
Transfer
High-voltage
PCB

-~ > [ I N
Wﬂmw |:7 Charging DC

UNO04

DC Controller
PCB
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o Controls

Overview

Drum Unit / Developing Unit

Toner Supply Area

Parts / Drive Configuration

Parts / Drive Configuration

Drum Cleaning / Drum Cleaning Pre-
exposure Control

Opening/Closing of Toner Container
Shutter

Drum Unit Detection

Bottle State Detection

Drum Unit Life Detection

Toner Container Detection

Primary Charging

ATR (Auto Toner Replenishment) Control

Toner Supply Control

Toner Level Detection

Detection of Completion of Toner
Replacement

Transfer/Separation

Waste Toner Feed Unit

Parts / Drive Configuration

Parts / Drive Configuration

Primary Transfer Control

Waste Toner Container Full Level Detection

Secondary Transfer Control

Primary Transfer Roller Disengagement
Control

Detection of Completion of Waste Toner
Replacement

2-37

B Drum Unit / Developing Unit

@ Parts / Drive Configuration

] 6]

[3] [5]

Waste Toner Container Detection

Parts name

Role

ITB Displacement Correction

ITB Cleaning

Secondary Transfer Outer Roller Cleaning
Control

Separation

(1]

Developing Cylinder

The toner and carrier inside the Developer Container are coated on
the surface, and the toner is developed on the Photosensitive Drum.

[2]

Developer Feed

Toner and carrier in the Developer Container are supplied to the

Ima

ge Stabilization Control

Other Controls

Control Timing List

Special Controls

Laser Power Correction (D-max) Control

Warm-up Rotation Control

Screw A Developing Cylinder.

[3] |Developer Feed Toner and carrier in the Developer Container are stirred and supplied
Screw B to the Developer Feed Screw A.

[4] [Cleaning Blade Residual toner on the Photosensitive Drum is removed.

[5] [Primary Charging The surface of the Photosensitive Drum is charged to make a uniform
Roller potential.

D-half Control

ARCDAT Control (Automatic and Reciprocal
Color Density Adjustment Technology)

Behavior When Color Printing is Limited or
There is No Color Toner

[6]

Drum Cleaning Pre-
exposure LED

Residual charge remaining on the Photosensitive Drum surface is
removed.

Color Displacement Correction Control

Patch Sensor Adjustment

Auto Gradation Adjustment (PASCAL)
Control

E Technical Explanation > Image Formation System > Controls > Drum Unit / Developing Unit

[7]

Cleaning Screw

Residual toner is fed.

MO02

Bk Drum _ ITB Motor

The Photosensitive Drum (BK) is rotated.

MO03 |CL Drum Motor

The Photosensitive Drum (Y/M/C) is rotated.

M10 |Developing Motor

The Y, M, C, Bk Developing Cylinder and the Developer Feed Screw
are rotated.

CLO1 |Developing Cylinder
to 04 |Clutch Y/M/C/Bk

The drive path to the Y/M/C/Bk Developing Unit is switched.

Related Error Code:

E010-0001/0002/0003 :
E012-0001/0002/0003 :

Bk Drum_ITB Motor error

CL Drum Motor error
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@ Drum Cleaning / Drum Cleaning Pre-exposure Control

(4] (3]

F-2-48

Parts name

Role

(1]

Photosensitive Drum

After a static latent image has been formed on the Photosensitive
Drum, a toner image is formed with the toner from the Developing
Cylinder.

(2]

Cleaning Screw

Residual toner that has been removed by the Cleaning Blade is
fed.

(31

Cleaning Blade

Residual toner on the Photosensitive Drum is removed.

(4]

Primary Charging Roller

The surface of the Photosensitive Drum is charged to make a
uniform potential.

(3]

LED

Drum Cleaning Pre-exposure

Residual charge remaining on the Photosensitive Drum surface is
removed.

(6]

Residual Charge

Residual charge remaining on the Photosensitive Drum surface

E Technical Explanation > Image Formation System > Controls > Drum Unit / Developing Unit
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Drum cleaning

Purpose: To clean residual toner on the Photosensitive Drum

The Cleaning Blade, which is in contact with the Drum, cleans residual toner on the
Photosensitive Drum.

Next, residual toner is fed to the Waste Toner Container by the rotation of the Cleaning Screw.

Drum Cleaning Pre-exposure Control

Purpose: To remove residual charge from the Photosensitive Drum surface by emitting light
from the Pre-exposure LED
Ghost imaging, etc. is reduced by removing residual charge.

Related Service Mode:

COPIER > FUNCTION > MIXC-P > PRE-EXP : Lighting-up of Pre-exposure LED
COPIER > OPTION > FNC-SW > PREXP-SW : Set Clean Pre-exposure LED light
goonlgTER > ADJUST > EXP-LED > PR-EXP-Y : Adj CIn Pre-expo LED(Y) intnsty:
1C/(‘l)ISJI:)I?R > ADJUST > EXP-LED > PR-EXP-M : Adj CIn Pre-expo LED(M) intnsty:
gg)?IDI?R > ADJUST > EXP-LED > PR-EXP-C : Adj CIn Pre-expo LED(C) intnsty:
géISDfé)R > ADJUST > EXP-LED > PR-EXP-K : Adj CIn Pre-expo LED(BK) intnsty:
g(gISDTIER > ADJUST > EXP-LED > PR-EXPY2 : Adj CIn Pre-expo LED(Y) intnsty:
ggﬁTI?R > ADJUST > EXP-LED > PR-EXPM2 : Adj CIn Pre-expo LED(M) intnsty:
g(zjlsslljé)R > ADJUST > EXP-LED > PR-EXPC2 : Adj CIn Pre-expo LED(C) intnsty:
%(szPZEZR > ADJUST > EXP-LED > PR-EXPK2 : Adj CIn Pre-expo LED(BKk) intnsty:

Related Alarm Code:

29-0101 : Drum (Y) pre-exposure alarm
29-0201 : Drum (M) pre-exposure alarm
29-0301 : Drum (C) pre-exposure alarm
29-0401 : Drum (K) pre-exposure alarm
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@ Drum Unit Detection

NOTE:
Purpose: To detect whether the Drum Unit is installed

Drum Unit detection may not be executed at times such as at recovery from sleep mode
(of 8 or more hours).

"No drum jam" is detected when a print job is executed with no Drum Unit installed in

* At power-on the machine.

» When recovering from sleep (after 8 hours or more have elapsed) Related Jam Code: 00-0BOD: No drum jam

* When opening/closing the Front Door/Right Door

Detection timing:

Execution time: Within 1 second @ Drum Unit Life Detection

Detection description: The presence/absence of a Drum Unit is detected as follows: Purpose: To detect the life of the Drum Unit (Photosensitive Drum)
» The following is determined from the DC current monitor value when the charging voltage

Detection timing:
starts to be applied.

* At power-on
When the current monitor value is less than the specified value (5 micro A): Drum Unit absent

» For each print
When the current monitor value is the specified value (5 micro A) or higher: Drum Unit present

» At recovery from sleep mode

NOTE: Detection description:

If the Drum Unit is detected as present but the IC tag of the Drum Unit cannot be 1) The drum life is calculated from the drum rotation time + application time of the

detected, alarm code 09-0010/0011/0012/0013 is generated. primary charging DC bias.

2) The value calculated in step 1) is added to the Drum count value that has been stored

Host machine operation: If the Drum Unit is detected as absent, "Cannot recognize the drum in the IC tag of the Drum Unit.
unit" is displayed on the LUI status line.
@ vsoiens |8 - o DC Controller PCB
® Ready fo copy (UN04)
_'I Quck Menu
. A
ke 100 %  Auto 1 :
Select Color | 11 Copy Select Paper ‘ 1 .
“! 1 mm b:: i » . ¢
Drum Unit | q. o 0 e N
~ o Memory PCB
PRy _ (UN35~-38)
Seflings . »
Options
Status Monitor
Canrsl
Drum Unit IC Tag
L — i . NOTE:
Cannot recognize the drum unit. The life (displayed in %) can be checked by the following service mode:
COPIER > COUNTER > LF > Y/M/C/K-DRM-LF : Drum counter life display (Y/M/C/Bk)

F-2-49
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Pre-toner Low Alarm

Display to prompt
replacement

Completion of
replacement

Timing

* Y/M/C/K-DRM-LF (*1)
= 100% (initial value)
The value can be changed

in service mode.(*2)

7 days after pre-toner low
alarm is sent (Default:
Hide (*3))

When the Drum Unit is
detected

Detected to (location)

Drum Unit New/Old
Sensor

Drum Unit New/Old
Sensor

Message (Operation
of the host machine)

None

Replace the drum unit
(1/213/4).

None

Alarm code

40-0070 (Y), 0071 (M),

0072 (C), 0073 (BKk) (*4)

None

35-0070 (Y), 0071 (M),
0072 (C), 0073 (Bk) (*5)

*1: (Lv.1) COPIER > COUNTER> LF > Y/M/C/K-DRM-LF
*2: (Lv.1) COPIER > OPTION > FNC-SW > D-DLV-CL/BK

*3: Display/Hide can be switched in (Lv.2) COPIER > OPTION > USER > P-CRG-LF (0: Hide)

T-2-19

*4: During the period from when a pre-toner low alarm is sent to when a replacement
completion alarm is sent, the next pre-toner low alarm is not sent. Displayed in COPIER >
DISPLAY > ALARM-2

*5: Displayed in COPIER > DISPLAY > ALARM-3
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2-40
@ Primary Charging

Primary charging bias control
Purpose: To apply voltage to the Primary Charging Roller in order to charge the
Photosensitive Drum Surface to a negative potential

Charging method: Roller charging (DC charging (no AC charging))
The primary charging bias (DC negative), which has been generated by the Secondary
Transfer High-voltage PCB (UNO3), is applied to the Primary Charging Roller.
The primary charging bias value is determined by the following conditions on the DC
Controller PCB:
* Environment (humidity detected by the Environment Sensor (UN27))
« Life of the Photosensitive Drum

UNO04 DC Controller PCB
UNO3 Secondary Transfer High-voltage PCB

[2]
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Parts name

[1] |Photosensitive Drum

[2] [Primary Charging Roller

T-2-20
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Developing bias control
Purpose: To apply voltage to the Developing Cylinder in order to generate a potential
difference from the Photosensitive Drum

Control description
The developing bias (AC, DC negative), which has been generated on the Secondary
Charging PCB (UNO03), is applied to the Developing Cylinder.
» Developing DC bias: The bias to generate potential difference with the Photosensitive
Drum. The bias value is determined based on the Environment Sensor (UN27).
» Developing AC bias: The bias to improve image quality.

UNO04 DC Controller PCB
UNO3 Secondary Transfer High-voltage PCB

F-2-51

Parts name

[1] |Deve|oping Cylinder

T-2-21

E Technical Explanation > Image Formation System > Controls > Transfer/Separation

2-41
B Transfer/Separation

@ Parts / Drive Configuration

M02

%\ /[51

F-2-52

Parts name Role

[1] [Primary Transfer Roller Toner on the Photosensitive Drum is attracted to the ITB.

[2] |ITB Cleaning Screw Residual toner inside the ITB Cleaner Unit is fed.

[3] |ITB (Intermediate Transfer Belt) |Toner on the Photosensitive Drum is transferred to a
paper.

[4] [Secondary Transfer Inner Roller |The ITB is driven.

[5] |Secondary Transfer Outer Roller |As well as attracting toner on the ITB to the paper, paper
is fed.

MO02 |Bk Drum _ ITB Motor The Secondary Transfer Roller/ITB Cleaning Screw/Bk

Drum Unit is driven.

T-2-22

Related Error Code:
E010-0001/0002/0003 : Bk Drum_ITB Motor error
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@ Primary Transfer Control

Primary Transfer ATVC

Purpose: To set the transfer voltage required to obtain the target transfer current value in
order to prevent transfer failure due to environmental changes

Control description:

1) Current value of the primary transfer DC bias is detected.

2)Optimal target current value is determined based on temperature/humidity data of the
Environment Sensor (UN27).

3) The primary transfer DC bias to be applied to the Primary Transfer Roller is determined.

Control timing

Adjustment timing

Conditions

Automatic adjustment
by the output of a
specific number of
prints

When a job starts

For each 100 accumulated images

When sudden environmental changes are
detected by the Environment Sensor

At paper interval

For each 100 accumulated images

Control at job completion

For each 500 accumulated images (only in high
temperature and high humidity environment)

For each 1000 accumulated images

At startup

At power-on

At normal startup

If 8 hours or more have elapsed in high-speed
startup mode

At recovery from sleep
mode

If 8 hours or more have elapsed in sleep mode

Automatic adjustment
by switching modes

When switching to a color
job from a B&W job

100 or more accumulated images of color jobs

When sudden environmental changes are
detected by the Environment Sensor from when
the previous ATVC was executed

Automatic adjustment
by replacement

Drum Unit replacement

When a new Drum Unit is inserted

Replace the Developing
Unit.

When INISET-Y/M/C/K/4C is executed in
service mode

At initial installation

At power-on

At initial installation

Related Service Mode:
COPIER > FUNCTION > MISC-P > 1ATVC-EX : Exe of primary transfer ATVC control

Related Alarm Code:
30-0025 : A voltage value below the threshold value was detected with primary transfer
ATVC control for yellow
30-0026 : A voltage value below the threshold value was detected with primary transfer
ATVC control for magenta
30-0027 : A voltage value below the threshold value was detected with primary transfer
ATVC control for cyan
30-0028 : A voltage value below the threshold value was detected with primary transfer
ATVC control for black

E Technical Explanation > Image Formation System > Controls > Transfer/Separation
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Primary transfer bias control
Purpose: To apply current to the Primary Transfer Roller

The primary transfer bias is divided into each color (Y/M/C/Bk), and is generated by the
Primary Transfer High Voltage PCB (UN02) and applied to the Primary Transfer Roller.
The primary transfer bias value is determined by the primary transfer ATVC control.

ON and OFF of the primary transfer bias can be switched by color, and it is possible to turn
OFF the bias of the color which will not be used.

NOTE:

The ATVC control secures transfer performance that is not affected by change in
resistance caused by the environment as well as deterioration of the Primary Transfer
Roller and is executed respectively to the primary transfer bias of each color.
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@ Secondary Transfer Control

Secondary Transfer ATVC

Purpose: To set the transfer voltage required to obtain the target transfer current value in
order to prevent transfer failure due to environmental changes and paper type

Control timing Conditions

When a job starts Executed each time at initial rotation

At paper interval For each 100 accumulated images

T-2-24
Control description:

1) Monitor current value of the secondary transfer DC bias is detected.

2) Optimal target current value is determined based on temperature/humidity data of the
Environment Sensor (UN27) and paper type.

3) The secondary transfer DC bias is determined that is to be applied to the Secondary
Transfer Outer Roller.

Related Service Mode:
COPIER > DISPLAY > MISC > ENV-TR : Dspl of environment: sec trns ATVC ctrl

Secondary transfer bias control
Purpose: To transfer toner on the ITB to paper
The secondary transfer bias, which has been generated on the Secondary Transfer High
Voltage PCB (UNO03), is applied to the Secondary Transfer Outer Roller.
There are 2 types of the secondary transfer bias (the DC positive and the DC negative) to
apply bias with the following purpose.
* DC positive: Toner on the ITB is transferred to a paper when printing.
» DC negative: Toner on the Secondary Transfer Outer Roller is attracted onto the ITB
when cleaning.
The secondary transfer bias value is determined by the ATVC control with the DC
Controller, which makes constant current value running though the Secondary Transfer
Outer Roller.
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Related Service Mode:

COPIER > ADJUST > HV-TR > TR-ENV1 to 16 : Sec trns indiv setting environment:set
gl(t;)PER > ADJUST > HV-TR > TR-DUP1 to 16 : Sec trn indiv set clr mod/fd side: set 1
t(.c)’(;gIER >ADJUST > HV-TR > TR-VL1 to 16 : Sec trns indiv set ppr allot voltg:set 1 to
z':GOPIER > ADJUST > HV-TR > TR-PPR1 to 16 : Sec trns indiv setting paper type: set 1
tCc))O1ISIER > ADJUST > HV-TR > 2TR-OFF : Uniform adj sec trn ATVC ppr allot voltg

Related Alarm Code:
30-0032 : Error in secondary transfer ATVC (below the lower limit)
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@ Primary Transfer Roller Disengagement Control

Purpose: To disengage the color Primary Transfer Roller in the single color Bk mode in order
to increase the life of image formation parts (Photosensitive Drum, ITB)

The cam mechanism provides 3 phases, which correspond to the 3 states of Bk mode, CL
mode, and full disengagement mode.

\@\/ v
A

(1] A

]

F-2-53
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Primary transfer disengagement initialization

2-44

Initialization is performed so that the coupling is securely engaged at power-on and when the
door is closed because the state of the primary transfer disengagement is not determined.

Operation overview:

The Primary Transfer Disengagement Cam is rotated so that the mode transitions in the

following order: Bk mode, Color mode, and Fully disengaged mode
After initialization, the mode transitions to Bk mode of the HP state.

Bk mode

Related Error Code:
E074-0001/0002 : ITB HP time out error

F-2-54
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Status of each mode/timing to enter each mode @ ITB Displacement Correction
Mode to shift State Shift timings Purpose: To correct ITB displacement
o s B\
Bk mode Only the Bk Primary Transfer Roller is engaged  |When shifting to standby mode 2]
Detected by the Primary Transfer Disengagement |While in Deepsleep mode \ -
HP Sensor (PS33) At B&W printing *1
31" 7
N
[© © oV N\
CL mode All Primary Transfer Rollers are engaged At color printing *1
At adjustment operation [4] 5] ]
\_ /
F-2-55
Parts name Role
[1] |ITB Tension Roller [The ITB is driven.
.! E‘ [2] |Reinforcing tape The ITB edges are reinforced (to increase the strength).
[3] |Rib ITB displacement is controlled.
Full All Primary Transfer Rollers are disengaged When Front Door is opened [4] [ITB Belt for performing primary transfer
disengagement When Right Door is opened *2 [5] |Flange The shape is sloped to prevent the rib from being placed over it.
mode At power-off *3 1200
Belt displacement is prevented by ITB displacement correction by the rib guide mechanism.
If the rib is placed over the ITB Tension Roller or the flange, the cycle of the side of the belt
on which the rib is mounted over the roller or the flange becomes faster, and a force acts to
@/ © 1. ._If restore it.

*1 When image formation is executed T-2-25

*2 The rollers are not disengaged when the doors are opened during Deesleep mode.
*3 The rollers are not disengaged at power-off during Deepsleep mode.

2-45
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@ ITB Cleaning

Purpose: To remove residual toner on the ITB

Control description:
1) The ITB Cleaning Blade scrapes toner on the ITB.
2) The scraped toner is fed to the Waste Toner Container by the ITB Cleaning Screw.

/
(11 [2]
-
F-2-56
Parts name Role
[1] |ITB Cleaning Screw Residual toner inside the ITB Cleaner Unit is fed.
[2] [ITB Cleaning Blade Residual toner on the ITB is collected.
[3] |Waste Toner Ejection Mouth |Ejection Mouth for toner collected on the ITB
MO02 |Bk Drum _ ITB Motor The ITB Cleaning Screw is driven.
T-2-27

Related Service Mode:
COPIER > OPTION > CLEANING > OHP-PTH : Set of ITB clean transp threshold value
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@ Secondary Transfer Outer Roller Cleaning Control
Purpose: To prevent transfer failure and soiling at the back of the paper caused by soiling of
the Secondary Transfer Outer Roller

Control description:

The secondary transfer cleaning bias, which has been generated on the Secondary
Transfer High-voltage PCB (UNO03), is applied to the Secondary Transfer Outer Roller.
Residual toner on the Secondary Transfer Outer Roller is attached to the ITB, and then
collected by the ITB Cleaning Unit.

(2]

(3]

(]

Control timing

Adjustment timing

Conditions

Automatic adjustment by the
output of a specific number of
prints

When a job starts

Each time

At paper interval

For each 100 accumulated images

When transparency is fed

At job completion

Each time

Automatic adjustment by the
accumulation of video count
values

At paper interval

For each accumulated video count
value of 3000%

After 30 images from the start of a
job and the video count value of less
than 2.0% (equivalent to accumulated
video count value of 100%)

At job completion

Each time

Jam removal

At recovery from jam

Jam occurrence

At startup

At main power-on

8 hours or more have elapsed in
high-speed startup mode

At normal startup

At recovery from sleep mode

8 hours or more have elapsed in
sleep mode

Automatic adjustment by
replacement

Drum Unit replacement

When a new Drum Unit is inserted

Replace the Developing Unit.

When FUNCTION > INSTALL >
INISET-Y/M/C/K/4C is executed
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Control timing Adjustment timing Conditions B Image Stabilization Control

At initial installation At power-on At initial installation

When Settings/Registration is  |Adjustment/Maintenance > Adjust Image Quality > Auto Adjust . Overview

executed Gradation Purpose: To control to prevent image failure due to change of the environment or deterioration
Adjustment/Maintenance > Adjust Image Quality > Correct Shading of parts to ensure stabilized print imaae
Adjustment/Maintenance > Adjust Image Quality >Correct Color p P o
Mismatch Various controls are performed to form patch pattern [1] on the ITB and read the patch pattern
Adjustment/Maintenance > Maintenance > Clean Inside Main Unit using the Registration Patch Sensor Unit (Rear/Front) (UN25/26).

When service mode is executed |When FUNCTION > CLEANING > 2TR-CLN is executed

T-2-28
Related Service Mode:

COPIER > FUNCTION > CLEANING > 2TR-CLN : Clean of Secondary Transfer Outer
Roller

@ Separation

This control separates paper from the ITB by elastic force of the paper. (Curvature separation
method)

In the case of thin paper which has low elastic force, the Static Eliminator removes positive
potential at the back of the paper.

This reduces electrostatic absorption force of the paper so that paper can be easily
separated.

F-2-58

Related Alarm Code:
10-0006 : Patch Sensor error 1
10-0007 : Patch Sensor error 2

(4]

Parts name F-2-67

[1] |Secondary Transfer Outer Roller

[2] |Secondary Transfer Inner Roller

[3] |Separation Static Eliminator

[4] |Paper

T-2-29

2-47
E Technical Explanation > Image Formation System > Controls > Image Stabilization Control



E Technical Explanation > Image Formation System > Controls > Image Stabilization Control

@ Control Timing List
Execution items for image stabilization control differ according to the environment and
condition of image formation parts.

Following shows the control items at each sequence.

Type of control

o
o
- o
3 al|lw
2 g
he} = Q
>|lo | =5
Slo|2|8 |02
e1z1S913(38(8
R e 2 Q
Control timing Conditions for execution _8 5_" l’, 3 5 ,ZE
228|828
5|8|2|2|5 |2
S1%|elg|g |
8 S|a
2 g |?
< =
S
Normal temperature environment - - |Yes - -
High temperature and high humidity environment | Yes|Yes|Yes| - |Yes| -
At power-on 8 hours or more have elapsed in high-speed startup| - - |Yes| - - -
mode
At initial installation Yes |Yes|Yes|Yes|Yes| -
8 hours or more have elapsed in sleep mode Yes| - |Yes| - - -
At recovery from - -
8 hours or more have elapsed in sleep mode (high | Yes |Yes|Yes| - |Yes| -
sleep mode . - .
temperature and high humidity environment).
. At initial rotation when sudden environmental Yes| - - - - -
When a job starts .
change is detected
At paper interval |For each 100 accumulated images - - |Yes| - - -
At last rotation for each accumulated 50 images - - |Yes| - - -
At iob completion At last rotation for each accumulated 500 images | Yes |Yes|Yes| - [Yes| -
] P (high temperature and high humidity environment)
At last rotation for each accumulated 1000 images | Yes |Yes|Yes| - [Yes| -
At parts When replacing the Drum Unit Yes |Yes|Yes|Yes|Yes| -
= ‘I)acement When replacing the Developing Unit (when Yes |Yes|Yes| - |Yes| -
P INISET-Y/M/C/K/AC is executed in service mode)
When Auto Gradation Adjustment > Full Adjustis | Yes|Yes|Yes| - |Yes|Yes
When the executed
Settings/ When Auto Gradation Adjustment > Quick Adjust is | Yes [Yes|Yes| - |Yes|Yes
Registration executed
menu is executed|When Correct Shading is executed Yes |Yes|Yes| - -] -
When Auto Correct Color Mismatch is executed - - - |Yes| - -
T-2-30
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@ Laser Power Correction (D-max) Control
Purpose: To determine the optimal laser output

Control description:
1) The Main Controller PCB forms the patch pattern of the target color on the ITB.
2) The DC Controller measures the patch density using the Registration Patch Sensor
Unit (Rear/Front) (UN25/26) and corrects the laser output for each color to get the
target density.

@ D-half Control

Purpose: Top determine the optimal image gradation

Control description:

1) The Main Controller PCB outputs patch data in each color (Y/M/C/Bk) to the DC
Controller PCB.

2) The DC Controller PCB forms a patch pattern of each color (Y/M/C/Bk) on the ITB
from this data.

3) The DC Controller measures the patch pattern using the Registration Patch Sensor
Unit (Rear/Front) (UN25/26) and the result is sent to the Main Controller PCB.

4) Based on the data above, the Main Controller PCB executes gradation correction to
obtain ideal halftone image.

@ ARCDAT Control (Automatic and Reciprocal Color Density Adjustment
Technology)

Purpose: To realize the ideal gradation characteristics while reducing downtime

Control description:

1) The Main Controller PCB outputs patch data in each color (Y/M/C/Bk) to the DC
Controller PCB.

2) The DC Controller PCB forms a patch pattern of each color (Y/M/C/Bk) on the ITB.

3) The DC Controller PCB measures the patch pattern using the Registration Patch
Sensor Unit (Rear/Front) (UN25/26) and the result is returned to the Main Controller
PCB.

4) The Main Controller PCB compares this measured data with the reference data for
ARCDAT control that has been backed up. The difference by comparison is reflected
to the D-half result as the offset value.
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@ Color Displacement Correction Control NOTE.
Purpose: To correct color displacement caused by uneven exposure (skew/bent) from the Short pattern is normally used as the patch pattern used when performing color
Laser Scanner Unit or uneven rotation of the drum/ITB displacement correction.
Long pattern is used only in the following cases:
Control description: Color displacement is corrected by forming a patch for color displacement *  When Adjustment/Maintenance > Adjust Image Quality > Auto Correct Color Mismatch is
on the ITB and reading the amount of color displacement by the patch sensor. executed
1) A patch pattern (short/long) for each color is created on the ITB.
2)This patch pattern is read by the Registration Patch Sensor Unit (Rear/Front) (UN25/26) to Correction description:
detect the amount of color displacement compared to the reference color (Y). Type of control Correction description
3)Based on the abovementioned detection result, correction is performed according to the Correction in horizontal |Write start correction | Write-start timing in horizontal scanning direction is
amount of color displacement. scanning direction changed.
Overall magnification |Pixels in horizontal scanning direction is increased/
Long patch pattern ratio correction reduced (at the both edges of the image)
Correction in vertical Write start correction  |Write-start timing in vertical scanning direction is
Y M C Bk Y M & 8K scanning direction changed.
Image skew correction [Image data is corrected.
T-2-32
N\ J N J
v v Related Alarm Code: There is no color displacement alarm for Y because Y is the
reference for the laser light.
34-0003 : Auto registration adjustment
VN NN OO OO e e, Nz, 34-0024 : The correction value (M) of the write start position in the vertical scanning
8\8( i 2\Sf ¢ direction exceeded the upper limit during color fine adjustment
e e 34-0026 : The correction value (M) of the write start position in the horizontal scanning
F-2-59 direction exceeded the upper limit during color fine adjustment
Short patch pattern 34-0034 : The correction value (C) of the write start position in the vertical scanning

direction exceeded the upper limit during color fine adjustment

Y M C Bk
34-0036 : The correction value (C) of the write start position in the horizontal scanning
direction exceeded the upper limit during color fine adjustment
y A , 34-0044 : The correction value (Bk) of the write start position in the vertical scanning

~ ~ direction exceeded the upper limit during color fine adjustment
34-0046 : The correction value (Bk) of the write start position in the horizontal scanning

direction exceeded the upper limit during color fine adjustment
(I O O VAV 34-2201 : As a result of wrong detection processing, data that can be used for

~ J correction in the vertical scanning direction was not found (M)
3Set 1Set 34-2211 : As a result of wrong detection processing, data that can be used for correction
in the horizontal scanning direction was not found (M)
Type Patch pattern 260 34-2301 : As a result of wrong detection processing, data that can be used for

Patch for correction in correction in the vertical scanning direction was not found (C)

Y M C Bk
horizontal scanning direction 34-2311 : As a result of wrong detection processing, data that can be used for correction
in the horizontal scanning direction was not found (C)
34-2401 : As a result of wrong detection processing, data that can be used for

Patch for correction in Y M C Bk correction in the vertical scanning direction was not found (Bk)
vertical scanning direction |:||:|I |:||:|II |:||:|II 34-2411 : As a result of wrong detection processing, data that can be used for correction

Bk

i

I

in the horizontal scanning direction was not found (Bk)

T-2-31
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@ Patch Sensor Adjustment

Purpose: To perform correction of the Patch Sensor light intensity and sampling of the ITB
background.

Configuration of the Patch Sensor

The light produced by the LED is reflected from the patch image and detected by the light-
receiving element.

There are two types of waves that are P wave and S wave, and the light intensity is detected
by the light-receiving element.

Patch Sensor

Light-receiving element Light-emitting element

% o

Patch image

P-wave : —
S-wave | ——=

Light intensity adjustment F-2-61

The light intensity of the Patch Sensor is changed sequentially and adjusted such that the P
wave output is 2.5 V.

Sampling of the ITB background

To prevent uneven reflection in the inner circumference of the ITB, the background of the
whole circumference of the ITB is sampled by the Patch Sensor without forming patches.
The patch image that is read is compared with the sampling results of the ITB background to
read the density.

Related Service Mode:

COPIER > DISPLAY > DENS > P-B-P-Y : Dspl ITB rear side base intnsty (Pwave)
COPIER > DISPLAY > DENS > P-B-P-C : Dspl ITB front side base intnsty (Pwave)
COPIER > DISPLAY > DENS > P-B-S-Y : Dspl ITB rear side base intnsty (Swave)
COPIER > DISPLAY > DENS > P-B-S-C : Dspl ITB front side base intnsty (Swave)
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@ Auto Gradation Adjustment (PASCAL) Control

Purpose: To stabilize gradation density characteristics of the image

This control is executed when "Auto Adjust Gradation > Full Adjust” is selected in the Settings/
Registration menu. Gradation density of the patch pattern on the test print is scanned by the
Reader to create an image density correction table.

The foregoing table corrects image gradation density characteristics which change according
to the environment change and deterioration of the Photosensitive Drum.

Control timing:
When Settings/Registration > Adjustment/Maintenance > Adjust Image Quality > Auto Adjust
Gradation > Full Adjust is being executed

Control description:
1) When the specified conditions are satisfied, the Main Controller PCB prints 3 types of
memorized test prints (patch pattern).
2) Place the test prints on the reader.
3) The reader scans the gradation density of the patch pattern from the test prints.
4) The Main Controller PCB creates an image gradation density correction table from
the gradation density data of patch pattern scanned by the reader.

Related Service Mode:

COPIER > OPTION > DSPLY-SW > HPFL-DSP : Set hvy,prntr 1200dpi dedicated mod
dspl

0: Hide

1: Display plain paper/heavy paper

2: Display standard/printer 1200 dpi dedicated mode

3: Display standard (plain paper)/standard (heavy paper)/printer 1200 dpi dedicated
mode

Reader

¢ Patch image data

PASCAL control

Printer

F-2-62

2-50



E Technical Explanation > Image Formation System > Controls > Toner Supply Area

B Toner Supply Area

@ Parts / Drive Configuration
Toner is supplied from the Toner Container to the Developing Unit. The toner level in the
Toner Container is detected at the same time.

PS26,27,28,29

UN21,22,23,24

Parts name

Role

(1]

Toner Feed Screw A

Toner is supplied to the Developing Unit.

[2]

Toner Feed Screw B

Toner is supplied to the Developing Unit.

UN39 to 42

Bottle New/Old Detection Sensor
(Y/M/C/BK)

The state of the Toner Bottle is detected.

PS26 to 29

Toner Supply Sensor (Y/M/C/Bk)

Presence/absence of the Toner Bottle is detected.
Rotation of the Toner Bottle is detected.

UN21 to 24

Toner Density Sensor (Y/M/C/Bk)

Toner/carrier ratio in the Developing Unit is detected.

M04/M05

Bottle Motor (YM)/(CK)

Toner Bottle is rotated.

M10

Developing Motor

The screw inside the Developing Unit is driven.

Related Error Code:
E021-0001/0002 : Developing Motor error

E021-0120
E021-0220
E021-0320
E021-0420

T-2-33

: Developing Screw rotation detection error (Y)
: Developing Screw rotation detection error (M)
: Developing Screw rotation detection error (C)
: Developing Screw rotation detection error (Bk)
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@ Opening/Closing of Toner Container Shutter

Purpose: To automatically open and close the Toner Container shutter

Toner Head Assembly /_7ﬁ

Toner Container

Claw

Lever

F-2-63
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@ Bottle State Detection @ Toner Container Detection
Purpose: To detect the state of the Toner Container Presence/absence of the Toner Container is detected.
The Toner Supply Sensor (Y/M/C/Bk) (PS26/PS27/PS28/PS29) is arranged as shown in the
The Bottle New/Old Detection Sensor (Y/M/C/Bk) (UN39/UN40/UN41/UN42) detects the state PRl ( k) (PS2 ) g wnin
) figure below; when the Toner Container is inserted, the sensor reacts and the Toner Container
from the IC tag of the Toner Container. is detected
is detected.

UN39,40,41,42

Toner Supply Sensor

Cut-off

F-2-66

@ ATR (Auto Toner Replenishment) Control

Purpose: To supply toner to the Developing Unit to achieve an ideal ratio of the developer
(toner + carrier) in the Developing Unit.

Screen display

4 A toner cartridge with the wrong item number is Control timing Adjustment timing Conditions
Eﬁ??:i&ﬁﬁ:ﬁﬁ?ﬁuﬂ%ﬁﬁbmﬂ@ Automatic adjustment At job completion For each accumulated video count value of 1500%
by the accumulation of |At paper interval For each accumulated video count value of 3000%
= Black S video count values
“ Yellow » Wrong item no. cart. may be inserted. At initial installation Power on At initial installation
® Magenta = Toner cart. may be malfunctioning. T-2-35
a Cvan [ o
A cartridge that Is not a Canon product may be Control descri ptIO.I"I. ) )
inserted. For information about toner cartridge item The toner density of each color is corrected to the target value at the abovementioned
numbers, refer to Check Item Number. To use this L X . . .
cartridge, press [| Agree]. control timing and is controlled to achieve an appropriate toner supply to the Developing
Unit. The DC Controller PCB determines toner supply amount by the following 2 data:
satus Hontor X lConcel IAgee: g « Toner Density Sensor output value (DC Controller)
: « Video count value (Main Controller)
Message Status 7% _ .
Wrong cartridge color may be inserted.  |A toner cartridge of the wrong color is inserted The DC Controller PCB turns ON the Bottle Motors (YM)/(CK) (M04/05) when it determines
Wrong item no. cart. may be inserted. A toner cartridge with the wrong item number is inserted. that toner supply is necessary.
Toner cart. may be malfunctioning. The inserted toner cartridge may have been damaged. This supplies the specified amount of toner to the Developing Unit.
---- The correct toner cartridge is inserted.
T-2-34
2-52
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Toner Log Connector  1oner Supply Sensor

UN39,40,41,42 _,

g 4

Bottle Motor(YM)
Bottle Motor(CK)

(11
Hopper Unit

Developing Motor

UNO04
DC Controller PCB

| |Developing Assembly supply count| Main an,;lr?)ﬁer PCB

Video Count Value

A

| ATR Sensor result |

F-2-67

Related Error Code:

E020-01A8/01B8 : ATR Sensor (Y) output error
E020-02A8/02B8 : ATR Sensor (M) output error
E020-03A8/03B8 : ATR Sensor (C) output error
E020-04A8/04B8 : ATR Sensor (Bk) output error
E020-01C8 : Error in take-up of Sealing Member
E020-02C8 : Error in take-up of Sealing Member
E020-03C8 : Error in take-up of Sealing Member
E020-04C8 : Error in take-up of Sealing Member

Y)
M)
C)
Bk)

— = =
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@ Toner Supply Control

Purpose: To supply toner in the Toner Container to the Developing Unit

This machine uses a Toner Container that has an accordion mechanism at the leading edge.
The drive of the Bottle Motor rotates the Toner Bottle and operates the accordion section. At
that time, air pressure is used to supply toner to the Developing Unit.

Expansion

| Contraction |

! Small toner supply mouth |

\ g

/.

'.\ DY 1D
‘—

UNO05
Main Controller PCB

Video Count Value |

UNO04
DC Controller PCB

Developing Assembly|
supply count

| ATR Sensor result |

1 .

Toner Feed Screw [2]/

Toner Supply Sensor
PS26,27,28,29 Bottle Motor (YM)

Bottle Motor (CK)

Y - =

UN21,22,23,24

Toner Density Sensor

Title Toner Container
Description Toner is supplied from the Toner Container to the Developing Unit.
Supply timing When toner supply is determined necessary by the result of ATR

control, toner is supplied.

Operation of the host machine

The Bottle Motor (YM/CK) (M04/MO05) are driven*.

* The supply amount is determined based on the output values of the Toner Density Sensor

and video count.
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This machine has only 2 Toner Bottle Motors, and toner is supplied by driving Toner Bottles of 3. When the motor rotates in the reverse direction, the Swing Gear moves to the opposite

two colors alternately by one motor.
The following shows the image of the Drive Unit viewed from the back side.

direction.
4. The driving force is transmitted only to the gears on the side toward which the gear moved,

and the Toner Bottle rotates and toner is supplied.

REAR VIEW

F-2-68 F-2-70
The operation is going to be explained taking Y and M as an example. 5. When toner is supplied, the Toner Supply Sensor (Y/M/C/Bk) (PS26/PS27/PS28/PS29) is
1. The motor rotates. started while it is turned ON. Driving the Bottle Motor (YM/CK) (M04/05) rotates the Toner
2. The driving force is transmitted to the gears, and the Toner Bottle rotates. Bottle, causing the flag of the Toner Supply Sensor to drop to the cut-off part of the Toner

Bottle as shown in the figure below, which in turn switches OFF the sensor. When the flag
then moves away from the cut-off part of the Toner Supply Sensor, the sensor is switched ON.
While the Toner Supply Sensor is in turned OFF, 1 block's worth of toner is supplied to the

Developing Unit.

< OFF > ] <ON>

OB« |

PS26,27,28,29,

REAR VIEW

F-2-69

(3]

F-2-71

2-54
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Parts name
[1] |Flag
[2] [Toner Container
[3] [Cut-off

Bottle Motor

Toner Supply Sensor
ON

Toner Supply Sensor
OFF

Related Error Code:

E025-0110/0120 : Bottle Motor error (Y)

E025-0210/0220 : Bottle Motor error (M)
E025-0310/0320 : Bottle Motor error (C)

E025-0410/0420 : Bottle Motor error (Bk)
E025-0168 : No toner detection error (Y)
E025-0268 : No toner detection error (M)
E025-0368 : No toner detection error

Bottle semicircule

T-2-36

\J

E025-0468 : No toner detection error (Bk)

F-2-72
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@ Toner Level Detection
Display Remaining Toner
Prior delivery alarm piay e 9 Empty toner
error

Toner level Default: XX %' Default: XX %"’ 0%

The value can be changed|The value can be changed

in service mode” in service mode™
Detection Timing |Predicted from the toner supply count When the output signal

Developing Unit)

(Determined from the number of toner supplies to the

from the Toner Density
Sensor does not fall below
the designated value even
after performing a toner
supply operation

Detected to
(location)

Toner supply count™

Toner Density Sensor

Message
(Operation of the
host machine)

None

Toner is low. Replacement
not yet needed.
(Continuous printing is
enabled.)

Replace the toner
cartridge.
(Host machine is stopped.)

Alarm Code

10-0017 (Y) ®
10-0018 (M) *®
10-0019 (C) *

10-0020 (BK)

10-0001 (Bk) °
10-0002 (C)
10-0003 (M)

10-0004 (Y) ®

None

* 1: The default differs depending on the country.
*2: (Lv.1) COPIER > OPTION > FNC-SW > T-DLV-CL/BK
*3: (Lv.2) COPIER > OPTION > DSPLY-SW > T-LW-LVL

CAUTION:

T-2-37

The message to inform of the absence of toner may be displayed before the message
to warn of the remaining toner level if the value of (Lv.2) COPIER > OPTION > DSPLY-
SW > T-LW-LVL is lowered than the initial value due to the margin of the toner supply

count.

* 4: Toner supply count shows the level of toner supplied from the Toner Container to the
Developing Unit.

* 5: When an unidentified Toner Bottle is used, pre-toner low alarm is generated at the same
time no toner is detected and the machine stops.

* 6: Alarm code created by UGW (it is not recorded in the LUI log).

* 7: Whether to display the message to warn of the remaining toner level can be set in
COPIER > OPTION > DSPLY-SW > TNR-WARN (Lv.1).
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@ Detection of Completion of Toner Replacement Bl Waste Toner Feed Unit
Detection of the completion of replacement @ Parts / Drive Configuration
Detection timing When a replacement of Toner Container is detected

Detected to (location) |Bottle New/Old Detection Sensor (Y/M/C/Bk) (UN39/UN40/UN41/UN42) Waste toner in the Drum Unit and ITB Cleaning Unit is fed to the Waste Toner Container.

Alarm code 10-0100-xxxx *1
Toner Bottle

BK: 0071, Y: 0072, M: 0073, C: 0074
Unidentified Toner Bottle

BK: 0181, Y: 0182, M: 0183, C: 0184
Remarks The toner supply count is reset at the same time.

T-2-38
*1 Care is required because immediately after the DC Controller PCB is replaced, no toner
replacement completion alarm is generated even if the Toner Bottle is replaced under the
following conditions/timing:
« The DC Controller is replaced with the power disconnected, and then a new Toner Bottle is
installed before the power is turned ON
* The DC Controller is replaced with the power disconnected, the power is turned ON
with the Toner Bottle removed or the Front Door opened, and then a new Toner Bottle is
installed

Parts name Role
[1] [ITB Cleaning Screw Collected toner is fed to the ITB Cleaning Unit.
[2] [Drum Unit Cleaning Screw [Residual toner in the Drum Unit is fed.
[38] |Waste Toner Feed Screw |Toner collected from the ITB Unit/Drum Unit is fed to the Waste
Toner Container.

[4] [Waste Toner Screw The waste toner inside the Waste Toner Container is made
uniformly even.

MO02 Bk Drum _ ITB Motor The Bk Drum Unit Cleaning Screw is driven.
The ITB Cleaning Screw is driven.

MO03 [CL Drum Motor The Y/M/C Drum Unit Cleaning Screw is driven.

M17 |Waste Toner Feed Motor [The Waste Toner Screw is driven. The waste toner inside the
Waste Toner Container is made uniformly even.
UN30 [Waste Toner Sensor PCB |Full level of the Waste Toner Container is detected.
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Parts name Role @ Detection of Completion of Waste Toner Replacement
SWO01 |Waste toner container Waste Toner Container is detected —— - -
’ . Detection timing |When the Waste Toner Sensor PCB (UN30) is turned ON after the Cassette 1 is
detection switch e ) T " 4
opened/closed while "preparation warning" or "waste toner full level" is detected
. N *2
. Waste Toner Container Full Level Detection Remarks The parts counter is automatically cleared.
T-2-39

Purpose: To detect the toner level accumulated in the Waste Toner Container ) ) L ) ) )
*1: Itis not cleared if the Waste Toner Container is replaced while "preparation warning" or

"full" is not detected or when the power is disconnected.
*2: It can also be manually cleared (COPIER > COUNTER > DRBL-1 > WST-TNR)

Registration Motor

@ Waste Toner Container Detection

Purpose: To detect the presence/absence of the Waste Toner Container

Waste Toner S
. [ Waste Toner Container . : :
[ Toner low : SensorON ] preparation warning Waste toner container detection switch (SW01) detects the presence/absence of the Waste
- : Sensor OFF ] Toner Container.
DC Controller PCB SWO1
. /‘VL‘I
| Video count | /7(&/

J

| Number of sheets

) g
Detection Pre-toner low alarm / Waste Toner .
- ) . . Waste Toner Container Full
description Container Preparation Alarm (*1)
Detection timing |After paper equivalent to approx. 3000 counts [After paper equivalent to approx.
(*2) (color ratio: 30%, accumulated video 2200 counts (calculated at color

count value: 5%) is fed from the time when the[ratio 30% and image ratio 5%)
result of output from the Waste Toner Sensor |is fed from when the preparation

PCB (UN30) changes from ON to OFF alarm occurs F-2-73
Detected to Waste Toner Sensor PCB (UN30) + Video Video count value, or the number
(location) count value, or the number of sheets fed of sheets fed
Message Prepare a new Waste Toner Container. Replace the Waste Toner
(Operation of the|(Printing can be continued.) Container.
host machine) (Host machine is stopped.)
Alarm code 11-0010 11-0001

*1: The Waste Toner Container preparation warning message can be set to be displayed or
hidden using COPIER > OPTION > DSPLY-SW > WT-WARN (Lv.1).

*2: The timing to display the preparation warning can be changed using COPIER > OPTION
> CUSTOM > EXT-TBOX (Lv.1) (the timing to notify of the Waste Toner Container being full
is also changed at the same time).

Related Error Code :
E013-0001 : Waste Toner Feed Motor error
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B Other Controls
@ Special Controls

This machine has the following sequences as the special sequence.
Black Band Sequence

Transparency Sequence Developing Discharge Sequence
Solid black band Solid color band (Y/M/C/Bk)

Black band sequence R4
Control timing Conditions
At paper interval For each 100 accumulated images
When transparency is fed
At job completion For each 70 accumulated images

If continuous printing is performed while toner has not been sent to the ITB Cleaning Blade,
the Cleaning Blade may be bent up .

Because of this, toner (solid Bk with the width of 297 mm and the length of 1 mm) is
transferred to the ITB and is supplied to the ITB Cleaning Blade.

Developing discharge sequence

Control timing: When the average image ratio per sheet reaches 2% or less
Developing performance can decrease when performing continuous printing with low image
ratio. To prevent this error, an adequate amount of toner based on the average image ratio
for each color (width = A4, length = a solid color band according to the deteriorated toner
amount) is transferred to the ITB.

Related Service Mode:

(Lv.2) COPIER > OPTION > IMG-DEV > DELV-THY : Set image ratio for Y-color toner
eject

(Lv.2) COPIER > OPTION > IMG-DEV > DELV-THM : Set image ratio for M-color toner
eject

(Lv.2) COPIER > OPTION > IMG-DEV > DELV-THC : Set image ratio for C-color toner
eject

(Lv.2) COPIER > OPTION > IMG-DEV > DELV-THK : Set image ratio for Bk-color toner
eject

(Lv.2) COPIER > OPTION > IMG-DEV > DELV-DNS : ON/OFF of soiled paper edge
prevention
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Transparency black band sequence

Control timing Conditions
At paper interva For each 10 sheets of transparency
At job completion For each 5 sheets of transparency

Since surfactant adheres to the ITB if a large volume of transparency film is fed, image
failure due to degradation of transfer efficiency occurs.

A 80 mm-wide solid Bk patch is formed on the ITB to remove the surfactant together with
toner.

Related Service Mode:
(Lv.2) COPIER > OPTION > CLEANING > OHP-PTH : Set of ITB clean transp threshold
value

@ Warm-up Rotation Control
This operation is performed to check the status of sensor/motor at power-on or recovery from
sleep mode.
According to the conditions, one of the following 3 patterns of warm-up rotation is performed:
none, short, or long.

Condition Pattern

Power-on Short
Power-on High temperature and high humidity environment None
(at high-speed startup) No high temperature and high humidity environment None
At recovery from sleep mode [High temperature and high humidity environment Long
(8 hours or more elapsed in  |No high temperature and high humidity environment Short
sleep mode)
When door is closed High temperature and high humidity environment None

No high temperature and high humidity environment None

Warm-up rotation control is not executed when "Insert the waste toner container.", "Replace
the waste toner container.", or "Replace toner cartridge. (Black)" is displayed.

Warm-up rotation control Long Short None
Primary Transfer ATVC Yes Yes No
Developing Unit Idle Rotation* Yes Yes No
Secondary Transfer Outer Roller Cleaning Yes Yes No
Patch Sensor adjustment Yes No No
Laser Intensity Correction (D-max) Control Yes No No
D-half Control Yes No No
ARCDAT Yes Yes No

* The Developing Unit idle rotation time: Short: Approx. 15 seconds, Long: Approx. 30
seconds
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@ Behavior When Color Printing is Limited or There is No Color Toner
This is a function to enable B&W printing and copying without stopping the entire printing

function when an error attributed to the Y/M/C Developing Unit or when there is no Y/M/C
toner.

@ Main Menu “ot Lopy )
| nly Black & White copying is available Check
B Quick Menu place color toner cartridge. Settings b
[~ .

Aut 3
wiorsawy 100 % Auto
Select Color 1:1 Copy | Select Paper
Ratio »

+ Dest./Fwd.
— Settings

Status Monitor/
Cancel

Replace toner cartridge. (Yellow)

F-2-75
<Target error code>

E020-0XA8 / 0XB8 / 0XC8 (* X : 1=Y, 2=M, 3=C)

When color printing is limited or there is no color toner, the following Settings/Registration
menu cannot be executed:

Adjust Image Quality > Auto Adjust Gradation
Adjust Image Quality > Correct Shading

Adjust Image Quality > Auto Correct Color Mismatch
Maintenance > Host Machine Inner Cleaning

T-2-40
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Fixing System
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B Specifications

ltem

Function/Method

Fixing method

On-demand fixing

Fixing speed

o Overview

119.4 mm/s (1/1 speed)
59.7 mm/s (1/2 speed)

This machine uses the on-demand fixing method.

Heater

Ceramic Heater

The Main Heater (heat distribution: high at center) and the Sub Heater (heat
distribution: high at edges) are individually driven. The heater activation rate
changes according to the paper size.

Purpose: To control temperature increase at the edges

Control
temperature

Target temperature of the Main Thermistor (THO01_02) at printing <Plain Paper 1 (64
to 75 g/m2)> 169 to 207 deg C

Detection of
temperature

By Main Thermistor and Sub Thermistors 1 and 2

Protection
function

2]
HO1

Main Thermistor and Sub Thermistors 1 and 2

When a failure is detected, power supply to the Fixing Heater is shut down.
Temperature Fuse

Rated operation temperature: 228 +0/-6 deg C

MQj

F-2-76

[1]  Fixing Pressure Roller
[3] Sensor Flag
PS10 Fixing Outlet Sensor

2]
HO1

Fixing Film
Fixing Heater

1. Improved replaceability of the Fixing Unit
Easy replacement without screws or tools

2. Setting of Fixing Unit sub parts and improved replaceability
Fixing Unit sub parts (Fixing Film Unit, Fixing Pressure Roller and Fixing Pressure Roller

Shaft Support) are set as service parts, enabling each replacement.

3. Detection of whether the Fixing Unit is new
Whether the Fixing Unit is new can be detected.

E Technical Explanation > Fixing System > Overview > Specifications
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B Major Components
Part Name Function/Method
[1] Fixing Pressure Roller  |A toner image on paper is fixed by applying heat/pressure.
[2] Fixing Film Unit
HO1 Fixing Main Heater For heating the center of Fixing Film (Ceramic Heater)
Fixing Sub Heater For heating the edges of Fixing Film (Ceramic Heater)
This is engaged with Heater.
THO1_02|Main Thermistor Temperature is controlled and abnormal temperature increase
is detected.
This is engaged with Heater. (Non paper feed area. Installed at
. the rear side of the host machine.)
QLR Sub Thermistor 2 Temperature is controlled, and temperature at the edge and
abnormal temperature increase are detected.
This is engaged with Heater. (Non paper feed area. Installed at
. the front side of the host machine.)
RIS Sub Thermistor 1 Temperature is controlled, and temperature at the edge and
abnormal temperature increase are detected.
UN31 L Heater non contact type
P01 |Fixing Temperature Fuse AC power supply is shut down at detection of a failure.
PS10 [Fixing Outlet Sensor Jam Detection
UN31 |Fixing Fuse PCB Whether the Fixing Unit is new can be detected.

THO1_02

THO1_03

F-2-77
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o Controls

B Overview of Fixing Temperature Control

Fixing 4

temperature

§StadUp§ . . Sheet-t
(warm-up During-print
rotation) control

! control | temperature

témperaturé

! o-sheet
i control
temperature;

Flying start
control
temperature

\\} : : : N\_ 7
; ! ! Time
Command for Command for
flying start print start

F-2-78
@ Standby Temperature Control

This is a control to pre-heat the Fixing Assembly to reduce time to start printing.

* Flying Start

@ Print Temperature Control

This is a control to increase fixing temperature to the target level and keep it during printing.
« Startup (initial rotation) temperature control

« Initial rotation extension temperature control (only for media of 300 mm in width or wider)
* Print temperature control

* Paper interval temperature control

@ Down Sequence Control

This is a control to prevent fixing failure due to temperature increase at the edge or
temperature decrease. Productivity (throughput) decreases.

* Down sequence when feeding small-size paper

+ Down sequence when using paper of mixed sizes and types

E Technical Explanation > Fixing System > Controls > Standby Temperature Control
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B Standby Temperature Control

Fixing A
temperature

Flaying start
control ‘ ‘ 3 ;
temperature | o S

'

i i

' LN S d, ob

PRI IR R IR RSARS LAY )

.p., LFRSC A DA DAL R ARG T }“ DA
] i

W l \W
f f ‘ ‘ Time

Command for Command for !
flying start print start
) F-2-79
@ Flying Start

Purpose:
To reduce time to print the first sheet (FCOT).

Startup conditions:

* When Control Panel Numeric Keypad/Touch Panel is pressed

+ When the Main Power Switch is turned ON*’

+ When recovering from sleep mode to standby mode*’

« When the jam process completes*’

+ When opening and closing the Front/Right Door*'

*1: This control is performed regardless of setting whether to execute Service Mode

COPIER > OPTION > IMG-FIX > FLYING.

Control description:
The temperature control target is set at 118 to 176 deg C and the Fixing Motor is controlled
at half-speed to start operation. The control continues for 15 sec at most until the machine
receives a command to start printing.

Related Service Mode:

* (Lv.2) COPIER > OPTION > IMG-FIX> FLYING : To set ON/OFF of flying start
temperature control.

<Setting value>
Oto1
0: ON, 1: OFF
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B Print Temperature Control

Fixing
temperature

Command for
Flying start

A

Start:up (warrh-up During print : o :
rotation)control control $heet to shget
i ! temperature coqtrol tempergture

temperature

4 ‘ i i >
1 1 Time

Command for !
print start

F-2-80

@ Startup (initial rotation) Temperature Control
A fixing temperature is increased to a printable temperature after receiving a command to

start printing

@ Temperature Control by Extended Initial Rotation

The control to extend the initial rotation time is executed for media wider than 300 mm

because heat at the edges of the heater may be insufficient. Applicable media and extension

times are as follows.

Horizontal scanning direction width
300.1 to 304.9 305.0 +

Plain paper - 10s

Heavy paper 1 - 15s

Heavy paper 2 - 15s

Heavy paper 3 15s 15s

Heavy paper 4 15s 15s

T-2-43
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@ Print temperature control

2-63

An appropriate target temperature is set according to the number of sheets, paper type, and

environment at continuous printing.

The temperature of the Fixing Heater is controlled according to the result of detection by the
Main Thermistor (THO1_02).

Target temperature during printing <when paper width is 300 mm or less)

P ¢ Paper weight | Resolution | Fixing speed | Target temperature (deg C)
apertype (g/m?) (dpi) (mm/s) Color BIW

Thin paper 52 to 63 162 to 199 162 to 199
Plain paper 1 64 to 75 169 to 207 169 to 207
Plain paper 2 76 to 90 180 to 214 173 to 209
Plain paper 3 91 to 105 195 to 230 182 to 217
Recycled paper 1 64 to 75 600 1194 169 to 207 169 to 207
Recycled paper 2 76 to 90 ’ 175 to 209 169 to 203
Recycled paper 3 91 to 105 195 to 230 182 to 217
Color paper 64 to 82 169 to 207 169 to 207
Tracing paper 64 to 99

Pre-punched paper 64 to 75 18010214 17310209
Thin paper 52 to 63 132 to 162

Plain paper 1 64 to 75 136 to 166

Plain paper 2 76 to 90 142 to 172

Plain paper 3 91 to 105 149 t0 179
Recycled paper 1 64 to 75 1200 136 to 166
Recycled paper 2 76 to 90 142 t0 172
Recycled paper 3 91 to 105 149 to 179

Color paper 64 to 82 136 to 166
Tracing paper 64 to 99

Pre-punched paper 64 to 75 142 t0 172

Bond paper 83 to 99

Heavy paper 1 106 to 128 171 to 192

Heavy paper 2 129 to 163 59.7 175 to 196

Heavy paper 3 164 to 220 181 to 202

Heavy paper 4 221 to 256 188 to 209
1-Sided Coated 1 106 to 128 171 to 192
1-Sided Coated 2 129 to 163 175 to 196
1-Sided Coated 3 164 to 220 600 /1200 181 to 202
2-Sided Coated 1 106 to 128 171 to 192
2-Sided Coated 2 129 to 163 175 to 196
2-Sided Coated 3 164 to 220 181 to 202
Transparency 121 to 220 161 to 191

Label paper 118 to 185 181 to 202
Postcard 164 to 220 181 to 202
Envelope 75 to 105 175 to 196

T-2-44
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Target temperature during printing <when paper width exceeds 300 mm> )
Related Service Mode:

. . ) Fixing | Target temperature
Paper type Paper er ight | Paper Width ResoILftlon speed (deg C) » Display of Thermistor detection temperature
(g/m”) (mm) (dpi) (mmis) [ Color | BW (Lv.1) COPIER > DISPLAY > ANALOG
Thin paper 52 t0 63 140 to 175 > FIX-E (To display the center temperature of the Fixing Heater detected by the Main
Plain paper 1 64 t0 75 143 to 180 Thermistor)
- pap > FIX-E2 (To display the front edge temperature of the Fixing Heater detected by the Sub
Plain paper 2 76 to 90 146 to 185 Thermistor 1)
Plain paper 3 911to 105 150 to 190 > FIX-E3 (To display the rear edge temperature of the Fixing Heater detected by the Sub
Recycled paper 1 64 to 75 143 to 180 Thermistor 2)
Recycled paper 2 76 to 90 300.1 + 146 to 185
Recycled paper 3 91 to 105 150 to 190 » Setting of fixing temperature control temperature
Color paper 64 to 82 143 to 180 (Lv.1)COPIER > OPTION > CUSTOM > TEMP-TBL (Plain paper 1, Color paper)
U 2L o) (Lv.1)COPIER > OPTION > IMG-FIX
Pre-punched paper 64 to 75 146 to 185 > TMP-TBL2 (Heavy paper 1)
Eondipaper 8310199 600/1200 | 507 > TMP-TBL3 (Heavy paper 2)
Heavy paper 1 300.1 to 305.0 : 162 to 192 > TMP-TBL4 (Heavy paper 3)
;nggeg goa:eg 1 10610128 1,054 4 165 to 195 > TMP-TBLS5 (Thin paper)
ided Coate > TMP-TBL6 (Envelope)
Heavy paper 2 300.1 to 305.0 169 to 199 > TMP-TBL7 (Plain paper 2, Tracing paper, Pre-punched paper)
1-S!ded Coated 2 129 to 163 305.0 + 172 to 202 > TMP-TBLS (Transparency)
2-Sided Coated 2 > TMP-TBL9 (coated paper 1)
Heavy paper 3 300.1 + 175 to 205 > TMP-TB10 (coated paper 2)
1-Sided Coated 3 164 to 220 > TMP-TB11 (Recycled paper 1)
2-Sided Coated 3 305.1 + 184 to 212 > TMP-TB12 (Plain paper 3)
Label paper > TMP-TB13 (Recycled paper 2)
Heavy paper 4 291 to 256 300.1 + 183 to 213 > TMP-TB17 (Recycled paper 3)
305.1 + 192 to 220 > TMP-TB18 (coated paper 3)
T-2-45 > TMP-TB19 (Heavy paper 4)
> TMP-TB20(Paper width 300.1 mm to 320 mm: Plain paper, Recycled paper, Thin paper,
Color paper, Tracing paper, Pre-punched paper, Bond paper)
[ ) Paper Interval Temperature Control > TMP-TB21 (Paper width 300.1mm to 305 mm: Heavy paper, Coated paper, Label paper)
. . . > TMP-TB22 (Paper width 305.1 mm to 320 mm: Heavy paper, Coated paper, Label
The paper interval temperature is decreased to prevent temperature increase when the paper paper)
interval becomes wider than a normal condition™. > TMP-TB23 (Half-Speed time: Plain paper, Recycled paper, Thin paper, Color paper,
Paper Interval Temperature = Target temperature during printing - (25 to 50 deg C)* Tracing paper, Pre-punched paper, Bond paper)
<Setting Value>
*1 During down sequence -3:-15deg C"
* During auto 2-sided mode -2:-10deg C
 During small-size mode e L
. ) . 0: 0 deg C [default]
« At execution of controls (ATR control, registration control, ATVC control) +1:+5deg C
+2:+10deg C

*2 Determined by the elapsed time since the previous fixing temperature control (including
standby control) and the fixing temperature when startup control started. *1. This setting is only available for TMIP-TB11 (Recycled paper 1).

2-64
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B Down Sequence Control

@ Down Sequence When Feeding Small-size Paper

DC Controller PCB

Yvy

THO1_01 g (UN04)
N Small size

aper

pap Low-voltage

Power Supply Unit
(UNO1)
Non-feed area \l‘_
« Small size
paper

Fixing Film

Non-feed area 4
F-2-81
Purpose:
To prevent fixing offset and deterioration of the Fixing Film by controlling temperature
increase at a non paper feed area at continuous printing of small-size paper (paper with the

width-direction length of LTR landscape or less)

Execution Condition:
When the detection temperature by the Sub Thermistor 1 (THO1_03) or Sub Thermistor 2
(THO1_01) exceeded a specified temperature (255 to 270 deg C) during printing

Operation:

The paper interval is increased to lower the temperature and adjust it slightly below the
target printing temperature.
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Printing speed <when paper width is 300 mm or less>
Paper weight [Resolution| Fixing speed Target temperature Print speed
Faperiype @m) | (i) | (mms) — (ppm)
Color B/W
Thin paper 52 to 63 162 to 199162 to 199
Plain paper 1 64 to 75 169 to 207169 to 207
Plain paper 2 76 to 90 180 to 214173 to 209
Plain paper 3 91 to 105 195 to 230(182 to 217
Recycled paper 1 64 to 75 169 to 207169 to 207
Recycled paper 2 76 to 90 600 1194 175 to 209[169 to 203 15to4
Recycled paper 3 91 to 105 195 to 230182 to 217
Color paper 64 to 82 169 to 207|169 to 207
Tracing paper 64 to 99
Pre-punched paper 64 to 75 180 to 214173 to 209
Thin paper 52 to 63 132 to 162
Plain paper 1 64 to 75 136 to 166
Plain paper 2 76 to 90 142 t0 172
Plain paper 3 91 to 105 149 to 179
Recycled paper 1 64 to 75 1200 136 to 166
Recycled paper 2 76 to 90 142 t0 172
Recycled paper 3 91 to 105 149 to 179
Color paper 64 to 82 136 to 166
Tracing paper 64 to 99
Pre-punched paper 64 to 75 142 t0 172
Bond paper 83 t0 99
Heavy paper 1 106 to 128 171 to 192
Heavy paper 2 129 to 163 59.7 175 to 196 8102
Heavy paper 3 164 to 220 181 to 202
Heavy paper 4 221 to 256 188 to 209
1-Sided Coated 1 106 to 128 171 to 192
1-Sided Coated 2 129 to 163 175 to 196
1-Sided Coated 3| 164 to 220 | 000/ 1200 181 to 202
2-Sided Coated 1 106 to 128 171 to 192
2-Sided Coated 2 129 to 163 175 to 196
2-Sided Coated 3 164 to 220 181 to 202
Transparency 121 to 220 161 to 191
Label paper 118 to 185 181 to 202
Postcard 164 to 220 181 to 202
Envelope 75 to 105 175 to 196
T-2-46
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Printing <when paper width exceeds 300 mm>

Paper Pa'per Resolution Fixing | Target temperature Filfiaesd
Paper type weight Width doi speed (deg C)
@m) | (mm) @) | mmss)| Color | Bw | PP™

Thin paper 52 to 63 140 to 175
Plain paper 1 64 to 75 143 to 180
Plain paper 2 76 to 90 146 to 185
Plain paper 3 91 to 105 150 to 190
Recycled paper 1 64 to 75 143 to 180
Recycled paper 2 76 to 90 [300.1 + 146 to 185
Recycled paper 3 91 to 105 150 to 190
Color paper 64 to 82 143 to 180
Tracing paper 64 to 99
Pre-punched paper | 64 to 75 146 to 185
cond paper 2109 600/1200| 59.7 8to2
Heavy paper 1 300.1 to : to
1-Sid£dp CF:)ated 1 [106 to 128(305.0 16210 192
2-Sided Coated 1 305.0 + 165 to 195
Heavy paper 2 300.1 to
1-Sid£§ C%ated 2 |129 to 163[305.0 169 to 199
2-Sided Coated 2 305.0 + 172 to 202
Heavy paper 3 300.1 + 175 to 205
1-Sided Coated 3
2-Sided Coated 3 | 104102201305 1 + 184 0 212
Label paper
Heavy paper 4 300.1 + 183 to 213

22110 25650517 192 to 220

T-2-47

Related Service Mode:

» Set small paper down sequence start temp
(Lv.1) COPIER > OPTION > IMG-SPD > FX-D-TMP

<Setting value>

-4: -20degC
-3: -15degC
-2: -10degC
-1: -5degC
0: 0deg C [default]

+1: +2degC
+2: +4degC
+3: +6degC
+4: +8degC
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@ Down Sequence When Using Paper of Mixed Size and Mixed Type

Purpose:
When feeding a sheet with a wider width than a preceding sheet during continuous printing,
temperature at the non paper-feed area of the Fixing Film increases, causing fixing offset
and wrinkles upon feeding succeeding sheets. This down sequence controls temperature
increase at the non paper feed area of the Fixing Film.

Non-feeding area

A4R

-

Non-feeding area
F-2-82
Execution Condition:
When the difference between the higher temperature detected by either the Sub Thermistor
1 (THO1_03) or the Sub Thermistor 2 (THO1_01) and the temperature of the Main
Thermistor (THO1_02) is the specified temperature (5 to 25 deg C) or higher at the time a
sheet with a wider width than a preceding one is fed during printing

Operation:
The paper interval is increased to decrease temperature, and feeding the succeeding sheet
and power supply to the Heater are stopped.

Termination condition:
This down sequence is terminated at the point when any of the following conditions is
satisfied.
+ The difference between the higher temperature detected by either the Sub Thermistor
1 (THO1_03) or the Sub Thermistor 2 (THO01_01) and the temperature of the Main
Thermistor (THO1_02) becomes the specified temperature (5 to 25 deg C) or higher.
» A maximum of 30 seconds has elapsed since the preceding sheet passed the fixing

nip.
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B Film Unit Engagement/Disengagement Control

The Fixing Film Unit is disengaged from the Fixing Pressure Roller under a specific condition
in order to prevent deformation of the Fixing Film/Fixing Pressure Roller due to heat and
pressure that arise when the drive of the Fixing Pressure Roller stops, and to improve jam
removability.

Engaged state Disengaged state
1 1
PS1\ 3 Sensor flag is ON g PS13 " Sensor flag is OFF

(2]

F-2-83
[1]1 Pressure Release Gear [2] Cam Gear
[3] Fixing Film [4] Fixing Pressure Roller

PS13 Fixing Pressure Release Sensor
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Execution condition/timing of engagement Execution condition/timing of disengagement
operation: operation:
* At power-on(*) At power-off
» At recovery from sleep mode(*) * When entering sleep mode
* At warm-up rotation » Atoccurrence of a jam
* When the Fixing Roller is in a disengaged * When an error occurs (excluding EO09/E014
position at the start of a job of fixing drive system errors)
» At recovery from jam and error » When no fixing operation has occurred for 4
hours or more while the Fixing Film Unit is

* Disabled when the 24V interlock is
disconnected due to reasons such as door
being open.

engaged.

Related Error Code:
E009-0000: Fixing pressure timeout error

The Fixing Pressure Release Sensor did not detect ON status within 10 sec after the
start of pressure application operation for fixing.

E009-0001: Fixing disengagement timeout error

The Fixing Pressure Release Sensor did not detect OFF status within 10 sec after the
start of fixing disengagement operation.
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M Fixing Arch Control

Purpose : To prevent image failure/feed failure

Operation:
The slack that occurs when paper is fed from the Secondary Transfer Outer Roller to the
Fixing Pressure Roller is kept to a specified level.
Since the feeding speed of the Fixing Pressure Roller and that of the Secondary Transfer
Outer Roller are not the same when paper is fed to the Fixing Unit, image failure, paper
wrinkle, image stretching, etc. occur.
To prevent these symptoms, one Arch Sensor (PS11) located at the inlet of the Fixing Unit
detects the slack of paper and adjusts the the rotation speed of the Fixing Motor. This
keeps an appropriate level of paper slack.

The Arch Sensor (PS11) detects a paper arch between the transfer nip and fixing nip, and
changes the drive speed of the Fixing Motor as follows:

1) When the paper leading edge passes 23 mm in front of the Fixing Nip Assembly, the
Fixing Motor drive speed is decelerated by 4.5% (for A4/LTR plain paper) relative to
the process speed. The decelerated speed is maintained until the paper leading edge
passes over 12 mm from the fixing nip.

2) When the Arch Sensor (PS11) is ON:

After the Arch Sensor has been detected ON for consecutive 20 ms or longer, the
Fixing Motor drive is accelerated by 0.1% (for A4/LRT plain paper) relative to the
process speed.

When Arch Sensor (PS11) is OFF:

After the Arch Sensor has been detected OFF for consecutive 20 ms or longer, the
Fixing Motor drive is decelerated by 3.9% (for A4/LTR plain paper)relative to the
process speed.

3) The Fixing Motor drive speed is switched as the Arch Sensor (PS11) repeatedly turns
ON and OFF.

4) When the paper trailing edge passes 20 mm in front of the secondary transfer nip
area (for A4/LTR plain paper), the Fixing Motor drive returns to constant speed.

E Technical Explanation > Fixing System > Controls > Fixing Arch Control

(1]

Sensor : OFF

Sensor : ON

Slack of paper is small Slack of paper is large

(1] [2]

PS11

TF

QO

Fixing Film [2]

ST,
ANy

F-2-84

Fixing Pressure PS11  Arch Sensor
Roller
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2-69

[ | Fixing Unit Detection When these conditions reach certain limits "The fixing assembly needs to be replaced." is

displayed on the Control Panel status line.
During warm-up rotation (at power-on/recovery from sleep mode/closing of the cover), the

Fixing Unit detection signal (FSR-CNCT-THX) is input to the DC Controller to detect the | (® Hain Henu (® Main Menu
Fixing Unit. e Sglect a function.
If the Fixing Unit is not detected, "Set the fixing assembly." is displayed on the Control Panel, &B Quick Menu

and operation stops.

&) Check Errors

The fixing assembly is not set.
Refer to the manual to set the fixing assembly correctly.

Status Monitor/

The fixing assembly needs to be replaced.

Status Monitor/

Cancel |2/ Set the fixing assembly. F-2-86
Fraes Related Service Mode:
M Fixing Unit Life Detection (Lv.2) COPIER > OPTION > DSPLY-SW > FXMSG-SW : ON/OFF Fixing Unit
replacement message
Purpose: To detect the life of the Fixing Unit in order to prevent fixing errors due to the Fixing Oto1
Unit having reached the end of life 0: OFF, 1: ON (default)

. . . . . L . (Lv.2) COPIER> OPTION> FNC-SW> FXWRNLVL : To set the threshold value to
This machine has a counter in the DC Controller to determine the life of the Fixing Unit. display the life of Fixing Film.

The life of the Fixing Unit is determined by the following 3 conditions: 0to3

1. Total drive time 0: Warning is hidden. (default)
Displayed when the sum of the total drive times reaches 2,150 hours. il zlglﬁi?r:ggﬁ:ﬁed)lsplayed when the counter for life judgment reaches the specified value.
2. Number of sheets fed 2: Warning is displayed when the counter for life judgment reaches the specified value.
Displayed when 150,000 sheets have been fed (Number of sheets)
3. Total drive time + Number of sheets fed 3: Warning is displayed when the counter for life judgment reaches the specified value.

. . " o (Both driving time and number of sheets)
Displayed when either of above conditions 1 or 2 is first detected

The life of the Fixing Unit is detected when FXMSG-SW and FXWRNLVL is 1.
As the default value of FXWRNLVL is 0, the life is not detected at factory default.

2-69
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B Detection of whether the Fixing Unit is new

The Fixing Fuse PCB (UN31) detects whether the Fixing Unit is new.

Fixing Fuse PCB (UN31) Fuse present: Fixing Unit is new

Fixing Fuse PCB (UN31) Fuse not present: Fixing Unit is being used
Installing a new Fixing Unit in the machine blows the fuse.
When a new unit is detected, the part counter (COPIER > COUNTER > DRBL-1 > FX-UNIT)
is cleared.
When a new Fixing Unit is installed after an error occurs and it is recognized as new, the error
is automatically cleared.

When the part counter of the Fixing Unit (COPIER > COUNTER > DRBL-1 > FX-UNIT) is

cleared, the Fixing Unit replacement completion alarm (alarm code 35-0076) is generated.

Fixing Assembly
\

UNO04 24V

Fuse detection signal

|

Fuse cut signal — U

F-2-87

Related Error Code:
E811-0000: Fuse in the Fixing Fuse PCB blowout error

The fuse in the Fixing Fuse PCB was not blown out at power-on.

E Technical Explanation > Fixing System > Controls > Protection function

2-70
B Protection function
Code Description Clearing
of error
E001 |Detection of abnormal high temperature
0001 [Main Thermistor detected a temperature of 284 deg C or higher for Clear
more than 0.2 second.
0002 |[Sub Thermistor 1 detected a temperature of 295 deg C or higher for Clear
more than 0.2 second.
0003 [Sub Thermistor 2 detected a temperature of 295 deg C or higher for Clear
more than 0.2 second.
0004 [Main Thermistor detected a temperature of 287 deg C or higher for Clear
more than 0.2 second.
0005 |[Sub Thermistor 1 detected a temperature of 297 deg C or higher for Clear
more than 0.2 second.
0006 [Sub Thermistor 2 detected a temperature of 297 deg C or higher for Clear
more than 0.2 second.
E002 |Detection of abnormal temperature increase
0001 [Main Thermistor detected a temperature of 40 deg C or lower for 3 Clear
sec or longer from when the Fixing Heater was turned ON until start of
Temperature control.
0002 |[Sub Thermistor 1 detected a temperature of 40 deg C or lower for 3 Clear
sec or longer from when the Fixing Heater was turned ON until start of
Temperature control.
0003 |[Sub Thermistor 2 detected a temperature of 40 deg C or lower for 3 Clear
sec or longer from when the Fixing Heater was turned ON until start of
Temperature control.
0004 [Main Thermistor detected a temperature increase of 1 deg C for less Clear
than 5 sec from when the Fixing Heater was turned ON until start of
Temperature control.
E003 |Detection of low temperature
0004 [Main Thermistor detected a temperature of 80 deg C or lower for 1 sec Clear
or longer from start of Temperature control until completion of the last
rotation (the Fixing Heater is turned OFF).
0005 |[Sub Thermistor 1 detected a temperature of 80 deg C or lower for 1 sec Clear
or longer from start of Temperature control until completion of the last
rotation (the Fixing Heater is turned OFF).
0006 |[Sub Thermistor 2 detected a temperature of 80 deg C or lower for 1 sec Clear
or longer from start of Temperature control until completion of the last
rotation (the Fixing Heater is turned OFF).
E004 |Detection of a failure in fixing heater drive circuit
0001 |Zero cross interruption was detected although the Fixing Relay was not Not
turned ON. needed.
0002 |Current outside the specified range flowed to the Fixing Heater when Not
the heater was turned ON. Or, failure of fixing current detection circuit needed.
was detected.
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Code Description Clearing
of error
E009 |Fixing Film Unit engagement/disengagement error
0000 ([The Fixing Pressure Release Sensor did not detect ON status within 10 Not
sec after the start of pressure application operation for fixing. needed.
0001 |The Fixing Pressure Release Sensor did not detect OFF status within Not
10 sec after the start of fixing disengagement operation. needed.
E808 |Detection of a failure in zero cross circuit
0001 [After the start of the zero cross signal detection, the frequency between Not
43 Hz and 67 Hz could not be detected for 0.5 consecutive sec. needed.
0002 [After the frequency of zero cross signal fell into the specified frequency Not
band, the frequency between 43 Hz and 67 Hz could not be detected for| needed.
0.5 consecutive sec.

T-2-48

@ Countermeasure When the Fixing Unit Error (E001/E002/E003)

Occurs
When a Fixing Unit-related error (EO01/E002/E003) occurred to previous models, a service
visit was necessary to clear the error in service mode (COPIER > FUNCTION > CLEAR >
ERR).
This machine handles E001, E002 and EO03 errors in the following manner to avoid service
visits just to clear these errors:

Error Error Detection
First time Second and later times
E001 Displayed as E001 error (same as before) [Displayed as E001 error
E002 Displayed as 0CF1 JAM Displayed as E002 error
E003 Displayed as E003 error

T-2-49
In either case, the error does not need to be cleared in service mode as replacing the Fixing
Unit with a new one blows the fuse of the Fixing Fuse PCB and at the same time clears the
error.

E Technical Explanation > Fixing System > Controls > Protection function
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Pickup / Feed System

o Overview

M Features

« Support for envelopes
Envelopes can be fed from a cassette of the host machine.
* Improved Multi-purpose Tray usability
Automatic paper size recognition by the Multi-purpose Tray improves usability.

E Technical Explanation > Pickup / Feed System > Overview > Specifications

B Specifications

2-72

ltem

Description

Pickup method

Cassettes 1 and 2

Retard separation method (Pickup Roller + Feed Roller +
Separation Roller)

Multi-purpose Tray

Retard separation method (Pickup Roller + Feed Roller +
Separation Roller)

Stacking capacity

Cassettes 1 and 2

550 sheets (80 g/m2 paper), 640 sheets (64 g/m2 paper)

Multi-purpose Tray

100 sheets (80 g/m2 paper)

Paper Size

Cassette 1

A4, B5, A5R, Custom size (139.7 x 182 to 297 mm x
215.9 mm), Envelope (Nagagata 3, Yougatanaga 3,
ISO-C5)

Cassette 2

A3, B4, A4, AdR, B5, B5R, A5R, Custom size (139.7
x 182 to 304.8 x 457.2 mm), Envelope (Nagagata 3,
Yougatanaga 3, Kakugata 2, Monarch, COM10 No.10,
DL)

Multi-purpose Tray

305 mm x 457 mm, 320 mm x 450 mm (SRA3), A3, B4,
A4, AR, B5, B5R, A5, A5R, Postcard, Reply Postcard,
4-on-1 Postcard, Custom size (98.4 x 139.7 mm to 320 x
457.2 mm), Envelope

Paper weight

Cassettes 1 and 2

52 to 220 g/m2

Multi-purpose Tray

52 to 256 g/m2

Paper size switching

Cassettes 1 and 2

Automatic size detection

Multi-purpose Tray

Automatic size detection

2-sided print method

Through-pass duplexing

Paper level display

Yes

Transparency detectio

None

Leading edge margin |1-sided 4.0 mm +1.5/-1.0 mm
2-sided 4.0 mm +1.5/-1.0 mm

Left edge margin 1-sided 2.5mm +1.5 mm
2-sided 2.5mm +2.0 mm

T-2-50
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B Parts Configuration
@ Layout Drawing of Rollers

[21]

' “\/[13]

@ © [17]
——— © H ‘
[19] haN

|

[1]1 Second Delivery/Reverse Roller
[2] Third Delivery Roller

[3] Reverse Vertical Path Roller 1
[4] Duplex Roller

[5] Reverse Vertical Path Roller 2
[6] Fixing Pressure Roller

[71 Duplex Roller

[8] Secondary Transfer Outer Roller
[9] Registration Roller

[10] Duplex Merging Roller

[11] Multi-purpose Tray Pickup Roller
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(2]
[13]
[14]
(18]
[16]
(7]
[18]
[19]
[20]
[21]
[22]

F-2-88
Multi-purpose Tray Separation Roller
Cassette 1 Vertical Path Roller
Cassette 1 Feed Roller

Cassette 1 Separation Roller
Cassette 2 Vertical Path Roller
Cassette 2 Feed Roller

Cassette 2 Separation Roller
Cassette 2 Pickup Roller

Cassette 1 Pickup Roller

First Delivery Roller

Multi-purpose Tray Separation Roller

2-73
@ Layout Drawing of Sensors
nh B
[PS51] B
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(][Ps12]
[PS14]1— {][PS10]
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O
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(LA, |
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[PSZZ]A ©
MM @)O
«[Psos]
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©% «|[PS24]
| e
n—__,!'_' ‘
1 [
F-2-89

PS08 Cassette 1 Vertical Path Sensor
PS10 Fixing Outlet Sensor

PS12 Reverse Sensor

PS14 First Delivery Sensor

PS22 Pre-Registration Sensor

PS24
PS51
PS52
PS53

Cassette 2 Vertical Path Sensor
Second Delivery Sensor

Third Delivery Sensor

Second Delivery Paper Full Sensor

* PS51 and PS52 do not exist on models without 3-Way Unit.
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@ Diagram of load drives
When the 3-Way Unit is connected

M07
M09
M11
M12

Cassette 1,2 Pickup Motor M13
Fixing Motor M14
Duplex Feed Motor M30
Registration Motor M31

SLO06

F-2-90
Cassette 1,2 Feed / Multi-purpose Pickup Motor
Duplex Merging Motor

Duplex Reverse Motor

Second Delivery Motor

Duplex Reverse Solenoid
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Without 3-Way Unit
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M07 Cassette 1,2 Pickup Motor SL06 Duplex Reverse Solenoid
M09  Fixing Motor
M11  Duplex Feed Motor
M12  Registration Motor
M13 Cassette 1,2 Feed / Multi-purpose Pickup Motor
M14  Duplex Merging Motor
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B Paper Path

When the 3-Way Unit is connected

1/1 speed : 200mm/sec
Acceleration section 1/2 speed : 100mm/sec

]

Reverse Mouth

Second Delivery

Reverse Mouth

O OO 0=
I o

Sisusuny
W

4

Third Delivery

Multi-purpose Tray
Pickup

Without 3-Way Unit

1/1 speed : 200mm/sec
Acceleration section 1/2 speed : 100mm/sec

A ]

N N

Reverse Mouth

o=

First Delivery <\éo g

0 © K@“N :
[ J ©
°9 © ® ® ® o

@) @) @) @)

K/—\K_JM ©
©
Cassette 1 Pickup
| ©

Cassette 2 Pickup
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Multi-purpose Tray
Pickup

7=

O ©© aly
0 i ‘
1 Cassette 1 Pickup
| ‘ ©@)
| =
0%
il
l Cassette 2 Pickup i
L : —
1 —
F-2-92
Section 1/1 speed 1/2 speed
Process speed 119.4 mm/s 59.7 mm/s
Section from the Cassette Vertical Path Roller to the point 25 mm
short of the Secondary Transfer Outer Roller (The speed is variable 120110200 | 60.110 100
. . mm/s mm/s
according to the early or late paper arrival)
T-2-51
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| C T
1 —
F-2-93
Section 1/1 speed 1/2 speed
Process speed 119.4 mm/s 59.7 mm/s
Section from the Cassette Vertical Path Roller to the point 25 mm
short of the Secondary Transfer Outer Roller (The speed is variable 120110 200 60.1to 100
. . mm/s mm/s
according to the early or late paper arrival)
T-2-52
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o Controls

Bl Overview

S Reverse
//DuplexAssemny

Fixing/ Registration ?
Assembly 8 1°

©
©
©
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Area

Detection, Control

Cassette Pickup Assembly
+ Cassette 1
» Cassette 2

Lifter control

Cassette Pickup Control

Cassette Paper Size Detection/Cassette Detection

Paper level/presence detection

Multi-purpose Tray Pickup
Assembly

Multi-Purpose Tray Pickup Control

Multi-purpose Tray paper detection

Multi-purpose Tray Automatic Size Detection

Fixing/Registration Assembly

Registration Control

Reverse / Delivery Assembly

The number of circulating sheets, feed path and reverse/standby
control at 1-sided/2-sided feeding

Jam Detection

Jam Detection

T-2-53
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B Cassette Pickup Assembly

@ Parts Configuration

[1]
[2]
[3]
[4]
[5]
[6]
[7]
[8]
MO06
M07
M13

M13 PS04

MO07 \
\

PS20
SW16

SW15

Cassette 1 Vertical Path Roller
Cassette 1 Feed Roller
Cassette 1 Separation Roller
Cassette 1 Pickup Roller
Cassette 2 Separation Roller
Cassette 2 Feed Roller
Cassette 2 Pickup Roller
Cassette 2 Vertical Path Roller
Cassette 1,2 Lifter Motor
Cassette 1,2 Pickup Motor
Cassette 1,2 Feed / Multi-purpose Pickup
Motor

PS08

SW13
SW15
SW16
PS04
PS05
PS06
PS07
PS08
PS17
PS18
PS19

PS20
PS24

PS05

F-2-95
Cassette 1 Size Switch
Cassette 2 Size Switch A
Cassette 2 Size Switch B
Cassette 1 Lifter Sensor
Cassette 1 Paper Sensor
Cassette 2 Lifter Sensor
Cassette 2 Paper Sensor
Cassette 1 Vertical Path Sensor
Cassette 1 Paper Level Sensor A
Cassette 1 Paper Level Sensor B
Cassette 2 Paper Level Sensor A

Cassette 2 Paper Level Sensor B
Cassette 2 Vertical Path Sensor
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@ Drive Configuration
L [2]
W [3]
TP
( WO”J ﬂ : )
= [5]
l E 6]
1 \/
(9] [8] 7
F-2-96

(1]
(2]
(3]
[4]
(3]
[6]
(7]
(8]
[9]

Cassette 1 Pickup Roller
Cassette 1 Vertical Path Roller
Cassette 1 Feed Roller
Cassette 1 Separation Roller
Cassette 2 Vertical Path Roller
Cassette 2 Feed Roller
Cassette 2 Separation Roller
Cassette 2 Pickup Roller
Middle Plate

MO06 Cassette 1,2 Lifter Motor
MO7  Cassette 1,2 Pickup Motor

M13 Cassette 1,2 Feed / Multi-purpose Pickup Motor
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@ Lifter control

Paper inside a cassette is lifted up by the Lifting Plate.

The Middle Plate is lifted by the rotation of the Cassette Lifter Motor (M06/M102).

When the paper surface reaches the position of the Pickup Roller, the Cassette Lifter Sensors
(PS04/PS06) are turned ON to detect that the paper has reached the pickup position.

Lifter Error Detection
If the Cassette Lifter Sensors are not turned ON for 5 seconds or more, no paper is displayed
for the corresponding paper source and an alarm code is issued.

Related Alarm Code:

04-0001: Cassette 1 Lifter Error
04-0002: Cassette 2 Lifter Error
04-0003: Cassette 3 Lifter Error
04-0004: Cassette 4 Lifter Error

@ Cassette Pickup Control

Rotation of the Cassette Pickup Motor (M07) feeds paper to the Vertical Path Roller.

The Cassette 1/2 Pickup Roller and the Cassette 1/2 Feed Roller are driven by the Cassette
1,2 Pickup Motor (M07) while the Vertical Path Roller is operated by the rotation of the
Cassette 1,2 Feed/Multi-purpose Tray Pickup Motor (M13).

Pickup Retry Error

Pickup retry is executed when a delay jam is detected by the Vertical Path Sensor of the
respective paper source.

An alarm code is notified when pickup retry fails the predetermined number of times.

Related Alarm Code:

04-0011: Cassette 1 Pickup Retry Error
04-0012: Cassette 2 Pickup Retry Error
04-0013: Cassette 3 Pickup Retry Error
04-0014: Cassette 4 Pickup Retry Error
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@ Cassette Paper Size Detection/Cassette Detection

2-78

Result of automatic Paper Size Group for Auto Recog. in Drawer*1
size detection All Sizes A/B-Size Inch Size A/K Size
A3 A3 A3 No corresponding A3
size
B4 B4 B4 Np corresponding Np corresponding
size size
A4R A4R A4R No corresponding | 5 s
size
Ad A4 A4 Np corresponding Ad
size
B5R B5R B5R Np corresponding Np corresponding
size size
B5 B5 B5 No corresponding Np corresponding
size size
ASR Dependsonthe |5 STMTR ASR
setting*2
Mx17 Mx17 No corresponding 1Mx17 No corresponding
size size
LGL LGL Np corresponding LGL No corresponding
size size
LTR LTR Np corresponding LTR Np corresponding
size size
LTRR LTRR Np corresponding LTRR Np corresponding
size size
STMTR Dependsonthe |5 STMTR A5R
setting*2
12x18 12x18 No corresponding 12x18 No corresponding
size size
EXEC Depen?s on the Np corresponding EXEC K16
setting*3 size
K8 K8 Np corresponding Np corresponding K8
size size
K16 Depen?s on the Np corresponding EXEC K16
setting*3 size
K16R K16R Np corresponding Np corresponding K16R
size size
Envelope. Blank unless "Paper Settings" is performed due to non-standard size
Custom size

*1: The automatic detection size in Preferences > Paper Settings > Paper Size Group for Auto

Recog. in Drawer > Paper Drawer

T-2-54

Country us CN Destinations other than
the above
Default Setting Inch Size A/K Size A/B-Size
T-2-55
2-78




E Technical Explanation > Pickup / Feed System > Controls > Cassette Pickup Assembly

2-79
*2: Preferences > Paper Settings > ASR/STMTR Paper Selection 1]
*3: Cassette 1: (Lv.2) COPIER > OPTION > CST > CST-K-SW
Cassettes 2 to 4: (Lv.2) COPIER > OPTION > CST > Cx-K-SW
Cassette 1
The Cassette 1 Size Switch detects the size of the paper loaded in the cassette. The switch
consists of 3 microswitches, and the width is detected in accordance with the combination of
ON/OFF. When the cassette presence/paper size is changed, the DC Controller notifies the
Main Controller of the status change.
NOTE:
When an error in the lifter is detected, the cassette presence/absence and paper size
status are not detected.
. . Size Switch A (Width Detection
Paper size Width Length ) ((2) (3)) 4 SW13 A
A4 297.0 210.0 OFF OFF ON
B5 257.0 182.0 ON ON OFF
LTR 279.4 215.9 OFF ON ON
EXEC 266.7 184.1 ON ON ON
A5-R 148.0 210.0 ON OFF ON
K16 270.0 195.0 ON ON ON
STMT-R 139.7 215.9 ON OFF ON

T-2-56

F-2-97

[1]1  Trailing Edge Guide Plate SW13 Cassette 1 Size Switch
[2] Side Guide Plate

2-79
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Cassette 2

The paper size in the cassette is automatically detected by the Cassette 2 Size Switch A/

B after the position of the Guide Plate is adjusted. The switch consists of 3 microswitches,
and length and width are detected in accordance with the combination of ON/OFF. When the
cassette presence/paper size is changed, the DC Controller notifies the Main Controller of the
status change.

In addition, the distinction between A5-R and STMT-R is determined by the user while that
between EXEC and K16 is determined by the service technician.

Size Switch B Size Switch A
Paper size| Width | Length (Width Detection) (Length Detection)
) (2) 3) ) 2) 3)
A3 297.0 420.0 OFF OFF ON ON OFF ON
B4 257.0 364.0 ON ON OFF ON ON ON
A4-R 210.0 297.0 ON OFF OFF ON ON OFF
B5-R 182.0 257.0 ON OFF ON OFF ON ON
11x17 279.4 431.8 OFF ON ON ON OFF OFF
(or ON)
LGL 215.9 355.6 ON OFF OFF ON ON ON
LTR-R 215.9 279.4 ON OFF OFF OFF ON OFF
EXEC 267.0 184.0 ON ON ON OFF OFF OFF
(or ON)
A4 297.0 210.0 OFF OFF ON OFF OFF ON
B5 257.0 182.0 ON ON OFF OFF OFF OFF
LTR 279.4 215.9 OFF ON ON OFF OFF ON
A5-R 148.5 210.0 ON OFF ON OFF OFF ON
K8 270.0 390.0 ON ON ON ON OFF ON
ON
K16-R 195.0 270.0 ON OFF ON OFF ON (or OFF)
K16 270.0 195.0 ON ON ON OFF OFF ON
STMT-R 139.7 215.9 ON OFF ON OFF OFF ON
12x18 304.8 457.2 OFF OFF ON OFF OFF OFF
T-2-57

In addition, presence of the cassette is detected when the size switch is pushed. (When no
switch is pushed, it is judged that there is no cassette.)

NOTE:

Selection between A5R and STMTR
Settings/Registration > Preferences > Paper Settings > ASR/STMTR Paper Selection
Setting value - Cassette 3: ASR, STMTR Cassette 4: A5R, STMTR

Service Mode

(Lv.1) COPIER > OPTION > CST > CSTX-P1 (where 'X' is the cassette number (2 to 4))
Setting Value - 0: A5R, 1: STMTR

E Technical Explanation > Pickup / Feed System > Controls > Cassette Pickup Assembly

(2]

(1]

[11  Trailing Edge Guide Plate
[2] Link Arm

[3] Side Guide Plate

[4]  Size Detection Plate

Cassette Heater
See "Heater Control"(page 2-93).

SW15 Cassette 2 Size Switch A
SW16 Cassette 2 Size Switch B

F-2-98
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@ Paper level/presence detection

The level and presence of paper in the cassette are detected by four sensors.
* Paper Level Sensor A

« Paper Level Sensor B

« Paper Sensor

» Cassette Lifter Sensor
The paper level is displayed in four levels in the Control Panel.

Level display
. Paper Level | Paper Level Cassette Lifter
Level display Level Sensor A Sensor B Paper Sensor Sensor
= 100 to 50% OFF OFF ON ON
|=| 50 to 10% OFF ON ON ON
|_| 10 to 0% ON OFF ON ON
| I 0% - - OFF ON
T-2-58

F-2-99
[1] Paper
PS04 Cassette 1 Lifter Sensor PS17 Cassette 1 Paper Level Sensor A
PS05 Cassette 1 Paper Sensor PS18 Cassette 1 Paper Level Sensor B
2-81

E Technical Explanation > Pickup / Feed System > Controls > Cassette Pickup Assembly



E Technical Explanation > Pickup / Feed System > Controls > Cassette Pickup Assembly
2-82

Cassette 1 Cassette 2

[1]
[2]
[3]

] PS06

F-2-100

Lifter Gear PS04 Cassette 1 Lifter Sensor

Paper Detection Lever PS05 Cassette 1 Paper Sensor

Middle Plate PS17 Cassette 1 Paper Level Sensor A

PS18 Cassette 1 Paper Level Sensor B 2101

[1] Lifter Gear PS06 Cassette 2 Lifter Sensor
[2] Paper Detection Lever PS07 Cassette 2 Paper Sensor
[3] Middle Plate PS19 Cassette 2 Paper Level Sensor A

PS20 Cassette 2 Paper Level Sensor B

2-82
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B Multi-purpose Tray Pickup Assembly @ Multi-Purpose Tray Pickup Control

. . . Paper is picked up from the Multi-purpose Tray by the reverse rotation of the Cassette 1,2
Parts / Drive Configuration

® g Feed / Multi-purpose Pickup Motor (M13).

Multi-purpose Tray Pickup HP Sensor Error

When an error in the Cassette 1,2 Feed / Multi-purpose Pickup Motor (M13) or the Multi-

purpose Tray Pickup HP Sensor (PS32) is detected, no paper is displayed for the the Multi-

purpose Tray pickup, and an alarm code is issued.

Related Alarm Code:
04-0007: Multi-purpose Tray Pickup HP Sensor Error

Multi-purpose Tray Pickup Retry Error
Pickup retry is executed when a delay jam is detected by the Duplex Merging Sensor.
An alarm code is notified when pickup retry fails the predetermined number of times.

Related Alarm Code:
04-0017: Multi-purpose Tray Pickup Retry Error

@ Multi-purpose Tray paper detection

Presence/absence of paper on the Multi-purpose Tray is detected by the Multi-purpose Tray
Paper Sensor (PS03).

PS03
F-2-102
[1]1 Multi-purpose Tray Pickup Roller PS03 Multi-purpose Tray Paper Sensor
[2] Multi-purpose Tray Feed Roller PS30 Multi-purpose Tray Paper Length Sensor 1

[8] Multi-purpose Tray Separation Roller  PS31 Multi-purpose Tray Paper Length Sensor 2
PS32 Multi-purpose Tray Pickup HP Sensor
M13 Cassette 1,2 Feed / Multi-purpose Pickup
Motor

2-83
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@ Multi-purpose Tray Automatic Size Detection
The paper size to be automatically detected which is mentioned above is determined by
"Settings/Registration > Preferences > Paper Settings > Paper Size Group for Auto Recog. in

Drawer"

The size that is displayed is determined by the settings of automatic paper size detection.
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Automatic size detection is performed by three sensors.

* Multi-purpose Tray Width Sensing PCB (UN29): detects paper width

* Multi-purpose Tray Paper Length Sensor 1 (PS30): detects paper length
* Multi-purpose Tray Paper Length Sensor 2 (PS31): detects paper length

Paper
> A/B-Size Inch Size AJK Size
Size
A3 A3 12x18/11.x17./No A3
corresponding size
B4 B4 ;:z: 17/ No corresponding K8 / No corresponding size
A4R A4R LGL/LTRR /No A4R
corresponding size
A4 A4 LTR / No corresponding size |A4
B5R B5R No corresponding size No corresponding size
B5 B5 LTR/ EXE(.: / Nc.) K16 / No corresponding size
corresponding size
ASR A5R STMTR / No corresponding A5R
size
A5 A5 STMT/ No corresponding A5
size
1M1x17 A3 / B4 | No corresponding 1M1x17 A3 / K8 / No corresponding
size size
LGL A4R / No corresponding size|LGL A4R / No corresponding size
LTR A4 / B5 / No corresponding LTR A4 / K16 / No corresponding
size size
LTRR A4R / No corresponding size[LTRR A4R / No corresponding size
STMT A5 / No corresponding size |STMT A5 / No corresponding size
STMTR  |A5R/ No corresponding size|STMTR A5R / No corresponding size
SRA3 No corresponding size No corresponding size No corresponding size
12x18 A3/ No corresponding size [No corresponding size A3 / No corresponding size
EXEC B5 / No corresponding size |EXEC K16 / No corresponding size
K8 B4 / No corresponding size ;:z: 177 No corresponding K8
K16 B5 / No corresponding size LTR/ EXE(.: / Ng K16
corresponding size
Postcard
ETEIEES Blank unless "Paper Settings" is performed due to non-standard size
Custom
size
T-2-59
Country us CN Destinations other than
the above
Default Setting Inch Size A/K Size A/B-Size

T-2-60

Settings of automatic paper size detection
Paper Paper Multi-purpose Tray Width
. Width ) Multi-purpose Tray Paper|Multi-purpose Tray Paper
SL Sensing PCB (UN29) 1| - 1 Sensor 1 (PS30) | Length Sensor 2 (PS31)
(MM) | betection Width (mm) 9 9
SRA3 320 312.6 to 327.4 ON ON
A3 297 289.6 to 304.4 ON ON
A4 297 289.6 to 304.4 ON/OFF OFF
B4 257 249.6 to 264.4 ON ON
A4R 210 202.6 to 217.4 ON ON/OFF
B5R 182 174.6 to 189.4 ON OFF
A5R 148 140.6 to 155.4 OFF OFF
A5 210 202.6 to 217.4 OFF OFF
12x18 304.8 297.4 10 312.2 ON ON
11x17 279.4 272.0 to 286.8 ON ON
LTR 279.4 272.0 to 286.8 ON OFF
EXEC 266.7 259.3 to 274.1 OFF OFF
LGL 215.9 208.5 t0 223.3 ON ON
LTRR 215.9 208.5 to 223.3 ON OFF
STMT 215.9 208.5 t0 223.3 OFF OFF
STMTR | 139.7 132.3 to 147.1 OFF OFF
K16 270 262.6 to 277.4 ON/OFF OFF
K8 270 262.6 to 277.4 ON ON
T-2-61
@ Long Length Paper
This product supports long length paper.
A service mode setting allows use of long length paper (457.3 to 1200 mm) by the Multi-
purpose Tray pickup.
NOTE:
Setting of Long Original
Set (LV2) COPIER > OPTION > USER > MF-LG-ST = 1 (default value 0).
Copy > Other Functions > Long Original
When setting Long Original, paper cannot be delivered to the Third Delivery Outlet.
2-84
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B Fixing/Registration Assembly
@ Parts / Drive Configuration

(2]

(]

F-2-103
[11  Registration Roller PS22 Pre-Registration Sensor
[2] Duplex Merging Roller M12  Registration Motor

[3] Pre-Registration Sensor Flag M14  Duplex Merging Motor

E Technical Explanation > Pickup / Feed System > Controls > Fixing/Registration Assembly
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@ Registration Control

Purpose: To correct paper skew / align the leading edges of image and paper

Skew correction control

The paper leading edge runs into the stopped Registration Roller, thereby generating an arch
in order to correct the skew.

Then, non-stop registration control or stop registration control is executed according to the
paper feed condition.

[4]

[2]

[4]

[2]

(3] D

F-2-104
[1] Paper PS22 Pre-Registration Sensor
[2] Registration Roller M12  Registration Motor

[3] Slack M14  Duplex Merging Motor

[4] Duplex Merging Roller
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The feed control to align the leading edge of paper with the leading edge of image uses
the Pre-Registration Sensor as the reference for detecting the leading edge, by selectively
applying non-stop registration control that accelerates and decelerates without stopping the
feed, and stop registration control that temporarily stops paper feed, as appropriate.

Non-stop Registration Control

The control to align the leading edge of paper with the leading edge of image by accelerating

and decelerating the feed speed.

Because paper is not stopped temporarily at the registration position, paper interval between

sheets can be shortened to improve productivity.

« Afeed delay jam (0190) occurs when paper feed is delayed at non-stop registration control
due to the paper not arriving in time for the image.

* When the paper arrives too early at non-stop registration control, stop registration control is
executed.

Stop Registration Control
This control is executed to stop paper using the Registration Roller, and resume feeding in
accordance with the timing when the image reaches the secondary transfer processing.
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B Reverse / Delivery Assembly

@ Parts / Drive Configuration
When the 3-Way Unit is connected

(1]
[2]
(3]
[4]
(5]
[6]
[71

Second Delivery/Reverse Roller
Reverse Vertical Path Roller 1
Reverse Vertical Path Roller 2
First Delivery Roller

Third Delivery Roller

Duplex Roller 2

Duplex Roller 1

(7]

M09
M11
M30
M31

SL06

F-2-105

Fixing Motor

Duplex Reverse Motor
Reverse Motor
Second Delivery Motor

Duplex Reverse Solenoid

2-86
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Without 3-Way Unit

[1]
[2]
[3]
[4]

.

(2]

/

[4]

F-2-106
M09  Fixing Motor
M11  Duplex Reverse Motor

Reverse Vertical Path Roller 1
Reverse Vertical Path Roller 2
First Delivery Roller

Duplex Roller 1 SL06 Duplex Reverse Solenoid

E Technical Explanation > Pickup / Feed System > Controls > Reverse / Delivery Assembly
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@ The number of circulating sheets, feed path and reverse/standby
control at 1-sided/2-sided feeding

With this machine, the number of circulating sheets, feed route, reverse position and standby

position (1- and 2-sided) differ according to the set length of fixed size paper and delivery
outlet.

Timing to wait at standby position (1-sided and 2-sided)
* When entering down sequence
* When executing auto adjustment
* When controller processing is delayed

< Reverse Position and Standby Position (1- and 2-sided) >

Reverse Stop[R2]
/Standby Position[S4]

Reverse Stop[R1]
/Standby Position[S3]

Standby Position[S2]

»

andby Position[S1]

== | ONg path
=== Short path
< Standby Position and Stop Position > F-2107
Standby Position Reverse Stop Position
Symbol| 1-sided feed | 2-sided feed Symbol | 1-sided feed | 2-sided feed
[S1] -- Yes [R1] -- Yes
[S2] -- Yes [R2] -- Yes
[S3] Yes Yes - -- -
[S4] - Yes = - -
T-2-62
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When 3-Way Unit-D1 is not installed
Feed route is only short path when the 3-Way Unit is not installed.

Bl Jam Detection

2-88

Yes: Detected, No: Not detected

X Jam Type (xx)* 10 > DCON
Code*|Symbol Sensor nams 01 ] 02 | 07 | OA | OB |1 = Paper present
xx01 | PS08 |Cassette 1 Vertical Path Sensor Yes | No | No | Yes | No PO0S > bit 7> 1:
Paper present
xx02 | PS24 |Cassette 2 Vertical Path Sensor Yes | No [ No [ Yes| No P00 > bit 6 > 1:
Paper present
xx03 | PS101 [Cassette 3 Vertical Path Sensor Yes | No | No | Yes | No P006 > bit 4 > 1:
Paper present
xx04 | PS106 [Cassette 4 Vertical Path Sensor Yes | No | No | Yes | No P06 > bit 3> 1:
Paper present
xx06 | PS10 |Fixing Outlet Sensor Yes | Yes | Yes | Yes | No PO0S > bit 2 > 1:
Paper present
xx07 | PS14 |First Delivery Sensor Yes | Yes | No | Yes | No [P008 > bit1>1:
Paper present
xx08 | PS51 |Second Delivery / Reverse Sensor | Yes | Yes [ No | Yes | No PO06 > bit 2> 1:
Paper present
xx09 | PS52 |Third Delivery Sensor Yes | Yes | No | Yes | No PO06 > bit 1 > 1:
Paper present
xX0A | PS12 |Reverse Sensor Yes | Yes | No | Yes | No PO03 > bit 9 > 1:
Paper present
xx0B | PS22 |Pre-Registration Sensor Yes | Yes [ No [ Yes | No P05 > bit 5 > 1:
Paper present
xx0C | PS11 |Arch Sensor ] [Yes| - fpaoobra T
Paper present

Number of
Fixed Size Paper Length | Delivery |circulatin Feed Reverse Standby
> 9 &4 9 Route | Position Position
sheets
First
STMT, A5 92 to 181.9 mm . Duplex not supported
Delivery
B5 to LTR 182 to 216 mm F|_rst 3 sheets | Short path [R1] |[S1], [S2], [S3]
Delivery
Longer than LTR to First
12 x 18 or shorter 216.1 to 457.2 mm Bz ey 1 sheet | Short path [R1] |[S1], [S2], [S3]
T-2-63
When 3-Way Unit-D1 is installed
Number of
Fixed Size Paper Delive! circulatin Feed Reverse Standby
Length i 9 Route | Position Position
sheets
First Delivery
STMT, A5 ?anto e Second delivery Duplex not supported
Third delivery
182 to 216 First DeI|v§ry
B5 to LTR mm Second delivery| 3 sheets [Short path [R1]  [[S1], [S2], [S3]
Third delivery
First Delivery
Longer than LTR to (216.1 to -
less than A4R 206.9 mm Sec_ond dgllvery 3 sheets | Long path [R2] [[S1], [S2], [S4]
Third delivery
A4R or longer, 297 to FirstDelivery | ;o oots |Longpath | [R2]  |[S1], [S21, [S4]
shorter than A3 419.9 mm el C R
' Third delivery | 1 sheet [Short path [R1]  [[S1], [S2], [S3]
First Deli 3 sheets | L th R2 S1], [S2], [S4
A3 or longer, 11 x 17420 to 432 Se'crznd z;'sgry Sheess | ~ong pa [R2) 1S1).[S2) [S4]
or shorter mm e 1 sheet | Short path [R1]  |[S1], [S2], [S3]
First Deli
Longer than 11 x 17 [432.1 to IS ZCWEIY | 1 sheet |Shortpath| [R1] |11 [S2], [S3]
Second delivery
to 12 x 18 or shorter [457.2 mm - - -
Third delivery Delivery not supported

T-2-64

Since the same drive is used for the delivery from the third delivery and the duplex path, the
productivity is lower than that of the delivery from the first/second delivery.
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*:xx = 01: Delay, 02: Stationary, 07: Wrap, OA: Power ON, 0B: Door open

T-2-65
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External Auxi"ary System - Number displayed for each counter (in service mode)/ltemC Target
Target | Counter ounter t
arge Counter 2| Counter 3 | Counter 4 [Counter 5|Counter 6 country
1 718 code
o Controls Total | Total Total Total Scan | Print "1 GB
UK (Black/ | (Black/ | (Full Color | (Full Color | (Total 1) | (Total 1)
B Software Counter Control model | -29€) | Small) | +Single | + Single
tvoel Color/ Color/
This machine has software counters which count the number of prints/copies according to the o Large) Small)
job type. Various counters are displayed by pressing the Check Counter key on the Control 307 T11?1 1113 1212 1213 5(;1 3011 0010 5B
X Ota * * * * * *
Panel. The default counters for each country (model) are listed below. UK 01 000 000 000 000 000 000
Number displayed for each counter (in service mode)/ltem Target model
Target | Counter Counter| count type2
9 ) Counter 2| Counter 3 | Counter 4 |Counter 5(Counter 6 7/8 cgdery Total 1 Total Copy Copy Print Print *9 AU
Total 1 Total Copy Total A 1 1 1 P (Black 1) | (Full Color | (Full Color [(Full Color[(Full Color
CA + Single + Single | + Single | + Single
Japan (Black 1) | (Full Coor | (Full Gelor model Color/ | Color/ | Color/ | Color/
tvpe1 Color?1) Colorg1) Large) Small) Large) Small)
P 101 108 232 149 000 000 000 101 108 229 230 321 322 000
" " Total Total Total Total Scan Print *1 FR
Lo Total 2 (Flﬁ%’glor (FTJ‘I’I% :I‘or C°py2()B'a°k (BT:ZLAz) 1 1 JP (Black/ | (Black/ | (Full Color | (Full Color | (Total 1) | (Total 1)
m(fdel +Single | + Single FRN | Large) Small) + Single + Single
type2 Colorf2) | Color/2) model I_Caor';’:) g;';’lrll)
102 231 148 222 133 000 000 12 3 122 123 501 301 000
Total 1 Total [Copy + Print] Copy + Total *1 *1 TW - * * * * *
. (Black 1) | (Full Color/ Print (Single B "ol 1 ! ! ! ! 1 ! FR
I Large) (Full Color | Color 1) model
model + Small) type2 101 000 000 000 000 000 000
Total Total Total Total Scan Print *1 DE
101 108 401 402 11.8 090 0*00 (Black/ | (Black/ | (Full Color | (Full Color | (Total 1) | (Total 1)
Total 1 Total Copy Copy Print Print 1 us GER Large) Small) + Single + Single
n (Black 1) | (Full Color | (Full Color |(Full Color|(Full Color model | 19 oy ooy
+ Single + Single | + Single | + Single type1
) Color/ Color/ Color/ Color/ Large) Small)
type1 112 113 122 123 501 301 000
Large) Small) Large) Small) G Total 1 1 1 1 1 1 1 DE
101 108 229 230 321 322 | 000 moEdI; ota
Total 2 Total Copy Copy Print Print *1 us
(Black 2) | (Full Color | (Full Color |(Full Color|(Full Color type2 101 000 000 000 000 090 000
UL + Single +Single | + Single | + Single Total Total Total Total Scan Print *1 ES/SE/PT/
model Color/ Color/ Color/ Color/ (Black/ | (Black/ | (Full Color | (Full Color | (Total 1) | (Total 1) NO/DK/FI/
type2 Large) Small) Large) Small) AMS | Large) Small) + Single + Single PL/HU/CZ/
102 109 229 530 321 320 000 model Color/ Color/ SI/GR/EE/
Total 1 [ Total [Copy+Print| Copy+ | Total | Total1 [ *1 |SG/KR/CN typet = = "?rzgze) S:“Zas") = o 555 RRCL)J//SF'EQE//
(Black 1) | (Full Color/ Print (Single | (2-sided)
General TR
Large) (Full Color/ | Color 1)
model
Small)
101 108 401 402 118 114 000
2-89
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Number displayed for each counter (in service mode)/ltem Target
Vg | COuEr Counter 2| Counter 3 | Counter 4 |Counter 5(Counter 6 i
d 718 code
Total 1 *1 *1 *1 *1 *1 *1 ES/SE/PT/
NO/DKI/FI/
AMS PL/HU/CZ/
model SI/GR/EE/
type2 RU/NL/SK/
101 000 000 000 000 000 000 |RO/HR/BG/
TR
Total Total Total Total Scan Print *1 IT
ITA (Black/ | (Black/ | (Full Color | (Full Color | (Total 1) | (Total 1)
Large) Small) + Single + Single
gt Color/ Color/
tvoeT olor olor,
P Large) Small)
112 113 122 123 501 301 000
ITA Total 1 *1 *1 *1 *1 *1 *1 IT
model 101 000 000 000 000 000 000
type2
T-2-66

*1: Hidden by default. Can be changed in service mode.

<Description of symbols>
» Large: Large size paper (when paper length exceeds 364 mm in paper feed direction)
« Small: Small size paper (when paper length is 364 mm or less in paper feed direction)

« Total: When a piece of paper is delivered, the counter is advanced by 1

« 2-Sided: The counter is advanced by 1 for paper delivered in 2-sided mode

* Change the country code of CONFIG in (Lv.1) COPIER > OPTION > FNC-SW > CONFIG.

» The three-digit numbers in the counter column show the setting value of the following
service mode items:
(Lv.1) COPIER > OPTION > USER > COUNTER 1 to 8

« Counters 2 to 8 can be changed in service mode (COPIER > OPTION > USER >
COUNTERZ? to 8).

« The type of counter display can be switched between the former and new methods in (Lv.1)
service mode (COPIER > OPTION > USER > CNT-SW).
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@ Count-up Timing

Count-up timing differs according to the following:
* Print mode (1-sided/2nd side of 2-sided print, 1st side of 2-sided print)

» Delivery position (Finisher)

2-90
Country Country Country

code Country code Country code Country

JP Japan CN [China CZ Czech Republic
uUs us TW [Taiwan Sl Slovenia

GB  |Great Britain ES Spain GR |Greece

FR France SE |Sweden EE Estonia

DE Germany PT Portugal RU Russia

IT Italy NO |Norway BG |Bulgaria

AU Australia DK Denmark HR |Croatia

SG Singapore Fl Finland RO |Romania

NL Netherlands PL Poland SK Slovakia

KR Korea HU Hungary TR Turkey

T-2-67

Delivery position

Print mode

1-sided print/
2nd side of 2-sided print

1st side of 2-sided print

Count-up timing

First Delivery Tray

First Delivery Sensor (PS14)

Host .
1 machine Second Delivery Tray

Second Delivery / Reverse
Sensor (PS51)

Reverse Sensor (PS12)

Third Delivery Tray*

Third Delivery Sensor (PS52)

2 |When the Finisher is installed

Finisher: Inlet Sensor (S1)

* When the 3-Way Unit-D1 is installed

T-2-68
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M Fan Control

@ Location of Fans

@ Speed Control
Of the fans installed in this machine, the Front Fan (FM01), the Motor Fan (FM03), the Power
Supply Cooling Fan (FM02) and the Controller Fan (FM04) are subject to speed control. Each

controller switches voltages to switch the fan rotation speed.

Fan Drive Sequence

2-91

F-2-108
No. Name Function Error codes
Cools paper delivered from the first delivery and E806-0100
FMOT |Front Fan second delivery, Drum Unit, and Toner Bottle E806-0101
FMO2 |Power Supply Cooling Fan Cools the Low-Voltage Power Supply and Main E804-0000
Controller
Cools the Cassette Pickup Motor, Second Delivery| E806-0200
g Votor Fan Motor*, and Third Delivery Motor* E806-0201
FMO04 |Controller Fan Cools the Main Controller E880-0001
T-2-69
* Option
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Controlled by DCON MCON
Power Suppl
Fan Name Front Fan Motor Fan . - Controller Fan
Cooling Fan
Standby Half speed / Half speed / o
Stopped*2 Stopped*2 Stopped 75%
At printing |1-sided Half speed*1 Half speed*1 Full speed Full speed
2-sided Full speed Half speed Full speed Full speed
Reader operation Half speed / Half speed /
Stopped*2 Stopped*2 Half speed Full speed
Sleep Sleep1 Stopped Stopped Stopped 75 %
Deep Sleep Stopped Stopped Stopped Stopped
QUL Wgrm-up rotation Half speed Half speed Half speed 75 %
adjustment, etc.
JAM Half speed / Half speed / o
Stopped*2 Stopped*2 Half speed 75%
Door open Stopped Stopped Half speed 75 %
DCON ERR Stopped Stopped Half speed 75 %
FIN-ERR Half speed / Half speed / o
Stopped*2 Stopped*2 Half speed 75%
T-2-70

*1: When the environment temperature becomes high, the job is interrupted and the fan runs
at full speed. Otherwise, it runs at half speed.
*2: The fan runs at half speed when the Buffer Path Unit is installed and the environment
temperature becomes high. Otherwise, it stops.
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Bl Heater Control

Name Function Remarks
Cassette Heater (host machine) |Prevents paper in the Cassettes 1/2 Option for EUR/USA/LTN
from absorbing moisture
Cassette Heater (Cassette Prevents paper in the Cassettes 3/4
Pedestal) from absorbing moisture
Reader Heater Prevents condensation on the Scanner (Options
Unit and the Reading Glass
Inside Heater Prevents condensation inside the
machine
T-2-71
Conditions when each heater is turned ON
Main Power Dehumidification Switch
ON OFF
ON ON*1 OFF
OFF ON OFF
T-2-72

*1:The Reader Heater is OFF during Sleep 1, printing and standby even when the Main
Power Supply and Dehumidification Switch are turned ON.
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B Power supply
@ Internal power supply
Main Power SW
oo
Low Voltage Power Supply PCB N Main Controller PCB
3.3V All-night & : All-night
Power Supply B 24V | Cirq:ISit :
AC/DC o | RCON
24V 12v S]] 12v -all-ni
Poweé/s%pply Pov;eé/%lglPIY'; [ 5V 5v No%ﬁgu?tlght
AC/D [ Non-all-nigh
B rou oy 2
. 8 24V([5v
S
= ADF
Fuse 3.15A =l
=] 24V 125V |6V

Host Machine
Cassette Heater

Inside Heater

Dehumidification S|

-
C
3 Cassete Pedestal
> Cassette Heater
Ed

24V 24V
IL_SW IL_SW
A K

f RMT_RLY1,2
T30z (DCON Cont)

Reader

3.3V
sV Power Supply 33V ooy AsiC
DCD

Interlock SW

24V
B

Motors

DC Controller PCB

3.3V
3.8V

e :
Fans

;I High Voltage
C Pedestal
{ _Inner FIN

Buffer Path PCB

Interlock SW
oo

oo
oo

Main Heater

Sub Heater

Fixing Unit

Temperature fuse|

©
2 24V AC/DC
5

e
—_—
—_—
—

24V External FIN

F-2-109
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2-93
B Energy Saving Function Standby Mode
) The mode in which the machine is running or can start operation immediately and all power is
@ Overview supplied.
There are "Standby" mode and "Sleep" mode as the power supply mode of this machine. When turning OFF the Control Panel Power Switch or the specified period of time has
Further, "Sleep" mode is divided into the followings: "Sleep Standby", "Sleep 1", and "Deep passed, the mode is shifted to Sleep mode.
Sleep". When turning ON the Control Panel Power Switch while in Sleep Standby mode, the mode is
shifted to this mode.
Reader Control panel
=/ 0 State of power
supply ON Sleep Standby Mode
Standby B Energy Saving In this state, only the Control Panel is off while the power is supplied to all other parts.
= / a8 fﬁ%‘ﬁy"g"p"p‘”er Presence of a job is determined and if there is no job, the mode is shifted to Deep Sleep/
I:I "9IN€ Main Controler Sleep 1 mode.
When a job is submitted during sleep (Deep Sleep/Sleep 1 mode), the mode is shifted to this
Switch of control panel is turned off mode.
or Switch of control panel is turned
A specified period of time has passed WItch of control panel IS turned on
Sleep 1 Mode
LTI Sleep Mode --------=---------- N In this state, the Control Panel is off and therefore power is not supplied to the printer or
! Sleep Standby scanner, but all-night and non-all-night power is supplied.
When "High" is set in Settings/Registration> Preferences> Timer/Energy Settings> Sleep
Energy Use |:| Energy Use Mode Energy Use, the mode is shifted from Sleep Standby mode at sleep state.
i LOW cmmmmmeemooooo N - -- “High” - =--- R The mode is shifted to Sleep Standby mode when a job is submitted during this mode, and is
, shifted to Standby mode when the Control Panel Power Switch is pressed.
Job end ! Job submission

1
'
1
Job submission ! Job end
'
1

. Deep Sleep Mode
Deep Sleep ! Sleep 1 In this state, the Control Panel is off while only all-night power (3.3 V) is supplied.
G During sleep, the mode is shifted to this mode from Sleep Standby mode.

Hard disk drive

Drotoation dmer The mode is shifted to Sleep Standby mode when a job is submitted during this mode, and is

shifted to Standby mode when the Control Panel Power Switch is pressed.

-—-------—'

pFilninduduubellueebe Rt - When any of the check items in "Conditions for Not Entering Deep Sleep Mode (Check
F-2-110 Items)" applies, the mode is not shifted to Deep Sleep mode.
* The time specified in Settings/Registration> Preferences> Timer/Energy Settings> Auto
Sleep Time
2-93
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@ Conditions for Not Entering Deep Sleep Mode (Check Items)

2-94

System Performance Status

Settings in Settings/Registration

Preferences > Timer/Energy Settings

An application is communicating via network (TCP connection on a port dedicated to CPCA /
within 15 seconds after reception of UDP).

Sleep Mode Energy Use > High.

Either of SNTP, DHCP, DHCP6 or eRDS communication is in progress.

During the time set in [Auto Sleep Time]

A job is being executed/in standby (Print/Copy/SEND/FAX/Report/Forward/Save, etc)

Preferences > Network

=

During Fax / I-Fax communication

TCP/IP Settings > IP Address Settings > Auto IP > ON

During distribution of device information

TCP/IP Settings > DNS Settings > mDNS Settings > ON

During export/import by Remote Ul

AppleTalk Settings > Use AppleTalk > ON

MEAP application is being executed (depending on the MEAP application)

IEEE 802.1X Settings > Use IEEE 802.1X > ON

During backup of Mail Box documents

Function Settings

Time is specified in [Receive/Firwird > Common Settings > Set Fax/I-Fax Inbox > Memory Lock
Start Time / Memory Lock End Time] (*1)

Afile is being opened (read/written) in Settings/Registration > Access Stored Files > Network.
(*Common with WebDAV and SMB)

The device is operating with the printer/scanner function stopped.

Send > Common Settings > Communication Management Report > Specify Print Time > ON (*1)

The screen is shifting to service mode screen/download mode.

Send > Fax Settings > Modem Dial-in Settings > Set Line > Line 1 or Line 2 > ON.
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Send > Fax Settings > Fax Activity Report > Specify Print Time > ON (*1)

The timer is running

10 minutes or less is specified in [Send > E-Mail/l-Fax Settings > Communication Settings >
Next > POP Interval] (except when the interval is set to "0")

The sleep mode exit timer is running (for 15 seconds after exiting Deep Sleep).

*1 The device may enter DeepSleep mode when there are still 10 minutes or more left unti?-73
operation.

The hard disk drive protection timer is running (for 10 minutes after exiting from Deep Sleep and
the hard disk drive is powered ON. However, after a printing, scanning, and fax job is completed,
this timer is disabled.)

The network timer is running (for the number of seconds (default: 15 seconds) set by service
mode (Level 2) > COPIER > OPTION > NETWORK > WUEN-LIV).

Hardware status

The wake up timer is running (for 10 minutes after receiving a wake up packet).

A coin vendor is connected.

The device is connected to a USB Host.

Timer is running after link-up (for 1 minute after network communication starts since machine

power-on).
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M Quick Startup

For faster startup, the power configuration of this machine always supplies power to the Low
Voltage Power Supply PCB and Main Controller PCB. Consequently, the Touch Panel can be
operated after 7 seconds from turning ON the Main Power Switch.

Even when the Main Power Supply Switch is OFF, power is supplied to the following PCBs:

Quick startup setting ON Quick startup setting OFF
Low Voltage Power Supply PCB Powered Powered
(Areas supplied with AC)
Low Voltage Power Supply PCB Powered OFF
(All-night Power Supply)
Main Controller PCB Powered OFF
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[Areas supplied with AC

[- 3.3V Areas all-night power supply

1) Quick Startup ON :
Power Supply SW_OFF
Energize to 1,2,3

2) Quick Startup OFF :
Power Supply SW_OFF
Energize only to 1

3 Main Controller PCB }

2 Low Voltage Power Supply PCB
(All-night Power Supply)

1 Low Voltage Power Supply PCB
(Areas supplied with AC)

NOTE:

The quick startup function can be set from "Settings/Registration".

+ Settings/Registration > Preferences > Timer/Energy Settings > Quick Startup Settings for
Main Power
[On]: Quick startup is executed (default)
[Off]: Quick startup is not executed

E Technical Explanation > External Auxiliary System > Controls > Quick Startup
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Disconnect the plug from outlet when performing work with the possibility to come in contact
with the PCBs above. If a conductive material comes in contact with the PCB, short circuit
may occur in the PCB, and may cause damage on it.

The following label is used at the place where attention is required.

Quick Start

Plug Off
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In addition, quick startup is not performed under the following conditions:

At first startup after the power plug is connected to the outlet

Under the following conditions (settings), the machine always starts up normally (even if quick
startup is enabled).

Either of the following devices is connected:

= Serial I/F Coin Vendor

Network (under Settings/Registration > Preferences > Network)

» TCP/IP Settings > IPSec Settings > Use IPSec is set to ON

» TCP/IP Settings > IPv6 Settings > Use IPv6 is set to ON

» AppleTalk Settings > Use AppleTalk is set to ON

Right after the machine is shut down under the following conditions, it starts up in normal mode (even

if quick startup is ON).

Fax-Related

» There is a scheduled fax transmission.

» Within a specified period of time (10 seconds) from disconnection of a fax line

» Within a specified period of time (10 seconds) from non-detection of reception from a fax line

= Within a specified period of time (10 seconds) from hanging up the fax sub device or handset

MEAP-related Information

» During execution of MEAP application that prohibits entering Deep Sleep

» There is a scheduled processing on MEAP

Job process related

» During print/scan job processing

» During SEND job processing

» During I-Fax communication/during job processing

» During report job processing

» During forward send job/receive job processing

» During data save job processing

» During fax communication/phone communication

» During distribution of device information

» During export/import by RUI

» Afile is being opened/read/written in Access Stored Files > Network (common to SMB/
WebDAV)

» During rebuilding when the HDD Encryption Board is installed
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Others

* Accumulated time during which the machine is powered on as well as powered off (with quick
startup turned ON) is 110 hours or more.
-> At the time of shutdown, it will be normal shutdown.
* This prevents Ul freeze caused by memory leakage.

» Within a specified period (20 seconds) after turning off the Main Power Supply Switch
-> In such a case, the machine reboots and then starts up normally at startup. Therefore, it will
take a few more seconds compared with the normal startup.
* This is for starting up the machine normally at the time of failure (Ul freeze, etc.).

» After entering service mode or Settings/Registration screen of the RUI

» After changing a Settings/Registration item that requires restart

» After changing a service mode setting that requires restart

* When the machine is shut down from RUI

* When an error has occurred

* When a jam has occurred

» At limited functions mode

» When starting safe mode

* When resource downloader is active

* In printer/scanner limited functions mode

» When a login application is switched in SMS

» When a license has been registered

» Upon startup by pressing the Control Panel key (such as startup in safe mode)
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M Effect of the Hub Which Supports Spanning Tree

When the network is connected in a loop, data transfer efficiency may be lowered due to
data continuing to circulate inside this loop. To avoid this, a feature called spanning tree is
provided in some hubs. When this feature is enabled, devices newly connected to the hub
can perform data communication with the network after about 10 to 50 seconds (depending
on conditions).
When entering and exiting Deep Sleep, this machine is electrically disconnected from the
network. Therefore, when connected to a hub with the spanning tree feature, communication
with the network is disabled for up to about one minute after exiting from Deep Sleep.
Therefore, immediately after exiting from Deep Sleep, symptoms such as not being able to
acquire device status, print, or log in with a log-in application may occur. If these symptoms
cause problems, take one of the following measures:
* Do not enter Deep Sleep from Settings/Registration.
Preferences > Timer/Energy Settings > Sleep Mode Energy Use > High.
» Disable the spanning tree feature in the hub.
» Request the user to install a hub supporting RSTP (Rapid Spanning-Tree Protocol) that
resolves this issue.
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MEAP

o Function Overview

H Overview of System

MEAP (Multifunctional Embedded Application Platform) is an application platform (execution
platform) that allows the user to execute an application written in the Java language on a
Java virtual machine installed on the device.

In this chapter, a device with MEAP is called a device supporting MEAP, and an application
which runs on MEAP is called a MEAP application.

MEAP applications are installed on a MEAP device to provide various functions to the device.
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o Login Service and User Authentication Method

Alogin service is a service for authenticating users when they use a device that supports
MEAP. An authentication method of a login service is called a "user authentication method".

Preinstalled Login Services

Login service |  User authentication Contents
method
User Local Device An authentication method that can only be used by
Authentication |Authentication users registered in the database inside the device
(enabled at the time of shipment).
Server Authentication Authentication using an authentication server on
and Local Device a network can be used in addition to Local Device
Authentication Authentication.
No Authentication All functions can be used without authentication, but
since all settings can be used, a security risk is involved.
DepartmentID |Department ID Authentication is performed with department ID.
Authentication
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Login service management is performed on the [Enhanced System Application Management]
screen of Service Management Service (hereinafter referred to as "SMS").
Management of user authentication method is performed on the user management screen of
each login service.

M User Authentication (UA)

@ Overview
It is a login service that consolidates the existing SSO-H, DA (Default Authentication), and
AMS (Access Management System), and has the following features.
» The following two authentication methods can be selected.
» "Server Authentication + Local Device Authentication"
» "Local Device Authentication"
» An Active Directory or LDAP server can be used as the destination server for server
authentication.
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@ PC Environment of Administrator Users and General Users
The environment required for using a device operated with User Authentication from a PC on

a network is indicated below.

OS of the PC and Other Environments

Network ports used
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Network Ports Used when Using Active Directory

Purpose Port No.

Application

Operating System

IPv6

Supported browser

Java Runtime Environment

Connecting 53

Communication with DNS server (fixed)

(server side) (88

Kerberos authentication with KDC (Key Distribution Center)

1-65535
( default:389)

Communication with directory service using LDAP (default is 389,
may be changed to any port on LDAP service side)

Windows XP Professional SP3
Windows Vista SP2

Windows 7 SP1

Windows 8

Windows 8.1

v

Internet Explorer 8 or
later

Java Runtime Environment 7/
Java Runtime Environment 8

Listening 10000 - 10100

(server side)

Kerberos (Active Directory) authentication from Web browsers not
using SSL
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Network Ports Used when Using an LDAP Server

Mac OS X Lion

Mac OS X Mountain Lion
Mac OS X Mavericks
Mac OS X Yosemite

Safari 5.1 or later

Java Platform Standard Edition 7

Port No.

Application

636 (server side)

Communication with the LDAP server using LDAP when using SSL

389 (server side)

Communication with the LDAP server using LDAP when not using SSL

Note: common to browsers
» The browser should support Java. (The environment such as Modern Ul version of
Internet Explorer on Windows 8 in which Java add-on cannot be used is not applicable.)

» JavaScript should be enabled.
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» Refer to the website of JAVA (http://java.com/) for how to obtain the Java environment.

Note: Internet Exproler-related

Authentication cannot be performed from the Remote Ul in environments that meet

the following conditions because Java applets cannot be used.

» Server authentication is set as the user authentication method and Active Directory is set
as the authentication server

» The operating system of the PC is the 64-bit version of Windows 8

» The browser being used is the 64-bit version of Internet Explorer

* The Java environment being used is the 64-bit version of JRE
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@ Specification of User Authentication
Iltem Specification
No. of local device users Up to 5000
Maximum number of domains |Active Directory : 200 domains ("this device" not included)
IPv6 Authentication provided in IPv6 supports AD/KDC/DNS of
Windows Server 2008 only)
Availability of Department Available only in local authentication
Management Linkage
T-2-83
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@ Setting the Administrator for Server Authentication
When using Server Authentication, the user who satisfies the specified conditions (user

attribute and its match criteria) becomes the administrator (the device administrator and the
UA administrator).

The default user attribute and whether the setting value can be changed or not are shown
below.

Iltem Default value Active Directory LDAP
Search Criteria: Exact Match Not Available Available
User Attribute: memberOf Not Available Available
Character String: Canon Peripheral Admins Available Available
T-2-84

The settings of the administrator can be changed on the following screen: remote Ul >

Settings/Registration > Management Settings > Authentication Management > Preferences
(http://device's IP address:8000/userauth/Preference)

I Role Association

User Attribute to Browse: I memberOf

[~ Retrieve role name to apply from [User Attribute to Browse]

Conditions:

Condition Search Criteria Character String Role

Administrator IB(anMatch j ICanonPenpheralAdmins Administrator

1 [ =10 [

=1
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@ System Manager Linkage (automatic ID allocation to System

Managers)

SSO provided the automated function conventionally on Security Agent (hereinafter "SA") to
authenticate System Manager by allocating IDs set on SA to domain authentication managers

(users belonging to Canon Peripheral Admins group). However, User authentication does not
support this function.
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@ Local device authentication

It is one of the user authentication methods using User Authentication, and is used for an
device on a stand-alone basis.

Device g—
Local user 3 ﬁ Remote user
— !
——
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Register the user to be authenticated on the database in the device.

The User Management screen can be changed on the [Settings/ Registration] > [Management
Settings] > [User Management] > [Authentication Management] > [User Management] screen
of the Remote Ul (http://IP address of the device:8000/userauth/List).

User Management screen

 iR-ADN

@ Authentication Management

2 User Management

Authentication Mansgement
0 User Management
3 Preferences Thee usars with an asterisk {*} are adminisirators.
tusthenication Service Iformation | Import || Export
| Select AN || Clear Al || Dejete | | Add User Chack Unregistéred Depanment 1D
Fiter:[User Name =] | [EctMaten =] Match case | agpy |
[ crearFier |
User Name Displayed As Department ID E-Mail Adddiress Fste Name
..... -
Adminigtrator « Edit. | Administrator AGTinEStrator
=

Copymght CANON INC. 2014
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@ Server authentication (Active Directory authentication)

It is one of the user authentication methods using SSO-H. User authentication is performed
with the device linked with a domain controller on the network in an Active Directory
environment. It is a user authentication where the user is authenticated by the domain on
the network when the user logs into the device. In addition to users belonging to the domain
that includes the device, users belonging to domains that have a reliable relationship with the
domain (multi-domain) can also be authenticated. The domain name of the login destination
can be selected by the users themselves upon login.

Using one of the options (Net Spot Accountant, imageWARE Accounting Manager, or
imageWARE EMC Accounting Management Plug-in) makes it possible to analyze/manage
the device usage.

IDmainA = L R S Domain B |

Domain controller
(Active Directory)

Domain controller
(Active Directory)

Available Domain B user

Domain A user Device |

The protocol used is as follows.
» Kerberos:LLS/RLS/ILS
* NTLMV2:WLS(Web Service Login Service)
User information acquisition is done by LDAP, so the Active Directory LDAP port needs to be
made accessible. If LDAP connection fails, the authentication will end in error.
No. of supported domains: 200 (unchanged from SSO) Site access supported.

CAUTION:

In the case of using Server Authentication (Active Directory authentication), it is
necessary to synchronize the time settings of the Active Directory server and the
machine (and the PC for login). If the difference in time setting is 5 minutes or longer,
an error will occur at the time of login. (The setting of the allowable difference in time
can be changed.)
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@ Server Authentication (LDAP Authentication)

It is one of the user authentication methods using UA is performed with the device linked with
the LDAP Server on the network in an LDAP environment.

Device LDAP Server

Local user

Remote user
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LDAP server authentication can be used for devices that support MEAP User Preference
Service (MEAP Specification Ver.56) and MEAP Application Setting Information Management
(MEAP Specification Ver.57).
As for models that do not support MEAP User Preference Service and MEAP Application
Setting Information Management , [LDAP Server] cannot be selected as the type of the
authentication server on the SSO-H Configuration page. Moreover, it is not possible to access
the LDAP Server Management screen and the Add Server screen.

Simple bind (a method where the password is not encrypted) is used as the bind
(authentication) between UA and LDAP server. It is therefore strongly recommended to
always use SSL connection from a security standpoint.

As for the version of LDAP, only Ver.3 is supported.

ON/OFF of SSL connection can be changed on the LDAP Server Management page.

The time-out value of connection is 60 seconds.

In the case of using LDAP server authentication, the characters entered as the user name are
not case-sensitive, but the characters entered as the password are case-sensitive.

In the case of UA, authentication is not allowed when the user name includes "* (asterisk)".

If authentication is performed with "* (asterisk)" used in the user name, an authentication error
occurs.
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2-101
@ User Management with Server Authentication ST
The environment required for using a server to authenticate users with User Authentication is '
- Make sure to set the time of the server and the time of the device to be within a certain
indicated below. difference

The system requirements differ according to the authentication server.
With Kerberos authentication, the time of the authentication server (KDC) and

authentication client must be synchronized within a certain difference. The allowed
difference is whichever one of the following is shorter.

The system requirements for using each authentication server are indicated below.

Active Directory authentication

With Active Directory authentication, the following servers are required, and servers

constructed in the following system environment are supported. * [Maximum tolerance for computer clock synchronization] in the [Kerberos Policy]
setting of the authentication server synchronization

» 5 minutes (hard-coded User Authentication setting)

<Required servers> To perform RLS authentication when SSL is disabled, the time of the client PC must be
« KDC server (as the authentication server) set to be synchronized with the authentication server.

« LDAP server (to obtain attributes of the user that is logged in)
* DNS server (to search for the KDC and LDAP servers)

LDAP authentication

<Supported environment> When using LDAP authentication by SSO-H, the following conditions need to be satisfied.
* Microsoft Windows Server 2003 SP2 (64-bit version is not supported.) <LDAP serv.er>
* Microsoft Windows Server 2003 R2 SP2 (64-bit version is not supported.) * Novell eDlr.ectory V8.8 SP7
* Microsoft Windows Server 2008 SP2 (64-bit version is not supported.) * Lotus Domino V8.5
* Microsoft Windows Server 2008 R2 SP1 -

. ' ote:
: MfcrOSOﬂ andows Server 2012 It should comply with the specifications of the LDAP server product.
* Microsoft Windows Server 2012 R2 Operation check has been conducted for the following OS.

e Microsoft Windows Server 2003 Enterprise SP2
* Microsoft Windows Server 2008 Enterprise SP2 (x86)

<Servers supporting IPv6 environments> + Microsoft Windows Server 2012Microsoft Windows Server 2008 Enterprise SP2 (x86)

* Microsoft Windows Server 2008 SP2 (64-bit version is not supported.)
* Microsoft Windows Server 2008 R2 SP1

* Microsoft Windows Server 2012

» Microsoft Windows Server 2012 R2

Settings Common to Active Directory Authentication and LDAP Authentication

<Device settings>

When using LDAP authentication, the following settings must be appropriately specified.
* TCP/IP settings

» DNS server settings (when using Active Directory as the authentication server)

» Date and time settings (when using Kerberos authentication with Active Directory)

<DNS server settings>

When setting the DNS server, the following conditions must be met.

» The DNS domain name of the authentication server can be resolved

* The port number used by LDAP/the Kerberos service can be obtained from the DNS server
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E Technical Explanation > MEAP > Login Service and User Authentication Method > User Authentication (UA)



E Technical Explanation > MEAP > About SMS > RLS Authentication

with User Authentication

« The protocol used by the SRV record information of the LDAP service is "_tcp" and the
service name is "_Idap"

« The protocol used by the SRV record information of the Kerberos service is "_udp" and the
service name is "_kerberos"

@ User Authentication Methods

User Authentication includes Local Device Authentication and Server Authentication as user
authentication methods. Local Device Authentication uses the user database registered in the
device to perform authentication while Server Authentication uses an authentication server on
a network to perform user authentication.

As the setting, either "Local Device Authentication" or "Local Device Authentication + Server
Authentication" can be selected.

If "Local Device Authentication + Server Authentication" is selected, such operation is possible
in which Server Authentication is used to authenticate users registered in the authentication
server at normal times while Local Device Authentication is used when it is necessary to
temporarily authenticate users that cannot be added to the authentication server. Also, if a
problem occurs with the authentication server, Local Device Authentication can be used until
the server recovers.

[Local Device Authentication + Server Authentication] Diagram

Server authentication
Local device authentication

Remote user
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Bl Default Authentication overview

This login service is selected when the department ID management is enabled or no
authentication function is set. Set the department ID management to [ON] on [Settings

/ Registration] of this device and register 7-digit ID and PIN by department. This setting
restricts the use of this device only to users keying the registered ID and PIN. Department
IDs/ and PINs can be registered on the touch panel of this device or Remote Ul.

E Technical Explanation > MEAP > About SMS > RLS Authentication
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o About SMS

B Overview

MEAP has SMS (Service Management Service) as a service for managing login services and
MEAP applications.

SMS is a servlet-type service which is used via a PC's browser.

Access SMS in a device from the browser of a PC connected to the network to manage
MEAP applications, etc.

B RLS Authentication

Login without using the SMS login window but by entering the user ID and password for
authentication in the RLS (Remote Login Service) window. The user information (user name
and password) used is the information for user authentication.

Therefore, it is an authentication method that can be used when using User Authentication as
the login service. The procedure for logging in is indicated below.

The login procedures are as follows.

1) Access SMS by RLS Authentication from the PC browser on the same network as the
MEAP device.
URL: https://<IP address of this device>:8443/sms/rls/
Ex.) https://172.16.188.240:8443/sms/rls/

Note:

= To encrypt the password information input when logging in, SSL of the login screen was
made effective.

« ltis redirected to new URL (effective SSL) even when accessing with URL (non-SSL)
before.

* When the device authentication method used is server authentication, enter the user
name, password and login destination registered with authentication server and then click
"Log In".

» If the authentication method used is local device authentication, enter the user name,
password and login destination registered in the device and click "Log In".

« The user information is set as below for local device authentication by default. Both are
case sensitive.

- User Name: Administrator
- Password: 7654321
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Note:
Only the following users may us SMS via RLS.
» For local device authentication, users with Administrator or DeviceAdmin authority.
In the case of Server Authentication, users belonging to the group set to "Administrator”
in the [Role Association] setting on the [Settings/Registration] > [Management Settings] >

[User Management] > [Authentication Management] > [Preferences] screen of the Remote
Ul (Canon Peripheral Admins by default).

iR-ADV / R-ADV

Note:

To encrypt the password information input when logging in, SSL of the login screen

was made effective. However, it is redirected to new URL (effective SSL) even when
accessing with URL (non-SSL) before.

; s vl [ TR R iea ot B 2)Enter the password in the password entry field, and click the [Log In]. The default password
%) Authentication Management

Liser Management
Authentication Managemant

User Management

0 Preferences
Authentication Service Information
Login Users Settings
| Settings
Use User Autheriication Funclion: Use
| set user System
User Authentication System: Local Device Authentication
Authentication Server Tvoe:
| rote
Usar Adiribate o Srowse: miembarOf

Retrieve role name 16 apply from [User Attribute to Browsel: Do Not Retrieve
Canditins:
Condition Search Criteria Character String Role

Administrator Exact Match Canon Peripheral Adming Administrator
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Bl Password authentication

Enter the password on the SMS login screen for authentication. Only one password can be

set for SMS. The login procedure is shown below.

Note:
From this device, password authentication is set to "Stopped" by default.
To log in to SMS with password authentication, it is necessary to log in to SMS with

RLS authentication and set [SMS Installer Service (Password Authentication)] to [Start]
in [System Application Management].

For information on the procedure, refer to "Setting the method to login to SMS".

1)Access SMS from the browser of a PC on the same network as the MEAP device. The URL

is as follows.

URL: https://<IP address of MEAP device>:8443/sms/
Ex.) https://172.16.188.240:8443/sms/

E Technical Explanation > MEAP > About SMS > Password authentication

is "MeapSmsLogin." (The password is case-sensitive.)

/ iR-ADV

Device Serial Number: ZZ799999

Enter password.

Password:

Copyright CANON INC. 2014
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Note:

If you want to change the display language, select the language from the drop-down list
of [Language] at the upper right of the login screen, and click the update button.

Chinese (Simplified)
Chinese (Traditional)
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Note:

If the wrong password is entered, the error message window is displayed. The user's
system administrator may have changed the password, so confirm the password with
the system administrator. Note that there is no special password for service.
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B Preparation of PC for Accessing SMS

@ Checking of operation environment

There are two methods for logging in to SMS; performing authentication with the user name
and password of an administrator (RLS Authentication) and performing authentication with
the dedicated password for SMS (Password Authentication).

< RLS authentication >

In order to access SMS using RLS authentication, the environment should comply with the
environment for using User Authentication as the login service. (For details, refer to "PC
Environment of Administrator Users and General Users".)

< Password authentication >
In order to access SMS using password authentication, the PC and browser need to comply
with the following system environment.

Combination of the Browser and the OS

Operating System
Windows XP
Windows Vista
Windows 7

Windows 8

Windows 8.1

Mac OS X v10.5
Mac OS X v10.6
Mac OS X Lion

Mac OS X Mountain Lion
Mac OS X Mavericks

Supported browser
Internet Explorer 7 or later

Windows

Mac OS Safari 4.0.5 or later
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@ PC and Browser Settings

The PC and browser used to access SMS need to satisfy the following conditions.

» The supported browser language should be the same with the language of the OS.

» Java Script should be enabled.

* The supported screen size should be 800 x 600 or larger (recommended size: 1024 x 768).

» Session cookie should be enabled.

* Only alphanumeric characters and some of the symbols ("-" or ".") should be used as the
machine domain name and host name.

« If an invalid character string such as a low line ("_") is included in the host name, cookies
cannot be enabled.

E Technical Explanation > MEAP > About SMS > Resources availability (remaining amount)
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M Initial Display Languages of SMS

The SMS of this device supports English, Japanese, French, Italian, German, Spanish,
Simplified Chinese, Traditional Chinese, and Korean.

Display language can be changed with selecting by the drop down list on a login page.
The initial language displayed when SMS is accessed differs as indicated below.

@® When SMS is accessed with Password Authentication

The initial language displayed when SMS is accessed with Password Authentication is
determined in the following priority order.

1) The priority order of the language set in the browser being used

2)The order of display language set in [Settings/Registration]

3)If neither of the above languages is supported in SMS, English is used.

@® When SMS is accessed with RLS Authentication

The initial language displayed when SMS is accessed with RLS Authentication is determined

in the following priority order.

1) The language setting selected on the Remote Ul screen

2)If the above language is not supported in SMS, the display language is selected according
to method for when Password Authentication is used, as indicated above.

B Device compatibility with the MEAP application

To find out whether the device is compatible with the MEAP application, check the devices
supported by the MEAP application. Depending on the application, the device's firmware may
require version upgrade.

B Resources availability (remaining amount)

The necessary resources (free storage space and free memory available) must be secured
for an MEAP application to run; otherwise, you cannot install the MEAP application.
To check the resource information, see "Device's resources" in this manual.
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B What is MEAP Specifications (MEAP Spec Version)?

MEAP Specifications is one of the information required to judge whether MEAP applications
can be operated or not. With MEAP Specifications, you can prevent an application that uses
a specific function of device from being installed onto the device that does not have the
function.

@ About Name

The displayed name for Meap Specifications differs depending on the screen or the location
where the name is displayed.
In this document, it is referred to as "Meap Specifications".

The location where the name is displayed/shown Displayed name

Platform Information : SMS > [System Management] > [System Information] | MEAP Specifications
> [Platform Information]

System Information Print : Local Ul [Settings/Registration] > [Management
Settings] > [License/Other] > [MEAP Settings] > [System Information Print]

Manifest file of the MEAP application MeapSpecVersion

SDK documents
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@ Mechanism

MEAP platform judges whether MEAP applications can be operated on it using on the 2
information below:

» Device Specification ID

* MEAP Specifications
Device Specification ID shows information such as the original functions of MFP (including
print, scan, and copy), and one that differs by model such as maximum copy number,
thus each model has a different ID. (It is easy to determine the IDs for this reason.) MEAP
application declares 1 or more Device Specification ID required for its execution. Declaration
of multiple Device Specification IDs means that the application is operable in all the models
declared. Upon installation of MEAP application in (using) SMS or MEAP Enterprise Service
Manager, matching of Device Specification ID is executed on the side of MEAP platform
machine. The machine which doesn't support the ID declared by the application rejects
installation of such an application.
Meanwhile, MEAP Specifications shows other information than defined by Device
Specification ID above, including network and security. Thus each model does not always
have the same version.
MEAP application declares 1 or more MEAP Specifications required for its execution.
Declaration of multiple Device Specification IDs means that the application is operable
in all the environments declared. Upon installation of MEAP application in SMS or MEAP
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Enterprise Service Manager, matching of MEAP Specifications is executed on the side of
MEAP platform machine. The machine which doesn't support the version declared by the
application rejects installation of such an application.

Bl MEAP Application Management

You can use the MEAP application management screen to perform basic management tasks
of the MEAP application (start, stop, uninstall), or check the device's resource information.

M Managing the License File
@ Outline

The license file management functions allow you to perform the following operations related
to the license file necessary for the MEAP application to run.

» Update the license which has already expired.

» Disable or delete the license file in order to uninstall the MEAP application.

These license management functions can be performed from the [MEAP Application
Management] screen.

The main license management functions are as follows:

Adding a license
When the license has expired, you can add a license file.

Disabling a License File

Before uninstalling the MEAP application, the license needs to be deleted. In that case, you
must first disable the license file because a license file which has not been disabled cannot
be downloaded or deleted.

Downloading / Removing an Invalidated License File

Before uninstalling the MEAP application, you need to delete its license file which has already
been disabled.

By downloading the license file to your PC before it is deleted, you can use it when installing
the application again to the same device.

CAUTION:

After deleting the license file which has been disabled, you can no longer download the
license file.
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@ Reusable license

When reinstalling, Disable License file should be downloaded (see "Procedure Disabling

a License File (suspending a license)" and see "Procedure Downloading/ Removing an
Invalidated License File" in this manual) or a license for reinstallation should be obtained from
LMS, before reinstallation.

This specification aims to prevent misuse of applications.

To increase convenience of users, only application with unlimited validity date and application
counter (e.g. Portal Service, SDL, SSO) has been made to be able to install as many times
as needed by the same license file. This kind of license is called "Reusable license".

@ License for forwarding

If the machine needs to be replaced due to a device failure, you can transfer the license
information used in the MEAP application to the new machine and continue its usage. Service
engineers are responsible for license transfer as this task requires the SMS hidden page (not
open to users).

The procedure is shown below.

M System Information
@ Outline

The device platform information and MEAP application system information are called the
"System Information" of MEAP. The System Information can be checked on the SMS screen
or by printing it out.

@ Content of MEAP system information

Application System Information

Application Name: C-Cabinet Gateway for MEAP

Application ID/System Application Name: 03a46668-63e4-4636-9cbb-492b6cef05d5
Application Version: 1.0.0

Status: Resolved

Installed on: Tue Oct 21 14:00:11 GMT+09:00 2003

Vendor : Canon Inc.

License Status : Installed

Maximum Memory Usage : 1024

Registered Service :

item content
Application Name It is the name (bundle-name) declared in a statement within the application
program. It may not necessarily be identical to the name of the program.
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item

content

Application ID/System
Application Name

Application ID (application-id) items which are declared on the declaration
statement in the application program are printed.

Application Version

It is the version of the application (bundle-version) declared in a statement
within the application program.

Status It indicates the status of the application in question; specifically,
Installed: the application has been installed.
Active: the application is being in use.
Resolved: the application is at rest.
Installed On It indicates the date on which the application was installed.
Vendor It is the name of the vendor that developed the application, and is the name

(bundle-vendor) declared in a statement within the application program.

License Status

It indicates the status of the license; specifically,
None: no license is needed.
Not Installed: no license has been installed.
Installed: the appropriate license has been installed.
Invalid: the license has been invalidated.
Overlimt: the license has been used beyond its permitted limit.

License Expires After

It indicates the date after which the license expires. If the status of the
license is "none", this item will not be printed.

License Upper Limit

It indicates the limit imposed on individual counter readings. If the status of
the license is "none", this item will not be printed.

Counter Value

It is the current counter reading of a specific counter. If the status of the
license is "none", this item will not be printed.

Maximum Memory
Usage

It indicates the maximum amount of memory that the application uses. It is
the amount (maximum memory usage) declared in a statement within the
application program, and is expressed in kilobytes.

Registered Service

It is a list of services that have been registered by the application with the

MEAP framework.Some services may not have printable data.

T-2-87
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B MEAP Application Setting Information Management and Log
Management

@ Outline

The MEAP Application Setting Information Management page and the MEAP Application
Log Management page provide menu related to "MEAP Application Configuration Service"
for managing MEAP application setting information and "MEAP Application Log Service" for
managing log information respectively.

o MEa» Application Management
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@ Advantages Obtained When Using the Services

By using MEAP Application Configuration Service and MEAP Application Log Service, as long
as the MEAP application supports these services, you can perform data management tasks
all together.

In case of devices and MEAP application that do not support the service

App1 App2
Dedicated management tool Dedicated management tool

Setting and reference Setting and reference

MEa# Application Managemen
8 Istall MEAP Application "
MEAP Application Managemant
System tanagement i =
Enhanced System Apglicabion
o i Appheation Name Upclated Status License
§ e Aascaion en | Saenoie agpication & 44D 200413712 113475 stted  [Stop] L Tustalled
o System Information Sample Applcation B 44D 20041212 110524 stted  [Stop] Tialied
8 MEAP dpplication Information Samphe Appheation € 440 2014 1212 1141502 Started | Saop) Installed

O Check License
6 Change Password

o MEAP Agplication Sefling £ L :
o MEAP appcation Log Storage 15008 KB 4176294 KB o%
LN Mamary 900 KB BOTIKE 1%

Theeads 5 . 1%
<« To Register/Update Software o— o % o%
Fd# Deseriptoes 1w 45 " =

Copyrght CANON NG, 2014

Imeap
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MEAP Application Configuration Service

This service manages the MEAP application setting information. It has functions such as
saving setting information to the MEAP area. Ver 57 of MEAP Specifications supports this
service.

MEAP Application Log Service

This service is used to collect MEAP application logs (debug logs and authentication logs).
Ver 58 of MEAP Specifications supports this service.

The collected logs can be downloaded or deleted in Remote Ul.

The settings such as the log level to be saved cannot be made from SMS.

These settings depend on the MEAP application. For detailed information, refer to the manual
for the application.

App1

Setting and reference

Device
App2

Setting and reference

Config data Pref data Log data Config data | | Pref data Log data
(App1 format) | ((App1 format) | ((App1 format) (App2 format) | |(App2 format) | ((App2 format)
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As for devices and MEAP application that do not support the service, the setting information
and log data are managed separately by application.

In case of devices and MEAP application that support the service

General-purpose management tool ﬂ

Setting and reference

(o [ e
Device

| ]
| A 1 A

Log | Platform
management service |
e ———

Config data Preference data Log data
(common format) (common format) (common format)

Preference
management service
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As for devices and MEAP application that support the service, information can be managed
all together.
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B Integrated Authentication Function

@ Sharing the Authentication Information

Separately managing the authentication information at login and the authentication
information for MEAP applications creates inconveniences such as that the authentication
process is executed many times.

In order to solve this problem, the device has an integrated authentication function. This
function allows authentication information to be shared between MEAP applications in a
MEAP environment.

The supported version of MEAP Specifications is Ver.59, which needs to be supported by
both the device and the MEAP application in order to use this function.

There are 2 types of authentication information that can be shared: Volatile Credential whose
registered information is discarded at the time of logout or shutdown of the device and
Persistent Credential whose registered information is not discarded at the time of logout.

@ \olatile Credential

Volatile Credential is used in cases where the authentication information is shared between
applications which use the same security domain for authentication.

The credential is registered mainly by the login application, therefore the applications which
access the security domain that was used for authentication by the login application can use
the credential.

@ Persistent Credential

Persistent Credential is used to help entry of authentication information when accessing a
different security domain for authentication.

The credential is registered mainly by general MEAP applications, and the authentication
information can be reused when the same user logs in for the second time or later.

@ Comparison of Functions

Volatile Credential Persistent Credential

Registered Character strings and arbitrary Character strings only User ID/Password/
information Java objects Domain/Arbitrary character strings

Lifetime [Registration |At login (the login application), and |At any timing of registration by an
at any timing of registration by an |application

application
Deletion Can be used until logout/shutdown. |Can be used until deletion by the
application or management tool.
Encryption of Not supported Data retained on the HDD is encrypted.

credential data

HDD in the device

Store (Save) to Memory in the device
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o Settign Procedure

B Preparation

@ Network configuration process
In order to provide support for the machine via network such as SMS, the network settings
need to be made from the touch panel of the machine. (this setting is [ON] by default).

1) Press [Settings/Registration], select [Preferences] > [Network] > [TCP/IP Settings] > [Use
HTTP] and press [On].

Note:

« With this device, items in [Network] on the [Settings/Registration] screen are grayed out
unless you are logged in as an administrator.
Return to the top screen, press [Login] at the lower left of the screen, login as the system
manager, and configure the settings.
The default setting for the User name is "Administrator”, and the password is" 7654321".

*  When using SSL, press [Settings/ Registration], select [Management Settings]>[License
/ Other] > [MEAP Settings] > [SSL Settings] and press [On]. (This setting is applied to
SSL setting on RemoteUl. Vice versa, [On] set for SSL on RemoteUl is also applied to the
touch panel.)
When [Use SSL] is set to On, the message dialog, [The Default Key is not set. Check
the Key and Certificate List settings in Certificate Setting.], is shown. Press [OK] for this
message.

2)Press [OK] to return to Main Menu screen.
3)Restart this device.

CAUTION:

» The setting [Use HTTP] is not actually enabled/disabled until you have restarted the
device.

* You cannot make a connection through a proxy server. If a proxy server is in use,
enter the IP address of the MEAP device in the Exceptions field for the browser.
Open Internet Options dialog of Internet Explorer and select Connections tab, LAN
Settings button, Use a proxy server option, and Advanced button of Proxy server
group. Proxy Settings dialog will opens. The Exceptions field is in the dialog. As
network settings vary among environments, consult the network administrator.

 If Cookie and JavaScript are not enabled in the Web browser, you will not be able to
use SMS.
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CAUTION:

» To type text using the Web browser, use the characters compatible with the MEAP
device’s touch panel display. The MEAP device may not properly recognize some
characters.

* When [Use SSL] is made available, it is necessary to set the key and the certificate
necessary for the SSL communication. Set the key and the certificate by SSL with
[SSL Settings] that exists in [Preferences] > [Network] > [TCP/IP Settings] > [SSL
Settings] on the device.

For details, refer to [Top] > [Security]> [MEAP Settings] > [Using the SSL] in the
e-Manual.

@ Key pair and server certificate settings

To use SMS via SSL connection, it is required to specify a key pair and server certificate as
the key to be used.

Since a key (default key) that can be used for encrypted SSL communication is installed as

standard on this device, advance setting of the key pair and server certificate is not required.

To use an encryption key other than the default key, refer to the e-Manual to set the key pair
and server certificate required to perform encrypted SSL communication.

Note:

As for SMS, by setting a Default Key, encrypted SSL communication is always executed
regardless of the following setting: [Settings/Registration] > [Management Settings] >
[License/Other] > [MEAP Settings] > [SSL Settings]: ON/OFF.
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@ Network Port Change Procedure

The default port of the HTTP server used for MEAP and MEAP applications to provide the
servlet function is 8000, and the HTTPS server's default port is 8443. In the case that these
ports have already used by the customer who is to introduce this application, the MEAP
application cannot use the HTTP (or HTTPS) server(s).

By changing the following ports to use, however, the MEAP application can be used as well
as the existing system.

The procedure to set the HTTP/HTTPS server port is indicated below.
1)Set the port numbers in the following service mode.
To set the HTTP server port
* (Level2) COPIER > Option > NETWORK > MEAP-PN
To set the HTTPS (SSL) server port
* (Level2) COPIER > Option > NETWORK > MEAP-SSL

Note:

A port number can be any integer from 0 to 65535. To avoid port numbers that are
frequently used, do not use any integer from 0 to 1023.

Server Setting value [Default value / Value after RAM clear
HTTP Server 1024 to 65535 8000
HTTPS Server 1024 to 65535 8443
T-2-89

Note:

» If Print Server is connected, do not specify port 8080.
If port 8080 is specified, it is not possible to access the remote Ul of the device where the
MEAP authentication application is running. (Port 8080 is reserved to allow the PS Print
Server Unit to redirect to the device.)

» As for port on HTTPS server, it only applies to the device that supports SSL function.

2)Restart the device if the port number is set.
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B Procedure to Install Applications

1)Long on to SMS, and click [Install MEAP Application] on the menu.
2)Perform the following settings, and click [Install].

1. Click [Browse], and select the application file and license file to install.
2.0n the same page, select either [Install and Start] or [Only Install] in [Operation to
Perform].

Dwvce el feumber ZEZRIRHE

£ MESP Application Management
0 bnstall MEAP Application
System Management

1, Enhanced Spstem Applicatian
Management

o System Apphication Management
1 System information

1 MEAP Apphcation Infarmation

3 Check License

plicaton/Licgnse

Install MEAP Application/Licenss

Application File Path:

License Fie Path:

I

Operation to Perform: . Jnstsd and Start

Oy Install

2 Change Password

. MEAP Application Setting (]
Information Management

1o MEAP Agpication Log
Hanagement

=« To Register /Update Soltware

meap

Copyright CANON INC. 214

F-2-125

Note:
Application File: identified by the extension "jar".
License File: identified by the extension "lic".

CAUTION:

You cannot install only the license.

You will not be able to install the application without using the appropriate license.
Be sure to select its license file.

If you are adding a license to an existing application, see "Procedure Adding a
License File".

If you are updating an existing application, stop the application; then, install the new
application or its license file. You will not be able to update an application while it is
running.
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Note:

The license file is provided in text file format, enabling to view in a text editor. The
application ID and device serial number shown in the file allow users to confirm which
device to install with the license file.

Note that any changes added to the license file may disable installation. Cares should
be taken when confirming the contents of the license file.

Sample file

S = License File ID

File Edit Format View Help Application ID

LicenseFile-vVersion: 1 -

LicenseFile-Id: 8f401a9b-20f3-4378-9ce9-ad3bcOddcal? T
Application-Id: 44444444-4444-3333-3333-444444444444
serial-No: zzz99999

validated-period: 100\

MaximumBWSCANL: 1000,5TOP 1

Serial Number

| S Validated Period

MaximumBwSCANZ : 1000,s5TOoP
MaximumBwWSCAN3: 1000,S5TOP
MaximumBwSCAN4 @ 1000,STOP J'

Counter informations

mn

MaximumPrinterImpressopms-BwW-Large: 1000, STOP
MaximumPrinter Impressopms-BwW-Large: 2000, NONSTOP

LicenseEncryptversion2:

YdRHYZ 2MeT7 tHy1 TPaISnGS jxC9ye95+ 3pIVKES553zy0rZUA/ 4 jojGCmed Hum
E1bgwk7f1q8vwﬁerzukzpmu I9NeBhg5SNBOKgXUT/Pshj+hk0ZCryC,/Jusez
fokfrawbctbTukTtIbsOxUeeTpwd+8LdBxwgr Ja9vCa3bmtGPuUIglE+bReHDT X
LABU7gsZzBHovIRCTE3npesoESSFXkRITL38+wPHIL1UTFWFGVOEBGQT1FghiD
Cdi1+aZ 9hN7 eBH/KWmwagcxFs/I,/SgEGCKLVMXF 5536 TCMQAINUIWFQPWFGX 1
33tQypi9vNQIWDXiE7 Z6BA=—=

ze9dxRrT4GXUYOX5egPY+qnnppNyH1g85X35/SyAs BnOHX ] JZwWMwzZ INODLLHVDS
/DEOLSZ35ndrHegZ T+ujo0plCjeocdwDg,/LI105nm421 Jy+0ehiN+GpYIXI2W/R ~

o m | 3
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3)Check the contents of the Confirm page; then, click [OK].

The foligwing will B instalied.
afgrinstalistion tha snnli-ssign will be stamed. is this OK7

Application hame: Sample application

Version 440

Apphcation ID; 4d05d2E2- debd 4520 LB TIIET AT
manufacturer; Canon Inc.

Copyright

Description: Test Sample

TR a— gy

Serial Number:

Appieation 1D 4e05d232-debd -4570-bAdBTLISTCLITA04
Expires after; Does ner Expire
=

F-2-127
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click [OK].

4)Some applications show a screen to indicate the terms of agreement. Read the terms, and

5)When installation is complete, the MEAP application management page is displayed.

B Procedure to Start and Stop a MEAP Application
1)Log in to the SMS, and click [MEAP Application Management].

2)Click [Start] or [Stop] shown for the MEAP application to be started or stopped.

o MEAP

o nstall MEAP Applcation

System Management
o Enhanced Spslem

MEAP Apphcation Management

MEAP Application Management

Management
2 System Apphcabion Mansgement
O System Information
O MEAP Application Information
O Chedk License
o change Pascword

o MEAR Application Setting
Information Management

o MEAP Appheation Log
Management

=< To Register/Update Software

Fde Descriptors

meap

Note:

Copyrght CANON INC. 2014
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O MESP Application Management
© WSTAE MEAP AppACANOn
System Managerment

1y Emhanced System Appbcaban
Masnagement

o System Apphication Managesent

© System Wormatsan

0 MEAP Applcation Infarmation

0 Check License

& change Password

. MEAP Agpiication Seffing
Information Management

ol

< T Fegister/Update Software

MESP application Managemes

MEAP Applieation Managamant

Appheaticn Name
Sample appication & 440

Updated
2014 12/12 9:5502

Storage 18000 K8 4178504 KB o%
Memary 700 KB 130972 KB 11
Thraads s 425 1%
Sockets ° Ee o%
Fis Deserptors 0 246 % -

meap

[Stopped].

Since the status of applications installed with [Only Install] selected in [Operation to
Perform:] is set to [Installed, it is necessary to click [Start] to change their status to

[Started].

=< To Register/Update Software

o MEAR 2 MEAP &pphcation Managenent
0 inctall MEAR Application
S i MEAF Application Management
. mn:' s,:m appheation T
o System Application M ‘Sample Application & 440
© System Information &
o MEAP Application Information [
O Chedk License Resouror Mamie amount Used
o Change Pacsward Storage
1 MEP Appiication Setting Memaory
Information Management Threads
o MEAP Appheation Log Sackets
i e Fde Descriptors

meap
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0P dpplcation Managament Niis dplcation Mnagiinart

8 Inetall MEAP Applcation

S MEAP Application Management
o :ﬂm:ﬁ"‘“‘"‘w agplication Name Updated Seatuy License
S ‘Saemple Application & 240 413n2essne s mersled
8 System information =

O MEAR Application information

& Check License.

O Change Patsweed

o MEAD Application Setting
Trdormation Management

o MEAP Application Log
Management

«« To Register/Update Sottware

Saorage 18000 K8 4178304 K8 0%

Memany 600 K 130472 K8 o%

Theeadi L] Rl il

Sockets L] mE 0%

Filg Deseriptons w0 HE % .
]

meap

Copyright CANON INC. 2014
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3)Check to see that the status of the MEAP application in question is either [Started] or
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B Procedure Adding a License File
1)Log on to SMS

2)On MEAP Application Management, click the name of the application to which you want to
add a license file.

MESR Application Management

MEAP Application Management

1y Enhanced Syitem Applicaban B maailan at.

Updated

Managemant —
& i sy oo x 440 01121293502 Started  [Bhap) il Installed
© System formation =

o MEAF Application Information

0 Check Licenie Resource Nams Amsaunt Used Ramaining Percant Lined
o change Password Storage 15000 K8 4178504 KB on
2 MEAP agplication Setting Memery 700 KB 1TIKE 1%
Infarmaticn Management Threads s L] 1%
o MELP Applcation Log Sotkets ° o
i il Fie Deseriptors '] F
<4 To Register/Upaate Software

‘Copyright CANON INC. 2014
meap
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3)Click [License Management].

B MEAP Apphcation Management
O Install MEAP Applestion - z - 2
ayan Application/License Information o
1 Enhanced System Appikation
Management

WAl application Management » Application/License Infarmatian

e B
£ System Wnformatioa Applention Neme: ‘Swrgin Appicalion &
© MIAP Apphication Information Varslom 148
B Check License Appleation D; 40502 debd-4i2e b T11ETCAIT0L
© Change Password nsaled: 2004 1212 FE502
= ;ﬁungp:mmsaw Upduted: 2014 12712 H5502
i mw Description: genkic Test Sample
B MEE MplemoLog anutacturer: Canon e,
Rusources Uted
42 To REGIt/UDGItE Software Seage: 4¥E
Memary: W0 KR
Theeads: L}
Sodets: L]
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4)Click [Browse], and select the license file you want to install.
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5)Click [Install].
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ME&P Application Management » Anplication License Information » License Management

License File Path: c E]

=
Copyright CANGNINC. 2014
F-2-134

6)Check the content of the confirmation page, and click [OK].
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B Procedure Disabling a License File (suspending a license)

CAUTION:

+ Since the license file cannot be disabled when the application is still running, the
application needs to be stopped before disabling the license file.

* Once suspended, the status of the license will be "Not Installed", and its application
will no longer be available for use.

* You can later restore a suspended license file as long as you are doing so on the
same iR, the device with the same device serial number.

« If the machine needs to be replaced due to a device failure, use the transfer license
during the replacement. (See "License for forwarding")

1)Log on to SMS
2)Stop the application you want to uninstall, and click the name of the application.

O MEAP Application Management MEaP application Management

© Jastall MEAP Applcation

System Managerment

Enhanced System Applicaban

] 5 Appheation Name Upclated Status. : License
& Sysens Appication at samplht Application & ddn 2004 12712 112435 Started iShep| L1 Trstadled
© System Information Sample Applcation § 440 2004 1212 114524 Started  [Stop] | Tnslalied
£ MEAP Application Information Samphe Appication € 440 20141272 110502 Stated  [Saop] U Installed
o Chack License :

& Change Password
o MEAP Application Sefting

1 MEAP pplcatian Log. Storage 15008 KB 4176294 KB o%
L i Mamary 900 KB BOTIKE 1%
Theeads s @ s
<« To Register/Update Software o— ° 2 .
Fia Deseriptors 0 5 4w e
Copyright CANONNC. 2014
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B MEAP Applicabion Management
© Initall MEAP Kppikcation
mmmmgem

& Enhances Systam Application
MAanagemant

o System Appheation Management
o System Informatian.

o MEP application Information

0 Chack License

o Change Password

MEXP Application Management = Application/License Information

mation
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3)On Application/ License Information page, click [License Management].

Apmheatian Ham Samgle Appheation &

Version: 440
Application 0 AdDdzE2-debd-482e-bdas-T1I6TC11T40L
Instalied: 2014 12/12 112435

B MEAP Applicabion Management
 frstall MEAP fppication
System Management

& Enhances Systam Application
MAanagemant

 System Apphcation Management

o Sysem Information

© MEAP applcation Infarmation

o Check License

o Change Passward

1 MEAP Apphcation Sefting
Information Management

& MEAP applcatian Log
Management

<« To RegisterUpdate Software

MEaR Application Management = ApplicationyLicense Information > License Management

meap

5)Click [Yes].

Copynght CANOM INC. 2014
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Are you sure you want to disable the license file?

E Technical Explanation > MEAP > Settign Procedure > Procedure Disabling a License File (suspending a license)
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B Procedure Downloading/ Removing an Invalidated License File 3)License Management page appears. To download, click [Download].
Note: TSy S—
The downloaded license file can be used for reinstallation only in the same device LA Ao
. . . O Install MEAP Apphcation
(with the same device serial number). L Fovet G
o Enhanced Sysem Apphcation
Management
. . . . o System Applcation Managemstnt
1)Login to SMS, and click the name of the application you want. B -
© MEAP Appécation Informabion Ucunse Fle Patic [Bowene)
O Check Licerrse m
o Change Password . _
e el thaniee ZZZ90999 b mmm
0 MELP Application Management MEAR applitation Managerment , MEAP Appication Log
2 Istall MEAP Applcation WEAP Appiication Mansgament g e Management i
Mm W cation Managemen Up 4 4 -
& m;:::m Applicatian i T Updatad T T <% To Reglster/Update Software =
B Systems Apphcition Sample Applcation & 440 2041242 11435 stcpped  [Sun] Installed
© System formation Sample agpication § 440 20141212 114524 sarted  [Swp] f Instalied
B WEAR ol o fcrmaton sample Appkcation € 440 20041212 14502 saried  [Step) Installed
O Chask Licenss @ =
© Change Password e
2 xﬁ&“@ﬂnﬂ"ﬁ e Amaun Used fRemaining Percent Used m Copimight CANON I 204
1 MEAP application Log Storage 18008 KE 4178298 KB 0%
Management NMsmory 8003 150373 Ki 1%
Threads s 1% F-2-141
<« To Register/Update Software . ; .
. - i 4)When you have selected [Download], specify where you want to store the file by following
i the instructions on the screen.
Copynight CANONING, 2014 i
meap 5)To delete, click [Delete].

F-2-139

2)On Application / License Information page, click [License Management].

El

F-2-142

6)When the dialog to confirm deletion is shown, click [Yes].
5 fritall MEAP Appication

System Management

« Enhanced Systam Application
Managemant

 System dgpphcabon Management
i bl Sarple Apphcation A
o MEAP applcation infarmation Version: 440

B Application 1: 20080282-0eba-382e-bda8-T 1187117401
R E N Ra——e Instalied: 2004 12/12 11:H35

Are you sure you want to delete the disabled license file?
It is recommended that you download the disabled license file to your computer before deleting it.

F-2-143

CAUTION:

3 Without the license file, an application cannot be reinstalled even to the MEAP device
F-2-140 that the application had been installed last time. Download and save the license file
before deleting the application.

2-114
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B Procedure for Downloading a License for Forwarding

1)Log in to SMS, stop the application to be forwarded. (see Chapter 2, "Procedure to Start
and Stop a MEAP Application.".)

JRMIEAR ADRRCRILS ASTRONE RS MEAR application Managemerd
£ lastall MEAP Appiication
MEAP A lleation Management
System Management i =
Enhanced System Applicaban
o s Aophcation Name Updlated Licesrse
s B . ws e -
£ Srzem Informatan Sample Appheation B 44D 20041212 110524 Tnstalled
B MEAP Application Information Sampie appication © 440 20041302 11a502 Ftalled
o Check License ' =
o Change Passmord
MEAP Applkation Sefting [Rmourceintomation ]
& P o =7 Amqunt Used Remaining Percent Used
y Siwiiog starage 18008 KB e 0%
Managemant Mameey 900 KB BOUIKE 1%
Thrtads % L] 1%
<« To Register/Update Saftware et ° % ow
File Descriptors w b . »
Ceppight CANON . T4
F-2-144

2)Move to the download page of license forwarded for the device as sender (https:// IP
address of device: 8443/sms/ForwardLicense).

w- (El https://192168.1.215:8443/sms/rls/ForwardLicense j

SR |

il Favorites @ Service Management Service : iR-ADV

iR-ADV / iR-ADV

F-2-145

3) Specify the application to be forwarded.

2-115

o MEAP

O Install MEAP Applicatsan
System Management
 Ehanced Systesh Appication
Management

o Systam

License Manag

Licanse Managemant

Araheation Mams Instabed

Apphcation ID Status  Licerne
sample Application A | 440 2014 12712 113435 4064282 debd-4652e bA4E-TIIETCLITA0L  Stopped  Instabed

B System Information
© MEAP Applicatso

Sampls Application 8 440 2014 13712 1111534 49064782-debd-467e-bodE-T1167€117400  Started  Instabed

£ Check License

£ Change Password

-] E ¥ hon 3
Information Management

1 MESP Applicatian Log
Managemaent

0 License Management

< To Regiter/Update Softwant

440 2014 1212 114500 4J06d202-debd-482e bl TIIETC11T400  Started  Instaled

meap

4)On Application / License Information page, click [License Management].
5)Click [Disable] on the [Disable License File].

& MEAP Applicatian

Copyright CANONINC. 2014
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£ stall MEAP Appikcation
System Management

1y Enhanced System Application
Managemant

0 System Appheation Mansgemnent
o System Informatian.

£ MEAR Application Information

0 Check Licenie

O Change Passmord

& MEAP Agplcation Setting
Information Management

1 MEAP application Log.
Management

Lizense Manag 15 Literse File Managerment

Samgple Apphcation A

<= To Register/Update Soltmare

meap

Copyright CANON INC. 2014

F-2-147

Are vou sure vou want to disable the license?

E Technical Explanation > MEAP > Settign Procedure > Procedure for Downloading a License for Forwarding

F-2-148

6) The window to confirm whether to create a transfer licence will be displayed. Click [Yes].
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7)When [Download] on the [Download / Delete Transfer License File] becomes effective, click
[Download].

& MEAP Application Management
o lnstall MEAP Appleation
System Management

3 Enhance: System Application |
Managemant

0 System Appheation Mansgemnent

© System Information.

0 MEAP Application Information

0 Check Licenie

O Change Passmord

o MEAP Applcation Satling
Infarmation Management

o m"wi:ﬁon Log

Litense Management » License File Managermen

B License Management

<= To Register/Update Soltmare

m Copyright CANON INC. 2004
F-2-149
8) Specify the preservation place of the file according to the instruction of the screen.
9) After downloading the license file for forwarding, click [Delete] to display the confirmation
screen and click [Yes] to delete the file (in consideration of breakage of license for
forwarding, deleting disabled license can be executed after all steps have been completed).

Are you sure you want to delete the transfer license file?
Itisr that you download the transfer license file to your computer before deleting it.

[| Yes H No

F-2-150
10) Log out of SMS.

11) Since this downloaded transfer license is the file only to prove the license
invalidation, it cannot be used for installation to the other device as it is. Send the transfer

license to the service support contact of your nearest sales company to request issuance
of the new license for installation in the new device.

Note:
When requesting issuance of license for forwarding, inform the sales company of the

name of product name and serial No. of the device as sender, and of the name of
product name and serial No. of the forwarding destination.

12) Install application using the license for forwarding issued by the sales company.

E Technical Explanation > MEAP > Settign Procedure > Steps to Change Login Services
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M Steps to Change Login Services

1)Log on to SMS, click [ Enhanced System Application Management ].
2)Click [SWITCH] for the login service to be used.

System Management - Enhanced System Applcatan Management

System Management

Chiiiiditioiemenll |
Managment L

0 Systam Application Management Do not restart the device aven f netacei sattngs change

& System Information Application Mare nataded Application Sttt
i i i Lample Login

£ MEAZ application infarmation sagy el Fl596cc-0131-1000-boac- s [
B Check License Agpbeation 1 i 10435 000748 |
& changs Password e A isa11 :r!;!w S3I3061a-013¢-1000 9844~
£ MEAR application Setting tOe00teLaesl Started

i Ll sopgy D120 TR F855-2rd5 529 —
o ey Authentication T 20038 canSadBE0g1a

Managtment e

<« To Register/Update Soltware

F-2-151
3)When login service application you have selected turns to Start after Restart, restart the
device.

B MEAR Application Management System Management : Fhanced System Appication Managemant
& Install MEAP Appbcatian
System Managemert
e
Management . = . . b
o8 2 it 1 Do not restan the device even if network setings change
© System bformation Appiication Name Instaled pphcation [0 Seatus
mation sample Login 014 12112 SbiSREec-0121-1000 blac- Start alter
© MEAR Application infor 3301 Swchy | (o0
g Application | 102484 00D00CAT 8] Restart
© Changs Patiword 2004 12710 933306fa-013c-1000-5844- Stop afber 1
S i potdsiinanrarcll WA g 00e000cdRe6H Restant .
L i =
2044 13710 WTE54D45- 3055 -4odS- 92~ =
, M applcationtog aREE soom Lo o i Instaled Switch] |
Managemen geliee e
=« To RegaterUpdate Softmare
éppmnmm Ietalied application 10 Status

F-2-152
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2-117
B Login Service Installation Procedure M Login Service Uninstallation Procedure
1)Log on to SMS, and click the [Browse], and specify the enhanced system application file In order to uninstall a login service, the service needs to be stopped ("Installed" status).
and license file. User Authentication and DepartmentID Authentication cannot be uninstalled even when the
service is stopped.
b St Managemest - Erbaoced Spiem sppication Managemest 2)Click the [Uninstall] of the login service you want to uninstall.
= Iriall MEAF Applicatin =
 nhincad Syitem Applicatca
Mansgmin . v
:w Instated apphcation T Stitus Dt Sasal b o
14 -1 - © MELP Lpphcation
:xm ey 10001 :ﬂ”mn MUEEER S r— Started | Swich) + 5 ool KAAP Agphcats = : :
 Change Pazswerd SR sung DULAD OISO g [ s “‘:mm
1 MEAP Application Semsng Management _
Inlormation Management B System Anplicaion M D0 0ot rertart the device ven i netwsdk settings cange
B Apphication L B i appleation Name Injaalied Apphcssca D Status
mﬂ 3 Apphcation Name Tatabed ‘Apphcaton 0 SRatut u;‘:‘w"m Sample Logen Apphcation | 3301 20141212 1043  SHISOLe0121-1000-800C-O0000ETE  Intalled Qn_i
<< To Regater/Update Software. £ Check Licesie User Autherscation 10011 2004 12/10 M1 93330Ma-013c-1000-900d-D0e00ck sl Started  [Swich]
: S Shmys Pe ] DepartmentlD Authentication  3A011 3004 1310 300138 4T4SL045-3e88-4odS Sl chatad3806ts Iontalled [Smiich] it
o 3 MEAP Apptcation Sting & o
et e e [ ] 1 8 sppicnenog (O s ]
Park . Hanagement Agpleation Hame Instated Appheation © Suats
Gy Instal
e ] < To RegnterUpdate Softmare.
Enhanced System Apphcation Fils Path: [Bowe_|
Licwnse Fle Path: e
Copyrght CANGHING, 2014 Oparation to Parfoem: .lﬂ;ﬁlﬂ
. [
F-2-153
2)Select [Install and Start] or [Only Install] in [Operation to Perform], and click [Install]. Z T
meap
F-2-155
= e
B Map . Systam Mansg Erhanced System Apphcation Managemest
= Iriall MEAF Applicatin
s etene |
Mansgmin
B Syiem & = Sevice v if et change
T MEAP
8 Chack License
© Change Password
5 MESP Application Setsng
Inlormaticn Management
5 MEAP Application Log
Management
<< To Regeater/Update Software
Copyrght CANGHING, 2014
meap
F-2-154
2-117
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B Setting the User Authentication Method

In the case of User Authentication, it is possible to use a combination of multiple
authentication methods. The combination can be changed from the User Authentication
setting screen. (For details, refer to e-Manual > Authentication > Setting the User
Authentication Function Environment > Using the Remote Ul > Preference Settings.)

[ Login Users Settings

Uit Lier Aathentication Fusction F Use
 Donotsse

|52t vser austhentication Syrrem

User Authersication System: (|smr ‘authentication + Local Device Authesticancn j)

Authersication Server Typa:

F-2-156

Note:
The default user authentication method is "Local Device Authentication".

CAUTION:

To ensure the security, it is recommended to change the password and the user
name of the Local Device Authentication administrator from those at the time of
shipment immediately after you have started using SSO-H.

Since department ID and password are not assigned to domain users, distributing
setting information where the department ID is enabled to a device where the server
authentication is enabled may make the device unable to be logged in.

E Technical Explanation > MEAP > Settign Procedure > Setting the method to login to SMS

l Setting the method to login to SMS

The procedure for changing the login method for SMS is indicated below.
The procedures for changing the password authentication Start/ stop settings are as follows.

2-118

1)Log on to SMS, click [Start] or [Stop] shown in Status field of SMS Installer Service to
check if the status is changed.

Example screen when logged in with RLS

Owen el tmties: ZZTER9SD

1 MEAR Applicatan Management
© bstall MEAP Applicaticn
System Management

s Emhanced Systam Application
* Manaosmant

0 Synm Emonmaan

© MEAP Apphcation Infarmation
o Check License

o Change Password

[ MEAP Appication Sefting
Informaticn Management

o MEAP sppheation Log
Management

<% To Register/Update Software

B Syitem Agplhicabon Management

System MAIRaEmEnt : Systen Application Management

System Application Management

Apphizaban Rams

Bnstalled Applization D statur
2 004 12710 2raidala-THa-dich Soe-
l 19,15 i !
DS Installer Service 30815 0o s started | Shop]
SMS Installer Sernice (Password 2004 1210 €1055040- 05691454 923
Aurthartication) sodz 2001:36 3HBASTINAEn Repped -G g
5]

meap

Cepymght CANON NC, 2014

F-2-157

Example screen when logged in with password authentication

Deve Semal Humar: ZZT99999
O MEAP Applcaticn Management
© Install MEAP Applicabion
System Management
1 Enhanced System Application
" Manansment

0 System application Management

= SyEem mrormaun

© MEAP application Information
0 Chack License

1 Change Password

o MEIAP Apglicabian Setting
Information Management

o MEAP Apphcation Log
Management

=< To Regiiter/Updale Software

Tirtie Untsl Timout: 000456
GyTteen hAanagement : System Application Management

System Application Managemant

Cannot e
not used.
application Mamse Installed Application D Sates
SIS Installer Servsce (Remote Legin V1210 TOHOM-eEI1-40el-5eT3-
Sarvicn Authestication) T e SchbiSTIMd e
5]

meap

Copyright CANGH INC, 214
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2)Logout once and login again to check to see that the setting is applied properly.
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B Changing SMS Login Password
1)Log in to SMS, and select [Chage Password].
2)Enter the current password and a new password, and then click the [Change].

System Management : Change Password

Change Password

‘ Change | ‘ Reset ‘

Old Password:
New Password:
Confirm:

=

F-2-159

Note:

The [Reset] on the [Change Password] screen is used to clear the value entered in the
text field. It is not a button for changing the SMS login password back to the default
value.

M Disabling the Integrated Authentication Function

@ Service mode

The location of the service mode setting for disabling integrated authentication:

» [SERVICE MODE] LEVEL1 > [COPIER] > [Option] > [FNC-SW] >[UA-OFFSW]
Setting value: 0 = Disabled, 1 = Enabled

Displayl I/0 I Adjustl Fum:tinnl (lptinnl Test I Cuunterl

e

2-119
@ Remote Ul

Access [Authentication Management] screen to disable integrated authentication from the
Remote UI.
1) Access the following menu and click the [Edit...] button.
» Remote Ul > Settings/Registration > Management Settings > User Management >
Authentication Management > Preferences

R-ADV R-ADV

@ Authentication Management r

£ User Management

Authentication Management

aughentication Maragement : Prefesence

© Usér Management

0 tuthentication Service information

| Login Users Settings |
Use User Authentication Function: wse

[set User Authentication System
F-2-161
2) Select the setting items in [Setting to Disable Integrated Authentication] on the bottom of
the screen as necessary, and click [Update].

R-ADV /iR-ADV !
@ Authentication Management

2 User Management

Aushentication Management

O Liser Management

Authenticatian Management : Preferences » Edit Prefenences

O Preferences

B guthentication Service Information .
Login Users Settings

=

' Setting to Disable

" Setting changes e effective stter cheking [2pply Sefting Changes| in Setomgy Regatration.

[ Disable integrated authentication
[~ Disable itegrated authentication using credentials far local divice authentication

™ Disable imegrated authentication using credemials for LDAP senvr authentication

=

Cepyrmght CANON M. 2034
F-2-162
Setting Items

Iltem code Description
Disable integrated authentication The integrated authentication function is disabled
regardless of the authentication method.

Disable integrated authentication using The integrated authentication function is disabled
credentials for local device authentication |only at the time of local device authentication.
Disable integrated authentication using The integrated authentication function is disabled
credentials for LDAP server authentication |only at the time of LDAP server authentication.
T-2-90
2-119
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B Check Procedure

@ Device Resource
1)Log in to SMS.
2)Click [MEAP Application Management].

3)Check [Resource Information] for information of the whole device resources.

O MEAS Application Management MER application Management

Note:

» Among the resources, the free space of Storage is checked when installing an application.

' Wstall MEAP Appication
MEAP A, lication Managemant
System tanagement BEiEnt 4
, Enhanced System Application
 hanagement Spelobnlince Updated Stahis — Licerse
& Sysens Appication e samplht Application & ddn 2004 12712 112435 Started iShep| L1 Trstadled
© System Iformaton Sample Appbcation B 440 20041212 114524 stacted  [Siep] Ttalled
8 MEAP dpplication Information Sample Appication © 440 20041212 114502 Stated | Siop] Ttalled
O Check License
© Change Passmord 3
& MEAP pplication Sefting
o MEAP appcation Log Storage 15008 KB A17620 KB o%
Management Mamoey %00 K8 BorI 1%
Theeads ] @ 1%
<« To Register/Update Software = = [
Fie Deseriptors 1 5 4w e
tl
Cepyright CANON INC. 2014
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For other resources, the free space is checked when the application is started.
» Some applications call for a specific set of conditions for installation. For details, see the
User’s Guide that comes with the individual applications.
» Maximum installable application is up to 20 even if the remaining resource is adequate.
(However, the Send function consumes 1, it must be 19 in practice.) Authentication

application is not included in this number.

+  The MEAP application, which can be started simultaneously, is up to 19. (Authentication

application is not included in this number.)

CAUTION:

To install an application, the user needs to use the following URL when accessing the license
control system to obtain a license file. In doing so, he/she needs to register the license access
number of the application and the serial number of the device.

http://www.canon.com/Ims/license/

E Technical Explanation > MEAP > Settign Procedure > Check Procedure

@ System Information
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1)Log in to SMS, and select [System Info] on System Management menu.

2)Click [Display Details].

© MEAP Application Management
© Install MEAF Application
System Managemant

& Enhanced System Application
Management

5 S i ) st
8 System Information

System hunagement ; System ok

System Information

Mams Vernea
" EETALILIB MBI EALNSN T I NI RNBDHLBT EANOLLZL

45, 45, 47 48, 40, 50,51 52, 51, 54,55, 56, 57.53 50, 64, 65 65 67 68.60.70. 72. 74, 7R, 9. 80, 8L

i MIERF APPACAnON WEOTmation

82,83 84, 8%, 85, 87, 82, 25, 94, 103

 Check License Jok Vit g
© Change Fassward I:“l‘"""'
B MEAR Applcaton Setling e
Information S ——
g oskeatin o | Dispiay Details
2 Appacanon raame Installed Application T aEuE
<+ To Register/Upcate Scttware 5L Instalier Serice 30815 2014 12710 00136 Fcapdali-TiRa-dich-80e8-511e7955073E Started
M5 Installer Service 40137 W04 1210 00136 00000691496l c23- 30452 1MAb  Started

Serice Management Serace 218020 2014 1210 200136 05DTBA00-55-45a7-2064-9aa393062287  Started
L]

meap

Cepyright CANONINC. 2018
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3)System information of each application (including system applications) is shown in an
additional window. Copy and paste all the information in a file to attach to AR reports as
text information. This function is useful to check status information of each application.

System Information

MEAP Specifications : 5679101113 141517.1819,25.26 37 20,30.31.32 33.34 35

Application Name : SMS Installer Service

Name | c7T059000-c691-49¢/-9c23-

3doba521544db

Application Version 140,127

Status ; Staned

Installed on : Wed Dec 10 20:01:35 GMT+05:00 2014
Vendor: CanonInc.

License Status : Ingtalled

Makirum Memory Ussge : 1246

Registered Service :

Dene

Application ID/System Application Narme + e6b78400-0a40-45a7-a08e-

Name : Servioe Management Service

@ Intemet | Protected Mede: On far 0w .

F-2-165
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@ Printing the System Information of a MEAP Application

MEAP system information can be printed out with device for confirmation.

Note:

The system information of the MEAP application that you checked in the previous
section is exactly the same as the system information of the MEAP application that is
output.

Follow the steps below when confirming information:
1)Select [Settings/ Registration] > [Management Settings] > [License/ Other] > [MEAP
Settings] > [Print System Information] .

= Licanse/Othar
 MEAP Settings tUp

« Print System Information

* Use SSL
- oft
i1
-
|2) Systam Managemant Mode -
F-2-166

Note:
When System Manager ID and PIN are set, go to Top screen and log in as System
Manager to continue jobs.

2)Press[Yes].

| ssecantentose ]

'.m Svh,

Print System Infarmation?
Yes No ‘
() sstem Managenent Mode -
F-2-167
Note:

MEAP system information was printed out in PDL format conventionally. However, the
information has been printed out in text format instead of PDL format, enabling devices
without PDL installation to print out information (iR C3220 and later).

E Technical Explanation > MEAP > Settign Procedure > Check Procedure

@ MEAP Application Information
1)Log in to SMS, select [MEAP Application Information].
2)The MEAP application information screen appears. Scroll the screen and check the
information of the target application.
© MEAP Application Management System Mansgement : MEAP Application iformation
Install MAEAS lication
;;i!m :* MEAP Appli-:.:tiun Information
2 mn;::sm Application appheation view: [lnnated =] | Switeh
0 Sysiem Applicaton Management | ey ST
£ System Information '
Appieation 10: S0MAZE2- el A 20-baaTILETCLLTA0
SN A Trstadlect: 2014 12/03 18:55:43
A Statuy: Instaed
o :‘:-” Applicatian Seting Licknse Stabus: Instabed
m"_w“ Expires after: Does not Expire
@ ﬁ:gm‘:“"“’g Type of Counter Current Cownt Usage Limit
Total Pull Color/Large) 0
<« To RegisterjUpdate Soéware Total Full Color/Small) ]
Total Full Color 1) o
Total réinale Color/Laroe] 0 e | I
F-2-168
@ License File
1)Log in to SMS, select [Check License].
2)Click the [Browsel], specify a license file, and click the [Check].
© MEAP Applicatian Management Susiacn amagument: Check Licnes
© Install MEAP Appleation
System Management !
e g | |
o Syem Apphcation Management [ License Fie Path: | Browes. ]
© System Iformatian @
O MEAP Application Infarmation
B Check License
o Change Password
o1 MEAP Application Setting
Informaticn Management
o MEAP Appleation Log
Managemant
<< To Register/Update Software
Copyright CANON INC, 2014
F-2-169
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O Maintenance

Il Backup of the MEAP Application Area and Recovery of the
Backup Data Using SST

@ Outline

When replacing or formatting the HDD, the data in the MEAP application area needs to be
temporarily saved to your PC.

This chapter describes information on backing up the data in the MEAP application area and
recovering the backup data.

In the case of MEAP-installed devices, the application is license-managed, so the application
needs to be reinstalled and reconfigured when replacing or formatting the HDD.

In that case, a license for reinstallation needs to be downloaded and the customer data and
configuration information need to be recovered, and these procedures pose heavy burdens
on the service technician.

The area used for the MEAP application can be easily saved/recovered by using the backup
function of SST (Service Support Tool).

This greatly reduces the work burden on the service technician.

Please note that the application cannot be illegally copied because the backup data can be
recovered only when the device has the same serial number.

CAUTION:

* You must not perform any other work (including checking operation) until the HDD
has been backed up. This arrangement is to prevent a mismatch of MEAP counter
readings and the HDD contents, and any fault in operation arising as the result of
failure to observe this will not be covered by the guarantee of operation.

» Do not disable the license during the period from backup using SST to restoration of
data.

It is not necessary to reinstall the license file when restoring the backup data.

E Technical Explanation > MEAP > Maintenance > Backup of the MEAP Application Area and Recovery of the Backup Data Using SST
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@ Backup Item Automatically Copied

The following data are backed up using SST:

The following data are backed up (saved as Meapbackup.bin) using SST.

* MEAP applications.

» Setup data generated by MEAP applications (Note that image data stored in BOX will not
be saved for MEAP applications using BOX function).

» User information data registered for local device authentication in User Authentication.
* SMS password

CAUTION:

Do not execute [Initialize All Data/Settings] in [Settings/Registration] during the period
from backup using SST to recovery of the data.

Select an item to set.
= Management Settings
~ Data Management T Up

| Import/Export

| ] Delete Existing Data Settings

[ = Initialize All Data/Settings ] |

F-2-170

When [Initialize All Data/Settings] is executed, the key used to combine encrypted
backup data (SMS password, etc.) is initialized, which makes it impossible to combine
the data.

It means that SMS cannot be accessed even when the backup data has been
recovered using SST.

If you inadvertently executed [Initialize All Data/Settings] and can no longer access
SMS, the SMS login password needs to be initialized by following the procedure shown
in "When SMS Cannot Be Accessed" in this manual.

2-122
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Data backed up using SST in the case of iR-ADV devices
In the case of iR-ADV devices, menus are implemented as MEAP application. Therefore the
following items can be also backed up (stored as Meapbackup.bin).
« Setting items of each menu in the main menu ( Copy, Scan and Send, Fax, Scan and
Store, Access Stored Files, Fax/I-Fax Inbox, ).
» Favorite settings
» Default settings
» Settings of option shortcuts
* Previous settings
« Settings of quick menu
» Button size information
» Wallpaper settings
* Quick menu button information
» Restrict quick menu use

@ Procedure for Backing Up/Restoring the MEAP Application Area

For information on backing up/restoring the MEAP data, refer to Chapter 6, "Backup/Restore."
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B Formatting and Replacing the HDD
@ Outline

If the HDD is broken or does not function correctly due to failure of the system (excluding the
MEAP application), it needs to be formatted or replaced.

When the HDD is formatted or replaced, the files of the MEAP application stored in it will be
lost, so make a backup of the MEAP application area according to "Procedure for Backing
Up/Restoring the MEAP Application Area" if possible. If a backup cannot be made, the MEAP
application and the license files need to be reinstalled.

As for the MEAP counter information, it will not be lost because it is backed up just like the
conventional counter.

If a backup cannot be made, a special license file (a license file for installation with the
expiration date carried over from the current counter value) is required to reinstall the MEAP
application. This special license file is treated as a service tool and cannot be obtained by a
general user.

In order to obtain a special license file, a service technician needs to contact a person in
charge of support of a sales company.

When contacting the person in charge of support, the service technician also needs to
provide the serial number of the device and the name of the MEAP application installed.

In the support departments of regional headquarters of Canon, all license files of the
applications that have been issued are filed according to device serial numbers, enabling you
to obtain a series of license files through a single screen as long as you can identify the serial
number of the device in question.
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@ Formatting the HDD
Procedure to format the hard disk
Follow the following procedure to format the HDD.

1)Connecting to the device

Connect the device using SST by following step 1 to step 4 of "Procedure for Backing Up/
Restoring the MEAP Application Area".

2)Formatting the HDD
Select "Format HDD" from SST menu to format the HDD.

Note:

HDD can be formatted also by starting Download mode using the USB device and
executing formatting from the displayed menu.
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@ HDD replacement procedure

If the MEAP application area cannot be backed up

If the HDD does not function correctly due to failure or for other reason, the MEAP application
area cannot be backed up. It is therefore necessary to reinstall the application after replacing
the HDD. The procedure is shown below.

1) Preparation for replacement
Copy a set of license files for reinstalling the MEAP application (special licenses and
reusable licenses) to a laptop for service operation.
Register a set of system files of a target product to SST. Or, prepare USB device of the
System file transfer settlement.

2)Replacing the drive
Prepare the necessary service parts of the HDD, and replace the drive.

3)Formatting HDD
Format the HDD referring to Procedure to format the hard disk.

4)Reinstalling the MEAP application
When the device has started normally, obtain the jar files of the MEAP applications from the
user, and install them using the license files for reinstallation.
Installation method is the same as normal installation.

5)Importing user information
As necessary, make login service selections and import user information.

Note:

When you replace the HDD without uninstalling MEAP applications, make sure to
reinstall the previously installed applications. Unless reinstalling them, MEAP counter
will not be released and the message "The number of applications that can be installed
has exceeded the limit. Try to install this application after uninstalling other applications."
is displayed so that the installation of new applications may not be accepted. If you
want to install new applications in this case, once reinstall the applications installed
before formatting and uninstall unnecessary applications.
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If the MEAP application area can be backed up [ | Using USB Devices
If the MEAP application area can be backed up, it can be recovered after replacing the HDD,
so it is not necessary to prepare the special licenses for reinstallation. @ USB Driver
Two types of USB drivers

1) Preparation for replacement With this device, both a dedicated USB driver for installing MEAP applications (hereinafter

Back up the MEAP application area of the device according to the procedure for backing up referred to as "MEAP driver") and a USB system driver (hereinafter referred to as "system

the MEAP application area using SST. driver") can be used.

System driver and MEAP driver cannot be used together. When either of them is used, the
2)Replacing the drive other driver cannot be used.

Prepare the necessary service parts of the HDD, and replace the drive.
USB driver setting (iR-ADV series):

3)Formatting HDD System driver is active by default in iR-ADV series.
Format the HDD referring to Procedure to format the hard disk. The driver can be changed in [Settings/Registration].
Usually, It is not necessary to change the setting because it is specified in the MEAP
4)Restorering the backup file application side.
Restore the backup data referring to Chapter 6, "Backup/Restore.". Only in the case of a special MEAP application, it is necessary to change the USB driver
setting.
5)Importing user information For details, refer to specifications of MEAP application side.

As necessary, make login service selections and import user information. Perform Apply Setting Changes from top page after changing settings.
* External Interface
- Ush Settings tuw |

Use as USB Device
= 0n

Use MEAP Driver for USE Input Device
= Off

Use MEAP Driver for USE Storage Device n
= Qff

Note:

The [Use USB Host] menu is hidden at the time of shipment.
To display the menu, set "1" in the following service mode.

* (Level 2) COPIER > Option > USER > USBH-DSP
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Operating mode
settings [Use MEAP
driver as USB input

Conventional USB

keyboard enabled MEAP

Software keyboard
application
(System Driver/

System driver
supported MEAP
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Availability for MEAP application of the USB device A (either HID keyboard or Mass Storage)
plugged to device

e application MEAP Driver) application
ON Can use USB keyboard. Cannot use USB Cannot use USB
* MEAP driver Can work only on the keyboards. (Device keyboards.
(conventional conventional applications |cannot be detected.)
compatibility mode) that support the MEAP

application driver.

OFF (*default) Cannot use USB Can use USB Can use USB
* Native driver keyboards. (Device cannot |keyboards. keyboards. Via software

be detected.)

keyboards only.

Note:

T-2-91

When any settings changes are made, the device must be restarted.

Setting the USB driver for each USB device (MEAP driver preference registration)

If it is set to use the system driver, the conventional applications that support the MEAP
application driver cannot use the USB input device.
Therefore, for the USB drivers used by USB devices/MEAP applications, there is setting
function (MEAP driver preference registration) to give priority to the MEAP driver.

If you register the ID of the USB device by using this function, the USB device can use the
MEAP driver despite the Additional Function settings.

Using this function requires the conditions below:
* Supported MEAP SpecVer: 26
* Describe the idVendeor(VID) and idProdutc(PID) of USB device in the manifest or activate/

deactivate the VID and PID by calling API from MEAP applications.

The driver setting that is used in a manifest file is reflected in the following timing.
When registering from a manifest file.
» The registration will be enabled when an application is activated and device is

restarted.

» The registration will be disabled when an application is stopped and device is

restarted.

Note:

You can display/check the used driver setting at "USB device report print" described
below regardless of whether it is registered from a manifest file or is registered from

API.
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When the HID keyboard is MEAP application
installed > USB Settings: Srssliesiien
Registration | [Use MEAP Drlv'er for USB . St | Sy drver| ch v
status of Input Device] Native .
. . L driver |not supported/ PID
USB device | When the Mass Storage is |application .
. . supported | conventional | declared
A Sl AT application| application |in Manifest
[Use MEAP Driver for o oA o
External USB Device]
Not OFF YES YES NO
registered ON NO NO YES
Registered OFF NO NO YES YES
ON NO NO YES YES
T-2-92

YES: USB device available NO: USB device not available

Availability for MEAP applications of USB devices B and C (either HID keyboard or Mass
Storage) plugged to device

Reai . Setting to use MEAP application
egistration MEAP driver . System System driver | Application
status of " USB Native ) .
. (Additional . L driver not supported | with VID/PID
USB device . device |application . .
B Functions supported | / conventional declared in
mode) application application Manifest for B
Registered |Not used B YES YES NO
(Native driverto| C YES YES NO
be used)
To be used B NO NO YES
] NO NO YES
Not Not used B NO NO YES YES
registered (Native driver to C YES YES NO NO
be used)
To be used B NO NO YES YES
C NO NO YES YES
YES: USB device available  NO: USB device not available %
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Specifications for the use of USB keyboards

Characters that could be entered on the software keyboard displayed on the conventional

control panel can be entered using a USB connected keyboard.

* When the software keyboard window is displayed, characters can be entered from the USB
keyboard (in-line entry not possible).

* When the software keyboard window is not displayed, entered characters will not be
remembered.

« The characters, which can be entered from a USB keyboard, is only a character, which can
be entered from the software keyboard.

« Even if characters are entered from the USB keyboard, the software keyboard window will
not change (the corresponding key does not invert or change color).

* Input from the USB keyboard can be accepted at the same time as input from the software
keyboard or numeric keys.

» Since the device supports Plug and Play, the USB keyboard can be disconnected/
connected freely. However, do not disconnect and connect during in deep sleep (when
in sleep with setting "low" at "the power consumption in sleep"). It is out of an operation
guarantee to disconnect and connect the USB keyboard in deep sleep.

* When USB device is attached to device, devices do not shift to deep sleep mode.

» Keyboard layout changes according to the keyboard layout settings in the Settings/
Registration screen. In addition, function keys and ten keys which are not displayed in the
software keyboard cannot be used. (Keyboard which the operation check was conducted
is 84-key Keyboard, but this does not mean that the operation of all 84-key Keyboards is
guaranteed.)

Note:
The factory shipment default setting is to enable the use of native (main unit
functionality) USB keyboards. Therefore, in order to use MEAP application keyboards,
[Use MEAP driver for USB input device] in [Settings/Registration] needs to be set to ON
(factory shipment setting is OFF).
Operations change as described below in accordance with ON/ OFF settings.

ON: when using MEAP application keyboard

OFF: when using native (main unit functionality) keyboard (factory shipment default)
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@ Initialization of MEAP driver priority registration
When any trouble occurs regarding USB driver settings and it is necessary to reset the setting
information, you can reset the MEAP driver preference registration by using service mode.

Steps to initialize preference use registration
1) Execute the following service mode.

* COPIER > Function > CLEAR > USBM
2)Restart this device.

@ USB Device report print

To check the vendor IDs (idVendor) and the product IDs (idProduct) registered in this device
by means of declaration in Manifest file of MEAP applications, output the USB Device repot
report print.

Steps to output the USB Device report print
1) Execute the following service mode.
* COPIER > Function > MISC-P > USBH-PRT
2)When [OK] is shown on the status field, the status print is output. Check the contents of the
print.

Example of output result

*kk

*** USB Device report print

USB device information

T: Bus=01 Lev=02 Prnt=03 Port=01 Cnt=01 Dev#= 5 Spd=480 MxCh=0
D: Ver=2.00 Cls=00(>ifc) Sub=00 Prot=00 MxPS=64 #Cfgs=1

P: Vendor=066f ProdID=4210 Rev=10.02

S: Manifacturer=SigmaTel, Inc.

S: Product=STIr42xx

S: SerialNumber=0002F0F7261287A5

C:* #Ifs= 1 Cfg#= 1 Atr=80 MxPwr=100mA

I If#= 0 Alt= 0 #EPs= 2 Cls=fe(app.) Sub=02 Prot=00 Driver=irda-ush
E: Ad=81(1) Atr=02(Bulk) MxPS=512 Ilv=0ms

E: Ad=01(0) Atr=02(Bulk) MxPS=512 IvI=0ms

F-2-172
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USB device information Content

Display the information of the USB device, which the device recognized.
If not displayed, there may be some fault occurred.

Some of standard optional devices are not displayed on a report.

The details of each item are as follows.

T : Topology
Internal hierarchical structure, which a USB device is connected, is shown. The number of
a connected bus, the hierarchical structure and connection speed can be indicated.

D : Device
Information of USB devices is shown.

P : Product
Product information of USB devices is shown. Vendor ID and Product ID can be recognized
here.

S : String
The character string embedded in a USB device is shown. A manufacture name and a
product name can be recognized here.

C : Configure
The configuration information of a USB device is shown. * mark is to know whether it is
active.

| : Interface
The interface information of a USB device is shown. Interface class and the driver to handle
can be recognized.

The value and the content of Driver are as follows.

Labeling Content
usbhid It is displayed when the USB system driver is assigned to the input device connected.
usb-storage |lt is displayed when storage devices (USB flash drive etc.) are connected.
irda-usb IrDA |It is displayed when the dongle is connected.

hub It is displayed when HUB is connected.

gpusb It is displayed when the USB driver only for MEAP application is assigned to the input
device connected.

gpusbex It is displayed when a USB device, which specific vendor ID/ Product ID are

preferentially registered using a manifest and MEAP API, is connected and the USB
driver only for MEAP application is assigned.

T-2-94
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E:Endpoint
The Endpoint information of a USB device is shown.
Right or wrong of report output
Connecting device Report printing
HID Yes
Storage Yes
FAX No
USB Device Port IrDA Yes
Multimedia Card Reader Yes
IC Card Reader Yes
Image Data Analyzer Board-A1 No
Hub Internal Hub* No
External Hub Yes
* USB Device Port-B1 Hub for device ports installed at the introduction T-2-95

Note:
Some connecting devices such as the Image Data Analyzer Board and USB Device
Port are not installed depending on the model.

The content of MEAP preferred device information

Display the information of the application or a USB device, which preferentially registered with
MEAP application.

By seeing this information, it can check which Application ID of the MEAP application is in the
status using a specific USB device.

AppID : Application ID
VID : Vendor ID
PID : Product ID

Note:

By starting, stopping or uninstalling a MEAP application, the driver settings of the
USB device may be changed. If the device needs to be restarted following this setting
change, a message prompting the user to restart the device is displayed.
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o Troubleshooting

@ If login is not possible due to exclusive control

Since access to SMS is under exclusive control, you cannot log in if another user has already
B When SMS Cannot Be Accessed logged into the SMS of the same device.
@ If you forgot the password (SMS login password initialization) A o ofth el |
After changing the default SMS login password, if you forgot the new password and cannot n example of the exclusive control message
log in to SMS, you can use a switch license for password initialization to change the password

iR-ADV /iR-ADV / To Portal
. English =)[S]
back to the default value "MeapSmsLogin". T ———
Note that there is no special password for service.
Cannot login because another user is logged in or logout operations have not been
successfully performed.
WWait a moment, then try this operation again.
1) Contact the person in charge of support at the sales company, give the device's serial
number, and have a switch license file for password initialization issued. P —
2)With nothing entered, click the [Log in] to display the area for specifying a switch license file passnord O
for password initialization. Cannot login because another user is logged in or logout operations have not been successfully performed.
Wait a moment, then try this operation again.
iR-ADV / iR-ADV f/ rrmp Access Again H To Portal
Device Serial Number: ZZZ99999 F-2-174
H » - H If you cannot log in due to exclusive control, you need to ask the other user to log out before
« Password is incorrect. Enter carrect password.
oo o ety eean
Enter password. Note:
password: ! If you close the browser without logging out, the session remains active. In that case,
you cannot log in again.
If this problem occurs, you can wait for 5 minutes so that the session is disconnected.
Or, you can restart the device to force the session to disconnect.
Select a switch license file to use in initialization.
Switch License File Path:
* Specify a file with an '.sw2' extension.
@ If [Key and Certificate Settings] is not set
~ ~ If [Key and Certificate Settings] is not set correctly, you cannot access the URL for SMS
Copyright CANON INC. 2014

(https://<device's IP address>:8443/sms/). In that case, perform the following procedure.

F-2-173
3)Click the [Browse] and specify the switch license file. 1)Go to http://<device's IP address>:8000/sms/, and check to see that "HTTP 500 Internal

4)Click the [Initialize] to display an initialization confirmation page, and click the [OK]. Server Error" appears.

2)If it appears, perform the procedure "Key pair and server certificate settings" in this chapter.
Note:

* The default password is "MeapSmsLogin." (The password is case-sensitive.)
If you click [Cancel], the Login page opens without initializing the password.

Note:

In the case of SMS, by setting the key to be used, encrypted SSL communication
is always executed regardless of the following setting: [Settings/Registration] >
[Management Settings] > [License/Other] > [MEAP Settings] > [Use SSL] > ON/OFF.
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M How to Deal with a Message "Certificate Error" That Appears at
the Time of Access

When accessing from the browser to SMS, a message "Certificate Error" appears in some
cases. In this case, perform the procedure indicated in [Top] > [Security] > [Key Pair and

Server Certificate Settings for Encrypted SSL Communication] in the e-Manual to resolve the
error.

Note:

The IP address of the device (or the FQDN in environments where name resolution
is enabled) can be entered in the [Common Name] column to prevent the "Certificate
Error" that is displayed when accessing with Internet Explorer 7 or later.

M If the MEAP application cannot be started

If the conditions to start the MEAP application are not satisfied, the MEAP application cannot
be started.

If the MEAP application cannot be started, check the following items.

@ Is a valid license installed?

If the license has expired, you cannot start the application. If the license has already expired,

obtain a new license and then update the license. ( See "Procedure Adding a License File" in
this manual.)

@ Are the necessary resources available?

If the resources such as memory capacity or number of threads are not sufficient, the
application also cannot be started.

Delete any unnecessary data to secure sufficient resources.

If the application still cannot be started after checking the foregoing conditions, contact the
support department of the sales company.
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B Points to Note When Enabling the [Quick Startup Settings for
Main Power] Setting

If some of the MEAP applications are running on the device, the following problems will occur.

@ The [Quick Startup Settings for Main Power] setting cannot be
enabled.
If a MEAP application that restricts the device from shifting to deep sleep mode is running,

even when the setting of [Quick Startup Settings for Main Power] is enabled (On), the device
starts normally instead of quick startup.

In that case, it does not affect the behavior of the MEAP application.

@ Changes made in the settings of a MEAP application are not
reflected.

If the startup setting [Quick Startup Settings for Main Power] is enabled (On), even when the
Main Power Supply Switch of the machine is turned OFF, a shutdown process is not executed
internally.

Therefore, in the case of a MEAP application where changes in settings are enabled when
the device is restarted, changes in settings are not reflected just by changing the settings.

Follow either of the restart procedures shown below to enable the changes made in the
settings.

» Execute restart from remote Ul.
* Turn OFF the Main Switch, and then turn it ON within 20 seconds.
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@ After recovery from quick startup, MEAP applications do not work
properly.

Some MEAP applications do not process a task at a specified time after quick startup.

In this case, the application executes the task at an unintended timing because the elapsed

time during standby for quick startup is not counted.

Problems may occur in the following two cases.

In the case of "Schedule: Execute the task every 24 hours"

A schedule is set to start the specified task at the specified time and repeat "fixed-delay
execution".

If execution is delayed for some reason, the delay time is ignored.

Problem:The task is executed when the total time excluding the standby for quick startup
has reached 24 hours.

=> The task may be executed at a timing other than the time the user expects it to be
executed.

ﬁl, 31/Dec 1/Jan  2/Jan 3/Jan 4/Jan 5/Jan

I I I I I
Starting y 4 I I I I
(Quick s%gr)'ggg (itandby) f IJ T T
-

» The timing the task is expected to be executed
Q The timing the task was actually executed

F-2-175
In the case of "Schedule: Execute the task at 00:00 every day"

A schedule is set to start the specified task at the specified time and repeat "fixed-rate
execution".

If execution was delayed for some reason, two or more tasks are continuously executed to
"make up for the delay".

Problem: The tasks of Jan. 1, Jan. 2, and Jan. 3 are executed after quick startup.

cﬁp 31/Dec  1Jan  2MJan  3Jan  4Jan  5Man
| | | | | |
i i i i i i
STarting Jy 4+ I I 1 I
uick s banary T | © ¢

» The timing the task is expected to be executed
=) The timing the task was actually executed

F-2-176
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Bl MEAP Safe Mode
@ Outline

Use safe mode if you need to start up the system without worrying about extra applications. It
will start up only those system software files (including SMS) that normally start up as default
files while preventing MEAP applications and the like from starting up.

When you have made changes and restart the device, the control panel will indicate "MPSF"
in its lower right corner. The MEAP applications that may have been active before you shut
down the equipment will not start up on their own. Make use of safe mode when restoring
the system software as when MEAP applications or services cause a fault as the result of a
conflict or wrong sequence of registration/use. You can access to SMS in this condition so

that you can take necessary measures, for example, you can stop application that may cause
the trouble.

CAUTION:

If the device has been started in MEAP SAFE mode, all the MEAP applications stop
and the status becomes "Installed”.

This status remains unchanged even if the MEAP SAFE mode is canceled and the

device is started again in normal mode. It is therefore necessary to access SMS after
normal startup and start the MEAP application.

8 MESP Application Management MEAR Application Management
£ bnstall MEAP Application
MEAP Application Management
System Managemest B 4
o :"“'.'::;d‘“fl‘:"" s applcation Name Upelated Status Uicense
o Syakm Appiaton et Sample Applcation B 440 2004 12712 1111524 Instaled £ restalled
8 $ystnm Information Sample Application C 440 2014 12/12 110802 instaled | faam trstslled
© MEAP Application Infarmation (i1
S e [ Resauree information
& Change Password Rescurce Name Amaund Used Remaining Percent Used
o MEAP Apphcation Safting storage 15504 K8 4178300 KB 0%
Information Management
Mamory 600 K8 1MTIRE 0%
_ MEAP Appbeation Leg
Mamagement o : e
Sackets L] 25 0%
=< To Register/Update Software e Descriptors w 28 an -
Copynght CANOM INC, 214
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@ Starting in Safe Mode
1) Starting in Safe Mode
+ (Level 2) COPIER > Option > USER > MEAPSAFE.
2)Check that the notation "MPS" has appeared in the upper left corner of the screen; then,
restart the device.

< 0
< 0)
<0
<0
< 1)
< 0
< 0
)]

FO i —u i O i — B8 o i O B o 8

@ How to cancel MEAP SAFE mode
1)Set "1" in the following service mode.
* (Level 2) COPIER > Option > USER > MEAPSAFE.
2)Start service mode again after rebooting the device, and check that [MPS] is no longer
displayed at the upper left of the screen.

B Collection of MEAP Console Logs

When debugging a MEAP application, console logs need to be collected in some cases.
MEAP console logs can be obtained with the Device Debuglog Utility. Make sure to use it.
For details, see the instruction manual of the Device DebuglLog Utility.
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Embedded RDS

O Product Overview

Bl Overview

Embedded RDS (hereinafter referred to as E-RDS) is a monitoring program that runs on the
host machine. When the monitoring option is enabled by making the setting on this machine,
information such as the status change of the machine, counter information, and failure
information are collected. The collected device information is sent to a remote maintenance
server called UGW (Universal Gateway Server) via Internet, thus allowing for e-Maintenance/
imageWARE Remote (Remote Diagnosis System).

The following device information/ status can be monitored.
« Billing counts

» Parts counter

» Firmware info

» Service call error log

« Jam log

* Alarm log

« Status changes (Toner low/ out, etc.)

Since high confidentiality is required for the information shown above, it performs
communication between this machine and the UGW using HTTPS/ SOAP protocol.

Customer ﬂ
Environment

47

This machine /%

( 1 Internet

g ﬁ Sales Company
S S
DNS Server Proxy Server Administrator

The e—Maintenance/ imageWARE Remote system configuration

Firewall

F-2-179
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B Features and benefits

E-RDS embedded with a network module in advance can realize a front-end processing
of e-Maintenance/ imageWARE Remote system without attaching any extra hardware
equipment.

Bl Major Functions

@ Service Browser

Service browser is a web browsing functionality only for service technicians in charge, and is
used for referring to the FAQ contents which is connected to UGW.

In order to grasp on which devices the service browser is enabled, when the status of the
service browser is changed from disabled (0: OFF) to enabled, E-RDS sends the browser
information to the UGW.

@ Service mode menu Transmission

E-RDS sends the target service mode menu data to UGW in the following cases:
* When a specific alarm and service call error are detected

* When the setting is changed in service mode

The following shows the transmission timing and the target data for transmission in service

mode menu:
Transmission timing Transmitting data Error retry
When the following alarm is detected. COPIER Display ANALOG |No
HV-STS
Alarm codes for transmission: CCD
0x060002, /I Fixing DPOT
0x060004 - 0x069999, // Fixing DENS
0x090005 - 0x099999, // Dram
0x100006 - 0016, 0x100022 - 0099, FIXING
0x100101 - 9900, // Development SENSOR
0x300001 - 0x309999 // High voltage MISC
HT-C
HV-TR
P-PASCAL
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Transmission timing Transmitting data Error retry
When the following service call error is detected. [COPIER Display ANALOG [No
HV-STS
Error codes for transmission: CCD
EO000 - EOOF, // Fixing DPOT
E020, I ngelopment ATR DENS
E060 - EO6F // High voltage
FIXING
SENSOR
MISC
HT-C
HV-TR
P-PASCAL
When a value is set to [COPIER - Adjust] COPIER  |Adjust Yes
subordinate’s Service mode menu.
(Transmission will be done at 60 min, later of
setting)
When the first communication test is done. COPIER Display ANALOG (Yes
(For transmission process, 5 minutes after the HV-STS
execution) CCD
DPOT
DENS
FIXING
SENSOR
MISC
HT-C
HV-TR
P-PASCAL
Adjust
T-2-96

NOTE:

Target transmission data are only the items under LEVEL1 and 2 in the service mode.
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o Limitations

B Service Mode Menu Transmission Function

1) In the following cases, service mode menu data is not transmitted.

* When an unsent alarm log or service call log has been detected by E-RDS at power-
on

* When an alarm log or service call log to be resent due to a transmission failure is
detected

» When transmission of service mode menu executed at the time of detection of an
alarm or a service call error ended in failure

 If a new alarm or service call error occurs while service mode menu data is being
obtained after detection of an alarm or a service call error, the data being obtained is
not sent.

2) If alarms/service call errors successively occur, and if the time of the host machine is
corrected or changed while the log is being sent, service mode menu data may not be
properly sent. It is because a Link No.* may be applied to the old log although it should be
applied to the new log.

* Link No.:
A common number for linking the service mode menu data with the alarm log/service
call log data to be sent
After completion of log transmission, the service mode menu data is obtained, and is
sent with this number attached.

3) Transmission of the data of changes made in service mode menu settings is not performed
instantly, but performed when a specified period of 60 minutes elapse after the change of
service mode menu settings is detected or when a communication test is performed at the
time of power-on. (There is a time lag.)

4) When service mode menu settings (COPIER > Adjust) are made, transmission is
performed even when no change is made in the target data to be transmitted.
Transmission of service mode data is also performed when changes are made in the
service mode setting value not subject to transmission (items other than Level 1, 2) or
when settlement of a value is performed without changing the setting value.
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o Service cautions

1) After clearing RAM of the Main Controller PCB, initialization of the E-RDS setting (ERDS-
DAT) and a communication test (COM-TEST) need to be performed.
Failure to do so will result that the counter transmitting value to the UGW may become
unusual.
Also, after replacing the main controller board, all settings must be reprogrammed.

2)The following settings in service mode must not be change unless there are specific

instructions to do so. Changing these values will cause error in communication with UGW.

« Set port number of UGW
SERVICE MODE > COPIER > Function > INSTALL > RGW-PORT
Default : 443

* URL setting of UGW
SERVICE MODE > COPIER > Function > INSTALL > RGW-ADR
Default : https://a01.ugwdevice.net/ugw/agentif010

3)If the e-Maintenance/ imageWARE Remote contract of the device is invalid, be sure to turn

OFF the E-RDS setting (E-RDS : 0).

4)With this machine, a communication test can be conducted from the [Counter Check] on
the Control Panel.* When conducting a communication test from the [Counter Check] on
the Control Panel, pay attention on the following points:

» During a communication test, do not take any actions such as pressing a key. Actions

are not accepted until the communication test is completed (actions are ignored).

* When a communication test is being conducted from service mode or from the [Counter

Check] on the Control Panel, do not conduct a communication test from the other.
These operations are not guaranteed.
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NOTE:

*The user can conduct a communication test and seen the communication test result.
If the communication results in failure, an error code (a hexadecimal number, 8 digits)
appears on the touch panel display.

8 Main Heru  <Communication Test>

Tests communication with the remote monitoring server.
S communication failed.

Error Code: 810f200b

Start Test
| | 0K )
Status Wonitor/
toer v et e
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O E-RDS Setup

B Confirmation and preparation in advance

To monitor this machine with e-Maintenance/ imageWARE Remote, the following settings are
required.

@ Advance preparations
The following network-related information needs to be obtained from the user's system
administrator in advance.

Information item 1

IP address settings

» Automatic setting : DHCP, RARP, BOOTP

* Manual setting : IP address, subnet mask and gateway address to be set

Information item 2

Is there a DNS server in use?

If there is a DNS server in use, find out the following.
* Primary DNS server address

« Secondary DNS server address

Information item 3

Is there a proxy server?

If there is a proxy server in use, find out the following.
* Proxy server address

« Port No. for proxy server

Information item 4

Is proxy server authentication required?

If proxy server authentication is required, find out the following.
» User name and password required for proxy authentication

@ Network settings

Based on the results of the information obtained in 2) Advance preparations, make this
machine network related settings.
See Users’ Guide for detailed procedures.

CAUTION:

When changes are made to the above-mentioned network settings, be sure to turn OFF
and then ON the main power of this machine.
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H Steps to E-RDS settings

1)In the following service modes, initialize a set value of E-RDS.
Select COPIER > Function > CLEAR > ERDS-DAT and touch the [OK] button.

NOTE:
This operation initializes the E-RDS settings to factory setting values.
For the setting values to be initialized, see the section of "Initializing E-RDS settings".

2)Perform installation or deletion of the CA certificate if necessary, and turn OFF and then
ON the main power of this machine.

« Installation of the CA certificate: Perform installation from SST or Remote Ul.

» Deletion of the CA certificate: When the following operation is performed, the CA certificate
in the factory setting is automatically installed.

CAUTION:

After following procedure, the registered key and CA certificate are deleted, and only
the CA certificate installed at the time of shipment is registered.

It is therefore necessary to check with the user in advance.

(a) Select (LEVEL2) COPIER > Function > CLEAR > CA-KEY and touch the [OK] button.
"OK!" is displayed if the CA certificate is initialized. When "NG!" is displayed, see the
section of "Troubleshooting" to execute the remedy, and then perform initialization of
the CA certificate again and check to see if the CA certificate is initialized.

(b) Turn OFF and then ON the main power of this machine.

CAUTION:
If a key and a CA certificate have been registered in order to use a function other than
E-RDS, it is necessary to register again from SST or Remote Ul.

2-136



E Technical Explanation > Embedded RDS > E-RDS Setup > Steps to Service Browser settings

3)Enable E-RDS function and execute communication test.
(a) Select COPIER > Function > INSTALL > E-RDS.
(b) Press the numeric key [1] on the control panel (the setting value is changed to 1) and
touch the [OK] button. (The data is reflected to the setting value field.)
STA <INSTALL > LEVE

3> < READY > < 3> < READY > <

ROIPORT 443 < WD) {

COM-TEST.

F-2-180

CAUTION:
The following settings i.e. RGW-PORT and RGW-ADR in Service mode must not be
change unless there are specific instructions to do so.

Changing these values will cause error in communication with UGW.

NOTE:
This initiates the communication test between the device and the UGW.

4)Select [COM-TEST] and then touch [OK].
The communication test with UGW will be executed.
If the communication is successful, "OK!" is displayed. If "NG!" (failed) appears, refer to the
"Troubleshooting" and repeat until "OK!" is displayed.

NOTE:

The communication results with UGW can be distinguished by referring to the COM-
LOG. By performing the communication test with UGW, E-RDS acquires schedule
information and starts monitoring and meter reads operation.
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B Steps to Service Browser settings

1)In the following service modes, enable a service browser.
Select COPIER > Function > INSTALL > BRWS-ACT and then touch [OK].

NOTE:
When the status of the service browser is changed to enabled, E-RDS sends the
browser information to the UGW at this timing.

If the connection is established with UGW successfully, "OK!" is displayed. When "NG!" is
displayed, perform the steps referring to "Troubleshooting” until connection is established
with UGW.

2)Turn OFF and then ON the main power of this machine.

3)Make sure that "1 (: ACTIVE)" is set under COPIER > Display > USER > BRWS-STS.

4)When the above-shown setting values are enabled, [Service Browser] is displayed in the
Service Mode screen.

Service Mode

NOTE:
Generally, once service browsing is enabled, to stop the service browsing, execute
BRWS-ACT again, turn OFF and then ON the main power of this machine.
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M Initializing E-RDS settings

It is possible to clear the FLASH data of E-RDS and change the E-RDS setting back to the
default value.

@ Initialization procedure
1) Start Service Mode at Level 1.
2)Select COPIER > Function > CLEAR > ERDS-DAT and then touch [OK].

@ Setting values and data to be initialized
The following E-RDS settings, internal data, and Alarm filtering information are initialized.
* COPIER > Function > INSTALL > E-RDS
* COPIER > Function > INSTALL > RGW-ADR
* COPIER > Function > INSTALL > RGW-PORT
+ COPIER > Function > INSTALL > COM-LOG

CAUTION:

In case of replacing the CA certificate file, even if initialization of E-RDS is executed, the
status is not returned to the factory default.

When installing the certificate file other than the factory default CA certificate file, it is
required to delete the certificate file after E-RDS initialization and install the factory
default CA certificate file.

For detailed procedures, see "Steps to E-RDS settings - step 3.".
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O rAQ

No.1

Q: In what case does a communication test with UGW fail?

A: The following cases can be considered in the becoming "NG!" case.

» Name resolution was failed due to an incorrect host name or DNS server has been halted.
* Network cable is blocked off.

» Proxy server settings is not correct.

No.2

Q: When does E-RDS send counter information to UGW? How many data is sent?

A: The schedule of data transmitting, the start time are determined by settings in the UGW
side. The send time cannot be specified on the E-RDS side. Data is sent once every 16
hours.

The data size of counter information is approx. 285 KB.

No.3
Q: Will data which failed to be sent due to an error in communication with UGW be resent?
A: Data shown below will be resent.
» Jam log
» Service call log
* Alarm log
» Service mode menu
The newest data is resent only when the settings are changed in service mode.
* Browser information
It is resent only when the web browser option is enabled.

Data is resent endlessly (after 5, 10, 15, 20, 25, and 30 minutes since the occurrence of
communication error; once 30 minutes have passed, it is resent at 30-minute intervals) until it
is sent successfully. Resend continues even if the power is turned OFF and then ON.

No.4
Q: What is the upper limit of the number of COM-LOGs? What is the upper limit of the number
of characters of error information displayed in a COM-LOG?
A: Up to 30 log data can be saved. The data size of error information is maximum 128
characters.
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No.5
Q: Although Microsoft ISA as a proxy server is introduced, the authentication check is failed.
Can E-RDS adopt with Microsoft ISA?
A: E-RDS must comply with "Basic" while "Integrated" authentication is used for Microsoft ISA
(as default); therefore, authentication with E-RDS is available if you change the setting to
"Basic" authentication on the server.

No.6
Q: Can | turn this machine power off during the e-Maintenance/ imageWARE Remote system
operation?
A: While operating the e-Maintenance/ imageWARE Remote system, the power of the device
must be ON. If power OFF is needed, do not leave the device power OFF for long time.
It will become "Device is busy, try later" errors if the power supply of network equipment
such as HUB is made prolonged OFF.

No.7

Q: Although a Service call error may not be notified to UGW, the reason is what?

A: If a service technician in charge turns off the power supply of this machine immediately
after error occurred once, It may be unable to notify to UGW because data processing does
not take a time from the controller of this machine to NIC though, the data will be saved on
the RAM.

If the power supply is blocked off while starting up, the data will be inevitably deleted.

No.8

Q: How does E-RDS operate while this machine is placed in the sleep mode?

A: While being in Real Deep Sleep, and if data to be sent is in E-RDS, the system wakes up
asleep, then starts to send the data to the UGW. The system also waits for completion of
data transmission and let the device to shift to asleep status again.

However, transition time to the Real Deep Sleep depends on the device, and the transition
to sleep won’t be done if the next data transmission will be done within 10 minutes.

No.9

Q: Is E-RDS compatible with Department counter?
A: No, E-RDS does not support Department counter.
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No.10
Q: Is there any setting to be made on the device side to enable the service mode menu
transmission function? Moreover, what is Service mode menu set as the object of
transmission?
A: No steps peculiar to Transmitting Service mode menu. As for the data that applies to
transmission of the service mode, see the "Service mode menu Transmission".

No.11
Q: What service browser data is transmitted to UGW by E-RDS in what timing?
A: The service browser data to be transmitted and the transmission timing are shown below.

Transmission Error occurs

information

Transmission timing Detailed procedure

1) Specify the service browser [Service browser mode: [Retransmission
is not performed.

When the service
browser is enabled from | setting in the service mode [Register]
the disabled state [OFF] | menu.

2)Send browser information to |WEB browser ("Disabling
UGW. option: [ON] or [OFF] |[OFF]" continues
3) Once obtaining OK response |according to the to be set.)

from UGW, enable the service [license status
browser mode [ACTIVE].
(To use the setting, itis
necessary to turn OFF and
then ON the main power of
this machine)

T-2-97

No.12
Q: Counter information could not be sent at the scheduled send time due to the power of this
machine being turned OFF. Will the counter information be sent later when the power of
this machine is turned ON?
A: Yes. When a scheduled send such as that for counter could not be executed due to the
power of this machine being turned OFF, etc., and the scheduled send time has already
passed at power-on, the send is executed immediately.

The following shows data send according to the status of this machine.

Send tvpes Status of this machine
yP Power ON Power OFF Sleep
Scheduled send Sent Not sent” Sent?
Immediate send 2
(Service call log / Alarm log / Jam log) Sent ) sent
T-2-98

*1: Immediately sent if the send time has already passed at power-on.
*2: Sent after recovery from sleep mode.
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No.13
Q: What is the number of the network port used by E-RDS?
A: The port number used by E-RDS for communication with UGW is "443".

If this setting is changed, an error occurs during communication with UGW. Therefore this
setting should not be changed unless otherwise instructed.

No.14

Q: After the setting for E-RDS was made, the IP address of the host machine was changed. In
that case, is it necessary to execute COM-TEST again?

A: It is not necessary to execute COM-TEST again because the IP address used by E-RDS is

automatically changed. However, it is necessary to turn OFF and then ON the main power
of this machine to reflect the change in the setting of the IP address
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o Troubleshooting

No.1

Symptom: A communication test (COM-TEST) results NG!
Cause: Initial settings or network conditions is incomplete.
Remedy 1: Check and take actions mentioned below.
1)Check network connections
Is the status indicator LED for the HUB port to which this machine is connected ON?
YES: Proceed to Step 2).
NO: Check that the network cable is properly connected.
2)Confirm loop back address (* In case of IPv4 )
Select Settings/Registration > Preferences > Network > TCP/IP Settings > IPv4 Settings >
PING Command, enter "127.0.0.1", and touch the [Start] button.

Does the screen display "Response from the host."? (See the next figure.)
YES: Proceed to Step 3).

NO: There is a possibility that this machine’s network settings are wrong. Check the
details of the IPv4 settings once more.
3) Confirmation from another PC connected to same network.

Request the user to ping this machine from a PC connected to same network.
Does this machine respond?

YES: Proceed to Step 4).
NO: Confirm the details of this machine’s IP address and subnet mask settings.
4)Confirm DNS connection
(a) Select Settings/Registration > Preferences > Network > TCP/IP Settings > DNS
Settings > DNS Server Address Settings, write down the primary and secondary
addresses of the DNS server, and touch the [Cancel] button.
(b) Touch the [Up] button.
(c) Select IPv4 Settings > PING Command, enter the primary DNS server noted down in
step a) as the IP address, and touch the [Start] button.
Does the screen display "Response from the host."?
YES: Proceed to Remedy 2.
NO: Enter the secondary DNS server noted down in step a) as the IP address, and
then touch the [Start] button.
Does the screen display "Response from the host."?
YES: Proceed to Remedy 2.

NO: There is a possibility that the DNS server address is wrong. Reconfirm the
address with the user’s system administrator.
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Remedy 2: Troubleshooting using communication error log (COM-LOG)

1) Start Service Mode at Level 1.

2)Select COPIER > Function > INSTALL > COM-LOG and touch the blank field on the right
side. The communication error log list screen is displayed.

INSTALL < 2/ 3 > < READY > < LEVEL |

= o
« N1
<« 43 {

ho. :
2014 1009
:
2014 1008

04
06
08

NOTE:

* Only the initial part of error information is displayed in the communication error log list
screen.

* ""is added to the top of the error text in the case of an error in communication test (method
name: getConfiguration or communicationTest) only.
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3)When each line is selected, the communication error log detailed screen is displayed as
shown in the figure below. (Example: No. 04)

Dimin] w0 | st ] rutin] oot ] _Tost | comter|
I('Illﬂlﬁiﬂ_. < 4/30 > < READY > < LEVEL 1 >

No. DATE "TIME CODE Information
04512014 1008 1558 810F 2008 E

NOTE:
* Adetailed description of the error appears below 'Information'. (Max 128 characters)
» Touch the [OK] button to return to the communication error log list screen.

4)When a message is displayed, take an appropriate action referring to "Error code and
strings".

No.2

Symptom: A communication test results NG! even if network setting is set properly.

Cause: The network environment is inappropriate, or RGW-ADR or RGW-PORT settings for
E-RDS have been changed.

Remedy: The following points should be checked.

1) Check network conditions such as proxy server settings and so on.

2)Check the E-RDS setting values.

» Check the communication error log from COM-LOG.

* Check whether RGW-ADR or RGW-PORT settings has changed. If RGW-ADR or RGW-
PORT settings has changed, restore initial values. For initial values, see "Service cautions".
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No.3

Symptom: Registration information of the E-RDS machine was deleted from the device
information on Web Portal, and then registered again. After that, if a communication test is
left unperformed, the device setting in the UGW becomes invalid.

Cause: When the registration information of the E-RDS machine is deleted, information

related to E-RDS is also deleted.
Therefore, when 7 days have passed without performing a communication test after
registering the E-RDS machine again, the device setting becomes invalid.

Remedy: Perform a communication test before the device setting becomes invalid.

No.4

Symptom: There was a log, indicating "Network is not ready, try later" in error details of COM-
LOG list.

Cause: A certain problem occurred in networking.
Remedy: Check and take actions mentioned below.
1)Check networking conditions and connections.

2)Turn on the power supply of this machine and perform a communication test about 60
seconds later.

No.5

Symptom: "Unknown error" is displayed though a communication test (COM-TEST) has done
successfully.

Cause: It could be a problem at the UGW side or the network load is temporarily faulty.

Remedy: Try again after a period of time. If the same error persists, check the UGW status
with a network and UGW administrator.

No.6

Symptom: Enabling Service Browser (BRWS-ACT) results NG!

Cause: A communication test with UGW has not been performed, or a communication test
result is NG!

Remedy: Perform a communication test, and check that the test with UGW finishes
successfully.
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No.7

Symptom: The display indicates that the service browser is enabled (BRWS-STS: 1), but the
service browser fails to be activated.

Cause: The main power switch of this machine has not been turned OFF and then ON. ON/

OFF of the service browser is enabled after turning OFF and then ON the main power of
this machine.

Remedy: Turn OFF and then ON the main power of this machine.

No.8

Symptom: Initializing the CA certificate (CA-KEY) results in NG!

Cause: Initialization process of the CA certificate has completed abnormally.
Remedy: Initialize the HDD.

No.9

Symptom: When a communication test (COM-TEST) is repeatedly executed, an error occurs.

Cause: During communication conducted after execution of a COM-TEST, another COM-
TEST was executed again.

Remedy: When repeatedly executing COM-TEST, execute COM-TEST at intervals of 5
minutes or more.
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o Error code and strings

The following error information is displayed on the communication error log details screen.
(Here, "server" means UGW.)

« The error information are displayed in the following form.
[*] [Character strings] [Functional classification (Method name)] [Error details provided by

UGW]

NOTE:

"*"is added to the top of the error text in the case of an error in communication test
(method name: getConfiguration or communicationTest) only.

No.| Code | Character strings Cause Remedy

1 [0000 0000|SUSPEND: mode |Unmatched Operation Mode [Initialize the E-RDS setting

changed. (ERDS-DAT).

2 [0500 0003|SUSPEND: Turning OFF and then ON the |Perform a communication test

Communication test|main power of this machine  [(COM-TEST).
is not performed.  [while the communication
test had not been performed
although E-RDS is enabled.
3 [Oxxx 0003 [Server schedule is |Blank schedule data have Perform and complete a
not exist been received from UGW. communication test (COM-
TEST).
4 |0xxx 0003 [Communication test| Communication test has not |Perform and complete a
is not performed completed. communication test (COM-
TEST).
5 |84xx 0003 [E-RDS switch is A communication test has Set E-RDS switch (E-RDS)
setted OFF been attempted with the to 1, and then perform a
E-RDS switch being OFF. communication test (COM-
TEST).

6 |8600 0002(Event Registration |Processing (event processing)|Turn the device OFF/ ON.
8600 0003|is Failed within the device has failed. [If the error persists, replace
8600 0101 the device system software.
8600 0201 (Upgrade)

8600 0305
8600 0306
8600 0401
8600 0403
8600 0414
8600 0415
7 |8700 0306/SRAM version Improper value is written in Turn the device OFF/ ON.
unmatch! at the head of the NVMEM
domain (nonvolatile memory
domain) of E-RDS.

error(not https)

registered UGW is not in https
format.
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No.| Code | Character strings Cause Remedy

8 8700 0306|SRAM AeRDS Improper value is written in Turn the device OFF/ ON.

version unmatch! |at the head of the NVMEM
domain (nonvolatile memory
domain) of Ae-RDS.

9 [8xxx 0004 [Operation is not Method which E-RDS is not  [Contact help desk

supported supporting attempted.

10 [8xxx 0101 |Server response Communication with UGW has|Perform and complete a

error (NULL) been successful, but an error [communication test (COM-
of some sort has prevented |TEST).
UGW from responding.
When (Null) is displayed
at the end of the message,
this indicates that there has
been an error in the HTTPS
communication method.

11 [8xxx 0201 [Server schedule is |During the communication When the error occurs, report
8xxx 0202 |invalid test, there has been some the details to the support
8xxx 0203 kind of error in the schedule |section.
8xxx 0204 values passed from UGW. After the UGW side
8xxx 0206 has responded, try the

communication test again.

12 [8xxx 0207 |Internal Schedule is|The schedule data in the Perform a communication test
8xxx 0208 [broken inside of E-RDS is not right.  [(COM-TEST).

13 |8xxx 0221 [Server specified list |Alarm/Alert filtering error: The |Alert filtering is not supported

is too big number of elements of the list [by UGW.
specified by the server is over
restriction value.

14 |8xxx 0222 [Server specified list |Alarm filtering error: Unjust  |Alert filtering is not supported

is wrong value is included in the by UGW.
element of the list specified by
the server.
15 |8xxx 0304 [Device is busy, try |The semaphore consumption |Try again a communication test
later error at the time of a after a period of time.
communication test.
16 [8xxx 0709 |Tracking ID is not |When upgrading firmware, the|Obtain the sublog, and contact
match TrackinglD notified by Updater|the support department of the
differs from the thing of UGW [sales company.
designates.

17 |8xxx 2000 [Unknown error Some other kind of Perform and complete a
communication error has communication test (COM-
occurred. TEST).

18 |8xxx 2001 [URL Scheme The header of the URL of the |Check that the value of URL of

UGW (RGW-ADR) is https:/
a01.ugwdevice.net/ugw/
agentif010.

E Technical Explanation > Embedded RDS > Error code and strings
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No.| Code [ Character strings Cause Remedy
19 [8xxx 2002 |URL server A URL different to that Check that the value of URL of
specified is illegal |specified by the UGW has UGW (RGW-ADR) is https://
been set. a01.ugwdevice.net/ugw/
agentif010.
20 |8xxx 2003 [Network is not Communication attempted Check the network
ready, try later without confirming network connection, as per the initial
connection, just after turning |procedures described in the
OFF and then ON the main  [troubleshooting.
power of this machine in which|Perform a communication test
the network preparations are |(COM-TEST) about 60 seconds
not ready. later, after turn on the device.
21 [8xxx 2004 |Server response Communication with UGW has|Try again after a period of time.
error been successful, but an error [Check detailed error code
([Hexadecimal]) of some sort has prevented |(Hexadecimal) and [Error
[Error detailed in UGW from responding. details in UGW] from UGW
uGw]" displayed after the message.
22 [8xxx 200A|Server connection |+ TCP/IP communication fault|s Check the network
error » The IP address of device is | connection, as per the initial
not set. procedures described in the
troubleshooting.

* When proxy is used, make
the settings for proxy, and
check the status of the proxy
server.

23 [8xxx 200B|Server address Server address name » Check that the value of URL
resolution error resolution has failed. of UGW (RGW-ADR) is
https://a01.ugwdevice.net/
ugw/agentif010.

* Check that Internet
connection is available in the
environment.

24 |8xxx 2014 [Proxy connection |Could not connect to proxy Check proxy server address /
error server due to improper port and re-enter as needed.
address.
25 |8xxx 2015 |Proxy address Could not connect to proxy » Check that the proxy
resolution error server due to name resolution| server name is correct. If
error of proxy address. the proxy server name is
correct, check the DNS
connection, as per the initial
procedures described in the
troubleshooting.

» Specify the IP address as the

proxy server name.
26 [8xxx 201E|Proxy Proxy authentication is failed. |Check the user name and

authentication error

password required in order to
login to the proxy, and re-enter
as needed.
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No.| Code | Character strings Cause Remedy

27 [8xxx 2028 [Server certificate |+ No route certificate installed|+ Install the latest device

error in device. system software. (Upgrade)
+ Certificate other than » Correctly set the date and
that initially registered time of the device.
in the user's operating » Execute CLEAR > CA-
environment is being used, KEY, and turn OFF and
but has not been registered | then ON the device. (The
with the device. CA certificate at the time of
» The date and time of the shipment is automatically
device is not correct. installed.)
28 [8xxx 2029 [Server certificate | The server certificate Check that the value of URL of
verify error verification error occurred. UGW (RGW-ADR) is https://
a01.ugwdevice.net/ugw/
agentif010.

29 [8xxx 2046 [Server certificate |+ The route certificate Check that the device time and

expired registered with the device |[date are correctly set.
has expired. If the device time and date are
* Certificate other than correct, upgrade to the latest
that initially registered system software.
in the user’s operating
environment is being used,
but has not been registered
with the device.
* The device time and date
is outside of the certificated
period.
30 [8xxx 2047 |Server response Due to network congestion, |If this error occurs when the
time out etc., the response from UGW |communication test is being run
does not come within the or Service Browser is being set,
specified time. (HTTPS level |[try again after a period of time.
time out)

31 |8xxx 2048 |Service not found [There is a mistake in the Check that the value of URL of
UGW URL, and UGW cannot [UGW (RGW-ADR) is https://
be accessed. (Path is wrong) [a01.ugwdevice.net/ugw/

agentif010.

32 [8xxx 2052 |URL error The data which is not URL is |Check that the value of URL of
inputted into URL field. UGW (RGW-ADR) is https:/

a01.ugwdevice.net/ugw/
agentif010.

33 [8xxx 2058 |Unknown error SOAP Client fails to obtain Perform and complete a
SOAP Response. communication test (COM-
Possibility of a problem in TEST).

UGW or of a temporary
problem in the network load.
34 [8xxx 2063 |SOAP Fault SOAP communication error  |Check that the value of port

has occurred.

number of UGW (RGW-PORT)
is 443.
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No.| Code | Character strings

Cause

Remedy

35 |xxxx xxxx |Device internal
error

An internal error, such as
memory unavailable, etc.,
has occurred during a device
internal error phase.

Turn the device OFF/ ON.
Or replace the device system
software. (Upgrade)

36 [xxxx xxxx [SUSPEND:
Initialize Failure!

Internal error occurred at the
initiating E-RDS.

Turn the device OFF/ ON.

*1: [Hexadecimal]: indicates an error code returned from UGW.

T-2-99

[Error details in UGW]: indicates error details returned from UGW.
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Updater

o Functional Overview

Bl Overview

Updater provides functions that enable network communication with Content Delivery System

(hereinafter CDS) to install firmware, MEAP applications and system options.

« Firmware Installation

Updater function enables users to distribute firmware through CDS via Internet. Particularly

on e-Maintenance/UGW (called NETEYE in Japan)-enabled devices, firmware can be
updated remotely, which effectively slashes costs incurred in field services.

* MEAP Application/System Option Installation
By linking devices to CDS and License Management System (providing the function to
manage licenses; hereinafter LMS), applications can be installed in devices via Updater,
regardless of those not embedded (MEAP application) or embedded (system options) in
devices.

@ Installing Firmware
With link to Updater, service technicians provide firmware install services in the following 3

methods.
UGW-linked Download / Update UGw Auto No Yes Yes*1
(Full-remote update)
UGW-linked Download UGw Manual Yes Yes Yes
(Remote Distribution / Update)
Manual Download / Update Local Ul Auto No Yes Yes*1
(On-site Update via Service mode) Manual Yes Yes Yes
*1:You can select the version allowed Remote Update. T-2-100
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@ UGW-linked Download and Update (Full-Remote Update)

If the device is linked to UGW and the distribution schedule and update setting are
registered on UGW in advance, full remote firmware update is available on this device.
Upon downloaded from CDS, the firmware is updated on the device.

1) Set up customers,

device types, distribution '
schedule and the alestCompany

command for download /ipPartner

3) Give a firmware distribution
command to e-ROS.

A
WGW, @©perator
2) Notify distribution .

information to CDS.

'
e=RUS
4) Download
U firmware

r —r |‘ ' Up 'E‘Eﬂ T J
imageRUNNER
ADVANCE  5) Writing process is
automatically started upon
download completed.

F-2-184

@ UGW-linked Download (Remote Distribution / Update)

If the device is linked to UGW and the distribution schedule is registered on UGW in
advance, firmware can be distributed to this device before a service technician actually
visits the customer site. This allows the service technician to update the firmware manually
immediately after completing device inspection.

1) Set up customers,
device types, distribution Sales Company.
schedule and the TParnar

command for download

3) Give a firmware distribution
command to e-ROS.

A 2) Notify distribution
4) Download information to CDS.
firmware

CaTTo s

Firmware Upload

Technician executing Updater.

F-2-185
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@ Manual Download and Update (On-site Update via Service Mode)
If this device has connection with the external network, a service technician can gain
access to CDS via Service mode to download and update firmware. This allows service
technicians to update the firmware as needed on the customer site even without PCs.

=

1) Manually execute

Updater.
Firmware Upload
imageRUNNER 2) Firmware
ADVANCE distribution
‘Servl ice'
Technician
F-2-186
NOTE:

Users are able to gain firmware distribution in the following 3 methods by introducing
CDS. See User Manual for detailed information.

Download Update Downloadable Firmware Versions

Distribution Method | Commanded . .
by Timing Previous Ver |Current Ver| Newer Ver

Manual download/ Local Ul Auto No No Yes *1
update via Local Ul Manual No No Yes *1
Manual download/ Remote Ul Auto No No Yes *1
upload via Remote Ul Manual No No Yes *1
Special download/ Specific version only
upload via Remote Ul Remote Ul ) (Obtain it separately)

*1: Only the latest version of Remote update-enabled version is downloadable.
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M List of Functions
The matrix below shows the list of functions provided by Updater.
Catedo Function Service [Settings/ Remote | UGW-
gory Mode | Registration] | Ul linked
Checking firmware
e Yes - - -
compatibility
Checking special firmware Yes - - -
Chef:kmg latest firmware ) Yes Yes )
version
Registering/deleting firmware )
distribution schedule ves ves Yes
Confirming and downloading Yes Yes Yes Yes
Firmware ﬁrmwallre
Updating downloaded Yes Yes Yes )
firmware
Cancelling downloaded Yes Yes Yes )
firmware
Acquiring firmware
distribution information - - - Yes
registered from UGW
Notlfylng firmware version ) ) ) Yes
information
Inquiring license for MEAP
MEAP application/ |application/system option ) Yes Yes )
system option Installing MEAP application / ) Yes Yes }
system option
Settings Yes - - -
System Testing communications Yes Yes Yes -
Management Displaying update logs Yes Yes Yes -
Displaying system logs Yes Yes Yes -
Internal system Notifying internal system
A error occurrence to Yes Yes Yes Yes
error notification e
distribution server
T-2-101
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B Distribution Flow @ MEAP Application/System Option Installation Flow

MEAP application/system option installation method using service mode is not provided.

Firmware Installation Flow
® Be sure to use the [Settings/Registration] to install.

Service technicians provide firmware install services in the following 3 methods.

a: UGW-linked download and update
b: UGW-linked download
¢: Manual download and update

Application
Market Release

| 1
: : Operator of each company 1 1: User operation +
| 1

License Access
Number Acquisition|

Fi (packaged with the
iIrmware
Market Release product)
. | 1
Device Serial No.
Acquisition
v c (from the device)
UGW setting ‘ l
for distribution Firmware acquisition
(UGW-linked)*1 l l
¢ v l License Key License File
Distribution setting & | ! Distribution setting & ! ' Distibution setting 81 Acquisition Acquisition
Automatic download Download ! Download 1" Download [ Downloadivia'SST (from LMS) (from LMS)
utomatic downloa Via Service mode | ViaUsermode ! Via Usermode !
(Local Ul) : (Local UI) 1 : (Remote Ul) !
W P e 1 el o amamreany I S AT 1 I S Ao 1 Ny e ey 1
: i Install 1 1 Install distributed | 1 System Option 1 System Option 1 MEAP Application
1 Via User mode ! I application 1 1 Install 1 I Manual Install 1 I Manual Install 1
i (Local UI) ! | ViaUsermode | | ViaUsermode | | ViaUsermode } | ViaUsermode |
1 1 1 (Remote Ul) 1 1 (Local UI) 1 1 (Remote Ul) 1 1 (Remote Ul) 1
v v v

1

Apply (Update) |y )
Automatic update Via Service mode |; ViaUsermode ,; ViaUsermode | UpdateviaSST
(Local Ul) 1 (Local Ul) 11 (Remote Ul) 1

F-2-187
*1: Schedules for UGW-linked distribution are maintained on CDS.

2-148
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o Limitations and Cautions

M Limitations

@ Changing Date/Time on Device

When a user changes the date/time setting on the device (including change of the setting
according to daylight saving time), the firmware distribution may not be performed as
scheduled.

But there is not the problem if it is time adjustment of several minutes with NTP servers.

@ Change of Setting from Service mode
Any settings from Service mode will be enabled after restarting the device.

B Cautions

@ Concurrent use of Updater functions

Multiple users cannot use Updater functions on a device concurrently by using it together with
Remote UI.

@ Coexistence of Remote Ul and other tools
Users logged in SMS (Service Management Service) are unable to use Update functions
from Remote Ul.

@ Using Updater function from Remote Ul

Upon the following operations done, Updater functions are suspended from Remote Ul for

certain duration.

* When a user exits Web browser without clicking [Portal] or [Log Out] button in the setting of
Remote Login Service via SMS

* When a user exits Web browser without clicking [Portal] button in the setting of not to use
Remote Login Service via SMS.

* When a user exits Web browser without clicking [Log out from SMS] or [To Remote Ul]
button.
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@ Wait for EOJ (end of job) Function

Firmware update will be triggered only after the following jobs are completed.

This is the Updater-specific specification.

Job/Function Receiving Printing Queued print Sending Queued send

type jobs jobs
COPY - Wait for EOJ  |Wait for EOJ |- -
PRINT Wait for EOJ  |Wait for EOJ |- -
(end of job) Wait for EOJ

FAX Wait for EOJ Wait for EOJ Wait for EOJ Wait for EOJ Wait for EOJ

|I-FAX Receipt |Cancel
processing to
trigger update *

Wait for EOJ Wait for EOJ Wait for EOJ Wait for EOJ

Report Print Wait for EOJ Wait for EOJ - -

SEND - - - Cancel Cancel
processing to  |processing to
trigger update * |trigger update *

T-2-102
*The data are guaranteed even if cut off in the middle of a job.It becomes the recovery object
after the device reboot and carry out send / reception again.

Even during transfer, Pull SCAN job processing is cancelled soon after scanning is
completed.

Firmware update is cancelled if the jobs are not completed within 10 minutes. If this occurs,
the error code, 8x001106, will be returned (different numbers will be shown for x depending
on the execution modes).

Firmware update is executed if the jobs stated above are not in the queue.

Follow the shutdown sequence to reboot the device after the firmware is updated.
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o Preparation B Setting Sales Company’s HQ

B Overview of Preparation When using devices input in the markets listed below, the default setting of Sales Company’s
HQ should be changed before obtaining firmware distributed from CDS. Unless the setting is

The following should be prepared before using Updater. changed properly, the desired firmware may not be able to be selected.

* For updating of firmware

Default Setting of Sales | Setting of Sales Company's
) Setting Sales : : Enabling [Manual Market Company's HQ HQ after Change
Installation ) Network | Enabling | Enabling [Update
Method Company’s Settin UGW Link| Firmware] Button Update] Button of Canada us CA
o HQ eHings arebUto Remote Ul Latin America US/SG LA

UGW-linked Hong Kong SG HK
Download and Yes Yes Yes - - T-2-104
chil?/tinked Go to the following screen to change the setting of Sales Company's HQ.
Download Yes Yes Yes - - + COPIER > FUNCTION > INSTALL > CDS-CTL
Manual Download
and Update Yes Yes ) ) )
Manual Download NOTE:
and Update via Yes Yes - Yes - The list below shows the setting of Sales Company’s HQ for CDS-CTS by market.
Local Ul Check and adhere to the appropriate setting for your market.
Manual Download <List of Sales Company’s HQ and the settings for CDS-CTL>
and Update via Yes Yes - Yes -
Remote Ul Japan = JP China = CN
Special Download USA=US Hong Kong = HK
and Update via Yes - - - Yes Singapore = SG Australia = AU
Remote Ul Europe = NL Canada = CA

T-2-103 Korea = KR Latin America= LA

B Network Settings

@ Connecting to External Network
The method of connecting to external network is similar to a normal network connection
method. Refer to user manual of the device for details.

NOTE:
» See User Manual for how to connect the device to the external network.
« Before using UGW link or [Settings/Registratoin] screen, see the sections below to
prepare as required.
- "Enabling UGW Link"
- Enabling [Update Firmware] Button
- Enabling [Install Application/Options] Button

2-150
E Technical Explanation > Updater > Preparation > Network Settings



E Technical Explanation > Updater > Preparation > Network Settings

@ Confirming URL Setting of Distribution Server

1)Press [Updater] in the service mode menu.

3. Press [Software Management Settings] button.

<Register/Update Software Menu>

Update Firmware |
»

I Software Management Settings I
»

End

F-2-190
4. Press [Settings] button.

<Software Management Settings>

Settings

L4
Select Log Display

»
Test Communication

ld

‘4 Back to Menu

F-2-191
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5. Ensure to enter “https://device.c-cdsknn.net/cds_soap/updaterif” in the field beside the
[Delivery Server URL] button.
If the URL is not entered or a wrong URL is entered in the field, click [Delivery Server URL]
button to show the virtual keypad. Check the URL and enter the correct one.

<Software Management Settings: Set>

[ ESII'I\\I’:I'F{JRL ’I[ https://device.c—cdsknn.net/cds_sc] ]
= Log Level 3 -

% Cancel \ oK
T

F-2-192
6. Press [OK] to set the entered items. Now the URL of the distribution server is successfully

set.

@ Communication Test

NOTE:
Carry out the communication test with both Embedded RDS and CDS.

1)Press [Updater] in the service mode menu.
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3. Press [Software Management Settings] button.

<Register/Update Software Menu>

Update Firmware

b
[Software Management Settings ]
»

End

F-2-194
4. Press [Test Communication] button.

<Software Management Settings>

Settings
ld
Select Log Display
d
Test Communication
d
< Back to Menu

F-2-195
5. Press [Yes] button.

<Test Communication>

Do you want to test communication?

Yes No

F-2-196
Obtain the download file information for communication test from the distribution server
(to execute the communication test to the distribution server).
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Using the download file information for communication test, the contents for test are
downloaded from the file server (for the communication test to the file server).

6. Upon the communication test completed, the communication test result screen is shown.
Press [OK] button to exit this operation.

<Test Communication>
= Delivery Server > Connect OK
= File Server > Retrieve OK
> Communication Speed 881 KB/sec
> Retry Times 0 Times
0K U
E———
a System Management Mode
F-2-197

M Enabling UGW Link

To execute [UGW-linked Download and Update] or [UGW-linked Download] when installing
the firmware, the service technician must specify the following settings to link with UGW in
advance.
Set "1" in the following service mode.

» COPIER >Option >FNC-SW >CDS-UGW

Specify "Set" for the following settings.

» [Firmware Distribution] on the [Customer Management] screen of the UGW WebPortal
settings

NOTE:

» See “imageWARE Remote Operator’s Manual / e-Maintenance Business Operation
Manual* for how to operate UGW WebPortal.

» [Distribute Firmware] should be set on [Customer Management] screen for staff in charge
of setting for [Enter customer information] or [Command for firmware distribution] in order
to allow them to select the desired device on [Firmware Distribution Information] screen.

« If [Distribute Firmware] is not shown on [Customer Management] screen of UGW
WebPortal, appropriate authorities may not be set to each account in Firmware
Distribution Information. Contact the Sales Company HQ concerned for confirmation.
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B Enabling [Update Firmware] Button

To allow users to install firmware using Updater, the setting of firmware installation should be
set to ON for users in advance.

Set "1" in the following service mode.
» COPIER >Option >FNC-SW > CDS-FIRM

« [Settings/Registration] screen for Updater when the setting is not enabled (CDS-FIRM(0)):

<Register/Update Software Menu>

Install Applications/Options

Software Management Settings

System Management Mode

2-153

B Enabling [Install Application/Options] Button

To allow users to install applications using Updater, the setting of application installation
should be set to ON for users in advance.

Set "1" in the following service mode.
» COPIER >Option >FNC-SW >CDS-MEAP

» [Settings/Registration] screen of Updater when the setting is not enabled (CDS-MEAP(0)):

<Register/Update Software Menu>

Update Firmware

Software Management Settings

F-2-198 F-2-200
« [Settings/Registration] screen for Updater when the setting is enabled (CDS-FIRM(1)):  [Settings/Registration] screen of Updater when the setting is enabled (CDS-MEAP(1)):

Install Applications/Options

Update Firmware

Software Management Settings

System Management Mode
F-2-199
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<Register/Update Software Menu>

Install Applications/Options

Update Firmware

Software Management Settings

System Management Mode
F-2-201
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2-154
B Enabling [Manual Update] Button of Remote Ul o System Management Operations
To allow users to install firmware from Updater using the file on Local PCs, the setting of H Setting Log Level
firmware installation should be set to ON for users in advance.
Set "1" in the following service mode. 1)Press [Updater] in the service mode menu.
* COPIER >Option >FNC-SW >LOCLFIRM

2)Press [Software Management Settings] button.

* Remote Ul screen of Updater when the setting is not enabled (LOCLFIRM (0)):

2 License/Other

Update Firmware
)
Tt Appe i Y iR Option Software Management Settings

Manual Installation J

o iR optien —r—— |

0 MEAP Applicatian

License File Path: [ rewee..
=

Copyright CANON INC. 2004
F-2-202

* Remote Ul screen of Updater when the setting is enabled (LOCLFIRM (1)):

F-2-204
3)Press [Settings] button.
<Software Management Settings>
::;’m‘f::m Install Application/Dption : Manusl Installation : i Optisn Settings
== S
iR Opti i
:,::m » | | et !| Select Log Display
OB R License File Path: [Browen. r
© Manual Updat
S & Test Communication
Copyright CANON INC. 2014 )
F-2-203
< Back to Menu
F-2-205

2-154
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4)Select a log level from [Log Level] dropdown list.

<Software Management Settings: Set>

<Software Management Settings: Set>

0
Delivery Ihtt -/ /devi dsk t/cd Delivery 1 od
Server URL ! ps://device.c-cdsknn.net/cds_sc Server URL N cds_sc
3
- s
= Log Level [ 3 = Log Level 3 v
X Cancel ‘_,I X  Cancel 0K A
Remote Operation is being used...
F-2-206

[Log Level]:

Select one of 5 levels ranging from [0] to [4].
See the table below for logs output in each level.

Log Level Log Output
Trace | Information |Important Message | Ordinary Error System Error
0 - - - - Yes
1 - - - Yes Yes
2 - - Yes Yes Yes
& - Yes Yes Yes Yes
4 Yes Yes Yes Yes Yes
T-2-105
NOTE:
This list shows the contents of the Log Output.
Log Output Description
Trace Detailed logs for debug
Information Logs related to operations done on the system

Important Message

Update logs output by firmware type
Installation logs by MEAP application
Logs related to enabled functions by system option

Ordinary Error

Logs for ordinary errors

System Error

Logs for internal system errors

5)Press [OK] button to set the selected log level. Now the log level is successfully set.
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M Displaying Logs
@ Update Logs

1)Press [Updater] in the service mode menu.
2)Press [Software Management Settings] button.

<Register/Update Software Menu>

Update Firmware

)
[Software Management Settings ]
»

End

F-2-207
3)Press [Select Log Display] button.

<Software Management Settings>

Settings
P
Select Log Display
3
Test Communication
b
< Back to Menu

F-2-208
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4)Press [Display Update Logs] button. @ System Logs
<Select Log Display> 1)Press [Updater] in the service mode menu.
2)Press [Software Management Settings] button.
<Register/Update Software Menu>
Display Update Logs
)
Display System Logs
L Update Firmware
b
Software Management Settings ]
« Back 2
System Management Mode
F-2-209 End
5)System Option/MEAP Application Installation Logs and Firmware Update Logs are shown.
Press [OK] button to exit this operation. F2011
<Display Update Logs: Confirm> 3)Press [Select Log Display] button.
<Software Management Settings>
[2010/04/28 17:06:25] firm update start [ERR] 0014000
[2010/04/28 17:07:13] firm update start [ERR] 0014000
[2010/04/30 09:24:50] firm update start [ERR] 0014000 .
[2010/04/30 09:26:49] firm download start [OK] 001400 Settings
[2010/04/30 09:29:22] firm download end [OK] 001400 2
[2010/04/30 09:29:35] firm update start [OK] 00140009 a
[2010/04,/30 09:56:02] firm update end [OK] 00140009 Select Log Display
v
« j Test Communication
P
0K
System Management Mode < Back to Menu
F-2-210
F-2-212
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4)Press [Display System Logs] button.

<Select Log Display>

Display Update Logs

[ Display System Logs

)

3

« Back

System Management Mode
F-2-213

5)Updater internal logs are displayed.
Press [OK] button to exit this operation

<Display System Logs: Confirm>

[2014/12/12 16:49:46] 3 030101 *** [display] SystemPa
[2014/12/12 16:49:59] 3 032108 *** [action] Log Buttor
[2014/12/12 16:50:16] 3 032302 *** [action] Updateloc
[2014/12/12 16:50:17] 3 032302 *** [display] Updatelo
[2014/12/12 16:50:24] 3 032501 **#* [action] OK Button
[2014/12/12 16:50:24] 3 032501 *** [display] LogPanel &
[2014/12/12 16:50:26] 3 032302 *** [action] SystemLo¢

v
<]

ok
System Management Mode
F-2-214

NOTE:
See the section of "Debug Logs" under “Version Upgrade via CDS”, “Version Upgrade”
of Chapter 6 “Troubleshooting” for more detailed information.
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B Communication Test

1) Press [Updater] in the service mode menu.
2)Press [Software Management Settings] button.

<Register /Update Software Menu>

Update Firmware

»)

Software Management Settings ]
»

End

F-2-215
3)Press [Test Communication] button.

<Software Management Settings>

Settings
)
Select Log Display
1
Test Communication
3
< Back to Menu

F-2-216
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4)Press [Yes] button.

<Test Communication>

Do you want to test communication?

Yes No

F-2-217
Obtain the download file information for communication test from the distribution server (to
execute the communication test to the distribution server).

Using the download file information for communication test, the contents for test are
downloaded from the file server (for the communication test to the file server).

5)Upon the communication test completed, the communication test result screen is shown.
Press [OK] button to exit this operation.

<Test Communication>
= Delivery Server > Connect OK
= File Server * Retrieve OK
> Communication Speed 881 KB/sec
» Retry Times 0 Times
0K J
——
a System Management Mode
F-2-218

NOTE:
Carry out the communication test with both Embedded RDS and CDS.
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o Maintenance
B Upgrading Updater

The firmware installed in the device should be also upgraded when upgrading Updater. See
the section of “Version Upgrade” , Chapter 6 “Troubleshooting” for more detailed information.
Setting information and logs (update logs/system logs) are carried over.

B Formatting Hard Disk

Since Updater is a MEAP application, its contents can be temporarily saved in the MEAP
application storage area on PC via SST during formatting or replacing HDD. See Chapter 6
Troubleshooting > Backup/ Restore.

The settings initialized in format or replacement should be restored. See the section of
"Preparation" for more detailed information.

NOTE:
When formatting or replacing HDD, distribution schedule, downloaded firmware (not
updated yet) and logs (update/system logs) will be deleted.

B How to Replace Controller Boards

* Main Controller Board PCB
Since the network and service mode settings return to their default values, it is necessary
to specify them again.
See the section of "Preparation” for more detailed information.

B How to Replace Devices

All settings should be set again because no data are inherited. See the section of
"Preparation" for more detailed information.
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O rAQ

M FAQ on Installing Firmware

No.1
Q: Is it also possible to downgrade firmware with using CDS?
A:Firmware can be downgraded in some methods shown in the table below.
If download and update are performed consecutively, firmware can’t be downgraded.

Distribution Method Downgrade Possibility
UGW-linked Download and Update No
UGW-linked Download Yes
Manual Download and Update(Timing to Apply : Manual) Yes
Manual Download and Update(Timing to Apply : Automatic) No
T-2-106
No.2

Q: When installing firmware, does it take less time in “manual download and update”
compared to “update via SST"?

A:lt depends on the number of devices to update firmware.
When updating the firmware on a device, it takes more time in “manual download and
update” compared to “update via SST” (It depend on network environment.).
As for the time to update firmware to multiple devices, “manual download and update”
takes less time compared to “update via SST” because updating the firmware to multiple
devices can be executed simultaneously.

No.3
Q: How can we confirm that the firmware is properly updated after “UGW-linked download
and update” done?

A:You can confirm this in E-mail or the Device List on UGW-linked screen.
E-mail to notify firmware update will be sent from CDS server to the addresses set as
destinations at the time of distribution setting to notify update completion.
On UGW-linked screen, search the device of your interest on [Select Device] screen to find
the distribution status per device as shown in the search result.
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No.4
Q: In the course of “UGW-linked download”, what will happen if the user downloads the
firmware before the service technician update the firmware downloaded with “UGW-linked
download” before?
A:The previously downloaded firmware in the method of “UGW-linked download” will be
overridden by the subsequently downloaded one.
This is because only one downloaded firmware can be held on the device.
The firmware downloaded in the method of “Service mode-linked download” and “UGW-
linked download” can be checked/deleted from [Settings/Registration] screen, but cannot
be updated, so it cannot be updated by the user unnoticed by the service technician.

No.5

Q: What happens if the user registers another distribution schedule when the distribution

schedule has been set in “manual download and update™?

A:The distribution schedule subsequently registered by the user will override the existing
schedule. This is because only one distribution schedule can be held. Any existing
distribution schedule is deleted and the newly registered distribution schedule is made
valid.

No.6

Q: How is an individual response edition of firmware distributed?

A:Any individual response edition of firmware can be installed in all the methods provided by
service technicians. Before installing the individual response edition, ensure to obtain the
ID and password separately.

No.7

Q: If this device is down during firmware update, can the device be started using the older

firmware version?

A:No, it is impossible to start the device using older versions. If this occurs, the service
technician in charge should reinstall the firmware via SST. See the section of
"Troubleshooting on Firmware Installation" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual for more detailed information.

No.8
Q: If this device is down during firmware download, is it possible to download the firmware
again?
A:Firmware cannot be downloaded again automatically. Instead, the error is notified in E-mail.
The user should register the firmware distribution schedule again accordingly.

2-159



E Technical Explanation > Updater > FAQ > FAQ on Installing MEAP Application/System Option

2-160
No.9 B FAQ on Installing MEAP Application/System Option
Q: Can we cancel the operation during firmware download?
A:Yes. [Cancel] button is shown. No.1
Q: What happens if a MEAP application is installed in the system with insufficient HDD free
space?
A:An error message is shown. Upon starting installation, the MEAP application checks the
Wait a moment, required space against free space to judge installation availability.
DO MOT TURN OFF THE POWER.
Updating firmware.
Delivering... No.2
Q: Can we cancel the operation during installation of MEAP application?
A:Yes: [Cancel] button is shown.
No.3
X Cancel . . -
Q: Is the device automatically restarted after the system option is enabled?
& (L) System Management Mode A:The device is not automatically restarted. Users should restart the device manually.
F-2-219
No.10

Q: E-mail is sent to users to notify update completion. Can service technicians also receive
such a notification?
A:Yes. The notification E-mail is also set for the service technician in charge if the user enters
his/her E-mail address at the time of firmware distribution setting.
Multiple E-mail addresses can be entered in the field.Delimit each E-mail address with “,”

(comma) or “;” (semicolon) when you enter multiple E-mail addresses in the field.

No.11
Q: How long does the firmware update take?

A:Approx. 30 min. However, this does not include the download time. Download time relies
on the network environment.
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B FAQ on General Matters of Updater

No.1

Q: What preparation is needed in each installation method?

A:See the table below for preparation required in each installation method.

* For updating firmware

Installation Setting Sales | Network | Enabling | Enabling [Update Enzb![lngB[l\/tltanua][
Method Company’s HQ| Settings [ UGW Link | Firmware] Button pdate] Button o
Remote Ul
UGW-linked
Download and Yes Yes Yes - -
Update
eI Yes Yes Yes - -
Download
Manual Download
and Update Yes ves ) ) )
Manual Download
and Update via Yes Yes - Yes -
Local Ul
Manual Download
and Update via Yes Yes - Yes -
Remote Ul
Special Download
and Update via Yes - - - Yes
Remote Ul
T-2-107

« For install Application

Installation Method

Network Settings

Enabling [Install Application/
Options] Button

LMS-linked Installation Yes -
LMA-linked installation via Local Ul Yes Yes
LMS-linked installation via Remote Ul Yes Yes

T-2-108
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No.2

Q: How can operations using Updater be masked on the users' side?
A:Be sure to perform the following from the service mode.

» Masking Firmware Installation

2-161

Setting Device Service Mode
(Level 1)

COPIER >OPTION >FNC-SW >CDS-FIRM
(1->0)

Setting Device Service Mode
(Level 1)

COPIER >OPTION >FNC-SW >LOCLFIRM
(1->0)

» Masking Application Installation

Setting Device Service Mode
(Level 1)

COPIER >OPTION >FNC-SW >CDS-MEAP
(1->0)

No.3

Q: Can the communication be cancelled during the communication test?
A:Yes. During the communication test, “Cancel” button is displayed.
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o DCM

Bl Overview

DCM (Device Configuration Management) is a function to migrate the device settings

infomation (e.g.: Settings/Registration Basic Information and Service Mode Settings). In terms

of the description in the User’s Guide, it is synonymous with "Import/Export All". Service mode

setting values can be exported from the screen of service mode.

While the existing method supported only the case of backing up setting values for the same

machine, DCM now supports the following 3 cases:

* The same machine (backup for the purpose of providing against emergency)

« Adifferent machine of the same model (setting values are migrated collectively to multiple
machines when replacing a host machine)

« Adifferent model (e.g.: the setting values are copied from an old model to a new model)

B Method of Import/Export

The following shows the methods to import/export DCM files.

« Import/Export (Remote Ul/ touch panel display) by "Srttings/ Registration".

« Import/Export by service mode

« Import/Export using imageWARE Enterprise Management Console DCM Plug-in

Store the backup data in the following location.
» Export by "Srttings/ Registration" > PC(Remote Ul/ USB device (Touch panel display)

» Export by service mode > USB device/internal HDD

Even if data has been exported by one method, it can be exported by another one.
(E.g.: Data which was exported by remote Ul can be imported by service mode)

For details of imageWARE Enterprise Management Console DCM Plug-in, refer to the
e-Manual of imageWARE Enterprise Management Console DCM Plug-in.

E Technical Explanation > DCM > DCM > ltems to be Exported

2-162
M Items to be Exported

The following shows the items to be exported.
Only setting values are exported. Image data such as scanned image cannot be exported.

Export by remote| Touch panel |Export by service
Ul display mode

Settings/Registration Basic Information Yes Yes -
Paper Type Management Settings Yes Yes -
Forwarding Settings Yes Yes -
Box Settings Yes Yes -
Department ID Management Settings Yes Yes -
Key Settings Yes Yes -
Certificate/Certificate Revocation List Yes Yes -
(CRL) Settings

Main Menu Settings Yes Yes -
Favorite Settings Yes Yes -
Address Book Yes Yes -
Authentication User Management Yes Yes -
Personal Setting Information Yes Yes -
Quick Menu Settings Yes Yes -
MEAP Application Setting Information Yes Yes -
Web Access Settings Yes Yes -
Workflow Composer Settings Yes Yes -
Service Mode Settings Yes * Yes * Yes

* Not exported by default in the case of export by remote Ul T-2-109

For items to be imported, refer to "List of items which can be imported".

Note:

If "User Setting Information" exported from an existing device is imported to this device,
it is imported as Personal Setting Information".

Also, if "User Access Control for the Advanced Space" exported from an existing device
is imported to this device, it is imported as "Authentication User Management".
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M Limitations on DCM General

With DCM, stored data in Box, MEAP application, and system option license cannot be
migrated.
A DCM file exported to the internal HDD is not deleted even when the machine is restarted.
Only 2 files at a maximum are stored in HDD. When there are more than 2 files, the oldest
file are deleted.
After importing a file, the machine must be restarted. If executing import without restart, NG
is displayed and a file is not imported. This operation is not guaranteed.
When importing DCM file including "Service Mode Settings" and "Settings/Registration
Basic Information" separately, perform it in the following procedures.
1) Perform the import of the DCM file including "Service Mode Settings" earlier
2)Restart the host machine
3)Import the DCM file including "Settings/Registration Basic Information”
As include "Service Mode Settings", if the process is not completed within 5 minutes in
the case of export and 15 minutes in the case of import, the item performed at that time is
continued until it ends, but the final result becomes ERROR.
DCM files to which no password is set when exporting by service mode cannot be loaded
from collective import by remote Ul. When assuming to perform collective import by remote
Ul, password must be set to data to be exported.
Following limitations are applied to password for DCM file.
» Character string of software keyboard: 0 to 32 characters
* No password is set when 0 character is entered (The setting in which no password is
set is allowed only export by service mode)
* No space is allowed in the middle of a password
» Password is case sensitive
At the time of following setting, host matchine does not recognize USB device. The DCM
function is not usable, too.
[Settings/Registration] > [Preferences] > [External Interface] > [USB Settings] > [Use
MEAP Driver for External USB Device] = "On"

2-163

Limitations about Import/Export by "Settings/
Registration”

Bl Overview

Changing the value of a related service mode item can include items of "Service Mode
Settings" in a DCM file that is to be exported by "Settings/ Registration".

A DCM file exported by "Settings/ Registration" can also be imported by service mode without
using remote Ul.

For details of import/export by remote Ul, refer to the this machine's e-Manual.

M Limitation
* An import/export process ends with error while the following specific job is executed.
* Send job

» Forwarding job
» FAX reception job
» IFAX reception job

« If this function is executed with a print job simultaneously, it affects the operation such as;
Ul is locked, or a print job is cleared by restart after import. So it requires careful operation.

» Adevice rejects an import/ export request during shutdown.

« If this function is executed with device information distribution or remote Ul import/ export
(Individually) simultaneously, the first coming job takes priority and they are controlled
exclusively.

« If this function is executed with a firmware update by a CDS (Updater) simultaneously, a
firmware update process takes priority, and this function is stopped temporarily by restart.

* When error code is issued, this function ends with error.

« If the display language before import differs from that after import,, a setting value of a text
corrupts in some cases. The character corruption can be solved by changing the display
language to the appropriate one.
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M Overall flow o Import/Export by Service Mode (External)

1) Complete the device setting as a reference machine.
2.Set "1" in the following service mode to display "Service Mode Settings".
» Copier > Option > USER > SMD-EXPT
[0]: Hide the "Service Mode Settings" (Def.)
[1]: Display the "Service Mode Settings"
3)Export including "Service Mode Settings" from remote Ul / touch panel display.

Import/export by service mode allows the selection between USB device and internal HDD for
the save destination of DCM files.
The procedure of import/export when USB device is selected is shown below.

The DCM files to be exported contain only the items of "Service Mode Settings"
The DCM files to be imported can have been exported either by service mode or by "Settings/
registration.

Sentings/Rogistration ; Management Settings - Data Managemnt > Expont

M Export Procedure

1)Connect the USB device.
2)Log in to service mode and press [BACKUP].

1 User Access Centio for Advanced Box
] Cuick Men Setings

71 MEAP Agpiieation Setting infeemation
71 Usiet Satting Infermation

1 Workfow Composar Settings F-2-221

] Serwce Mode Sewnga

F-2-220

4)Copy the DCM file to the root folder of the USB device using a PC.

5)Connect the USB device to the copy destination machine.

6) Execute import by specifying the target files from [RESTORE] in service mode. (Refer to
"Import Procedure" of "Import/Export by Service Mode (External)")

2-164
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4)The names of DCM files saved in USB device are displayed. Press [->].

F-2-223

i i
lJ ﬂ Backspace ] Alghanum. = |
7 i1 1 6 O
9 I3 i I Y D
L LI LLLLLT
Shift Space

X Concl | __05_1]

F-2-224

Note:

Limitations regarding the password

« Character string of software keyboard: 0 to 32 characters
* No password is set when 0 character is entered

* No space is allowed in the middle of a password

« Password is case sensitive

Limitations regarding the DCM file no password

DCM files exported without password can only be imported by service mode. They cannot
be imported by #Settings/ Registration.

E Technical Explanation > DCM > Import/Export by Service Mode (External) > Export Procedure

6) Select [BACKUP]. Press [OK] to execute export.

F-2-225

2-165

7)"OK!" is displayed in the status column when the processing is successfully completed.

Press [<-].

8)Select [LIST], enter "0" and press [OK].

(= = e

F-2-226

CBACKUP 0% 1/ 2 > < READY >

F-2-227
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3)Select [LIST], enter "1" and press [OK].
Note: _—
The specification of the name of the exported file is shown below. :
iIR-ADV CXXXX_ZZZ99999_V0170_0001_YYYY_ MMDD HHMMSS.dcm
— =
| Model name IISerlaI Nurmber | Export YYYY_MMDD HHMMSSl
IMaln Controler firm ware version| | DCM Job management number | DCM file format
F-2-228
@ Import Procedure
Note: F-2-230
- It needs to have been formatted to be recognized by the device. No firmware registration 4)The DCM file saved on the USB device is displayed.
is necessary Select [SELECT], enter the number displayed on the left side of the file name to select, and
* When necessary, copy the files which you wath to import using a PC in advance. Be sure press [OK].
to store them in the root folder of the USB device )
* Do not change the extension from ".decm" (only ".dcm" files can be recognized) <RESTORE m 2> < READY >
« ltis desirable to connect the USB device before entering service mode :
1)Connect the USB device.
2)Log in to service mode and press [RESTORE].
i > CREADY >
<« 0 {
< 0 ( ¢
F-2-231
Note:
N I o Up to 8 DCM files are displayed in one screen. It is necessary to switch screens when
F-2-229 there are more than 8 files.
2-166
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5)Confirm that ™" is displayed on the right side of the selected file, and press [->].
) Note:
1/ 2 Y=< READY >SS You can select [REPLACE] to import a file exported from another machine as a file
' < PEL 0 - exported from this machine.

LIST

SELEC The following items are imported.

» Preferences > Network > TCP/IP Settings > IPv4 Settings > IP Address Settings > IP
Address

» Preferences > Network > TCP/IP Settings > IPv6 Settings > Manual Address Settings

» Preferences > Network > TCP/IP Settings > DNS Settings > DNS Host/Domain Name

1700001 2014 _1D10_141158 il [} 5 Settings

» Preferences > Network > AppleTalk Settings

* Function Settings > Send > E-Mail/l-Fax Settings > Communication Settings > E-Mail
Address

» Function Settings > Send > E-Mail/l-Fax Settings > Communication Settings > POP Login
Name

* Function Settings > Send > E-Mail/l-Fax Settings > Communication Settings > POP

F-2-232 Pssword
6)Select [PASSWD], enter the password, and press [OK]. « Function Settings > Send > Fax Settings > Set Line > Line n > Register Unit Telephone

= Number
W< 2/ 2> <READY >
L

n{

— 1T K

32 » Function Settings > Send > Fax Settings > Set Line > Line n > Register Unit Telephone
] Number > ISDN Subaddress

* Function Settings > Send > Fax Settings > Set Line > Register Unit Name

* Management Settings > Device Management > Device Information Settings

1 E3 J—x 0 I8 LD R I I B 7)Select [RESTORE] and press [OK] to execute the import process.

2 < READY >

F-2-233

Note:

"<-"is displayed on the right side of the file to indicate that the selection of the file has
been confirmed.

" is displayed after the password is entered.

¥O170_0001_3014_1010_1411

F-2-234
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2-168

8)"OK!" is displayed in the status column when the processing is successfully completed. ° Import/Export by Service Mode (Internal)

Press [<-].
= e Import/export by service mode allows the selection between USB device and internal HDD for
the save destination of DCM files.
The procedure of import/export when internal HDD is selected is shown below.
It can be used when recovering the initial status after having tried multiple setting changes

temporarily for troubleshooting, etc.

Note:
»  DCM must not be used when replacing PCBs. Be sure to perform backup of DCON/

RCON in service mode
¢ Maximum of 2 files can be saved in the host machine's HDD

M Export Procedure
1)Log in to service mode and press [BACKUP].

F-2-236

Note:
Make sure to restart the device after importing a file.
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3)The names of DCM files saved in internal HDD are displayed. Press [->]. 5)Select [BACKUP] and press [OK] to execute the export process.
(TR Yoo 2o 1o Wt |
3
R
F-2-239 F-2-241
4)Select [PASSWD], enter a password from the software keyboard, and then press [OK]. 6)When [OK!] is displayed in the status column upon completion, press [<-].
T2/ 2> < ReADY > '
==
=N o

Note: F-2-242

Limitations regarding the password

* Character string of software keyboard: 0 to 32 characters Note:

+ No password is set when 0 character is entered The specification of the name of the exported file is shown below.

* No space is allowed in the middle of a password I

« Password is case sensitive iR-ADV CXXXX 27799999 V01 70 0001 YYYY MMDD HHMMSS.dcm

— =
| Mode name IISerlaI Number | Export YYYY_MMDD HHMMSJ
IMam Controler firm ware version| IDCM Job management number I DCM file format

F-2-243
2-169
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B Import Procedure

1)Log in to service mode and press [RESTORE].

3)When the settings are reflected, the DCM file saved on the hard &8k of the device is
displayed. Select [SELECT], enter the number displayed on the left side of the file name to

select, and press [OK].

<RESTORE >

E Technical Explanation > DCM > Import/Export by Service Mode (Internal) > Import Procedure
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4)Confirm that "*" is displayed on the right side of the selected file, and press [->].
1/ 2> <READY >
mm 05._2014_1014_08S352ccalh 13 2
3
= o
F-2-247
5)Select [PASSWD], enter a password, and then press [OK].
2> CREADY > | % R
[ J
<l ¥ gadspace | Aphanum. |

afvieflcfthaljuftfofal-|
aflsfefrfiahnlifefif ol
S cfafcfvfsfalinl jofi|

shit | Spate |

' 4
X Cancel | ok

I
F-2-248

Note:

» "<-"is displayed on the right side of the file to indicate that the selection of the file has
been confirmed.

e "**"is displayed after the password is entered.
* You can select [REPLACE] to import a file exported from another machine as a file
exported from this machine.

The target items for importing are changed. (Refer to "List of items which can be
imported")
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6) After selecting [RESTORE], press [OK] to execute import.

TORE > < 2/ 2> < READY > = RESTORE > < 2/ 2 > < READY >

RUNING

Z299993_V01 0_D00S_2014_1014_085352 &cmiHDD] ase.

F-2-249
7)"OK!" is displayed in the status column when the processing is successfully completed.

F-2-250

Note:
Make sure to restart the device after importing a file.

2-171

M List of items which can be imported

The following shows the items to be imported for this model.

Note that the setting values are not imported in cases such as below:

« ltems which are originally not included in a DCM file (E.g.:"Settings/Registration Basic
Information" of a DCM file exported by service mode)

 Items not defined in the target import range (below cases A through C)

» The options and functions related to the setting values do not exist

The following cases may be possible for the Import function.

Target import range Description

Case A |The same machine |Import to the same machine (on the assumption of backup and

restoration)

Case B |The same model

Import to a different machine of the same model (the same series)

Case C |Different model

Import to a different machine of a different model (a different series)

T-2-110

@ Settings/Registration Basic Information

Setting Information Case|Case

Case

Preferences

Paper Settings

Paper Settings

Paper Size Group for Auto Recog. in Drawer

A5R/STMTR Paper Selection

Register Favorite Paper (Multi-Purpose Tray)

Multi-Purpose Tray Defaults

N ANIAN

ANIANIENI AN AN AN
ANIANIENI AN AN AN

Register Custom Size

Display Settings

Default Screen after Startup/Restoration

Default Screen (Status Monitor/Cancel)

Display Fax Function

Store Location Display Settings

Switch Language/Keyboard

Use Keyboard Shift Lock Feature

Display Remaining Paper Message

No. of Copies/Job Duration Status

Notify to Clean Original Scanning Area

Paper Type Selection Screen Priority

Switch Millimeter/Inch Entry

ID/User Name Display On/Off

Display Remaining Toner Error Message

NN NN NN NN N NN NN
NN NN NN NN N NN LN

IP Address Display Settings

AYAYATAYAYATAYAYAYAYATAYAYAS
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Setting Information

Case

Case |Case

Preferences

Network

TCP/IP Settings

Use UTF-8 to Display Name of FTP Print Job

WSD Settings

Use FTP PASV Mode

IPP Print Settings

Multicast Discovery Settings

Use HTTP

Proxy Settings

Confirm Dept. ID PIN

IPSec Settings

SINININININININIS

ANAYAYAYAYAYATNANAS

AppleTalk Settings

SNMP Settings

Format Host Resources MIB to RFC2790

Dedicated Port Settings

Use Spool Function

Waiting Time for Connection at Startup

Ethernet Driver Settings

IEEE 802.1X Settings

Firewall Settings

NN AN AN NN NN N N N LN LN LN N N

SRR

AYAYAYAYATAYANAY

Exter

nal Interface

|USB Settings

Accessibility

Key Repetition Settings

Reversed Display (Color)

NSININIS

NSININIS

SININIS

Adjustment/Maintenance

Adjust Image Quality

Correct Density

Full Color Printing Vividness Settings

Fine Adjust Zoom

Adjust Toner Volume Used for Color Printing

Fill Area Image Adjustment Mode

NINININ S

Adjust Action

|Time Until Stapling Starts in Stapler Mode

Function Settings

Common

Paper Feed Settings

Paper Drawer Auto Selection On/Off

Feed Method Switch

Suspended Job Timeout

SRS

SIS

Setting Information Case|Case [Case
A B C
Preferences
Timer/Energy Settings
Date/Time Settings v va v
Time Format v v v
Quick Startup Settings for Main Power v v v
Auto Reset Time v v v
Restrict Auto Reset Time v v/ v
Function After Auto Reset v v v
Auto Shutdown Time v v v
Auto Shutdown Weekly Timer v v v
Auto Sleep Time v v v
Sleep Mode Energy Use v v v
Auto Sleep Weekly Timer v v v
Sleep Mode Exit Time Settings v v v
Network

Confirm Network Connection Set. Changes v v v
TCP/IP Settings v va v

IPv4 Settings
Use IPv4 v v v
IP Address Settings v/ v/ v
IP Address v - -
Subnet Mask v v v
Gateway Address v v v
DHCP v v 4
Auto IP v v/ v
DHCP Option Settings v v v

IPv6 Settings
Use IPv6 v v v
Stateless Address Settings v v v
Manual Address Settings v - -
Use DHCPv6 v v v
Only Retrieve Stateful Address Prefix v/ v/ v
DNS Settings v v/ v/
DNS Server Address Settings v v v
DNS Host/Domain Name Settings v - -
DNS Dynamic Update Settings v v v
mDNS SettingsUse mMDNS/mDNS Name v/ v/ v
Computer Name/Workgroup Name Settings v/ - -
WINS Settings v v/ v
LPD Print Settings v v v
RAW Print Settings v v v
SNTP Settings v/ v/ v
FTP Print Settings v v v
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Setting Information

Case
A

Case
B

Case
©
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Function Settings

Setting Information

Case

Case

Case

Common

Paper Output Settings

Output Tray Settings*

Use Optional Output Tray

Offset Jobs

Job Separator Between Jobs

Job Separator Between Copies

SNINININ S

NSNS

ANAYAY

Print

Settings

Print Priority

Text/Photo Prty. When Recog as B&W by ACS

Output Report Default Settings

Register Characters for Page No./Watermark

NINININ

Copy Set Numbering Option Settings

SNINININ S

SNINININ S

Secure Watermark/Document Scan Lock

Forced Secure Watermark/Document Scan Lock

Printer Driver Secure Watermark

ANIAN

ANIAN

NN

Adjust Background/Character Contrast

Relative Contrast

Standard Value Set.

Latent Area Density

SNINIS

NINIS

NN

Adjust TL Code

Dot Size

Dot Density

AR

ANIAN

Scan

Settings

Feeder Jam Recovery Method

Scanner Noise Settings

LTRR/STMT Original Selection

Remote Scan Gamma Value

Auto Online

Auto Offline

SININININ IS

SNININININ IS

Generate File

Image Quality Level for Compact

OCR (Text Searchable) Settings

NS

Trace & Smooth Settings

OOXML Settings

Include Background Images in Word File

Specify Minimum PDF Version

Format PDF to PDF/A

Optimize PDF for Web

256-bit AES Settings for Encrypted PDF

Document Scan Lock Operational Settings

Set Authentication Method

SINISNKRININNININIS

SININISNNINISNNININIS

ANYAYAYAYAYAYATNAY

Function Settings

Copy

Auto Collate

Auto Recognize Original Orientation

Select Color Settings for Copy

NINIS

N

Send

Common Settings

AN

E-Mail/l-Fax Settings

Register Unit Name

AN

Communication Settings

E-Mail Address

SMTP Server

POP Server

POP Login Name

POP Password

POP Interval

Allow SSL

Authentication Settings

Confirm SSL Certificate for SMTP TX

Confirm SSL Certificate for POP RX

Maximum Data Size for Sending

Default Subject

Specify Authentication User Dest. to Reply

Set Authentication User Destination to Sender

Allow Unregistered Users to Send E-Mail

Full Mode TX Timeout

Print MDN/DSN upon Receipt

Use Send via Server

Allow MDN Not via Server

Restrict TX Destination Domain

Auto Complete for Entering E-Mail Addresses

NN NN N NN NN N N NN N NN AN AN ENT NN

SRR RERRERRRS

AN AYAYAYAYATAYAYAYAYAYAYAYATANAY

Fax Settings

Default Screen

Change Default Settings

Register Options Shortcuts

Register Sender Name (TTI)

Use Auth. User Name as Sender Name

ECM TX

Set Pause Time

Auto Redial

Check Dial Tone Before Sending

Fax TX Report

Fax Activity Report

NN AN N NN NN N N NN

NN AN AN NN NN NN NN

AN AYAYAYAYAYAYAYAYAYAY
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Setting Information

Case
A

Case
B

Case
©

2-174

Function Settings

Setting Information

Case

Case

Case

Send

Set Destination

Set Line

Change Default Display of Address Book

Line 1 to Line 2

Address Book PIN

Manage Address Book Access Numbers

Register Unit Telephone Number

Include Pswd. When Exporting Address Book

ANIANIANIAN

Register Unit Name

Register LDAP Server

Select Line Type

Auto Search When Using LDAP Server

AN

Edit Line Name for Select Line Screen

Register/Edit LDAP Search Conditions

SRS

SRR

Default Address List When Selecting Line

Select TX Line

TX Start Speed

R-Key Setting

Confirm Entered Fax Number

Acquire Remote Address Book

Acquire Address Book

Remote Address Book Server Address

Communication Timeout

Fax TX Line Auto Select Adjustment

ANIANIANIAN

ANIANIANIAN

NININIS

Allow Fax Driver TX

Management Settings

Confirm Before Sending When Fax Dest. Incl.

Restrict Seq. Broadcast When Fax Dest. Incl.

User Management

|Authentication Management

Remote Fax TX Settings

ANIANIANIA NI NI ANE A NE A NI NI A NS AN NI AN

AN AN AYAYAYAYAYAYAYAYAY

NN NI NN N NN AN

Rece!

ive/Forward

Common Settings

Print on Both Sides

Select Drawer

Reduce Fax RX Size

2on1Log

Print RX Page Footer

SNSRI

Interrupt and Print RX Jobs

Handle Files with Forwarding Errors

Set Fax/I-Fax Inbox

Always Send Notice for RX Errors

Fax Settings

SININ SNSRI

SINININKNININININIS

NN

Store,

/Access Files

Common Settings

|Limit Box PIN to 7 Digits/Restrict Access

Device Management

Device Information Settings

Device Information Distribution Settings

Register Destinations

Set Auto Distribution

Restrict Receiving Device Information

Restrict Receiving for Each Function

Report Settings

Set MEAP Authentication

Use MEAP Auth. When Receive

Display Job Status Before Authentication

Restrict Access to Other User Jobs

Display Job Log

Save Audit Log

ANAYAYAYAYATATANAS

Audit Log Collection*

Store Key Operation Log

SRS

SRR

AN

Mail Box Settings

[Box Security Settings

Network Settings

Memory Media Settings

SIS

NSNS

SRS

License/Other

Message Board/Support Link

Remote Operation Settings

Use ACCESS MANAGEMENT SYSTEM

SN

NN

NSNS

Secure Print

Simple Authentication Settings

Only Allow Encrypted Print Jobs

Data Management

Import/Export

|Restrict Import/Export from Web Service

Back Up/Restore Settings*

Backup Location Settings

Auto Backup Settings

Delete Existing Data Settings

SN

NN

NSNS
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Setting Information

Case|Case|Case

2-175

@ Certificate/Certificate Revocation List (CRL) Settings

Setting Information

CaseA | CaseB | Case C

A C
Management Settings
|Security Settings | v | v | v
T-2-111

@ Box Settings

Setting Information

Function Settings

Receive/Forward

Common Settings

CA Certificate v v v
Certificate Revocation List (CRL) v v v
T-2-115

* Only algorithms that can be imported with the Remote Ul are supported by batch importing.

* The key pair is exported in the PKCS#12 format.

@ Main Menu Settings

Set Fax/I-Fax Inbox

Setting Information

| Case A | Case B | Case C

Main Menu Settings

[Setting File

| v | v 1 v

@ Department ID Management Settings

Set/Register Confidential Fax Inboxes v/ v/ v
Memory RX Inbox PIN v/ v v
Store/Access Files
Mail Box Settings
[Set/Register Mail Boxes | v | v v
T-2-112

@ Favorite Settings

T-2-116

Setting Information

| CaseA | CaseB | Case C

Setting Information

Management Settings

User Management

Function Settings

Copy

System Manager/Contact Person Information Settings | v/ | v v/
Department ID Management
[Register PIN | v 1 v v
T-2-113
@ Key Settings
Setting Information Case A | Case B [ Case C
Key Pair v v v
Key Pair (Device Certificate) v/ v/ v
T-2-114

* Only algorithms that can be imported with the Remote Ul are supported by batch importing.

* The key pair is exported in the PKCS#12 format.

Register/Edit Favorite Settings v v -
Change Default Settings v v -
Register Options Shortcuts v/ v -
Send
Common Settings v v v
E-Mail/l-Fax Settings v v v
Fax Settings v v v
Store/Access Files
|Common Settings | v | v | -
Copy Basic Features Screen
|Co|or Balance (Options) | v | v | -
Access Stored Files
Mail Box (Print)
|Color Balance (Options) | v | v 1 -

@ Address Book

T-2-117

Setting Information

| CaseA | CaseB | CaseC

Set Destination
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Register Destinations v v v/
Rename Address List v v v
Register One-Touch v v v
T-2-118
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@ Forwarding Settings

@ Personal Setting Information

Setting Information | CaseA | CaseB | Case C

Function Settings

Receive/Forward

|Common Settings | v | v | v

T-2-119
* If an address registered in the Remote Address Book is specified as the forwarding
destination, the forwarding destination information of that address is not imported. However,
if the exporting machine and importing machine use the same Remote Address Book, the
importing machine can use the same forwarding settings.

@ Quick Menu Settings

Setting Information Case A [ Case B | Case C
MEAP User Setting Information v/ v v/
Password information used for encrypted PDF v/ v -
User name and password information used for SMTP Authentication v v -
User name and password used for LDAP server authentication v/ v -
User name and password used for File TX/Browsing authentication v/ v -
User name and password used for the Personal Folder authentication v/ v -

T-2-123

@ MEAP Application Setting Information

Setting Information

| Case A | Case B | Case C

Setting Information | CaseA | CaseB | Case C

MEAP Application Setting Information

|Data

| v | v 1 v

Quick Menu Settings

|Button File | v/ | v/ | -

T-2-120

@ i\W Function Flow Settings

@ Paper Type Management Settings

T-2-124

Setting Information

| Case A | Case B | Case C

Setting Information Case A | Case B | Case C

Preferences

Paper Settings

|Paper Type Management Settings

Flow Data File v/ v v
Operating Setting File v v v
T-2-121

* When the user management settings of an Advanced Space are imported, they are
imported as authentication user management settings.

@ Authentication User Management

@ Web Access Settings

T-2-125

Setting Information

| Case A | Case B | Case C

Web Access Settings

Setting Information Case A | Case B | Case C
Authentication Management v v v
User Management v v v
Role Management v v v
Group Management v v v
System Managment Service v v v
|Application Authentication Information v v v
T-2-122

* When the user management settings of an Advanced Space are imported, they are
imported as authentication user management settings.
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Favorites v v v
Settings v v v
T-2-126
2-176



E Technical Explanation > DCM > Import/Export by Service Mode (Internal) > List of items which can be imported

@ Service Mode

Initial screen Large Middle Small CaseA| CaseB | Case C

COPIER ADJUST ADJ-XY ADJ-X Yes No No
ADJ-Y Yes No No

ADJ-S Yes No No

ADJ-Y-DF Yes No No

STRD-POS Yes No No

ADJ-X-MG Yes No No

BLANK BLANK-T Yes No No
BLANK-L Yes No No

BLANK-R Yes No No

BLANK-B Yes No No

BLANK-B2 Yes No No

CCD W-PLT-X Yes No No
W-PLT-Y Yes No No

W-PLT-Z Yes No No

100-RG Yes No No

100-GB Yes No No

DFTAR-R Yes No No

DFTAR-G Yes No No

COLOR ADJ-Y Yes No No
ADJ-M Yes No No

ADJ-C Yes No No

ADJ-K Yes No No

OFST-Y Yes No No

OFST-M Yes No No

OFST-C Yes No No

OFST-K Yes No No

LD-OFS-Y Yes No No

LD-OFS-M Yes No No

LD-OFS-C Yes No No

LD-OFS-K Yes No No

MD-OFS-Y Yes No No

MD-OFS-M Yes No No

MD-OFS-C Yes No No

MD-OFS-K Yes No No

HD-OFS-Y Yes No No

HD-OFS-M Yes No No

HD-OFS-C Yes No No

HD-OFS-K Yes No No

PL-OFS-Y Yes No No

2-177
Initial screen Large Middle Small Case A| Case B | Case C
COPIER ADJUST COLOR PL-OFS-M Yes No No
PL-OFS-C Yes No No
PL-OFS-K Yes No No
PM-OFS-Y Yes No No
PM-OFS-M Yes No No
PM-OFS-C Yes No No
PM-OFS-K Yes No No
PH-OFS-Y Yes No No
PH-OFS-M Yes No No
PH-OFS-C Yes No No
PH-OFS-K Yes No No
CST-ADJ MF-MAX Yes No No
MF-MIN Yes No No
DENS SGNL-Y Yes No No
SGNL-M Yes No No
SGNL-C Yes No No
REF-Y Yes No No
REF-M Yes No No
REF-C Yes No No
SGNL-K Yes No No
HLMT-PTY Yes No No
HLMT-PTM Yes No No
HLMT-PTC Yes No No
LLMT-PTY Yes No No
LLMT-PTM Yes No No
LLMT-PTC Yes No No
T-SPLY-Y Yes No No
T-SPLY-M Yes No No
T-SPLY-C Yes No No
T-SPLY-K Yes No No
DMAX-Y Yes No No
DMAX-M Yes No No
DMAX-C Yes No No
P-TG-Y Yes No No
P-TG-M Yes No No
P-TG-C Yes No No
P-TG-K Yes No No
DMAX-K Yes No No
HLMT-PTK Yes No No
LLMT-PTK Yes No No
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Initial screen Large Middle Small CaseA| Case B [ Case C

COPIER ADJUST DENS REF-K Yes No No
CONT-Y Yes No No
CONT-M Yes No No
CONT-C Yes No No
CONT-K Yes No No
D-Y-LVL Yes No No
D-M-LVL Yes No No
D-C-LVL Yes No No
D-K-LVL Yes No No
PALPHA-F Yes No No
PALPHA-R Yes No No
EXP-LED PR-EXP-Y Yes No No
PR-EXP-M Yes No No
PR-EXP-C Yes No No
PR-EXP-K Yes No No
PR-EXPY2 Yes No No
PR-EXPM2 Yes No No
PR-EXPC2 Yes No No
PR-EXPK2 Yes No No
INTEXP-Y Yes No No
INTEXP-M Yes No No
INTEXP-C Yes No No
INTEXP-K Yes No No
FEED-ADJ |REGIST Yes No No
ADJ-C1 Yes No No
ADJ-C2 Yes No No
ADJ-C3 Yes No No
ADJ-C4 Yes No No
ADJ-MF Yes No No
ADJ-C1RE Yes No No
ADJ-C2RE Yes No No
ADJ-C3RE Yes No No
ADJ-C4RE Yes No No
ADJ-MFRE Yes No No
REG-THCK Yes No No
REG-DUPT1 Yes No No
REG-DUP2 Yes No No
LP-FEED1 Yes No No
LP-FEED2 Yes No No
LP-MULT1 Yes No No

2-178
Initial screen Large Middle Small Case A| Case B | Case C
COPIER ADJUST FEED-ADJ |LP-MULT2 Yes No No
LP-DUPT1 Yes No No
LP-DUP2 Yes No No
REG-SPD Yes No No
LP-FEED3 Yes No No
LP-DUP3 Yes No No
LP-MULT3 Yes No No
HV-TR TR-PPR1 Yes No No
TR-PPR2 Yes No No
TR-PPR3 Yes No No
TR-PPR4 Yes No No
TR-PPR5 Yes No No
TR-PPR6 Yes No No
TR-PPR7 Yes No No
TR-PPR8 Yes No No
TR-ENV1 Yes No No
TR-ENV2 Yes No No
TR-ENV3 Yes No No
TR-ENV4 Yes No No
TR-ENV5 Yes No No
TR-ENV6 Yes No No
TR-ENV7 Yes No No
TR-ENV8 Yes No No
TR-DUP1 Yes No No
TR-DUP2 Yes No No
TR-DUP3 Yes No No
TR-DUP4 Yes No No
TR-DUP5 Yes No No
TR-DUP6 Yes No No
TR-DUP7 Yes No No
TR-DUP8 Yes No No
1TR-TGY Yes No No
1TR-TGM Yes No No
1TR-TGC Yes No No
1TR-TGK1 Yes No No
2TR-OFF Yes No No
1TR-TGY2 Yes No No
1TR-TGM2 Yes No No
1TR-TGC2 Yes No No
T2TR-LNG Yes No No
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Initial screen Large Middle Small CaseA| Case B [ Case C
COPIER ADJUST HV-TR B2TR-LNG Yes No No
1ATVCTMG Yes No No
TR-PPR9 Yes No No
TR-PPR10 Yes No No
TR-PPR11 Yes No No
TR-PPR12 Yes No No
TR-PPR13 Yes No No
TR-PPR14 Yes No No
TR-PPR15 Yes No No
TR-PPR16 Yes No No
TR-ENV9 Yes No No
TR-ENV10 Yes No No
TR-ENV11 Yes No No
TR-ENV12 Yes No No
TR-ENV13 Yes No No
TR-ENV14 Yes No No
TR-ENV15 Yes No No
TR-ENV16 Yes No No
TR-DUP9 Yes No No
TR-DUP10 Yes No No
TR-DUP11 Yes No No
TR-DUP12 Yes No No
TR-DUP13 Yes No No
TR-DUP14 Yes No No
TR-DUP15 Yes No No
TR-DUP16 Yes No No
TR-VLI1 Yes No No
TR-VL2 Yes No No
TR-VL3 Yes No No
TR-VL4 Yes No No
TR-VL5 Yes No No
TR-VL6 Yes No No
TR-VL7 Yes No No
TR-VL8 Yes No No
TR-VL9 Yes No No
TR-VL10 Yes No No
TR-VL11 Yes No No
TR-VL12 Yes No No
TR-VL13 Yes No No
TR-VL14 Yes No No

2-179
Initial screen Large Middle Small Case A| Case B | Case C
COPIER ADJUST HV-TR TR-VL15 Yes No No
TR-VL16 Yes No No
1TR-TGK2 Yes No No
IMG-REG REG-H-Y Yes No No
REG-H-C Yes No No
REG-H-K Yes No No
REG-HS-Y Yes No No
REG-HS-C Yes No No
REG-HS-K Yes No No
REG-V-Y Yes No No
REG-V-C Yes No No
REG-V-K Yes No No
REG-H-M Yes No No
REG-V-M Yes No No
REG-HS-M Yes No No
MAG-H Yes No No
MAG-V Yes No No
DRM-SPD1 Yes No No
LS-H-YL Yes No No
LS-H-YC Yes No No
LS-H-YR Yes No No
LS-H-ML Yes No No
LS-H-MC Yes No No
LS-H-MR Yes No No
LS-H-KL Yes No No
LS-H-KC Yes No No
LS-H-KR Yes No No
LS-V-YL Yes No No
LS-V-YC Yes No No
LS-V-YR Yes No No
LS-V-ML Yes No No
LS-V-MC Yes No No
LS-V-MR Yes No No
LS-V-KL Yes No No
LS-V-KC Yes No No
LS-V-KR Yes No No
SLOP-Y Yes No No
MISC SEG-ADJ Yes No No
K-ADJ Yes No No
ACS-ADJ Yes No No
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Initial screen Large Middle Small CaseA| Case B [ Case C
COPIER ADJUST MISC ACS-EN Yes No No
ACS-CNT Yes No No
ACS-EN2 Yes No No
ACS-CNT2 Yes No No
SH-ADJ Yes No No
PASCAL OFST-P-Y Yes No No
OFST-P-M Yes No No
OFST-P-C Yes No No
OFST-P-K Yes No No
V-CONT VCONT-Y Yes No No
VCONT-M Yes No No
VCONT-C Yes No No
VCONT-K Yes No No
VBACK-Y Yes No No
VBACK-M Yes No No
VBACK-C Yes No No
VBACK-K Yes No No
VBACK2-Y Yes No No
VBACK2-M Yes No No
VBACK2-C Yes No No
VBACK2-K Yes No No
FUNCTION INSTALL E-RDS Yes Yes Yes
RGW-PORT Yes Yes Yes
RGW-ADR Yes Yes Yes
CDS-CTL Yes Yes Yes
BIT-SVC Yes Yes Yes
OPTION CLEANING [OHP-PTH Yes No No
ITB-CL-L Yes No No
ITB-CL-T Yes No No
CUSTOM TEMP-TBL Yes No No
SC-L-CNT Yes Yes No
ABK-TOOL Yes Yes Yes
DEV-SP1 Yes No No
DEV-SP2 Yes No No
DEV-SP3 Yes No No
DEV-SP4 Yes No No
DEV-SP5 Yes No No
DEV-SP6 Yes No No
DEV-SP7 Yes No No
DEV-SP8 Yes No No

2-180
Initial screen Large Middle Small Case A| Case B | Case C

COPIER OPTION CUSTOM EXT-TBOX Yes No No
DFEJCLED Yes No No

DSPLY-SW |UI-COPY Yes Yes Yes
UI-BOX Yes Yes Yes

UI-SEND Yes Yes Yes

UI-FAX Yes Yes Yes

T-LW-LVL Yes No No

NWERR-SW Yes Yes Yes

FXMSG-SW Yes Yes Yes

UI-PRINT Yes Yes Yes

UI-RSCAN Yes Yes Yes

UI-WEB Yes Yes Yes

TNR-WARN Yes Yes Yes

HPFL-DSP Yes Yes Yes

RMT-CNSL Yes Yes Yes

UI-SBOX Yes Yes Yes

UI-MEM Yes Yes Yes

UI-NAVI Yes Yes Yes

ITB-DSP Yes Yes No

UI-CUSTM Yes Yes Yes

CLN-SEL Yes Yes No

USER-DSP Yes Yes Yes

SDTM-DSP Yes Yes Yes

WT-WARN Yes Yes Yes

DF-DSP Yes Yes Yes

2TR-DSP Yes Yes Yes

COM10-DL Yes Yes No

LOCAL-SzZ Yes Yes No

ENV-SET ENVP-INT Yes Yes Yes
AINR-TM Yes No No

INTRTMPL Yes No No

INTRTMPH Yes No No

LES-CNDS Yes No No

FEED-SW EVLP-SPD Yes No No
PINT-REG Yes No No

EVLP-FS Yes No No

FNC-SW MODEL-SZ Yes No No
SCANSLCT Yes No No

DH-SW Yes No No

SENS-CNF Yes No No
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Initial screen Large Middle Small CaseA| Case B [ Case C
COPIER OPTION FNC-SW CONFIG Yes No No
W/SCNR Yes No No
ORG-LGL Yes Yes No
ORG-LTR Yes Yes No
ORG-LTRR Yes Yes No
ORG-LDR Yes Yes No
INTROT-2 Yes No No
DMAX-SW Yes No No
MODELSZ2 Yes No No
SVMD-ENT Yes Yes Yes
FXWRNLVL Yes No No
KSIZE-SW Yes Yes No
ORG-A4R Yes Yes No
PDF-RDCT Yes Yes Yes
SJB-UNW Yes Yes Yes
CARD-RNG Yes Yes No
ARCDT-SW Yes Yes Yes
SJOB-CL Yes Yes Yes
MIBCOUNT Yes Yes Yes
PSWD-SW Yes Yes Yes
SM-PSWD Yes Yes Yes
RPT2SIDE Yes Yes Yes
STND-PNL Yes Yes No
INVALPDL Yes Yes No
IMGCNTPR Yes Yes No
CDS-FIRM Yes Yes Yes
CDS-MEAP Yes Yes Yes
CDS-UGW Yes Yes Yes
LOCLFIRM Yes Yes Yes
MC-FANSW Yes Yes Yes
BXNUPLOG Yes Yes Yes
SDLMTWRN Yes Yes Yes
AUTO-OUT Yes No No
JLK-PWSC Yes Yes Yes
FAX-INT Yes Yes Yes
PDL-Z-LG Yes Yes No
CDS-LVUP Yes Yes Yes
AMSOFFSW Yes Yes Yes
UA-OFFSW Yes Yes Yes
MIB-NVTA Yes Yes No

2-181
Initial screen Large Middle Small Case A| Case B | Case C
COPIER OPTION FNC-SW SVC-RUI Yes Yes No
LCDSFLG Yes Yes Yes
NO-LGOUT Yes Yes Yes
T-DLV-BK Yes No No
D-DLV-BK Yes No No
D-DLV-CL Yes No No
JM-ERR-D Yes No No
JM-ERR-R Yes No No
ASLPMAX Yes Yes Yes
SEND-SPD Yes Yes Yes
TNNEWQCK Yes No No
2TR-TBLS Yes Yes No
VER-CHNG Yes Yes Yes
CST-MDL Yes No No
INTR-TML Yes No No
PREXP-SW Yes No No
IMG-DEV DRM-IDL Yes Yes Yes
AUTO-DH Yes No No
PCHINT-V Yes No No
DELV-THY Yes No No
DELV-THC Yes No No
DELV-THM Yes No No
DELV-THK Yes No No
ADJ-VPP Yes No No
ADJ-BLNK Yes No No
DMX-OF-Y Yes No No
DMX-OF-M Yes No No
DMX-OF-C Yes No No
DMX-OF-K Yes No No
ADJ-VPPN Yes No No
TNNEWCNT Yes No No
TNENDCNT Yes No No
D-PTN Yes No No
DELV-DNS Yes No No
IMG-FIX FX-S-TMP Yes No No
TMP-TBL2 Yes No No
TMP-TBL3 Yes No No
TMP-TBL4 Yes No No
TMP-TBLS5 Yes No No
TMP-TBL6 Yes No No
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Initial screen Large Middle Small CaseA| Case B [ Case C
COPIER OPTION IMG-FIX FXS-TMP2 Yes No No
FXS-TMP3 Yes No No
FXS-TMP4 Yes No No
FXS-TMP5 Yes No No
FXS-TMP6 Yes No No
FXST2-N2 Yes No No
FXST2-UH Yes No No
FLYING Yes No No
TMP-TBL7 Yes No No
TMP-TBLS8 Yes No No
TMP-TBL9 Yes No No
TMP-TB10 Yes No No
FXS-TMP7 Yes No No
FXS-TMP8 Yes No No
FXS-TM10 Yes No No
FIXMIXBD Yes Yes No
FXS-TMP9 Yes No No
THIN-LP Yes No No
PRE-FXRL Yes No No
FX-WNKL Yes Yes No
TMP-TB12 Yes No No
TMP-TB13 Yes No No
TMP-TB11 Yes No No
FXS-TM11 Yes No No
PLN-LP Yes No No
TRC-LP Yes No No
FXS-TM12 Yes No No
FXS-TM13 Yes No No
FXS-TM14 Yes No No
TMP-TB17 Yes No No
FXS-TM15 Yes No No
FXS-TM16 Yes No No
FXS-TM17 Yes No No
FXS-TM18 Yes No No
FXS-TM19 Yes No No
TMP-TB18 Yes No No
TMP-TB19 Yes No No
TMP-TB20 Yes No No
TMP-TB21 Yes No No
TMP-TB22 Yes No No

2-182
Initial screen Large Middle Small Case A| Case B | Case C

COPIER OPTION IMG-FIX FXS-TM20 Yes No No
TMP-TB23 Yes No No

IMG-MCON [PASCAL Yes No No
SCR-SLCT Yes Yes No

TMC-SLCT Yes No No

PRN-FLG Yes Yes No

SCN-FLG Yes Yes No

TNR-DWN Yes No No

TMIC-BK Yes Yes No

DH-MODE Yes No No

REDU-CNT Yes No No

VP-ART Yes No No

VP-TXT Yes No No

PASCL-TY Yes Yes No

AST-SEL Yes No No

PSCL-TBL Yes No No

BGE-OFS Yes No No

IMG-RDR DFDST-L1 Yes No No
DFDST-L2 Yes No No

IMG-SPD FX-D-TMP Yes No No
FIX-ROT Yes No No

ARC-INT1 Yes No No

ARC-INT2 Yes No No

NETWORK |RAW-DATA Yes Yes Yes
IFAX-LIM Yes Yes Yes

SMTPTXPN Yes Yes Yes

SMTPRXPN Yes Yes Yes

POP3PN Yes Yes Yes

FTPTXPN Yes Yes Yes

STS-PORT Yes Yes Yes

CMD-PORT Yes Yes Yes

NS-CMD5 Yes Yes Yes

NS-GSAPI Yes Yes Yes

NS-NTLM Yes Yes Yes

NS-PLNWS Yes Yes Yes

NS-PLN Yes Yes Yes

NS-LGN Yes Yes Yes

MEAP-PN Yes Yes Yes

CHNG-STS Yes Yes Yes

CHNG-CMD Yes Yes Yes
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Initial screen Large Middle Small CaseA| Case B [ Case C

COPIER OPTION NETWORK |MEAP-SSL Yes Yes Yes
LPD-PORT Yes Yes Yes
WUEV-SW Yes Yes Yes
WUEV-INT Yes Yes Yes
WUEV-POT Yes Yes Yes
WUEV-RTR Yes Yes Yes
WUEN-LIV Yes Yes Yes
IFX-CHIG Yes Yes Yes
DNSTRANS Yes Yes Yes
PROXYRES Yes Yes Yes
WOLTRANS Yes Yes Yes
802XTOUT Yes Yes Yes
IKERETRY Yes Yes Yes
NCONF-SW Yes Yes Yes
IKEINTVL Yes Yes Yes
IPSDEBLV Yes Yes Yes
SP-LINK Yes Yes Yes
AFS-JOB Yes Yes Yes
AFC-EVNT Yes Yes Yes
ILOGMODE Yes Yes Yes
ILOGKEEP Yes Yes Yes
IPTBROAD Yes Yes Yes
PFWFTPRT Yes Yes Yes
IPMTU Yes Yes Yes
DDNSINTV Yes Yes Yes
PRCLTYPE Yes Yes Yes
VLAN-SW Yes Yes Yes
VLAN-PKT Yes Yes Yes
FTPMODE Yes Yes Yes
SSLMODE Yes Yes Yes
SSLSTRNG Yes Yes Yes
ACC COIN Yes No No
CARD-SW Yes No No
OUT-TRAY Yes No No
CC-SPSW Yes No No
UNIT-PRC Yes No No
IN-TRAY Yes No No
MIN-PRC Yes No No
MAX-PRC Yes No No
MIC-TUN Yes No No

2-183
Initial screen Large Middle Small Case A| Case B | Case C

COPIER OPTION ACC SRL-SPSW Yes No No
PDL-THR Yes No No

CR-TYPE Yes Yes No

MEAP-SRL Yes Yes No

CST CST1-P1 Yes Yes No
CST2-P1 Yes Yes No

CST3-P1 Yes Yes No

CST4-P1 Yes Yes No

CST-K-SW Yes Yes Yes

C2-K-SW Yes Yes Yes

C3-K-SW Yes Yes Yes

C4-K-SW Yes Yes Yes

INT-FACE NWCT-TM Yes No No
USER COPY-LIM Yes Yes No
SLEEP Yes Yes Yes

SIZE-DET Yes No No

COUNTER2 Yes Yes Yes

COUNTERS3 Yes Yes Yes

COUNTER4 Yes Yes Yes

COUNTERS Yes Yes Yes

COUNTERG Yes Yes Yes

DATE-DSP Yes Yes Yes

MB-CCV Yes No No

CONTROL Yes No No

B4-L-CNT Yes Yes No

TRY-STP Yes No No

MF-LG-ST Yes Yes Yes

CNT-DISP Yes Yes Yes

COPY-JOB Yes Yes No

OP-SZ-DT Yes Yes No

P-CRG-LF Yes No No

CPRT-DSP Yes Yes Yes

PCL-COPY Yes Yes Yes

CNT-SW Yes Yes Yes

PRJOB-CP Yes Yes Yes

DFLT-CPY Yes Yes Yes

DFLT-BOX Yes Yes Yes

DOC-REM Yes Yes Yes

DPT-ID-7 Yes Yes Yes

RUI-RJT Yes Yes Yes
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E Technical Explanation > DCM > Import/Export by Service Mode (Internal) > List of items which can be imported

Initial screen Large Middle Small CaseA| Case B [ Case C
COPIER OPTION USER FREG-SW Yes Yes Yes
IFAX-SZL Yes Yes Yes
IFAX-PGD Yes Yes Yes
MEAPSAFE Yes Yes No
AFN-PSWD Yes Yes Yes
PTJAM-RC Yes Yes Yes
PDL-NCSW Yes Yes No
PS-MODE Yes Yes Yes
CNCT-RLZ Yes Yes Yes
COUNTER7 Yes Yes Yes
COUNTERS Yes Yes Yes
2C-CT-SW Yes Yes Yes
LDAP-SW Yes Yes Yes
FROM-OF Yes Yes Yes
DOM-ADD Yes Yes Yes
FILE-OF Yes Yes Yes
MAIL-OF Yes Yes Yes
IFAX-OF Yes Yes Yes
LDAP-DEF Yes Yes Yes
FREE-DSP Yes No No
TNRB-SW Yes Yes Yes
CLR-TIM Yes Yes Yes
HDCR-DSW Yes Yes Yes
BWCL-DSP Yes Yes Yes
SCALL-SW Yes Yes Yes
SCALLCMP Yes Yes Yes
USBH-DSP Yes Yes Yes
USBM-DSP Yes Yes Yes
USBI-DSP Yes Yes Yes
CTCHKDSP Yes Yes Yes
USBB-DSP Yes Yes Yes
USBR-DSP Yes Yes Yes
POL-SCAN Yes Yes Yes
JA-SBOX Yes Yes Yes
JA-DFAX Yes Yes Yes
JA-REP Yes Yes Yes
JA-FREP Yes Yes Yes
JA-BOX Yes Yes Yes
JA-FORM Yes Yes Yes
JA-PREV Yes Yes Yes

2-184
Initial screen Large Middle Small Case A| Case B | Case C
COPIER OPTION USER JA-PULL Yes Yes Yes
JA-PDLB Yes Yes Yes
JA-JOBK Yes Yes Yes
JA-JDF Yes Yes Yes
JA-RUI Yes Yes Yes
JA-WEB Yes Yes Yes
EXP-CRYP Yes Yes Yes
SNDSTREN Yes Yes Yes
FAXSTREN Yes Yes Yes
SJ-UNMSK Yes No No
SJ-CLMSK Yes No No
PRTDP-SW Yes Yes Yes
PDFD-MSW Yes Yes Yes
SFT-OUT Yes Yes Yes
FEEDER ADJUST DOCST Yes No No
LA-SPEED Yes No No
SORTER ADJUST STP-F1 Yes No No
STP-F2 Yes No No
STP-R1 Yes No No
STP-R2 Yes No No
Sp=2p Yes No No
SDL-STP Yes No No
SDL-ALG Yes No No
ST-ALG1 Yes No No
SW-UP-RL Yes No No
PRCS-RET Yes No No
UP-CL Yes No No
DW-CL Yes No No
THC-CL Yes No No
THC-PUSH Yes No No
OFST-STC Yes No No
STP-P-CH Yes No No
TRY-NIS Yes No No
TRY-SU Yes No No
FIN-NIS Yes No No
1SHT-SHF Yes No No
SDL-SWCH Yes No No
SDL-ALM Yes No No
INSTP-F1 Yes No No
INSTP-R1 Yes No No
2-184
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Initial screen Large | Middle Small Case A| CaseB | Case C

SORTER ADJUST THN-STCL Yes No No
FR-ST-PS Yes Yes No
FR-STP-X Yes No No
FR-STP-Y Yes No No
RBLT-PRS Yes No No
MSTP-2P Yes No No
INF-ALG1 Yes No No
INF-ALG2 Yes No No
CENT-ALG Yes No No

OPTION MD-SPRTN Yes No No
STCR-DWN Yes No No
PRCS-SP3 Yes No No
NSRT-STC Yes No No
THN-TRSW Yes No No
SWGUP-SW Yes No No
MSTP-TMG Yes Yes Yes
DWCL-BND Yes No No
FR-ST-PO Yes Yes No
MSTP-WT Yes Yes No
TRY-PSTN Yes Yes No
TRY-CRNT Yes Yes No
PADL-TM Yes Yes No
T-2-127
@ FAX
Large Case A Case B Case C

SSSW v/ v -

Menu / v/ -

Num v V4 -

Ncu - - -

Type v v -

ISDN / / -

IPFAX / / -

Print / v/ -

T-2-128
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B Periodical Service > List of periodically replacement parts, consumable parts and locations for cleaning > Consumable parts

3-2

List of periodically replacement parts, consumable parts and locations for cleaning

o Consumable parts
; SPart$ °°,\‘j,“t§ . Alarm code when
No Type Item Parts number *1 | Q'ty | Estimated life *2 S-?-gvs'lfe Int ( ‘Z'Tv'fe ode) counters are Remarks Reference
n e'}?elfn 1ate! small Iltem cleared

| 1 |Main Body |ITB Unit FM1-A605 1 180,000 pages | Replace |DRBL-1 TR-UNIT 35-0006 (ALARM-3) |- p. 4-59
| 2 | ITB Cleaning Blade FM1-B271 1 180,000 pages | Replace |DRBL-1 T-CLN-BD |- Parent Unit : ITB Unit p. 4-62
| 3 | ITB FLO-0222 1 180,000 pages | Replace |[DRBL-1 TR-BLT - Parent Unit : ITB Unit p. 4-63
| 4 | Primary Transfer Roller (BK) FE3-0986 1 180,000 pages | Replace [DRBL-1 TR-ROLK |- Parent Unit : ITB Unit p. 4-65
| 5 | Primary Transfer Roller (Y,M,C) 3 180,000 pages | Replace |DRBL-1 TR-ROLC |- Parent Unit : ITB Unit
| 6 | Secondary Transfer Outer Roller FE3-4783 1 180,000 pages | Replace |[DRBL-1 2TR-ROLL [35-0013 (ALARM-3) |- p. 4-58
| 7 | Drum Unit (Y) - 1 - Replace |DRBL-1 PT-DR-Y |35-0070 (ALARM-3) |- -
| 8 | Drum Unit (M) - 1 - Replace |DRBL-1 PT-DR-M |35-0071 (ALARM-3) |-
| 9 | Drum Unit (C) - 1 - Replace |DRBL-1 PT-DR-C [35-0072 (ALARM-3) |-
1 10 | Drum Unit (Bk) - 1 - Replace |DRBL-1 PT-DRM [35-0073 (ALARM-3) |- -
|11 | Developing Unit (Y) FM1-B264 1 240,000 images | Replace |DRBL-1 DV-UNT-Y |- - p. 4-55
112 | Developing Unit (M) FM1-B265 1 | 240,000 images | Replace |DRBL-1 DV-UNT-M |- -
| 13| Developing Unit (C) FM1-B266 1 | 240,000 images | Replace |[DRBL-1 DV-UNT-C |- -
| 14 | Developing Unit (Bk) FM1-B267 1 | 240,000 images | Replace |[DRBL-1 DV-UNT-K |- -

15 Fixing Unit FM1-A613 (100V) 1 180,000 pages | Replace |DRBL-1 FX-UNIT 35-0076 (ALARM-3) |- p. 4-72

FM1-D276 (120V)

L FM1-D277 (230V)
1 16 | Fixing Film Unit FM1-B260 1 180,000 pages | Replace [DRBL-1 FX-UP-FR |- Parent Unit : Fixing Unit p. 4-72
117 | Fixing Pressure Roller Unit FM1-K441 1 180,000 pages | Replace |DRBL-1 FX-LW-RL |- Parent Unit : Fixing Unit p. 4-76
1 18 | Fixing Pressure Roller Shaft Support|FE3-1210 2 180,000 pages | Replace |DRBL-1 FX-LW-BS |- Parent Unit : Fixing Unit

19 Waste Toner Container FM1-A606 1 100,000 images | Replace |DRBL-1 WST-TNR |- Intermittent printing of 3 sheets (A4  |p. 4-58

plain paper) per job, 5% image duty
(each color), 30% color ratio

| 20 |DADF Pickup Roller Unit (DADF) FM1-D470 1 80,000 sheets | Replace |DRBL-2 DF-PU-RL |35-0091 (ALARM-3) |- -
| 21| Separation Roller (DADF) FM1-D471 1 80,000 sheets | Replace |DRBL-2 DF-SP-RL [35-0092 (ALARM-3) |- -
| 22 | Stamp FB5-9410 1 7,000 times Replace |DRBL-2 STAMP - - -

23 Hinge Unit (Left) FE3-5484 1 150,000 times | Replace |DRBL-2 DF-HNG-L |- - -

T-3-1

*1 The parts numbers may change according to engineering change.
*2 The values included in this section are all estimated life values in the case of A4-size paper. The estimated life is a reference value in the case of usage in a typical office. The actual value varies
depending on the customer environment, field operation status, etc.

3-2
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B Periodical Service > Cleaning Parts

Cleaning Parts
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No.

Name

Cleaning Method

Timing

[1]

Patch Sensor

Clean with a blower.
Clean with a tightly-wrung cotton swab when
soiling or foreign matter cannot be removed.

As needed
When

ITB Unit
replacement

[2]

Pre-transfer Cover Sheet

[3]

Pre-transfer Guide

[4]

Secondary Transfer Roller Guide
Assembly

[5]

Registration Roller

[6]

Registration Assembly

[7]

Vertical Path Roller

8]

Duplex Merging Roller

[9]

Reverse Vertical Path Roller 2

[10]

Reverse Vertical Path Roller 1

1]

Duplex Roller 1

[12]

Duplex Roller 2

[13]

First Delivery Roller

[14]

Second Delivery Roller

[15]

Third Delivery Roller

[16]

Rowel Block Assembly

[17]

Tray Duct Assembly, Lower

(18]

Copy Board Glass (Both side)

(191

Stream Reading Glass(Both side)

[20]

Scanner Mirror (1 to 4)

[21]

White Plate

[22]

Vertical Size Plate

When there is soiling or foreign matter, clean
with lint-free paper moistened with alcohol.

As needed

[23]

Dustproof Glass

Cleaning with Dust-blocking glass Cleaning

tool

T-3-2
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n Disassembly/Assembly > Preface > Points to Note when Tightening a Screw

Preface

O Outline

This chapter describes disassembly and reassembly procedures of the printer.

The service technician is to identify the cause of printer failures according to the "Chapter 6

TROUBLESHOOTING" and to follow the disassembly procedures of each part to replace the

defective parts or the consumable parts.

Note the following precautions when working on the printer.

1)CAUTION: Before disassembling or reassembling the printer, be sure to disconnect its
power cord from the electrical outlet

2)When having removed the Drum Unit from the host machine before disassembling and
assembling the machine, be sure to put the Photosensitive Drum in a protective bag even
in a short period of time to prevent the adverse effect of light.

3)Reassembling procedures are followed by the reverse of disassembly unless otherwise
specified.

4)Note the length, diameters, and locations of screws as you remove them. When
reassembling the printer, be sure to use them in their original locations.

5)Do not run the printer with any parts removed as a general rule.

6) Ground yourself by touching the metal part of the printer before handling the PCB to reduce
the possibility of damage caused by static electricity.

7)When you replace the part that the rating plate or the product code label is attached, be
sure to remove the rating plate or the product code label and put it to the new part.

4-2

o Points to Note when Tightening a Screw

For reduction in weight, thin plates are used in some parts of this machine.

In the case of a screw hole with a triangle mark near it as shown in the figure below, strongly
tightening the screw may damage or deform the screw hole.

In the case of a screw hole with a triangle mark, carefully tighten the screw, taking care not to
apply too much force.

F-4-1
The recommended torque value is shown below as a reference value.

Types of screws

Screw (RS W Sems Binding TP
tightening)
Fastened member Metal [ Resin | Metal | Resin | Metal | Resin | Metal | Resin
Tightening torque |M4 [Approx.|Approx.|Approx.|Approx.|Approx.|Approx. |Approx. | Approx.
(N*m) 1.6 1.6 1.6 0.8 1.6 0.8 1.6 0.8
M3  [Approx.|Approx. |Approx. |Approx. Approx. |Approx.|Approx.|Approx.
0.8 0.8 0.6 0.6 0.6 0.6 0.6 0.6

T-4-1

* For PCB, refer to the tightening torque value of resin (fastened member).

Type of Screws

RS tight W Sams Binding TP

F-4-2

4-2
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n Disassembly/Assembly > Parts replacement procedures list

Parts replacement procedures list

4-3

Category

Description

Category

Description

List of Parts

External Cover

Motor

Fan

Clutch

Solenoid

Heater

Sensor

Switch

Image Formation
System

Removing the Drum Unit

Removing the Developing Unit

Installing the Developing Unit

Removing the Waste Toner Container

Removing the Secondary Transfer Outer Roller

Removing the ITB Unit

Removing the ITB Cleaning Blade

Removing the ITB

Removing the Primary Transfer Roller (Y/M/C/BK)

Removing the Patch Sensor Unit

Removing the Waste Toner Drive Unit

Removing the Registration Drive Unit / Duplex Merging Motor / Registration
Motor

Removing the Main Drive Unit

Removing the Drum Cleaning Pre-exposure LED Unit

PCB

External Cover/
Interior System

Fully open the Right Door

Removing the Front Door

Removing the Front Fan

Fixing System

Removing the Fixing Unit

Removing the Fixing Film Unit

Removing the Fixing Pressure Roller / Fixing Pressure Roller Shaft Support

Removing the Fixing Drive Unit

Removing the Power Supply Cooling Fan

Removing the Primary Transfer High Voltage PCB

Removing the Motor Fan

Removing the Low Voltage Power Supply Unit

Removing the Secondary Transfer High Voltage PCB

Removing the Control Panel

Removing the Control Panel CPU PCB

Removing the Touch Panel/LCD Unit and the Control Panel Key Switch PCB

Original Exposure
System

Removing the Reader Scanner Unit

Cleaning the Reader Scanner Unit Scanner Mirror

Controller System

Removing the Controller Cover

Removing the HDD

Pickup/Feed
System

Removing the Pickup/Feed/Separation Roller (Cassette 1/2,Cassette 3/4(Option))

Removing the Multi-purpose Tray / Feed / Separation Roller

Removing the Right Door Unit

Removing the First Delivery Unit

Removing the Second Delivery Unit

Removing the Third Delivery Unit

Removing the Cassette 1 Pickup Unit

Removing the Cassette 2 Pickup Unit

Removing the Cassette 3/4 Pickup Unit (Option)

Removing the Cassette 1 Vertical Path Roller

Removing the Registration Roller

Removing the Registration Guide Unit

Removing the Main Controller PCB

Removing the DC Controller PCB

Removing the Fax Unit

Laser Exposure
System

Removing the Laser Scanner Unit

Cleaning the Dustproof Glass

n Disassembly/Assembly > Parts replacement procedures list
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Disassembly/Assembly > List of Parts > External Cover > Host Machine (Front view, Left side)

List of Parts No. Parts Name No. Parts Name
[1] [Reader Left Cover [2] [Reader Left Retaining Cover
[3] [Reader Hinge Lower Cover (Left) [4] [Reader PCB Cover

o External Cover [5] |Reader Glass Support Cover [6] |Reader Rear Cover

[7]1 |Reader Hinge Lower Cover (Right) [8] [Glass Cleaning Sheet Storage Box

Hl Host Machine (Front view, Left side) [9] |Reader Front Cover (Small) [10] |Reader Right Retaining Cover
[11] |Reader Front Cover [12] |Right Front Upper Cover

7] (8] [13] |Front Cover (Upper) [14] |Front Cover
[6] [15] |Cassette 1 Front Cover [16] |Cassette 2 Front Cover

[17] [Waste Toner Assembly Cover [18] [Handle Cover
[19] [Service Book Holder [20] |[Left Cover (Lower)
[21] |Blind Cover [22] |Left Cover (Upper)
[23] [Left Cover Assembly (Rear)

F-4-3

n Disassembly/Assembly > List of Parts > External Cover > Host Machine (Front view, Left side)
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n Disassembly/Assembly > List of Parts > External Cover > Host Machine (Control Panel)

B Host Machine (Inside the machine)

(71

(18]

B Host Machine (Control Panel)

F-4-4

No. Parts Name No. Parts Name
[1]1 [Push-out Stopper [2] [Tray Guide
[3] |First Delivery Tray [4] |Inner Connector Cover

No.

Parts Name

Parts Name

(1

Control Panel Upper Cover

Control Panel Cover (Lower)

[3] [Control Panel Cover (Rear) [4] [Control Panel Hinge Inner Cover
[5] [Control Panel Hinge Cover (Right) [6] [Control Panel Lower Cover
[7]1 [Control Panel Cover Base (Upper) [8] [Control Panel Lower Cover (Small)

[5] [Second Delivery Tray Support Plate| [6] |Inner Delivery Cover

[7] |Inner Cover (Right Upper) [8] [Reverse Trailing Edge Guide
[9] |Reverse Guide Cover [10] [Inner Right Cover

[11] [Inner Blind Cover [12] |Fan Holder

[13] |Front Inner Upper Cover [14] |Drum Unit Retaining Cover (Bk)
[15] [Drum Unit Retaining Cover (C) [16] [Drum Unit Retaining Cover (M)
[17] [Drum Unit Retaining Cover (Y) [18] |Front Inner Lower Cover

n Disassembly/Assembly > List of Parts > External Cover > Host Machine (Control Panel)
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n Disassembly/Assembly > List of Parts > External Cover > Host Machine (Rear view, Right side)

B Host Machine (Rear view, Right side)

(3]

% / i [4]

F-4-6

No. Parts Name No. Parts Name

[1] [HDD Cover [2] [Right Cover (Rear Upper)

[3] [Blind Cover (Rear) [4] [Cover (Rear Upper)

[5] [Right Cover Assembly (Rear Lower)| [6] |Cover (Rear Lower)

[7]1 [Power Supply Cord Cover [8] [Environment Heater Switch Cover

[9] [Connector Cover [10] [Handle Cover

[11] [Multi-purpose Tray Pickup Side [12] [Multi-purpose Tray Pickup Sub Tray
Guide Plate

[13] [Multi-purpose Tray Pickup Tray [14] [Right Cover (Lower)
Assembly

[15] [Right Door (Lower) [16] [Right Cover (Front Lower)

[17] |Right Cover (Front Upper) [18] [Main Power Supply Switch Cover

[19] [Right Door [20] [Third Delivery Outlet Cover

[21] |Reader Right Cover

n Disassembly/Assembly > List of Parts > External Cover > Host Machine (Rear view, Right side)
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n Disassembly/Assembly > List of Parts > Fan

No. Parts Name Main Unit Reference
MO1 |Laser Scanner Motor Laser Scanner Unit
MO02 |Bk Drum _ ITB Motor Main Drive Unit
MO3 |CL Drum Motor Main Drive Unit
MO04 |Bottle Motor (YM) Bottle Drive Unit (YM)
MO5 |Bottle Motor (CK) Bottle Drive Unit (CBk)
MO06 |Cassette 1,2 Lifter Motor Lifter Drive Unit
MO7 |Cassette 1,2 Pickup Motor -
MO8 |Primary Transfer Roller Main Drive Unit
Disengagement Motor
M09 |Fixing Motor Fixing Drive Unit
M10 |Developing Motor Main Drive Unit
M11 |Duplex Reverse Motor Reverse Duplexing Drive Unit
M12 |Registration Motor -
M13 |Cassette 1,2 Feed / Multi-purpose |-
Pickup Motor
M14 |Duplex Merging Motor -
M17 |Waste Toner Feed Motor -
M30 |Reverce Motor -
M31 |Second Delivery Motor Second Delivery Unit
T-4-7

n Disassembly/Assembly > List of Parts > Fan
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o Fan

No. Parts Name Main Unit Reference
FMO1 |Front Fan Front Fan Unit p. 4-28
FMO02 |Power Supply Cooling Fan Power Supply Fan Unit p. 4-30
FMO3 |Motor Fan - p. 4-32
FMO04 |Controller Fan Main Controller PCB
T-4-8
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n Disassembly/Assembly > List of Parts > Solenoid

o Clutch

o Solenoid

SL06 / &

SLO02

\\&
/ﬁ ‘
CLO2
F-4-9
No. Parts Name Main Unit Reference
CLO1 |Developing Cylinder Clutch (Y) Main Drive Unit
CL02 [Developing Cylinder Clutch (M) Main Drive Unit
CLO3 [Developing Cylinder Clutch (C) Main Drive Unit
CL04 [Developing Cylinder Clutch (Bk) Main Drive Unit

T-4-9
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No. Parts Name Main Unit Reference
SLO2 |Registration Shutter Solenoid Registration Patch Sensor Unit
SLO6 [Duplex Reverse Solenoid First Delivery
T-4-10




n Disassembly/Assembly > List of Parts > Sensor

O Heater

THO1_01

HO2
F-4-11
No. Parts Name Main Unit Reference
HO1  [Fixing heater Fixing Unit
HO02 [Cassette Heater Cassette Heater Unit
HO3 [Inside Heater Inside Heater
THO1_02[Main Thermistors 1 Fixing Unit
THO1_03[Sub Thermistors 2 Fixing Unit
THO1_01|Sub Thermistors 1 Fixing Unit
TP01 |Fixing Temperature fuse Fixing Unit
T-4-11
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UNS\S\/ %\ fff?\ &

UN38
UN37

P7%‘\i>

)%

4-9

UN24
UN23
UN30
F-4-12
No. Parts Name Main Unit Reference
PS03 [Multi-purpose Tray Paper Sensor Multi-purpose Tray Pickup Unit
PS26 |[Toner supply sensor (Y) Bottle Drive Unit (YM)
PS27 |[Toner supply sensor (M) Bottle Drive Unit (YM)
PS28 |[Toner supply sensor (C) Bottle Drive Unit (CBk)
PS29 [Toner supply sensor (Bk) Bottle Drive Unit (CBk)
PS30 [Multi-purpose Tray Paper Length Sensor 1 |Multi-purpose Tray Pickup Unit
PS31 [Multi-purpose Tray Paper Length Sensor 2 |Multi-purpose Tray Pickup Unit
PS32 [Multi-purpose Tray HP Sensor Multi-purpose Tray Pickup Unit
UN21 |Toner Density Sensor (Y) Drum Unit (Y)
UN22 |Toner Density Sensor (M) Drum Unit (M)
UN23 |Toner Density Sensor (C) Drum Unit (C)
UN24 |Toner Density Sensor (Bk) Drum Unit (Bk)
UN30 |Waste Toner Sensor PCB Waste Toner Full Detection Unit
UN35 |Drum Unit New/Old Sensor (Y) New Old Sensing Holder Unit
UN36 |Drum Unit New/OIld Sensor (M) New Old Sensing Holder Unit
UN37 |Drum Unit New/Old Sensor (C) New Old Sensing Holder Unit
T-4-12
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n Disassembly/Assembly > List of Parts > Switch

PS53 PS51

F-4-13
No. Parts Name Main Unit Reference
PS04 [Cassette 1 Lifter Sensor Cassette 1 Pickup Unit
PS05 [Cassette 1 Paper Sensor Cassette 1 Pickup Unit
PS06 [Cassette 2 Lifter Sensor Cassette 2 Pickup Unit
PS07 |[Cassette 2 Paper Sensor Cassette 2 Pickup Unit
PS08 [Cassette 1 Vertical Path Sensor Cassette 1 Pickup Unit
PS10 [Fixingt Delivery Sensor -
PS11 [Arch sensor -
PS12 [Reverse Sensor First Delivery
PS13 |[Fixing pressure release sensor First Delivery
PS14 [First Delivery Sensor First Delivery
PS17 [Cassette 1 Paper Level Sensor A -
PS18 [Cassette 1 Paper Level Sensor B -
PS19 [Cassette 2 Paper Level Sensor A -
PS20 [Cassette 2 Paper Level Sensor B -
PS22 |Pre-Registration Sensor Shutter Registration Unit
PS24 [Cassette 2 Vertical Path Sensor Cassette 2 Pickup Unit
PS33 [Primary Transfer Roller Disengagement  |Main Drive Unit
HP Sensor
PS51 [Second delivery / Reverse sensor Second / Third Delivery
PS52 [Third delivery sensor Third Delivery Unit
PS53 [Second Delivery Paper Full Sensor Second / Third Delivery
UN25 |Registration Patch Sensor Unit (Rear) Registration Patch Sensor Unit
UN26 |Registration Patch Sensor Unit (Front) Registration Patch Sensor Unit
UN27 |Environment Sensor Environment Sensor Unit
T-4-13
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4-10
SW12
SW10
F-4-14
No. Parts Name Main Unit Reference
SWO01 [Waste toner container detection switch -
SWO02 [Interlock Switch 1 Front Fan Unit
SWO03 [Interlock Switch 2 Front Fan Unit
SWO04 [Main Power Supply Switch -
SW10 [Dehumidification Switch -
SW11 [Right Door Open/Close Detection Switch -
SW12 [AC Interlock Switch -
SW13 [Cassette 1 Size Switch -
SW15 [Cassette 2 size switch A -
SW16 [Cassette 2 size switch B -
SW26 |Front Door Switch Front Upper Inner Cover Unit
SW27 [Right Upper Door Open/Close Detection Switch |-
T-4-14
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n Disassembly/Assembly > List of Parts > PCB

O PCB

um%

UN16
UN15
" UN14

N3
N 7
RN

é?ég\\

F-4-15

No.

Parts Name

Main Unit

Reference

UNO1

Low Voltage Power Supply PCB

p. 4-33

UNO02

Primary Transfer High Voltage PCB

p. 4-31

UNO3

Secondary Transfer High Voltage PCB

p. 4-34

UNO04

DC Controller PCB

p. 4-50

UNO05

Main Controller PCB

p. 4-48

UN12

Pre-exposure LED Driver PCB

UN13

Pre-exposure LED PCB (Y)

Pre-exposure LED Unit

UN14

Pre-exposure LED PCB (M)

Pre-exposure LED Unit

UN15

Pre-exposure LED PCB (C)

Pre-exposure LED Unit

UN16

Pre-exposure LED PCB (Bk)

Pre-exposure LED Unit

n Disassembly/Assembly > List of Parts > PCB
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4-11
F-4-16
No. Parts Name Main Unit Reference

UNO8 |Y/M Laser Driver PCB Laser Scanner Unit

UNO09 |C/Bk Laser Driver PCB Laser Scanner Unit

UN10 |3 Way Unit Driver PCB Second Delivery Unit

UN29 |Multi-purpose Tray Width Sensing PCB Multi-purpose Tray Pickup Unit

UN31 |Fixing Fuse PCB Fixing Unit
T-4-16
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n Disassembly/Assembly > List of Connectors
List of Connectors

4-12

F-4-17
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n Disassembly/Assembly > List of Connectors

J2 J1008

J1 \ l J1007
NN
S

J1002— ==

4-13

F-4-18
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n Disassembly/Assembly > List of Connectors

4-14
J1002
J1115 \
J1195 ﬁ/
J721§
J1189D

/

J302 §/ J305

J301
/J1336  J306

F-4-19
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n Disassembly/Assembly > List of Connectors

4-15

J1340 J1026

—J1029

7J1030

I~
J1031

J1220

F-4-20
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4-16

J125

F-4-21
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4-17

J1066 1146

J12

0 ,ﬂ\J'I/ZS
iy

J130 il

4-17
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n Disassembly/Assembly > List of Connectors

J1059

J1060

5 MM
D,

J1058 J1057

J1107

J1260L
J177

F-4-23
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J No. Symbol Name Relay connector J No. Symbol Name Remarks
J1336 UNO1 Low Voltage Power Supply PCB - - J1336 INLO1 INLET -
J301 UNO1 Low Voltage Power Supply PCB - - J301 PLG1 Outlet -
J302 UNO1 Low Voltage Power Supply PCB - - - SW12 AC Interlock Switch -
J302 UNO1 Low Voltage Power Supply PCB J1001 - J1002 TPO1 Fixing Temperature fuse -
J302 UNO1 Low Voltage Power Supply PCB J1001 J1002 J1115 HO1 Fixing heater -
J303 UNO1 Low Voltage Power Supply PCB J1108 - J1108 SW10 Environment Switch -
J303 UNO1 Low Voltage Power Supply PCB J1003 - J1181 - Cassette Pedistal Heater Cassette Feeding Unit
J305 UNO1 Low Voltage Power Supply PCB - - J1004 HTR1 Reader Heater Reader
J305 UNO1 Low Voltage Power Supply PCB - - J1338 HO03 Inside Heater -
J305 UNO1 Low Voltage Power Supply PCB - - J1114 H02 Cassette Heater -
J306 UNO1 Low Voltage Power Supply PCB - - J1186 - Buffer Path Buffer Path
J323 UNO1 Low Voltage Power Supply PCB J1008 - J1008 FMO02 Power Supply Cooling Fan -
J314 UNO1 Low Voltage Power Supply PCB - - J1118 UN20 Control Panel -
J314 UNO1 Low Voltage Power Supply PCB - - J1194 - USB Device Port -
J321 UNO1 Low Voltage Power Supply PCB - - J25 UNO05 Main Controller PCB -
J313 UNO1 Low Voltage Power Supply PCB - - J20 UNO05 Main Controller PCB -
J32 UNO5 Main Controller PCB - - J1006 SW04 Main Power Supply Switch -
J32 UNO5 Main Controller PCB - - J1007 SW04 Main Power Supply Switch -
J315 UNO1 Low Voltage Power Supply PCB - - J100 UNO4 DC Controller PCB -
J322 UNO1 Low Voltage Power Supply PCB - - J115 UNO04 DC Controller PCB -
J120 UNO04 DC Controller PCB J1145 - J1022 UN26 Registration Patch Sensor Unit (Rear) -
J120 UNO4 DC Controller PCB J1145 - J1066 UN25 Registration Patch Sensor Unit (Front) -
J120 UNO4 DC Controller PCB J1145 J1146 J1146 SL02 Registration Shutter Solenoid -
J121 UNO4 DC Controller PCB J1001B J1096 J1189 PS10 Fixingt Delivery Sensor -
J121 UNO04 DC Controller PCB J1001B - J1195 UN31 Fixing Fuse PCB -
J121 UNO04 DC Controller PCB J1001A J721 J721 THO1 Fixing Thermistors -
J122 UNO04 DC Controller PCB - - J1168 M11 Duplex Reverse Motor -
J122 UNO04 DC Controller PCB J1155 - J1019 M09 Fixing Motor -
J122 UNO4 DC Controller PCB - - J1046 SW27 Right Upper Door Open/Close Detection Switch -
J122 UNO4 DC Controller PCB J1161 J1017 J1017 SL06 Duplex Reverse Solenoid -
J122 UNO4 DC Controller PCB J1161 - J1012 PS13 Fixing pressure release sensor -
J122 UNO04 DC Controller PCB J1161 - J1079 PS14 First Delivery Sensor -
J122 UNO04 DC Controller PCB J1161 - J1250 PS12 Reverse Sensor -
J124 UNO04 DC Controller PCB J1032 - J1340 SW11 Right Door Open/Close Detection Switch -
J124 UNO04 DC Controller PCB J1104 - J1026 PS08 Cassette 1 Vertical Path Sensor -
J124 UNO04 DC Controller PCB J1104 - J1027 PS04 Cassette 1 Lifter Sensor -
J124 UNO04 DC Controller PCB J1104 - J1028 PS05 Cassette 1 Paper Sensor -
J124 UNO4 DC Controller PCB J1105 - J1029 PS24 Cassette 2 Vertical Path Sensor -
J124 UNO04 DC Controller PCB J1105 - J1030 PS06 Cassette 2 Lifter Sensor -
J124 UNO4 DC Controller PCB J1105 - J1031 PS07 Cassette 2 Paper Sensor -
J125 UN04 DC Controller PCB J1148 - J1122 UN29 Multi-purpose Tray Width Sensing PCB -
J125 UNO4 DC Controller PCB J1148 J1119 PS30 Multi-purpose Tray Paper Length Sensor 1 -
J125 UNO4 DC Controller PCB J1148 J1120 PS31 Multi-purpose Tray Paper Length Sensor 2 -
J125 UNO04 DC Controller PCB J1148 J7777 J1025 PS03 Multi-purpose Tray Paper Sensor -
J125 UNO4 DC Controller PCB J1148 J7777 J1180 PS32 Multi-purpose Tray HP Sensor -
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J No. Symbol Name Relay connector J No. Symbol Name Remarks
J126 UNO04 DC Controller PCB J1097 - J601 UN11 Cassette Pedistal Driver PCB Cassette Feeding Unit
J126 UNO4 DC Controller PCB - - J1169 MO7 Cassette 1,2 Pickup Motor -
J126 UNO04 DC Controller PCB - - J1167 M12 Registration Motor -
J126 UNO4 DC Controller PCB J1174 - J1338 M13 Cassette 1,2 Feed / Multi-purpose Pickup Motor -
J126 UNO04 DC Controller PCB - - J1337 M14 Duplex Merging Motor -
J127 UNO04 DC Controller PCB J1058 - J1058 M04 Bottle Motor (YM) -
J127 UNO04 DC Controller PCB J1057 - J1057 MO05 Bottle Motor (CK) -
J127 UNO04 DC Controller PCB - - J1059 PS26 Toner supply sensor (Y) -
J127 UNO4 DC Controller PCB - - J1060 PS27 Toner supply sensor (M) -
J127 UNO4 DC Controller PCB - - J1061 PS28 Toner supply sensor (C) -
J127 UNO04 DC Controller PCB - - J1062 PS29 Toner supply sensor (Bk) -
J127 UNO04 DC Controller PCB - - J1011 PS11 Arch sensor -
J128 UNO04 DC Controller PCB J1255 J1040 J1050 UN21 Toner Density Sensor (Y) -
J128 UNO4 DC Controller PCB J1256 J1041 J1051 UN22 Toner Density Sensor (M) -
J128 UNO4 DC Controller PCB J1257 J1042 J1052 UN23 Toner Density Sensor (C) -
J128 UNO04 DC Controller PCB J1258 J1043 J1053 UN24 Toner Density Sensor (Bk) -
J128 UNO04 DC Controller PCB - - J1333 SW26 Front Door Switch -
J133 UNO04 DC Controller PCB J1177 J1260 J1260 FMO1 Front Fan -
J133 UNO04 DC Controller PCB J1177 - J1107 UN27 Environment Sensor -
J133 UNO04 DC Controller PCB J1177 - J1177 SW02 Interlock Switch 1 -
J133 UNO4 DC Controller PCB J1177 - J1177 SWO03 Interlock Switch 2 -
J131 UNO4 DC Controller PCB - - J1201 MO8 Primary Transfer Roller Disengagement Motor -
J131 UNO4 DC Controller PCB J1202 - J1202 CLO1 Developing Cylinder Clutch (Y) -
J131 UNO04 DC Controller PCB J1203 - J1203 CL02 Developing Cylinder Clutch (M) -
J131 UNO04 DC Controller PCB J1204 - J1204 CLO03 Developing Cylinder Clutch (C) -
J131 UNO04 DC Controller PCB J1205 - J1205 CL04 Developing Cylinder Clutch (Bk) -
J131 UNO04 DC Controller PCB J1090 - J1189 PS33 Primary Transfer Roller Disengagement HP Sensor -
J129 UNO04 DC Controller PCB - - J1054 MO02 Bk Drum _ ITB Motor -
J129 UNO4 DC Controller PCB - - J1103 MO03 CL Drum Motor -
J129 UNO04 DC Controller PCB - - J1190 M10 Developing Motor -
J130 UNO04 DC Controller PCB - - J130 UN35 Drum Unit New/Old Sensor (Y) -
J130 UNO04 DC Controller PCB - - J130 UN36 Drum Unit New/Old Sensor (M) -
J130 UNO04 DC Controller PCB - - J130 UN37 Drum Unit New/Old Sensor (C) -
J130 UNO04 DC Controller PCB - - J130 UN38 Drum Unit New/Old Sensor (Bk) -
J130 UNO04 DC Controller PCB J1024 - J1335 PS22 Pre-Registration Sensor -
J132 UNO4 DC Controller PCB J1117 - J1045 SWO01 Waste toner container detection switch -
J132 UNO4 DC Controller PCB J1117 J1044 J1339 M17 Waste Toner Feed Motor -
J132 UNO4 DC Controller PCB J1117 - J1063 UN34 Waste Toner Sensor PCB -
J132 UNO4 DC Controller PCB J1117 J1038 J1220 SW16 Cassette 2 size switch B -
J132 UNO04 DC Controller PCB J1036 - J1221 SW15 Cassette 2 size switch A -
J132 UNO04 DC Controller PCB J1035 - J1222 SW13 Cassette 1 Size Switch -
J132 UNO04 DC Controller PCB J1033 - J1033 MO06 Cassette 1,2 Lifter Motor -
J132 UNO04 DC Controller PCB J1033 - J1251 PS17 Cassette 1 Paper Level Sensor A -
J132 UNO04 DC Controller PCB J1033 - J1199 PS19 Cassette 2 Paper Level Sensor A -
J136 UNO4 DC Controller PCB J1039 - J1260 PS18 Cassette 1 Paper Level Sensor B -
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J No. Symbol Name Relay connector J No. Symbol Name Remarks

J136 UNO04 DC Controller PCB J1039 - J1261 PS20 Cassette 2 Paper Level Sensor B -

J135 UNO04 DC Controller PCB J1334 - J1334 UN39 Bottle New/Old Sensor (Y) -

J135 UNO04 DC Controller PCB J1334 - J1334 UN40 Bottle New/Old Sensor (M) -

J135 UNO04 DC Controller PCB J1334 J1213 J1213 UN41 Bottle New/Old Sensor (C) -

Ji1i85 UNO04 DC Controller PCB J1334 J1213 J1213 UN42 Bottle New/Old Sensor (Bk) -

J110 UNO4 DC Controller PCB - - J18 UNO5 Main Controller PCB -

J26 UNO05 Main Controller PCB - - J1121 UNO6 ECO-ID PCB -

J19 UNO5 Main Controller PCB - - J201 UNO8 Y/M Laser Driver PCB -

J111 UNO04 DC Controller PCB - - J202 UNO08 Y/M Laser Driver PCB -

J203 UNO08 Y/M Laser Driver PCB - - J801 UNO09 C/Bk Laser Driver PCB -

J204 UNO8 Y/M Laser Driver PCB - - J206 MO1 Laser Scanner Motor -

J204 UNO8 Y/M Laser Driver PCB - - J204 THO4 Laser Thermistors -

J113 UNO08 Y/M Laser Driver PCB - - J401 UNO02 Primary Transfer High Voltage PCB -

J112 UNO8 Y/M Laser Driver PCB - - J502 UNO3 Secondary Transfer High Voltage PCB -

J114 UNO8 Y/M Laser Driver PCB - - J501 UNO3 Secondary Transfer High Voltage PCB -

J123 UNO04 DC Controller PCB - - J701 UN10 3 Way Unit Driver PCB 3 Way Unit

J702 UN10 3 Way Unit Driver PCB - - J1111 PS52 Third delivery sensor 3 Way Unit

J702 UN10 3 Way Unit Driver PCB J1345 - J1341 PS53 Second Delivery Paper Full Sensor 3 Way Unit

J702 UN10 3 Way Unit Driver PCB - - J1110 PS51 Second delivery / Reverse sensor 3 Way Unit

J702 UN10 3 Way Unit Driver PCB - - J1112 M30 Reverce Motor 3 Way Unit

J702 UN10 3 Way Unit Driver PCB - - J1113 M31 Second Delivery Motor 3 Way Unit

J182 UNO4 DC Controller PCB - - J1099 - Buffer Path Buffer Path

Inner Finisher Inner Finisher

J137 UNO04 DC Controller PCB - - J1420 UN12 Pre-exposure LED Driver PCB -

J1421 UN12 Pre-exposure LED Driver PCB J1422 - J1423 UN16 LED PCB(Bk) -

J1421 UN12 Pre-exposure LED Driver PCB J1422 - J1424 UN15 LED PCB(C) -

J1421 UN12 Pre-exposure LED Driver PCB J1422 - J1425 UN14 LED PCB(M) -

J1421 UN12 Pre-exposure LED Driver PCB J1422 - J1426 UN13 LED PCB(Y) -

J134 UNO04 DC Controller PCB J1342 - J1342 FMO3 Motor Fan -

J190 UNO4 DC Controller PCB - - J1101 - - -

J199 UNO4 DC Controller PCB - - J1069 - - -

J604 UN11 Cassette Pedistal Driver PCB - - J1135 M103 Cassette 3, 4 Feed Motor Cassette Feeding Unit
J604 UN11 Cassette Pedistal Driver PCB - - J1134 M101 Cassette 3, 4 Pickup Motor Cassette Feeding Unit
J606 UN11 Cassette Pedistal Driver PCB - - J606 M102 Cassette 3, 4 Lifter Motor Cassette Feeding Unit
J603 UN11 Cassette Pedistal Driver PCB J1131 - J1136 SW102 Cassette 3 size switch A Cassette Feeding Unit
J603 UN11 Cassette Pedistal Driver PCB J1130 - J1137 SW103 Cassette 3 size switch B Cassette Feeding Unit
J603 UN11 Cassette Pedistal Driver PCB J1132 - J1138 SW105 Cassette 4 size switch B Cassette Feeding Unit
J603 UN11 Cassette Pedistal Driver PCB J1133 - J1139 SW104 Cassette 4 size switch A Cassette Feeding Unit
J602 UN11 Cassette Pedistal Driver PCB J1187 - J1123 PS101 Cassette 3 Vertical Path Sensor Cassette Feeding Unit
J602 UN11 Cassette Pedistal Driver PCB J1187 - J1124 PS104 Cassette 3 Lifter Sensor Cassette Feeding Unit
J602 UN11 Cassette Pedistal Driver PCB J1187 - J1125 PS102 Cassette 3 Paper Sensor Cassette Feeding Unit
J602 UN11 Cassette Pedistal Driver PCB - - J1129 SW101 Cassette Right Door Open/Close Detection Switch Cassette Feeding Unit
J602 UN11 Cassette Pedistal Driver PCB J1188 - J1126 PS106 Cassette 4 Vertical Path Sensor Cassette Feeding Unit
J602 UN11 Cassette Pedistal Driver PCB J1188 - J1127 PS105 Cassette 4 Lifter Sensor Cassette Feeding Unit
J602 UN11 Cassette Pedistal Driver PCB J1188 - J1128 PS103 Cassette 4 Paper Sensor Cassette Feeding Unit
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J No. Symbol Name Relay connector J No. Symbol Name Remarks
J605 UN11 Cassette Pedistal Driver PCB - - J1252 PS108 Cassette 4 Paper Level Sensor A Cassette Feeding Unit
J605 UN11 Cassette Pedistal Driver PCB - - J1196 PS107 Cassette 3 Paper Level Sensor A Cassette Feeding Unit
J610 UN11 Cassette Pedistal Driver PCB - - J1262 PS110 Cassette 4 Paper Level Sensor B Cassette Feeding Unit
J610 UN11 Cassette Pedistal Driver PCB - - J1263 PS109 Cassette 3 Paper Level Sensor B Cassette Feeding Unit
J6 UNO05 Main Controller PCB - - - - USB Device Port -

J4 UNO05 Main Controller PCB - - J1003 UN20 Control Panel -

J23 UNO05 Main Controller PCB - - - - HDD -

J29 UNO5 Main Controller PCB - - - - HDD -

J35 UNO5 Main Controller PCB J1408 - J1410 PCB1 ADF Laser Driver PCB ADF

J38 UNO5 Main Controller PCB J1409 - J1411 PCB1 ADF Laser Driver PCB ADF

J37 UNO05 Main Controller PCB - - J5001 PS_N2 Copyboard Cover Open/Closed Sensor (rear) Reader

J37 UNO5 Main Controller PCB J5002 J5008 J5009 PS_A1 Scanner Unit HP Sensor Reader

J37 UNO05 Main Controller PCB - - J5003 PS_N1 Copyboard Cover Open/Closed Sensor (front) Reader

J37 UNO05 Main Controller PCB J5004 J5005 J5006 PS_R1 Original Size Sensor(AB) Reader

J37 UNO5 Main Controller PCB J5004 J5005 J5007 PS_R2 Original Size Sensor(INCH) Reader

J36 UNO5 Main Controller PCB - - J5015 STM1 Scanner Motor Reader

J33 UNO5 Main Controller PCB - - J2101 - Scanner Unit Reader

J28 UNO05 Main Controller PCB - - - - Image Analysis Board -

J24 UNO05 Main Controller PCB - - - - Counter PCB -

J17 UNO5 Main Controller PCB - - - - Voice Operation / Voice Guidance -

Jils UNO5 Main Controller PCB - - - - Control I/F -

J10 UNO5 Main Controller PCB - - - UNG61 Flash PCB -

J8 UNO5 Main Controller PCB - - - UNG62 TPM PCB -

J14 UNO05 Main Controller PCB - - - - Card Reader / Serial I/F -

J7 UNO05 Main Controller PCB - - - - Ethernet -

35 UNO5 Main Controller PCB - - - - USB(HOST) -

J3 UNO5 Main Controller PCB - - - - USB(DEVICE) -

J40 UNO05 Main Controller PCB - - J40 FMO04 Controller Fan -

J1002 UN64 Control Panel CPU PCB - - - - TTP Control Panel
J1004 UNG64 Control Panel CPU PCB - - - - LCD Control Panel
J1008 UNG64 Control Panel CPU PCB - - J1 UNG5 Control Panel Numeric Keypad PCB Control Panel
J1007 UNG64 Control Panel CPU PCB - - J2 UNG65 Control Panel Numeric Keypad PCB Control Panel
J30 UNO05 Main Controller PCB - - J1 UNG66 Fax PCB (1line) FAX

J27 UNO05 Main Controller PCB - - J2 UNG66 Fax PCB (1line) FAX

J27 UNO05 Main Controller PCB - - J5 UNG68 Fax PCB (2line) FAX

J16 UNO05 Main Controller PCB - - J403 UNG8 Fax PCB (2line) FAX

J4 UNG6 Fax PCB (1line) J41 - J41 SP1 #N/A FAX

J3 UN66 Fax PCB (1line) - - J4 UNG67 Fax Interface PCB (1line) FAX

J6 UN66 Fax PCB (1line) - - J8 UN68 Fax PCB (2line) FAX

J4 UN68 Fax PCB (2line) - - J4 UN69 Fax Interface PCB (2line) FAX

J7 UNG66 Fax PCB (1line) J1116 - J304 UNO1 Low Voltage Power Supply PCB FAX

J2 UNG69 Fax Interface PCB (2line) J1116 - J304 UNO1 Low Voltage Power Supply PCB FAX

n Disassembly/Assembly > List of Connectors

T-4-17

4-26

4-26



n Disassembly/Assembly > External Cover/Interior System > Removing the Front Door > Preparation

External Cover/Interior System © Removing the Front Door

) M Preparation
o Fully open the Right Door

1)Open the Front Door.

2)Remove the Front Door [1] while lifting it up slightly and pushing the claw [2].
* 1 Claw [2]

* 2 Bosses [3]

4-27

1) Open the Right Door.

2)Lift up the Right Door [1], slide the Right Door Guide (Left) [2] and Right Door Guide (Right)
[3] in the direction in the figure below to fully open it.

4-27
n Disassembly/Assembly > External Cover/Interior System > Removing the Front Door > Preparation



n Disassembly/Assembly > External Cover/Interior System > Removing the Front Fan > Procedure

4-28
o Removing the Front Fan Remove the Delivery Outlet Side Cover [1].
* 1 Screw [2]
B Preparation
1
2
3
4

Open the Front Door.(Refer to page 4-27)
Fully open the Right Door.(Refer to page 4-27)
Remove the Fixing Unit.(Refer to page 4-72)
Remove the Drum Unit (Bk).

NN AN N

B Procedure

1) Remove the Control Panel Lower Cover [1].
* 2 Screws [2]
* 2 Claws [3]

F-4-31
2)Pull out the cassette [1] and open the Cassette Side Cover [2].
» 2 Screws [3]

F-4-32
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n Disassembly/Assembly > External Cover/Interior System > Removing the Front Fan > Procedure

4-29
3)Remove the connector [1] of the Front Fan. 5)Remove the Front Fan.
F-4-35
4)Open the Front Fan [1], and remove the connector [2].
e 2 Screws [3]
* 1 Claws [4]
4-29
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n Disassembly/Assembly > External Cover/Interior System > Removing the Power Supply Cooling Fan > Procedure

4-30
o Removing the Power Supp|y Cooling Fan 2)Release the 2 hooks [2] while pushing down the boss [1] with a screwdriver, and remove
the Power Supply Cooling Fan [3].
M Preparation + 1Boss [1]
1)Remove the Cover (Rear Upper). * 2 Hooks [2]

)
2)Remove the Cover (Rear Lower).
3)Remove the Left Cover (Upper).
4)Remove the Left Cover Assembly (Rear)

M Procedure

1)Remove the screw [1] and disconnect the connector [2].
* 1 Screw [1]
» 2 Connectors [2]

F-4-37

Points to Note at Installation

Be sure to insert the [A] part of the Power Supply Cooling Fan [1] into the guide [1] in
the cover to install the fan.

F-4-36

F-4-38

4-30
n Disassembly/Assembly > External Cover/Interior System > Removing the Power Supply Cooling Fan > Procedure



n Disassembly/Assembly > External Cover/Interior System > Removing the Primary Transfer High Voltage PCB > Procedure

4-31
o RemOVing the Primary Transfer ngh Voltage PCB 2)Remove the Primary Transfer High Voltage PCB [1] from the guide.
» 5 Claws [2]
B Preparation * 4 Bosses [3]

1)Remove the Cover (Rear Upper).

M Procedure

1)Remove the grounding [1].
* 1 Screw [2]
* 1 Harness Guide [3]

F-4-40

CAUTION:

Since there is a connector connected to the back side of the Primary Transfer High
Voltage PCB, do not remove it abruptly.

3)Remove the Primary Transfer High Voltage PCB [1].
» 1 Connector [2]

4-31
n Disassembly/Assembly > External Cover/Interior System > Removing the Primary Transfer High Voltage PCB > Procedure



n Disassembly/Assembly > External Cover/Interior System > Removing the Motor Fan > Procedure

4-32
NOTE o Removing the Motor Fan
When installing the PCB, be sure to fit it with the 4 claws on the bottom side. .
B Preparation
1)Remove the Cassette Connector Cover.
NOTE: L » 2)Remove the Cover (Rear Lower).
Be sure that the Contact Spring is in the correct position.
4 N
M Procedure
1)Release the 2 claws [1], and pull the tab [2] to remove the Motor Fan [3].
: — |1. 2] |“ » 1 Connector [4]
B » » 3 Claws [1]
: w ll | | | ‘V‘
N J - " |t S
F-4-42
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4-33
o Removing the Low Voltage Power Supply Unit 2)Disconnect the conneoltors [1], Clamp [2].
* 12 Connectors [1]
. * 1 Clamp [2

B Preparation PiA

1)Remove the Cassette Connector Cover.

2)Remove the Cover (Rear Lower).

3)Remove the Motor Fan.(Refer to page 4-32)

M Procedure

1)Remove the Wire Saddles [1].

* 10 Wire Saddles [1]

F-4-45
3)Free the harness [1] from the hole [2] in the Low Voltage Power Supply Unit.

ML ; | LW

F-4-44
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n Disassembly/Assembly > External Cover/Interior System > Removing the Secondary Transfer High Voltage PCB > Preparation
4-34

4)Remove the Low Voltage Power Supply Unit [1]. ) Removing the Secondary Transfer High Voltage PCB
e 2 Screws [2]

M Preparation

1)Remove the Cassette Connector Cover.

2)Remove the Cover (Rear Lower).

3)Remove the Motor Fan.(Refer to page 4-32)

4)Remove the Low Voltage Power Supply Unit.(Refer to page 4-33)

Procedure

1)Remove the 2 Support Plates [1] and the grounding [2].
» 3 Screws [3]

* 1 Wire Saddle [4]

F-4-47
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n Disassembly/Assembly > External Cover/Interior System > Removing the Secondary Transfer High Voltage PCB > Preparation



n Disassembly/Assembly > External Cover/Interior System > Removing the Secondary Transfer High Voltage PCB > Preparation

2)Remove the Secondary Transfer High Voltage PCB [1] from the guide.

« 8 Claws [2]
* 6 Bosses [3]

3)Disconnect the 2 connectors [2], and remove the Secondary Transfer High Voltage PCB [1].

» 2 Connectors [2]

NOTE:

Be sure that the Contact Spring is in the correct position.

F-4-49
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n Disassembly/Assembly > External Cover/Interior System > Removing the Secondary Transfer High Voltage PCB > Preparation
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4-36

o Removing the Control Panel 2)Remove the Delivery Outlet Side Cover [1].
» 1 Screw [2]

F-4-52

B Preparation

1)Open the Front Door.
2)Fully open the Right Door.

M Procedure

F4-54
1)Remove the Control Panel Lower Cover [1]. 3)Remove the Control Panel Hinge Cover (Right) [1].

» 2 Screws [2] * 1 Claw [2]

» 2 Claws [3] * 1Boss [3]
» 2 Protrusions [4]

4-36
n Disassembly/Assembly > External Cover/Interior System > Removing the Control Panel > Procedure



n Disassembly/Assembly > External Cover/Interior System > Removing the Control Panel > Procedure
4-37

4)Remove the Control Panel Lower Cover (Small) [1]. 6)Remove the Control Panel Hinge Inner Cover [1].
* 4 Claws [2] » 5 Protrusions [2]

[1]

(2]

F-4-56 F-4-58
5)Remove the Control Panel Cover (Rear) [1].
« 1 Screw [2] Points to Note at Installation:
> 2 Bosses [3] When installing the Control Panel Hinge Inner Cover, be sure to follow the order shown
below.

F-4-57

4-37
n Disassembly/Assembly > External Cover/Interior System > Removing the Control Panel > Procedure



n Disassembly/Assembly > External Cover/Interior System > Removing the Control Panel > Procedure
4-38
7)Disconnect the Control Panel Cable [1] and the Power Supply Cable [2].
Points to Note at Installation:

When installing the Hinge Shaft, be sure to align the shape of the shaft hole with that of
the shaft's leading edge.

8)Remove the Control Panel [1].
* 4 Screws [2]
» 1 Hinge Shaft [3]
* 1 Boss [4]

",
-

©
FRONT VIEW )}
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n Disassembly/Assembly > External Cover/Interior System > Removing the Control Panel > Procedure



n Disassembly/Assembly > External Cover/Interior System > Removing the Control Panel CPU PCB > Procedure
4-39

O Removing the Control Panel CPU PCB 2)Remove the Control Panel CPU PCB [1].

* 1 Reuse Band [2]
* 1 Wire Saddle [3]
» 2 Connectors [4]
» 2 Flat Cables [5]

* 4 Screws [6]

F-4-63

B Preparation

1)Open the Front Door.
2)Fully open the Right Door.
3)Remove the Control Panel.

Bl Procedure

1) Pull out the Control Panel Pen [1], and remove the Control Panel Lower Cover [2].
* 4 Screws [3]
* 1 Claw [4]

(3]

F-4-65

F-4-64
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n Disassembly/Assembly > External Cover/Interior System > Removing the Control Panel CPU PCB > Procedure



n Disassembly/Assembly > External Cover/Interior System > Removing the Touch Panel/LCD Unit and the Control Panel Key Switch PCB > Procedure

4-40
Removing the Touch Panel/LCD Unit and the Control 2)Remove the Touch Panel/LCD Unit [1], and the Control Panel Key Switch PCB [2].
. * 6 Bosses [3]
Panel Key Switch PCB - 2 Claws [4]

* 1 Hook [5]

F-4-66
M Preparation

1)Open the Front Door.

2)Fully open the Right Door.

3)Remove the Control Panel.

4)Remove the Control Panel CPU PCB.

B Procedure

1)Remove the Control Panel Stay [1].
* 9 Screws [2]

F-4-68
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n Disassembly/Assembly > External Cover/Interior System > Removing the Touch Panel/LCD Unit and the Control Panel Key Switch PCB > Procedure



n Disassembly/Assembly > Original Exposure System > Removing the Reader Scanner Unit > Procedure

Original Exposure System CAUTIEN

Grease is applied on the 2 Rail Shafts [1] of the Reader Scanner Unit. If you have
o Removing the Reader Scanner Unit touched the grease, be careful not to put it to other parts.

4-41
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B Procedure

1)Open the ADF Unit.
2)Remove the Glass Retainer (Right) [1] and then remove the Copy Board Glass [2].
» 2 Screws [3]

F-4-71
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4)Loosen the screw to release the tension applied on the belt. After that, remove the belt [1] 5)Place paper [1] on the Stream Reading Glass, and place the Reader Scanner Unit [2] on it
from the Reader Scanner Unit [2]. with its up side down.

F-4-75
6)Disconnect the Flat Cable [1] (with Protection Sheet [2]) from the Reader Scanner Unit.

CAUTION: + 1 Connector (with a hook) [3]

Holding the Reader Scanner Unit » Guide [A]

» Be sure to hold both edges [1].
» Do not touch the PCB [2] and the mirror [3].

(2]

F-4-74
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CAUTION:

When installing the Reader Scanner Unit, be sure to insert the 4 protrusions [2] of the
Flat Cable Protection Sheet [1] into the guide [A].

NOTE:

Installation Procedure

When installing the belt to the Reader Scanner Unit, it can be installed easily by
removing the belt from pulley.

F-4-78
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B After Replacing the Scanner Unit

The following procedure can also be performed in [Service Mode > Situation Mode > Parts
Replacement > Adjustment during Scanner unit replacement ].

1)Input the white level data (barcode value in the copyboard glass right upper) of the
standard white plate.

Lv. COPIER > ADJUST > CCD >
1 100-RG | 100-GB

2)Adjust the shading position.

Lv. COPIER > FUNCTION > INSTALL >
1 RDSHDPOS

3)Adjust the stream reading position.

Lv. COPIER > FUNCTION > INSTALL >
1 STRD-POS

4)Perform white level adjustment.:
4-1) Set A3 or LDR paper in the copyboard glass.

CAUTION:

If white level is adjusted in the small width paper, there is possibility that it will not
adjust.

4-2) Execute white level adjustment at copyboard reading.

Lv. COPIER > FUNCTION > CCD >
1 DF-WLVL1

4-3) Remove the paper from copyboard glass, set it in the DADF document pickup tray.
4-4) Execute white level adjustment at DADF reading.

Lv. COPIER > FUNCTION > CCD >
1 DF-WLVL2

5)Perform the MTF filter coefficient computation.

Lv. COPIER > FUNCTION > CCD >
1 MTF-CLC

6)Write down the values in the service label (on the back of the Reader Front Cover).

Lv. COPIER > ADJUST > CCD >
1 DFTAR-R | DFTAR-G | DFTAR-B | 100-RG | 100-GB
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o C|eaning the Reader Scanner Unit Scanner Mirror 3)Move the belt [1], and move the Reader Scanner Unit [2] to the cut -off of the Reader Unit.

M Procedure

1)Open the ADF Unit .
2)Remove the Glass Retainer (Right) [1] and then remove the Copy Board Glass [2].
» 2 Screws [3]

4)Loosen the screw to release the tension applied on the belt.
5)Remove the 2 screws [1] securing the LED Unit.

CAUTION:

Grease is applied on the 2 Rail Shafts [1] of the Reader Scanner Unit. If you have
touched the grease, be careful not to put it to other parts.

F-4-82
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8)Return the Scanner Unit to its original position.
9)Clean the mirror [1] with lint-free paper. The following 4 mirrors can be cleaned.

6)Place the Reader Scanner Unit [1] as shown in the figure below.

F-4-85
NOTE:
The rearmost mirror [2] cannot be cleaned. However, it is a dustproof mirror, so there is
7)Remove the LED Unit [1]. no need to clean it.
» 1 Connector [2]
F-4-84
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Controller System o Removing the HDD
o Removing the Controller Cover B Preparation
mP . 1)Back up the necessary data based on the table shown below.
reparatlon 2)Printing the set/registered data
1)Remove the Cover (Rear Upper). (Lv.1) COPIER > FUNCTION > MISC-P > USER-PRT
2)Remove the Right Cover (Rear Upper). (Lv.1) COPIER > FUNCTION > MISC-P > P-PRINT
In case the backup fails, print it out or export it to a USB.
B Procedure 3)Remove the Cover (Rear Upper).
4)Remove the Right Cover (Rear Upper).

1)Remove the Controller Cover [1]. 5)Remove the Controller Cover.(Refer to page 4-46)

* Loosen the screw [2].

* 10 Claws [3] <Backup List>

Backup target data Backup Method
1x User [Service] DCM | Device
(excluding Information
DCM) Delivery
Address List Yes*1 - Yes*9 Yes*10
Forwarding Settings Yes*1 - Yes*9 Yes*10
Settings / Registration
Preferences (Except for Paper Type Management Settings) - - Yes*9 Yes*10
Adjustment/Maintenance(*) - - Yes*9 Yes*10
Function Settings (Except for Printer Custom Settings, - - Yes*9 Yes*10
Forwarding Settings)
Set Destination (Except for Address List) - - Yes*9 Yes*10
Management Settings (Except for Address List) - - Yes*9 Yes*10
User authentication information used for local device Yes*2 - Yes*9 -
authentication of UA (User Authentication) (Management
F-4-86 Settings > User Management > Authentication Management
> User Management, etc.)
Printer Settings Yes*1 - - Yes*10
Set Paper Information Yes*1 - Yes*9 Yes*10
Setting items for each menu in Main Menu (Copy, Scan and Send, Fax, Scan and Store, Access
Stored Files, Fax/I-Fax Inbox)
Favorite Settings Yes*1 | Yes*8 | Yes*9 Yes*10
Default Settings - Yes*8 | Yes*9 -
Shortcut settings for “Options” - Yes*8 | Yes*9 -
Previous Settings - Yes*8 - -
Setting items for Quick Menu
Button Size information Yes*3 | Yes*8 | Yes*9 -
Wallpaper Setting Yes*3 | Yes*8 | Yes*9 -
Button information in Quick Menu Yes*3 | Yes™8 | Yes™® -
4-46
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Backup target data

Backup Method

User |Service

DCM Device

(excluding
DCM)

Information
Delivery

Restrict Quick Menu

Yes*3 | Yes*8

Yes*9 -

Setting items for Main Menu

Button settings in Main Menu

Yes*9 -

Button settings on the top of the screen

Yes*9 -

Wallpaper Setting for Main Menu

Yes*9 -

Other settings for Main Menu

Yes*9 -

Box settings

Mail Box Settings (Box Name, PIN, Time Until File Auto
Delete, Print Files Upon Storing from Printer Driver)

Yes*4 -

Yes*9

Image data in Mail Box, Fax Inbox, and Memory RX Inbox

Yes*4 -

Network Place Settings

Yes*9 -

Web browser settings

Web Access setting information

| Yes*9 [ Yes*10

MEAP settings

MEAP application

- Yes*8

License files for MEAP applications

Yes*5 -

Data saved using MEAP applications

Yes*5 | Yes*8

SMS (Service Management Service) password

- Yes*8

Universal data settings

Unsent documents (documents waiting to be sent with the
Delayed Send mode)

Job logs

Audit Log

Key Pair and Server Certificate in Certificate Settings in
TCP/IP Settings in Network Set-tings in System Settings
(from the Additional Functions screen)

Auto Adjust Gradation setting values

PS font

Key information to be used for encryption when TPM is OFF

Key and settings information to be used for encryption when
TPM is ON

Service Mode

Service Mode setting values (MN-CON)

| Yes*9 | -

T-4-18

*1: Remote Ul > Settings/Registration > Management Settings > Data Management > Import

or Export

*2: Remote Ul > Settings/Registration > Management Settings > User Management >

Authentication Management > User Management
*3: Remote Ul > Quick Menu > Export

*4: Remote Ul > Settings/Registration > Management Settings > Data Management > Back

Up or Restore

4-47

*5: Remote Ul > Service Management Service
*6: Remote Ul > Settings/Registration > Management Settings > Device Management > Save
Audit Log
Audit log that was exported cannot be put back to the device from which the log was
exported.
*7: Settings/Registration > Management Settings > Data Management > TPM Settings
*8: Download mode > [5]: Backup/Restore > [3] : MEAP Backup > Meapback.bin
Backup is possible using SST or USB memory
The data saved using a MEAP application can be backed up only when the MEAP
application has a backup function.
*9: Backup Method using DCM
When You set it in COPIER> OPTION> USER> SMD-EXPT> ON, a backup/restore is
possible in Service Mode Settings from the Remote Ul.There is a backup button on the
TOP page of the service mode.
1.Remote Ul > Settings/Registration > Management Settings > Data Management >
Import/Export All
2.Remote Ul > Settings/Registration > Management Settings > Data Management >
Import/Export
3. Service mode top screen > BACKUP
Service mode setting values only can be backed up and restored.
4.Web Service
*10: Web Service

4-47
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M Procedure

1)Remove the HDD [1].
« 2 Connectors [2]

* 1 Wire Saddle [3]

* 1 Screw [4]

« 3 Hooks [5]

=y ot

e
g 1 Q!,[s]\
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B Actions after Replacement
1)HDD format.

Start the machine in safe mode, and format all partitions using SST or a USB memory.

2)Turning OFF and ON the main power switch.
3)Restoring the backup data.
4)Resetting/registering the data.

While referring to the list which was printed before replacement, reset/register the data.
5)When the user generates and adds the encryption key, certificate and/or CA certificate,

request the user to generate them again.

NOTE:

When configuring the number of cassettes for the 1-cassette model for China as

1-cassette
(Lv.2) COPIER > OPTION > FNC-SW > CST-MDL = 1

o Removing the Main Controller PCB

B Preparation

1)Remove the Cover (Rear Upper).

2)Remove the Right Cover (Rear Upper).
3)Remove the Controller Cover.(Refer to page 4-46)
4)Remove the HDD.(Refer to page 4-46)

M Procedure

1)Free the harness from the Main Controller PCB [1].
» 9 Connectors [2] (11 when a fax is installed)

» 2 Flexible Cables [3]

» 2 Ul Cables [4]

* 2 Wire Saddles [5]

* 1 Clamp [6]

2X
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2)Remove the 2 Wire Saddles [1] (When a fax is installed).

F-4-89
3)Free the harness [1] (3 when a fax is installed) from the hole [2], and free the Flexible
Cable [3] from the guide [4].

F-4-90
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4)Remove the Flexible Cable guide [1].
» 1 Bosses [2]
* 1 Hooks [3]

-

\J

F-4-91

5)Remove the Main Controller PCB [1].
* 1 Screws [2]
» 2 Screws [3] to loosen

F-4-92
6)Replace parts from an old PCB to a new PCB.
* Memorey PCB
* FLASH PCB
- TPM PCB
4-49
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o Removing the DC Controller PCB

B Preparation

1)Perform backup as necessary and turn OFF the power.
Backup the Service Mode data.
(Lv.2) COPIER > FUNCTION > SYSTEM > DSRAMBUP
After “ACTIVE” is displayed for approx. 2 minutes, “OK!” is displayed.
*: If necessary,output the servise mode setting values by P-PRINT before execution.
(Lv.1) COPIER > FUNCTION > MISC-P > P-PRINT
2)Remove the Connector Cover [1].
3)Remove the Cover (Rear Lower).

M Procedure

1)Remove the DC Controller PCB [1].
» 26 Connectors [2]
* 6 Screws [3]

26X R
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M Actions after Replacement

1) Restore of the Service Mode data.
(Lv.2) COPIER> FUNCTION> SYSTEM> DSRAMRES
"ACTIVE" is displayed at execution and then "OK!" is displayed about 2 minutes later.
Restoration is complete.

2)If uploading of backup data fails before replacement due to the damage to the DC
Controller PCB, enter the values of service mode items recorded on the service label or
P-PRINT.

3)Turn OFF and then ON the main power switch.
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4-51
o Removing the Fax Unit 3)Disconnect the 2 connectors [1].

M Preparation

1)Remove the Cover (Rear Upper).
2)Remove the Controller Cover.(Refer to page 4-46)

M Procedure

1) Disconnect the connector (when the 2-line Fax is installed).

=
S
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4)Remove the Fax Unit.

* 2 Hooks [1]
» 2 Bosses [2]
* 2 Screws

F-4-94
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Laser Exposure System

o Removing the Laser Scanner Unit

B Preparation

1)Pull out the Cassette 1.
2)Open the Waste Toner Cover.
3)Remove the Left Cover (Upper)

B Procedure

1)Grasp and lift up the handle [1] to release the protrusion [2], and pull out the Laser Scanner
Unit [3] to the position in the following figure.
« 1 Clamp [4]

« 2 Screws [5]

F-4-98
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2)Turn over the Protection Sheet [1], and free the harness [2] from the Harness Guide [3].
» 1 Connector [4]

3)Disconnect the Flexible Cable [5].

F-4-99

F-4-100
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4-53

o Cleaning the Dustproof Glass

1)Open the Front Door.
2)Remove the Dustproof Glass Cleaning Tool [1].

Points to Note at Installation:

When installing, be sure to fit the protrusion [1] of the Laser Scanner Unit with a hole [2]
in the plate.

R T L
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3)Insert the Dustproof Glass Cleaning Tool [1] into the hole [2], and clean the glass by moving
it back and forth 2 to 3 times in the [A] part.

CAUTION:

Do not disassemble the Laser Scanner Unit because it requires adjustment.

B Actions after Replacement

1) Execute [Auto Correct Color Mismatch].
2) If the degree of color displacement differs between the center and the edge, execute "copy
ratio correction" and "distortion correction" as needed.

F-4-103

Points to Note at Installation:

Do not insert the Dustproof Glass Cleaning Tool upside down.
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|mage Formation System 3)Pinch the light-blue [A] part, and pull out the Drum Unit [1].
CAUTION:

o Removmg the Drum Unit Since there is a risk of damaging the Photosensitive Drum, do not touch the surface.
Be sure to block light to the removed Drum Unit using paper, otherwise it will be
CAUTION: exposed to light.

If you perform work while in Deep sleep mode or when the power was turned OFF while
in Deep sleep mode, the Primary Transfer Roller will not be disengaged.

When removing the Drum Unit (Bk), be sure to do so after returning the machine to a
standby state.

1) Open the Front Door.
2)Open the Drum Unit Retaining Cover [1].

(1]

F-4-104
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2)Pull out the Developing Unit [1] to the position in the figure below, disconnect the connector
[2], and hook it on the groove in the cover [3].
» 1 Connector [2]

o Removing the Developing Unit
B Preparation

CAUTION:

If you perform work while in Deep sleep mode or when the power was turned OFF while
in Deep sleep mode, the Primary Transfer Roller will not be disengaged.

When removing the Drum Unit (Bk), be sure to do so after returning the machine to a
standby state.

1)Remove the Drum Unit.(Refer to page 4-54)

B Procedure

1)Remove the screw [1].
* 1 Screw [1]

4106 F-4-108
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o Installing the Deve|0ping Unit 3)Remove the seal [1] from the supply mouth.

1)Unpack the new Developing Unit.
* Do not yet remove the seal from the supply mouth.

2)Before installing the Developing Unit, orient the Front Cover [1] upwards, and shake the
unit strongly up and down approx. 10 times with its angle unchanged [2].

(1]
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4)Check that the connector is hooked on the groove in the cover.
If it is not hooked, the connector may get stuck when inserting the Developing Unit.

5)Insert the Developing Unit up to the position in the figure below.

Eato0 CAUTION:

Take care to prevent the connector of the Developing Unit from getting caught.

F-4-110

CAUTION:

If the Developing Unit is installed with toner uneven in the container, the screw may be
broken and E020/E021 may occur.

n Disassembly/Assembly > Image Formation System > Installing the Developing Unit
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6)Disconnect the connector [1] from the groove in the cover, and connect it to the Developing 8)Secure the Developing Unit with the screw while holding it down.
Unit. * 1 Screw [1]

F-4-113
7)Slowly insert the Developing Unit up to the position where it is to be secured with a screw. Faina
9)Install the Drum Unit.
CAUTION:
If you insert it abruptly, toner may scatter on the rear side inside the machine when the B Actions after Replacement
shutter opens.

The following procedure can also be performed in [Service Mode > Situation Mode > Parts
Replacement > Adjustment during Developing Unit replacement ].

1)Execute COPIER> FUNCTION> INSTALL> INISET-Y/M/C/K.
* When this is performed, each of the initialization operations is performed and the parts
counters are cleared.

2)Check COPIER>ADJUST>DENS>D-Y/M/C/K-LVL and write down on the service label of
the Front Door.

3)Check COPIER>ADJUST>DENS>CONT-Y/M/C/K and write down on the service label of
the Front Door.

4) Execute Auto Adjust Gradation> Full Adjust.
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o Removing the Waste Toner Container o Removing the Secondary Transfer Outer Roller

1)Open the Cassette 1.

1) Open the Right Door.
2)Open the Waste Toner Cover.

2)Remove the Secondary Transfer Outer Roller [1].

F-4-115
3)Remove the Waste Toner Container.
Points to Note at Replacement:
Replacing the Waste Toner Container after the preparation warning has been displayed
clears the parts counter automatically.
Parts Counter : COPIER > COUNETR > DRBL-1 > WST-TNR
4-58
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Points to Note at Installation: o Removmg the ITB Unit

Remove the Protection Sheet [1] from the new Secondary Transfer Outer Roller after B Prep aration

installation.

(11 CAUTION:
If you perform work while in sleep mode or when the power was turned OFF while in
sleep mode, the Primary Transfer Roller will not be disengaged, and so you will not be
able to pull out the ITB Unit.
You should perform the work after returning the machine to the standby state.

1)Fully open the Right Door.(Refer to page 4-27)

F-4-116
M Procedure
Pull the tape [2] on the Protection Sheet [1] in the direction of the arrow to remove the
sheet. 1)Pull the lever [1] to unlock it, grasp the handle [A] on the left and right, and pull the ITB Unit
[2] to the position in the figure below while shifting it to the left side.
F-4-117
F-4-118

NOTE:

* Parts Counter : COPIER > COUNTER > DRBL-1 > 2TR-ROLL
» ltis also cleared at the same time when R-DOOR is cleared.
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2)Switch your grip to the handle [B] on the left and right, and pull out the ITB Unit [1].
) Points to Note at Installation:

T

X d 2) Check that the shutter of the Waste Toner Ejection Mouth is closed.

Left Side

F-4-119

Points to Note at Installation:

1) Install the unit while the Primary Transfer Roller is completely disengaged. Check
that the Disengagement Cam is located at the position shown in the figure on the

right.

/)

3) Align the triangle mark in the guide on the left with that in the ITB Unit, place the
shaft [A] of the ITB Unit [1] on the rail [B] of the guide, and install the unit while
shifting it to the left.

4 )

NOTE:

+ Parts Counter : COPIER > COUNTER > DRBL-1 > TR-UNIT

¢ When TR-UNIT is cleared, T-CLN-BD/ TR-BLT/ TR-ROLK/ TR-ROLC are also cleared at
the same time.

» After installation, execute [Auto Adjust Gradation> Full Adjust], [Auto Correct Color

Mismatch].
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B After Removing the ITB Unit Cleaning the Light Guide
1)Clean the upper surface [1] of the Light Guide of each color Drum Unit using the blower [2].
Cleaning the Registration Patch Sensor Unit
1)Open the shutter [1], and clean the Patch Sensor [2] using the blower [3].

After cleaning, check that there is no soiling caused by toner on the surface of the sensor.
If the soiling cannot be removed, perform step 2.

2)While pressing the shutter [1], clean the Patch Sensor [2] in the single direction with wet
and tightly-wrung cotton swab.

3)Clean the leading edge [4] of the Pre-transfer Cover Sheet with lint-free paper.

F-4-120

CAUTION:

Do not use alcohol because it causes melting and clouding of the sensor window.

Do not dry wipe the sensor window because it is charged to attract toner.
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o Removing the ITB Cleaning Blade 2)Remove the Cleaning Blade [1].
* 2 Bosses [2]

B Preparation

1) Open the Right Door.
2)Fully open the Right Door.(Refer to page 4-27)
3)Remove the ITB Unit.(Refer to page 4-59)

B Procedure

1)Remove the ITB Cleaning Blade Retainer [1].
* 2 Screws [2]

* 2 Gears [3]

« 1 Clasp [4] (Used when removing the ITB)

F-4-123

NOTE:
» Parts Counter : COPIER > COUNTER > DRBL-1 > T-CLN-BD
« |tis also cleared at the same time when TR-UNIT is cleared.

» After installation, execute [Auto Adjust Gradation> Full Adjust], [Auto Correct Color
Mismatch].

F-4-122
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o Removing the ITB

B Preparation

1
2
3
4

Open the Right Door.

Fully open the Right Door.(Refer to page 4-27)

Pull out the ITB Unit.(Refer to page 4-59)

Remove the ITB Cleaning Blade.(Refer to page 4-62)

NN N,

B Procedure

1)Push the Tension Guide [1] to loosen the tension of the ITB, and secure the guide using the

clasp [2].

« 3 Hooks [3]

F-4-124

2)Stand the ITB Unit, and secure it by using the ITB Cleaning Blade [1] as a base.
* 1Boss [2]

4-63

-

J

3)Remove the screw [1], and remove the Left Handle [3] by rotating it while lifting up theBdss

(21
* 1 Screw [1]
* 1Boss [2]
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5)Remove the ITB Tension Roller [1].
CAUTION:
Be careful not to lose the Parallel Pin [1].
e .
F-4-129
6)Remove the ITB [1].
F-4-127 .
4)Remove the Tension Roller Retainer [1].
* 2 Hooks [2]
F-4-130
Points to Note at Installation:
Be sure that the rib of the ITB is not placed on the Tension Roller.
F-4-128
NOTE:
» Parts Counter : COPIER > COUNTER > DRBL-1 > TR-BLT
» ltis also cleared at the same time when TR-UNIT is cleared.
» After installation, execute [Auto Adjust Gradation> Full Adjust], [Auto Correct Color
Mismatch].
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o Removing the Primary Transfer Roller (Y/M/C/BK) 3)Remove the Primary Transfer Roller [1].

M Preparation

1)Remove the ITB Unit.(Refer to page 4-59)
2)Remove the ITB Cleaning Blade.(Refer to page 4-62)
3)Remove the ITB.(Refer to page 4-63)

M Procedure

1)Remove the ITB Cleaning Blade [1], and lay down the ITB Unit such that the Primary
Transfer Roller is visible.
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NOTE:

* Parts Counter : COPIER > COUNTER > DRBL-1 > TR-ROLK
» Parts Counter : COPIER > COUNTER > DRBL-1 > TR-ROLC
« ltis also cleared at the same time when TR-UNIT is cleared.

» After installation, execute [Auto Adjust Gradation> Full Adjust], [Auto Correct Color
\ Mismatch].
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2)Remove the Primary Transfer Roller Retainer Member [1].

4 ~ )
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o Removing the Patch Sensor Unit

2)Remove the Patch Sensor Unit [1].
B Preparation l |

1)Remove the Registration Guide Unit.(Refer to page 4-93) |
2)Remove the ITB Unit.(Refer to page 4-59) 1

M Procedure

A
\\,'4 I T

1)Remove the Harness Guide [1]. § = % =
« 1 Connector [2] 3 | &

* 1 Claw [3] ,

« 2 Hooks [4] h '
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B Adjustment after Replacement

The following procedure can also be performed in [Service Mode > Situation Mode > Parts
Replacement > Adjustment During Patch Sensor Unit Replacement ].

1) Enter the value shown on the label included in the package.
COPIER > ADJUST > DENS > PALPHA-F

COPIER > ADJUST > DENS > PALPHA-R
2)Execute auto gradation adjustment.
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3)After executing auto gradation adjustment, see the alarm log to check that 10-0006/10-
0007 has not occurred.

When an alarm occurs, perform a remedy according to the instruction of the alarm.

4-66
n Disassembly/Assembly > Image Formation System > Removing the Patch Sensor Unit > Adjustment after Replacement



n Disassembly/Assembly > Image Formation System > Removing the Waste Toner Drive Unit > Procedure

o Removing the Waste Toner Drive Unit

M Preparation

1)Remove the Motor Fan.(Refer to page 4-32)

2)Remove the Low Voltage Power Supply Unit.(Refer to page 4-33)
3)Remove the Secondary Transfer High Voltage PCB.(Refer to page 4-34)
4)Remove the Waste Toner Container.(Refer to page 4-58)

5)Remove the Left Cover (Upper).

6)Remove the Left Cover Assembly (Rear)

7)Remove the Power Supply Cooling Fan.(Refer to page 4-30)

B Procedure

1)Remove the Waste Toner Drive Shaft [1] by bending it.

NOTE:

The Waste Toner Drive Shaft is removed to prevent toner from leaking from the Waste

Toner Feed Unit on the front side.

F-4-136

4-67
2)Lift up the [A] part of the lever to release the claw [1], and remove the Waste Toner Drive
Assembly [2].
1 Claw [1]

1 Connector [3]
2 Screws [4]
2 Hooks [5]

1x

NOTE:
» Parts Counter : COPIER > COUNTER > DRBL-1 > WT-DR-U

4-67

n Disassembly/Assembly > Image Formation System > Removing the Waste Toner Drive Unit > Procedure



n Disassembly/Assembly > Image Formation System > Removing the Registration Drive Unit / Duplex Merging Motor / Registration Motor > Procedure

O Removing the Registration Drive Unit / Duplex Merging

Motor / Registration Motor

B Preparation

1
2
3
4

Remove the Right Door.(Refer to page 4-80)
Remove the Registration Guide Unit.(Refer to page 4-93)
Remove the Cassette 1 Pickup Unit.(Refer to page 4-85)
Remove the Motor Fan.(Refer to page 4-32)

NN NN

M Procedure

1)Remove the white member [1] using a flat-blade screwdriver.
* 1 Claw [2]

\"\"\'\'\'\.\‘\\
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4-68
2)Remove the Duplex Merging Motor [1] and the Registration Motor [2].
» 2 Connectors [3]
* 4 Screws [4]

3)Remove the Registration Drive Unit [1].
» 2 Screws [2]
* 3 Claws [3]

NOTE:
» Parts Counter : COPIER > COUNTER > DRBL-1 > REG-DR-U

4-68
n Disassembly/Assembly > Image Formation System > Removing the Registration Drive Unit / Duplex Merging Motor / Registration Motor > Procedure



n Disassembly/Assembly > Image Formation System > Removing the Main Drive Unit > Procedure

4-69
o Removing the Main Drive Unit B Procedure

N Preparation 1)Remove the DC Controller PCB together with the Support Plate.

» 3 Screws [1]
1)Open the Front Cover. » 27 Connectors [2]
2)Pull out the Drum Unit by approx. 3 cm. » 10 Wire Saddles [3]
3)Pull out the Developing Unit by approx. 3 cm.

F-4-140
4)Remove the Rear Upper Cover.

5)Remove the Rear Lower Cover.

4-69
n Disassembly/Assembly > Image Formation System > Removing the Main Drive Unit > Procedure



n Disassembly/Assembly > Image Formation System > Removing the Main Drive Unit > Procedure

4-70
2)Free the harness [1] of the Low-voltage Power Supply Assembly and disconnect the
connector [2] of the Power Supply Cooling Fan. Sl
+ 2 Wire Saddles [3] When removing the unit, be sure to release the lower edge of the unit first as shown in
the figure.
&\
eS|
F-4-142 .
3)Remove the Main Drive Unit. F-4-144
* 9 Screws [1]
F-4-143
4-70

n Disassembly/Assembly > Image Formation System > Removing the Main Drive Unit > Procedure



n Disassembly/Assembly > Image Formation System > Removing the Drum Cleaning Pre-exposure LED Unit > Adjustment after Replacement
4-71
o Removing the Drum Cleaning Pre-exposure LED Unit

3)Remove the guide [1] of the Pre-exposure LED.
B Preparation

1)Removing the Main Controller PCB. (Refer to page 4-48)
2)Removing the Main Drive Unit. (Refer to page 4-69)

Bl Procedure

1)Free the harness [1] from the Harness Guide [2].
2 Wire Saddles [3]

F-4-147

B Adjustment after Replacement

The following procedure can also be performed in [Service Mode > Situation Mode > Parts
Replacement > Adjustment at replacement of the Pre-exposure LED Unit ].

2)Remove the 4 Pre-exposure LEDs [1]. F-4-145 1) Light up the Cleaning Pre-exposure LED and check that the LED lights up.

1 Claw 2] COPIER>FUNCTION>MISC-P>PRE-EXP

2) Enter the value shown on the label included in the package.
COPIER>ADJUST>EXP-LED>INTEXP-Y/M/C/K

3) Put the label included in the package on the corresponding item on the service label on the
Front Door.

F-4-146

4-71
n Disassembly/Assembly > Image Formation System > Removing the Drum Cleaning Pre-exposure LED Unit > Adjustment after Replacement



n Disassembly/Assembly > Fixing System > Removing the Fixing Film Unit > Procedure

Fixing System o Removing the Fixing Film Unit

© Removing the Fixing Unit M Preparation

1)Remove the Fixing Unit.(Refer to page 4-72)

4-72

1)Open the Right Door.

M Procedure
2)Grasp the light-blue handle [1], and remove the Fixing Unit [2].

G I,- i |
' L7

1)Remove the Fixing Disengagement Gear [1].
* 1 Claw [2]

NOTE:

» Parts Counter : COPIER > COUNTER > DRBL-1 > FX-UNIT

» The parts counter of the Fixing Unit is automatically cleared when a new Fixing Unit is
detected.
* When a fixing error (E001/E002/E003) occurs, be sure to turn ON the power after
closing the Right Door.

«  When FX-UNIT is cleared, FX-LW-RL/ FX-UP-FR/ FX-LW-BS are also cleared at the
same time.

F-4-149

4-72
n Disassembly/Assembly > Fixing System > Removing the Fixing Film Unit > Procedure



n Disassembly/Assembly > Fixing System > Removing the Fixing Film Unit > Procedure
4-73

2)Remove the Fixing Left Cover [1]. 3)Rotate the Fixing Unit 180 degrees.
« 2 Claws [2]

F-4-152

4)Remove the Fixing Right Cover [1].
F-4-150

» 2 Claws [2]
NOTE:
If the claw of the Fixing Left Cover is damaged, [1] can be secured by tightening the CAUTION:
SCrews.

Since there are connectors connected inside, do not remove them abruptly.

F-4-151

4-73
n Disassembly/Assembly > Fixing System > Removing the Fixing Film Unit > Procedure



n Disassembly/Assembly > Fixing System > Removing the Fixing Film Unit > Procedure

4-74
5)Disconnect the 3 connectors [1]. 7)Open the left and right Fixing Pressure Levers [1].
« 3 Connectors [1]
F-4-156
F4-154 8)Remove the 2 springs [1] from the left and right Fixing Pressure Levers.
6)Rotate the Fixing Unit 90 degrees.
F-4-157
F-4-155
4-74

n Disassembly/Assembly > Fixing System > Removing the Fixing Film Unit > Procedure



n Disassembly/Assembly > Fixing System > Removing the Fixing Film Unit > Procedure
4-75

9)Return the Fixing Pressure Lever [1]. 11) Free the harness [1] from the Harness Guide [2], and remove the Fixing Film Unit [3].

F-4-158 F-4-160
10) Open the Fixing Lower Cover [1].

Points to Note at Installation:

When installing the Fixing Film Unit [1], be sure to align the grooves on the right and left
with the rail [3].

F-4-159

NOTE:
e Parts Counter : COPIER > COUNTER > DRBL-1 > FX-UP-FR
* ltis also cleared at the same time when FX-UNIT is cleared.

4-75
n Disassembly/Assembly > Fixing System > Removing the Fixing Film Unit > Procedure



n Disassembly/Assembly > Fixing System > Removing the Fixing Pressure Roller / Fixing Pressure Roller Shaft Support > Procedure

4-76
Removing the Fixing Pressure Roller / Fixing Pressure

Roller Shaft Support

2)Remove the Fixing Pressure Roller [1].

B Preparation

1)Remove the Fixing Unit.(Refer to page 4-72)
2)Remove the Fixing Film Unit.(Refer to page 4-72)

B Procedure

1)Open the guide [1].

F-4-163

F-4-164

NOTE:

« Parts Counter : COPIER > COUNTER > DRBL-1 > FX-LW-RL
F-4-162 * Parts Counter : COPIER > COUNTER > DRBL-1 > FX-LW-BS
* ltis also cleared at the same time when FX-UNIT is cleared.

4-76
n Disassembly/Assembly > Fixing System > Removing the Fixing Pressure Roller / Fixing Pressure Roller Shaft Support > Procedure



n Disassembly/Assembly > Fixing System > Removing the Fixing Drive Unit > Procedure

O Removing the Fixing Drive Unit
B Preparation

4-77
2)Remove the Fixing Drive Assembly [1].
» 3 Screws [2]
1) Fully open the Right Door.(Refer to page 4-27)
2)Remove the Fixing Unit.(Refer to page 4-72)

» 1 Connector [4]
) e
)
3)Remove the ITB Unit.(Refer to page 4-59)
4)Remove the Right Upper Rear Cover.
)
)

5)Remove the Second Delivery Unit.(Refer to page 4-84)
6)Remove the First Delivery Unit.(Refer to page 4-83)

B Procedure

1)Remove the Air Flow Duct [1].
* 2 Claws [2]

2X

b1

(e

T

F-4-165

n Disassembly/Assembly > Fixing System > Removing the Fixing Drive Unit > Procedure

4-77



n Disassembly/Assembly > Pickup/Feed System > Removing the Pickup/Feed/Separation Roller (Cassette 1/2,Cassette 3/4(Option)) > Procedure
4-78

PiCkU p/Feed System 2)Pull out the Pickup Roller [2]/Feed Roller [3]/Separation Roller [4] while holding down the
claw [1].

* 3 Claws [1]

Removing the Pickup/Feed/Separation Roller (Cassette
1/2,Cassette 3/4(Option))

B Preparation

1)Open the Right Door (Lower) or the Cassette Right Door Assembly .
Cassette 1/2: Right Door (Lower)
Cassette 3/4: Cassette Right Door Assembly

2)Pull out the cassette (each paper source).

B Procedure

1)Move the Pickup Guide Holder [1].

F-4-168

NOTE:
Parts Counter : COPIER > COUNTER > DRBL-1 > Cx-PU-RL / Cx-FD-RL / Cx-SP-RL
Parts Counter : COPIER > COUNTER > DRBL-2 > Cx-PU-RL / Cx-FD-RL / Cx-SP-RL

4-78
n Disassembly/Assembly > Pickup/Feed System > Removing the Pickup/Feed/Separation Roller (Cassette 1/2,Cassette 3/4(Option)) > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Multi-purpose Tray / Feed / Separation Roller
4-79

Removing the Multi-purpose Tray / Feed / Separation
Roller

1)Open the Multi-purpose Tray Pickup Tray.

2)Remove the Multi-purpose Tray Pickup Roller Cover [1].
* 1 Claw [2]

* 2 Bosses [3]

F-4-169

4)Remove the Multi-purpose Tray Separation Roller Guide [1].

* 1 Hook [2]
» 2 Claws [3] (on the host machine side)

F-4-171
5)Raise the Multi-purpose Tray Separation Roller [1] with the shaft as the center, and pull it
out from the shaft.

F-4-172

NOTE:
« Parts Counter : COPIER > COUNTER > DRBL-1 > M-PU-RL / M-SP-RL / M-FD-RL

*  M-PU-RL/ M-SP-RL/ M-FD-RL is also cleared at the same time when R-DOOR s cleared.

4-79

n Disassembly/Assembly > Pickup/Feed System > Removing the Multi-purpose Tray / Feed / Separation Roller



n Disassembly/Assembly > Pickup/Feed System > Removing the Right Door Unit > Preparation

4-80
Points to Note at Installation: o Removmg the nght Door Unit
1) Because a jam may occur when the Multi-purpose Tray Separation Roller is not B Preparation
inserted properly, be sure to insert it all the way to the correct position.

1) Pull out the Cassette 1/2.

2)Open the Right Door/Right Door (Lower)/Cassette Right Door Assembly.
3)Remove the Right Cover (Rear Upper).

4)Remove the screw on the left side of the Cover (Rear Lower).
5)Remove the Right Cover Assembly (Rear Lower).

6)Remove the Right Cover (Front Lower) and Right Door (Lower).
7)Open the Multi-purpose Tray Pickup Tray.

F-4-173
2) When installing the Multi-purpose Tray Pickup Roller Cover, be sure to do so after
aligning (1) with the boss hole and (2) with the holes.
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F-4-175

4-80
n Disassembly/Assembly > Pickup/Feed System > Removing the Right Door Unit > Preparation



n Disassembly/Assembly > Pickup/Feed System > Removing the Right Door Unit > Procedure

4-81
B Procedure 4)Free the harness [1] from the Harness Guide [2].
* 1 Connector [3]
* 1 Clamp [4]

1)Remove the Wire Fixation Member [1].
* 1 Claw [2]
* 3 Hooks [3]

o —

5)Fully open the Right Door .

F-4-176
2)Free the wire [2] from the Wire Fixation Member [1], and pass it through the hole [A] in the
Right Door.
/

3)Close the Multi-purpose Tray Pickup Tray.

4-81
n Disassembly/Assembly > Pickup/Feed System > Removing the Right Door Unit > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Right Door Unit > Procedure

6)Remove the Link Gear [1].
* 1 Screw [2]
« 2 Bosses [3]

CAUTION:

Be sure to perform work while supporting the Right Door with your thigh and taking care
to prevent it from falling.

-

F-4-179

7)Pull the Right Door Link (Left) [1] and Right Door Link (Right) [2] towards the outside to
remove them while bending the [A] part at the position in the following figure.

8)Remove the Right Door [1].
* 2 Bosses [2]

s

NOTE:

Parts Counter : COPIER > COUNTER > DRBL-1 > R-DOOR

F-4-181

4-82

REG-RL/ M-PU-RL/ M-SP-RL/ M-FD-RL is also cleared at the same time when R-DOOR

is cleared.

n Disassembly/Assembly > Pickup/Feed System > Removing the Right Door Unit > Procedure

4-82



n Disassembly/Assembly > Pickup/Feed System > Removing the First Delivery Unit > Procedure

O Removing the First Delivery Unit

B Preparation

1
2
3
4

Open the Right Door

Remove the Right Cover (Rear Upper).

Remove the Fixing Unit.(Refer to page 4-72)

Remove the Second Delivery Unit.(Refer to page 4-84)

NN AN N

M Procedure

1)Free the harness [1] from the Harness Guide [2].
* 1 Connector [3]
* 1 Wire Saddle [4]

4-83

2)Remove the First Delivery Unit [1].
* 1 Screw [2]
» 2 Bosses [3]

F-4-183
Points to Note at Removing:

If you pull the right side of the First Delivery Unit out too far, the 2 bosses may be
damaged.

F-4-184

4-83
n Disassembly/Assembly > Pickup/Feed System > Removing the First Delivery Unit > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Second Delivery Unit > Procedure
4-84

o Removing the Second De"\/ery Unit 2)Pull out the Second Delivery Unit slightly and disconnect the connector.

» 1 Connector [1]

B Preparation

1)Open the Right Door.
2)Remove the Right Cover (Rear Upper).

B Procedure

1) Pull out the Second Delivery Unit slightly.
* 4 Screws
* 1 Wire Saddle

L. s 7

3)Remove the Second Delivery Unit.

Points to Note at Removing:

If you pull the right side of the Second Delivery Unit out too far, the 2 bosses may be
damaged.

4-84
n Disassembly/Assembly > Pickup/Feed System > Removing the Second Delivery Unit > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 1 Pickup Unit > Procedure

O Removing the Third Delivery Unit

1)Open the Right Door.

2)Fully open the Right Door.(Refer to page 4-27)
3)Remove the Third Delivery Unit.

» 3 Bosses

» 3 Protrusions

* 5 Screws

F-4-188

4-85
o Removing the Cassette 1 Pickup Unit

B Preparation

1)Remove the Right Door Unit.(Refer to page 4-80)

M Procedure

1)Remove the Right Door Link (Left) [1] and Right Door Link (Right) [2].

-

F-4-189
2)Remove the Connector Cover [1].

« 1Claw [2]
« 1 Hook [3]

(CCOOEEEOERreen
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F-4-190

4-85
n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 1 Pickup Unit > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 1 Pickup Unit > Procedure

3)Free the harness [1] from the Harness Guide [2].
« 1 Connector [3]

F-4-191

4-86
4)Remove the Cassette 1 Pickup Unit [1].
* 4 Screws [2]

{CCCCCAY
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F-4-192
Note at Removal/Installation:

Remove the Cassette 1 Pickup Unit [2] while pulling it out along the [A] part of the Right
Door Shaft Support Block [1] on the left side.

F-4-193

4-86
n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 1 Pickup Unit > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 2 Pickup Unit > Procedure

4-87

o Removing the Cassette 2 Pickup Unit B Procedure

N Preparation 1)Remove the Cassette 2 Pickup Unit [1].

» 1 Connector [2]

1)1) Pull out the Cassette 1/2. « 4 Screws [3]

2)Open the Right Door/Right Door (Lower)/Cassette Right Door Assembly.

3)Remove the Right Cover (Rear Upper).

4)Remove the screw on the left side of the Cover (Rear Lower).

5)Remove the Right Cover Assembly (Rear Lower).

6)Remove the Right Cover (Front Lower) and Right Door (Lower)

F-4-195

3)

F-4-194

4-87
n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 2 Pickup Unit > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 3/4 Pickup Unit (Option) > Procedure

o Removing the Cassette 3/4 Pickup Unit (Option)

B Preparation

1) Pull out all of the cassettes.

2)Open the Right Door/Right Door (Lower)/Cassette Right Door Assembly.
3)Remove the Right Cover (Rear Upper).

4)Remove the screw of the Cover (Rear Lower).

5)Remove the Right Cover Assembly (Rear Lower).

6)Remove the Right Cover (Front Lower) and Right Door (Lower).

7)Remove the Cassette Cover (Right Front).

8)Remove the Cassette Cover (Right Rear) and remove the Cassette Right Door.
9)Remove the Cassette Right Cover (Lower).

F-4-196

4-88

M Procedure

1)Release the connector [1] of the Harness Guide.
» 2 Connectors [1]

2)Remove the Cassette Right Door Open/Close Detection Switch [1].
* 1 Screw [2]
* 2 Hooks [3]

4-88

n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 3/4 Pickup Unit (Option) > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 1 Vertical Path Roller > Procedure

4-89
3)Remove the Pickup Unit [1].

Remowe e o Removing the Cassette 1 Vertical Path Roller

B Preparation

1) Fully open the Right Door.(Refer to page 4-27)
2)Remove the Registration Guide Unit.(Refer to page 4-93)

M Procedure

1)Remove the Guide Plate [1].
» 2 Screws [2] (Use a stubby screwdriver)

F-4-199

F-4-200

F-4-201

4-89
n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 1 Vertical Path Roller > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 1 Vertical Path Roller > Procedure

4-90
3)Lift up the left bushing [1], and remove the Shaft Spacer [2]. 4)Remove the Vertical Path Roller [1].
CAUTION: CAUTION:
Use caution as the Shaft Spacer drops easily at this time. Take care not to drop the 2 bushings [2].
F-4-204
5)Remove the 2 bushings [1].
Points to Note at Installation:
Be sure to push the Shaft Spacer from above all the way down.
F-4-205
F-4-203
4-90

n Disassembly/Assembly > Pickup/Feed System > Removing the Cassette 1 Vertical Path Roller > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Registration Roller > Procedure

4-91

Points to Note at Installation: o Removmg the Rengtratlon Roller
Be sure to install the roller so that the side with the marking in the following figure is on B Preparation
the right.
1) Fully open the Right Door.(Refer to page 4-27)
M Procedure
1)Remove the Secondary Transfer Guide Retainer [1].
* 1 Screw [2]
NOTE:

Be sure to replace the Cassette 1 Vertical Path Roller at the same time as the Registration

Roller.

* This is because the speed control varies as the roller wears.

Parts Counter : COPIER > COUNTER > DRBL-1 > VP-FD-RL
VP-FD-RL is also cleared at the same time when R-DOOR s cleared.

n Disassembly/Assembly > Pickup/Feed System > Removing the Registration Roller > Procedure

4-91



n Disassembly/Assembly > Pickup/Feed System > Removing the Registration Roller > Procedure

3)Remove the Secondary Transfer Guide Unit.
« 2 Protrusion [2]
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4)Remove the gear [1].
* 1 Claw [2]

\ e =

F-4-209

F-4-210

4-92

5)Remove the E-ring [1].

F-4-211

4-92

n Disassembly/Assembly > Pickup/Feed System > Removing the Registration Roller > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Registration Guide Unit > Procedure

4-93
7)Remove the Spacer (Right) [1] and Spacer (Left) [2].

o Removing the Registration Guide Unit
Z

B Preparation

(] 1)Open the Right Door.
2)Fully open the Right Door.(Refer to page 4-27)
3)Remove the Front Door.(Refer to page 4-27)

M Procedure

/ 1)Remove the right side of the Registration Guide Unit [1].

* 1 Screw [2]
[2

F-4-213

Points to Note at Installation:

Be sure to install the Registration Roller after aligning the Secondary Transfer Guide
Unit with the position of the roller.
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NOTE:

» Be sure to replace the Registration Roller at the same time as the Cassette 1 Vertical
Path Roller.

* This is because the Speed Control varies as the roller wears.
Parts Counter : COPIER > COUNTER > DRBL-1 > REG-RL
REG-RL is also cleared at the same time when R-DOOR is cleared.

4-93
n Disassembly/Assembly > Pickup/Feed System > Removing the Registration Guide Unit > Procedure



n Disassembly/Assembly > Pickup/Feed System > Removing the Registration Guide Unit > Procedure

4-94
2)Insert a Phillips screwdriver into the hole [1], and then release the claw [3] from the
Registration Guide Unit [2].

« 1 Claw [3]

4)Disconnect the connector [1].
» 1 Connector [1]

LW

F-4-216
3)Release the 2 protrusions, and pull out the Registration Guide Unit [2].

CAUION:

Be careful of the connector on the back.

4-94
n Disassembly/Assembly > Pickup/Feed System > Removing the Registration Guide Unit > Procedure



Adjustment

B Pickup Feed System
B Document Exposure System
B Actions after Replacement

E Adjustment



E Adjustment > Pickup Feed System > Image position adjustment > Mechanical Adjustment

Pickup Feed System B Mechanical Adjustment

1)Pull out the Cassettes.

o |mage position adjustment 2)Check the value of the scale on the Adjustment Plate.

CAUTION:

Adjusting the 1st side also changes the margin on the 2nd side. If the difference
between the 1st and the 2nd sides is +/- 0.5 mm or less, do not adjust the 2nd side.
<Reference: Standard value>

Leading edge: 4.0+1.5/-1.0 mm (front side, back side)

Left edge: 2.5+/-1.5 mm (front side) / 2.5+/-2.0 mm (back side)

1) After setting the service mode (level 1) as shown below, press the Start key and output a
test print (2-sided print) from each of the paper sources.

+ COPIER>TEST >PG>TYPE =5

* COPIER > TEST > PG > COLOR-K =1

* COPIER > TEST > PG > COLOR-Y/M/C =0

» COPIER > TEST > PG > 2-SIDE = 1

¢ COPIER > TEST > PG > PG-PICK = each of the paper sources

3)Loosen the Fixation screw.

CAUTION:
At 2-sided printing, paper is output with the 1st side up and 2nd side down.

When checking the leading edge margin on the 1st side, check the up side of paper,
and check the margin on the rear side with respect to the feed direction.

CAUTION:

If the margin is not within the standard values, perform the adjustment of each cassette
in the following order:

1 Software Adjustment | Software Adjustment Mechanical Adjustment
2 - Mechanical Adjustment Software Adjustment
*: Hardware adjustment is not performed for Cassette 1. T-5-1

E Adjustment > Pickup Feed System > Image position adjustment > Mechanical Adjustment

5-2



E Adjustment > Pickup Feed System > Image position adjustment > Mechanical Adjustment
5-3

4)Move the Adjustment Plate left or right according to the scale value checked in step 2. 6) Pull out the next upper cassette, and check that the Adjustment Plate is correctly pushed

(As the Adjustment Plate is moved toward the left on the machine by 1 tooth, the left edge against the frame.

margin is increased by 0.5mm.)

F-5-3
5)Tighten the Fixation Screw. -
NOTE: Fos
If you are concemed with the difference in level of the cassettes after mechanical
adjustment, adjust it by loosening the 2 screws on the side. CAUTION:
_ _ If the Adjustment Plate is not correctly pushed against the frame, image cannot be
correctly adjusted.
When checking Cassette 3, the Between-cassette Cover needs to be removed.
7)Output and check that the margin is within the standard values.
F-5-4

5-3

E Adjustment > Pickup Feed System > Image position adjustment > Mechanical Adjustment



E Adjustment > Pickup Feed System > Image position adjustment > Software Adjustment

B Software Adjustment
@ Adjustment method

Use the following service mode to make an adjustment. (Refer to the figure displayed by
pressing the [i] button.)
1) Leading edge
REGIST: 1/1 speed, front side
REG-DUP1: 1/1 speed, back side
REG-THCK: 1/2 speed, front side
REG-DUP2: 1/2 speed, back side
As the value is changed by 1, the leading edge margin is changed by 0.1 mm.
2) Left edge
ADJ-C1/C2/C3/C4/MF: Front side, ADJ-C1RE/C2RE/C3RE/C4RE/MFRE: Back side
As the value is changed by 1, the left edge margin is changed by 0.1 mm.

3) If the service mode has been changed, write the new adjustment value on the service
label.

<Reference: Standard value>
Leading edge : 4.0+1.5/-1.0 mm (front side, back side)
Left edge : 2.5+/-1.5 mm (front side) / 2.5+/-2.0 mm (back side)

 Fesdingiecion

COPIER>ADJUST>FEED-ADJ COPIER>ADJUST>FEED-ADJ
REGIST/REG-DUP1 ADJ-xx/ADJ-xxRE

REG-THCK/REG-DUP2 xx = C1/C2/C3/C4/MF

+

=)

E Adjustment > Pickup Feed System > Image position adjustment > Software Adjustment

5-4



E Adjustment > Document Exposure System > When clearing the Reader-related RAM data.

Document Exposure System

o Service mode backup

The machine is adjusted one by one at the factory shipment and the adjustment values are
written on the service label.

When the adjustment is carried out at a field and the service mode values are changed, be
sure to write the changed values on the service label.

If there is no corresponding items on the service label, write the value to a blank field.

The service label is affixed to the back of the Reader Front Cover.

In addition, backup and restoration in service mode is also possible.

« Backup

5-5

o When clearing the Reader-related RAM data.

Points to note before replacing the Reader Controller PCB:

Be sure to output the P-PRINT.

Level1l > COPIER > FUNCTION > MISC-P > P-PRINT

Back up the service mode setting values related to Main Controller PCB. (Excluding
the case where service mode cannot be executed due to the Main Controller PCB

not operating normally)
Level2 > COPIER > FUNCTION > SYSTEM > RSRAMBUP

1) Perform RAM clear.
Level1l > COPIER > FUNCTION > CLEAR > R-CON

Level2 > COPIER > FUNCTION > SYSTEM > RSRAMBUP

Lv. COPIER > FUNCTION > SYSTEM >

2

RSRAMBUP

* Restoration

2)Turn OFF and then ON the main power.

When backup is performed normally
3)Restore the backup data.

Lv. COPIER > FUNCTION > SYSTEM >

2

RSRAMRES

NOTE:

Service mode Level1 > COPIER > FUNCTION > SYSTEM > RSRAMRES

NOTE:
Work is completed when backup was normally performed.

When changing the service mode setting values, it is recommended to back them up in
the above service mode. Performing backup makes the work easier when replacing the
Scanner Unit, etc.

When backup is not performed normally
4)Enter the values written on the service label (on the back of the Reader Front Cover).

Lv. [COPIER >ADJUST > ADJ-XY >
1 |ADJ-X |ADJ-Y |STRD-POS |ADJ-X-MG |ADJ-Y-DF
Lv. [COPIER >ADJUST > CCD >
1 |W-PLT-X W-PLT-Y W-PLT-Z DFTAR-R DFTAR-G
DFTAR-B 100-RG 100-GB - -
Lv. [COPIER > ADJUST > PASCAL >
1 |OFST-P-Y |OFST-P-M |OFST-P-C [OFST-P-K |-
Lv. [FEEDER >ADJUST >
1 |LA-SPEED [DOCST |- |- -
T-5-2
5)Make an output of P-PRINT.
COPIER > FUNCTION > MISC-P > P-PRINT
5-5

E Adjustment > Document Exposure System > When clearing the Reader-related RAM data.



B Adjustment > Actions after Replacement > HDD

Actions after Replacement

o HDD

When replacing the HDD, be sure to perform the following works.

ltem

Specification

Replacing method

"Removing the HDD"(page 4-46).

Before Replacing

1) Back up the necessary data based on the table shown below.
2) Printing the set/registered data

(Lv.1) COPIER > FUNCTION > MISC-P > USER-PRT

(Lv.1) COPIER > FUNCTION > MISC-P > P-PRINT

In case the backup fails, print it out or export it to a USB.

Aftter Replacing

1) HDD format
Start the machine in safe mode, and format all partitions using SST or a USB
memory.

2) Turning OFF and ON the main power switch

3) Restoring the backup data

4)Resetting/registering the data
While referring to the list which was printed before replacement, reset/register
the data.

5)When the user generates and adds the encryption key, certificate and/or CA
certificate, request the user to generate them again.

- When configuring the number of cassettes for the 1-cassette model for China
as 1-cassette
(Lv.2) COPIER > OPTION > FNC-SW > CST-MDL = 1

Points to Note
when Using the
HDD

When using the HDD of the other machine (different serial number), be sure to
format the HDD after the installation. If the HDD is not formatted, the operation
cannot be guaranteed.

T-5-3
Backup target data Backup Method
User [Service] DCM | Device
(excluding Information
DCM) Delivery
Address List Yes*1 - Yes*9 Yes*10
Forwarding Settings Yes*1 - Yes*9 Yes*10
Settings / Registration
Preferences (Except for Paper Type Management Settings) - - Yes*9 Yes*10
Adjustment/Maintenance(*) - - Yes*9 Yes*10
Function Settings (Except for Printer Custom Settings, - - Yes*9 Yes*10
Forwarding Settings)
Set Destination (Except for Address List) - - Yes*9 Yes*10
Management Settings (Except for Address List) - - Yes*9 Yes*10
User authentication information used for local device Yes*2 - Yes*9 -
authentication of UA (User Authentication)

E Adjustment > Actions after Replacement > HDD

5-6
Backup target data Backup Method
User [Service] DCM | Device
(excluding Information
DCM) Delivery
Printer Settings Yes*1 - - Yes*10
Set Paper Information Yes*1 - Yes*9 Yes*10
Setting items for each menu in Main Menu (Copy, Scan and Send, Fax, Scan and Store, Access
Stored Files, Fax/I-Fax Inbox)
Favorite Settings Yes*1 | Yes*8 | Yes*9 Yes*10
Default Settings - Yes*8 | Yes*9 -
Shortcut settings for “Options” - Yes*8 | Yes*9 -
Previous Settings - Yes*8 - -
Setting items for Quick Menu
Button Size information Yes*3 | Yes™8 | Yes™d -
Wallpaper Setting Yes*3 | Yes*8 | Yes*9 -
Button information in Quick Menu Yes*3 | Yes*8 | Yes*9 -
Restrict Quick Menu Yes*3 | Yes*8 | Yes*9 -
Setting items for Main Menu
Button settings in Main Menu - - Yes*9 -
Button settings on the top of the screen - - Yes*9 -
Wallpaper Setting for Main Menu - - Yes*9 -
Other settings for Main Menu - - Yes*9 -
Box settings
Mail Box Settings (Box Name, PIN, Time Until File Auto Yes*4 - Yes*9 Yes*10
Delete, Print Files Upon Storing from Printer Driver)
Image data in Mail Box, Fax Inbox, and Memory RX Inbox | Yes*4 - - -
Network Place Settings - - Yes*9 -
Web browser settings
Web Access setting information e - [ Yes*9a | Yes*10
MEAP settings
MEAP application - Yes*8 - -
License files for MEAP applications Yes*5 - - -
Data saved using MEAP applications Yes*5 | Yes*8 - -
SMS (Service Management Service) password - Yes*8 - -
Universal data settings
Unsent documents (documents waiting to be sent with the - - - -
Delayed Send mode)
Job logs - - - -
Audit Log Yes*6 - - -
Key Pair and Server Certificate in Certificate Settings in - - Yes*9 -
TCP/IP Settings in Network Set-tings in System Settings
(from the Additional Functions screen)
Auto Adjust Gradation setting values - - - -
PS font - - - -
Key information to be used for encryption when TPM is OFF - - - -
5-6



E Adjustment > Actions after Replacement > TPM PCB

Backup target data Backup Method
User [Service] DCM | Device
(excluding Information
DCM) Delivery
Key and settings information to be used for encryption when| Yes*7 - - -
TPM is ON
Service Mode
Service Mode setting values (MN-CON) | - | - | Yes*9 | -
T-5-4

*1: Remote Ul > Settings/Registration > Management Settings > Data Management > Import
or Export
*2: Remote Ul > Settings/Registration > Management Settings > User Management >
Authentication Management > User Management
*3: Remote Ul > Quick Menu > Export
*4: Remote Ul > Settings/Registration > Management Settings > Data Management > Back
Up or Restore
*5: Remote Ul > Service Management Service
*6: Remote Ul > Settings/Registration > Management Settings > Device Management > Save
Audit Log
Audit log that was exported cannot be put back to the device from which the log was
exported.
*7: Settings/Registration > Management Settings > Data Management > TPM Settings
*8: Download mode > [5]: Backup/Restore > [3] : MEAP Backup > Meapback.bin
Backup is possible using SST or USB memory
The data saved using a MEAP application can be backed up only when the MEAP
application has a backup function.
*9: Backup Method using DCM
When You set it in COPIER> OPTION> USER> SMD-EXPT> ON, a backup/restore is
possible in Service Mode Settings from the Remote Ul.There is a backup button on the
TOP page of the service mode.
1. Remote Ul > Settings/Registration > Management Settings > Data Management >
Import/Export All
2.Remote Ul > Settings/Registration > Management Settings > Data Management >
Import/Export
3. Service mode top screen > BACKUP
Service mode setting values only can be backed up and restored.
4. \Web Service
*10: Web Service

E Adjustment > Actions after Replacement > TPM PCB

5-7

o Main controller PCB

ltem

Specification

Replacing method

"Removing the Main Controller PCB"(page 4-48).

Operation at

Replace parts from an old PCB to a new PCB.

Replacement * Memorey PCB

+ FLASH PCB

+ TPM PCB
Prohibited Do not transfer the following parts to another model (which has a different serial
Operation number).

If you fail to do so, the Main Body does not activate normally and this might
cause to fail the restoration.

* Main Controller PCB

* Memorey PCB

+ FLASH PCB

- TPM PCB

T-5-5

o DC controller PCB

ltem

Specification

Replacing method

"Removing the DC Controller PCB"(page 4-50).

Operation at
Replacement

1) Backup the Service Mode data.
(Lv.2) COPIER > FUNCTION > SYSTEM > DSRAMBUP
After “ACTIVE” is displayed for approx. 2 minutes, “OK!” is displayed.
*: If necessary,output the servise mode setting values by P-PRINT before
execution.
(Lv.1) COPIER > FUNCTION > MISC-P > P-PRINT
2) After the above execution is completed, turn OFF the main power supply.

Prohibited
Operation

1) Restore of the Service Mode data.
(Lv.2) COPIER> FUNCTION> SYSTEM> DSRAMRES
"ACTIVE" is displayed at execution and then "OK!" is displayed about 2
minutes later. Restoration is complete.

2) If uploading of backup data fails before replacement due to the damage to the
DC Controller PCB, enter the values of service mode items recorded on the
service label or P-PRINT.

3) Turn OFF and then ON the main power switch

T-5-6
ltem Specification
How to Replace |Refer to “Security Function (Encryption Key, Certificate and Protection of
the Parts Password)”
T-5-7
5-7



E Adjustment > Actions after Replacement > Laser Scanner Unit

O FLASH PCB

ltem

Specification

How to Replace
the Parts

Contact to the sales company.

Points to Note
Replace the Parts

Do not remove it unless a failure is suspected.

A FLASH PCB which had been used in another machine cannot be reused.

T-5-8

O Control Panel CPU PCB/Touch Panel

ltem

Specification

After Replacing

Execute COPIER > FUNCTION > PANEL > TOUCHCHK.

5-8

o Patch Sensor Unit

Iltem

Specification

explaination

1) Enter the service mode values written on the label included in the package.

2) Execute auto gradation adjustment.
3) After executing auto gradation adjustment, see the alarm log to check that 10-

COPIER > ADJUST > DENS > PALPHA-F
COPIER > ADJUST > DENS > PALPHA-R

0006/10-0007 has not occurred.
When an alarm occurs, perform a remedy according to the instruction of the alarm.

T-5-12

* Adjustment in service
mode mentioned

below is necessary hard keys as shown below.

When the Touch Panel's coordinate is deviated, the above operation may
not be possible. In that case, the Touch Panel can be adjusted only by the

only when replacing a |Perform Touch Panel adjustment by "simultaneously pressing the service

o Laser Scanner Unit

Iltem

Specification

explaination

1) Execute [Auto Correct Color Mismatch].
2) If the degree of color displacement differs between the center and the edge,

single part.

mode top screen > [Settings/Registration] button > "5" button three times"

T-5-9

o Developing Unit

ltem

Specification

explaination

CAUTION: Be sure to perform the work according to the color that was replaced.

1) Execute COPIER > FUNCTION > INSTALL > INISET-Y/M/C/K.

2)Check COPIER > ADJUST > DENS > D-Y/M/C/K-LVL, and write the value on
the service label on the Front Door.

3)Check COPIER > ADJUST > DENS > CONT-Y/M/C/K, and write the value on
the service label on the Front Door.

4) Execute auto gradation adjustment.

T-5-10

o Pre-exposure LED Unit

ltem

Specification

explaination

1) Light up the Cleaning Pre-exposure LED and check that the LED lights up.
COPIER > FUNCTION > MISC-P > PRE-EXP

2) Enter the value shown on the label included in the package.
COPIER > ADJUST > EXP-LED > INTEXP-Y/M/C/K

3) Put the label included in the package on the corresponding item on the service
label on the Front Door.

T-5-11

E Adjustment > Actions after Replacement > Laser Scanner Unit

execute "copy ratio correction" and "distortion correction" as needed.

Execute "copy ratio correction" and then "distortion correction".
<Copy ratio correction>
1) Clear the offset value of copy ratio correction.
COPIER > FUNCTION > CLEAR > LS-INT-H
2) Output PG for adjustment.
COPIER > TEST > PG > TYPE: 61
COPIER > TEST> PG > PG-PICK: Select the paper source where A4 or LTR
size paper or larger is loaded
3) Check the chart and enter the value.
9 settings of LS-H-xx (Refer to the figure displayed by pressing the [i] button.)

LS-H-xx
YL i YC YR
2830pix 2830pix (;
4321 0+1:2+344 4321 0+1+2:344 4-3-2-1 04124314
%
ML 5 MC MR
-4-3:21 0+142+3+4 -4-3:2-1 041424344 -4-3-2-1 041424314
‘ ‘ ‘ }BZOW\UBSSIW) ‘ ‘ ‘
586pix (24.8mm) x
g
KL i KC KR
4321 0+142+344 -4-3-2-1 041424344 4-3-2-1 04124314

5-8



E Adjustment > Actions after Replacement > After Replacing the Copyboard Glass

ltem

Specification

explaination

<Distortion correction>

1) Clear the offset value of distortion correction.
COPIER > FUNCTION > CLEAR > LS-INT-V

2) Output PG for adjustment.

COPIER > TEST > PG > TYPE: 62

COPIER > TEST> PG > PG-PICK: Select the paper source where A4 or LTR
size paper or larger is loaded

3) Check the chart and enter the value.

9 settings of LS-V-xx (Refer to the figure displayed by pressing the [i] button.)

LS-V-xx
3070pin
-4 -4 Wdpin 4
-3 -3 -3
1 1 1
0 YL 0 YC 0
+1 +1 +1
+ +2 +2
+§ +2 +3
+ + +4
g
-4 -4 -4
-3 -3 -3
i : i i
0 ML 0 MC 0
+% +1 +%
+ +2 +
43 +3 +3
+4 +4 +4
384pix
-4 -4 -4
= [ e L
1= = 1 =
0. — KL 0. — KC g, —
+é — +§ — +§ —_—
+d — + —_— +J —
+3 — 43 — +3 —
+] = +] = +4 —

5-9
o After Replacing the Copyboard Glass

1) Input the white level data (barcode value in the copyboard glass right upper) of the
standard white plate.

LV. COPIER > ADJUST > CCD >
1 W-PLT-X | W-PLT-Y | W-PLT-Z

T-5-14

,,,,,,,,,,,,,

F-5-7
2) Perform white level adjustment.:
2-1) Set A3 or LDR paper in the copyboard glass.

CAUTION:

» If white level is adjusted in the small width paper, there is possibility that it will not
adjust.

« If low whiteness paper is used, the adjustment may result in failure.

2-2) Execute white level adjustment at copyboard reading.

Lv. COPIER > FUNCTION > CCD >

1 DF-WLVL1

T-5-15
2-3) Remove the paper from copyboard glass, set it in the DADF document pickup tray.
2-4) Execute white level adjustment at DADF reading.

Lv. COPIER > FUNCTION > CCD >

1 DF-WLVL2

T-5-16

3)Write down the values in the service label (on the back of the Reader Front Cover).

Lv. COPIER > ADJUST > CCD >

1 DFTAR-R | DFTAR-G | DFTAR-B

T-5-17

5-9
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E Adjustment > Actions after Replacement > After Replacing the Scanner Unit

O After Replacing the Scanner Unit

1) Input the white level data (barcode value in the copyboard glass right upper) of the
standard white plate.

Lv. COPIER > ADJUST > CCD >
1 100-RG | 100-GB

T-5-18
2)Adjust the shading position.

Lv. COPIER > FUNCTION > INSTALL >
1 RDSHDPOS

T-5-19
3)Adjust the stream reading position.

Lv. COPIER > FUNCTION > INSTALL >
1 STRD-POS

T-5-20
4)Perform white level adjustment.:

4-1) Set A3 or LDR paper in the copyboard glass.

CAUTION:

+ If white level is adjusted in the small width paper, there is possibility that it will not
adjust.

» If low whiteness paper is used, the adjustment may result in failure.

4-2) Execute white level adjustment at copyboard reading.

Lv. COPIER > FUNCTION > CCD >
1 DF-WLVL1

T-5-21
4-3) Remove the paper from copyboard glass, set it in the DADF document pickup tray.
4-4) Execute white level adjustment at DADF reading.

Lv. COPIER > FUNCTION > CCD >
1 DF-WLVL2
T.5-22
5)Perform the MTF filter coefficient computation.
Lv. COPIER > FUNCTION > CCD >
1 MTF-CLC
T-5-23

6) Write down the values in the service label (on the back of the Reader Front Cover).

Lv. COPIER > ADJUST > CCD >
1 DFTAR-R | DFTAR-G | DFTAR-B | 100-RG | 100-GB
T-5-24

E Adjustment > Actions after Replacement > After Replacing the Scanner Unit
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Troubleshooting

M Initial Check

H Test Print

Bl Controller Self Diagnosis
B Debug Log

B Version Upgrade

B Backup/Restore

n Troubleshooting



Initial Check

n Troubleshooting > Initial Check > Initial check items list

o Initial check items list

n Troubleshooting > Initial Check > Initial check items list

Iltem No. Detail Check
Site Environment 1 The voltage of the power supply is as rated (£10%).
2 The site is not a high temperature / humidity environment (near a water faucet, water boiler, humidifi er), and it is not in a cold place. The
machine is not near a source of fi re or dust.
3 The site is not subject to ammonium gas.
4 The site is not exposed to direct rays of the sun. (Otherwise, provide curtains.)
5 The site is well ventilated, and the fl oor keeps the machine level.
6 The machine's power plug remains connected to the power outlet.
Checking the Paper 7 The paper is of a recommended type.
8 The paper is not moist. Try paper fresh out of package.
Checking the Placement of Paper 9 Check the cassette and the manual feed tray to see if the paper is not in excess of a specifi c level.
10 If a transparency is used, check to make sure that it is placed in the correct orientation in the manual feed tray.
Checking the Durables 11 Check the table of durables to see if any has reached the end of its life.
Checking the Periodically 12 Check the scheduled servicing table and the periodically replaced parts table, and replace any part that has reached the time of replacement.
Replaced Parts
T-6-1

6-2
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o Overview

n Troubleshooting > Test Print > Steps to select the test print TYPE

Test Print

This machine have the following test print TYPE and you can judge the image failure that is checked as “Yes” in the following image check items with each test print.
If the image failure occurred on normal output does not reappear on the test print, it may be caused by the PDL input or reader side.

6-3

PG

TYPE TYPE Pattern

Iltems

Gradation

Fogging

Transfer
Fault

Black line
(Color line)

White line

Uneven
Density

Uneven Density
at the Front / Rea

Right
Angle

Straight
Lines

Color
displacement

Originator

Normal copy / print

=
o
w

---(For R&D)

16 gradations

Yes

Yes

Yes

Yes

Main controller PCB

Full half-tone

Yes

Yes

Yes

Yes

Yes

Main controller PCB

Grid

Yes

Yes

Yes

Main controller PCB

—(For R&D)

Half-tone / Patch

Yes

Yes

Yes

Yes

Yes

—(For R&D)

2|O|O(N|[O|jO|~]|=2|O

o

MCYBKk horizontal stripes
(sub scanning direction)

Yes

Yes

Yes

Main controller PCB

1 -—(For R&D)

12 MCYBk 64-gradation

Yes

Yes

Yes

Main controller PCB

13 ---(For R&D)

14 Full color 16-gradation

Yes

Yes

Main controller PCB

o Steps to select the test print TYPE

1) Set the number of print, paper size etc.

2)Select: COPIER > TEST > PG.

3)Select: COPIER > TEST > PG > TYPE.

5)Select the corresponding color (setting 1 means output) in COLOR-Y/M/C/K.

6)Set the density in DENS-Y/M/C/K (this is enabled for TYPE=5 only).

7)Press start key.

)
)
)
4)Enter the desired TYPE number and press OK key.
)
)
)

n Troubleshooting > Test Print > Steps to select the test print TYPE

T-6-2
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n Troubleshooting > Test Print > How to use the test print > 16 gradations (TYPE=4)

© How to use the test print
B 16 gradations (TYPE=4)

This test print is for mainly checking the gradation, fogging, white line and uneven density at front & rear.

Gradation Check that 16 density gradation is properly reproduced. Failure of Drum Unit

Failure of Laser Scanner Unit
Fogging Check that fogging occurs on white image area only. Failure of Drum Unit

Failure of Laser Scanner Unit
White line Check that white line does not appear on entire image. Failure of Drum Unit
Uneven density at  [Check that uneven density does not appear at front & rear. Failure of Drum Unit
front & rear

T-6-3

n Troubleshooting > Test Print > How to use the test print > 16 gradations (TYPE=4)

6-4
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E Troubleshooting > Test Print > How to use the test print > Full half tone (TYPE=5)

M Full half tone (TYPE=5)

F-6-2

This test print is for mainly checking the black line, white line and uneven density.

NOTE:

« Select: service mode > COPIER > TEST > PG and specify developing color “COLOR-Y/M/C/K” to output the print by
developing color.

« To change the density of test print, select: service mode > TEST > PG > DENS-Y/M/C/K and set the density.

Transfer failure |Check that the transfer failure does not appear on entire image. |Failure of ITB (scratch, dirt)
Failure of Primary Transfer Roller (scratch, dirt)
Failure of Secondary Transfer Roller (scratch, dirt)

Black line Check that black line does not appear on entire image. Scratch on Photosensitive Drum
(color line) Dirt on Primary Charging Roller
White line Check that white line does not appear on entire image. Failure of ITB Unit

Failure of Secondary Transfer Outer Roller
Dirt on laser light path

Uneven pitch Check that uneven pitch does not appear on entire image. Failure of Drum Unit

Uneven density |Check that uneven density does not appear on entire image. Dirt on Dustproof Glass
Deterioration of ITB

n Troubleshooting > Test Print > How to use the test print > Full half tone (TYPE=5)



ﬂ Troubleshooting > Test Print > How to use the test print > Grid (TYPE=6)

M Grid (TYPE=6)

This test print is for mainly checking the color displacement, right angle accuracy and straight line accuracy.

Check items

Check method

Assumed cause

Uneven density

Check that uneven density does not appear on solid area of
each color

Failure of Laser Scanner Unit

Failure of developer in Drum Unit

Failure of Primary Transfer Roller

Black line (color line)

Check that black line (color line) does not appear on solid area
of each color

Scratch on Photosensitive Drum

Dirt on Primary Charging Roller

White line

Check that white line does not appear on solid area of each
color

Failure of ITB Unit

Failure of Secondary Transfer Outer Roller

Dirt on Laser Light Path

n Troubleshooting > Test Print > How to use the test print > Grid (TYPE=6)

T-6-5
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n Troubleshooting > Test Print > How to use the test print > MCYBKk horizontal stripe (TYPE=10)

B MCYBk horizontal stripe (TYPE=10)

4.0+1.5/-1.0mm

T

—
2.5+1.5mm/-1.5mm

m
&

-4
This test print is for mainly checking the dark area density of each color, each color balance and white line on development.

Check items Check method Assumed cause
Uneven density Check that uneven density does not appear on solid area of Failure of Laser Scanner Unit
each color Failure of developer in Drum Unit

Failure of Primary Transfer Roller

Black line (color line) |Check that black line (color line) does not appear on solid area [Scratch on Photosensitive Drum

of each color Dirt on Primary Charging Roller
White line Check that white line does not appear on solid area of each Failure of ITB Unit
color Failure of Secondary Transfer Outer Roller

Dirt on Laser Light Path

n Troubleshooting > Test Print > How to use the test print > MCYBk horizontal stripe (TYPE=10)



n Troubleshooting > Test Print > How to use the test print > 64-gradations (TYPE=12)

M 64-gradations (TYPE=12)

This test print is for mainly checking the gradations of YMCBKk single color at one time.

Gradation Check that 64 gradations density is properly reproduced. Failure of Drum Unit

Failure of Laser Scanner Unit
Fogging Check that fogging appears on white image area only. Failure of Drum Unit

Failure of Laser Scanner Unit
White line Check that there is no white line on entire image. Failure of Drum Unit

n Troubleshooting > Test Print > How to use the test print > 64-gradations (TYPE=12)
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n Troubleshooting > Test Print > How to use the test print > Full color 16-gradations (TYPE=14)

M Full color 16-gradations (TYPE=14)

Light areas

White White
F-6-6
This test print is for mainly checking the gray balance, gradations of YMCBk singe color and fogging.
Gradation Check that 64 gradations density is properly reproduced in Failure of Drum Unit
each color. Failure of Laser Scanner Unit
Fogging Check that fogging appears on white image area only. Failure of Drum Unit
Failure of Laser Scanner Unit
Gray balance Check that density is even in each color on gray scale area. Failure of Drum Unit
T6-8

n Troubleshooting > Test Print > How to use the test print > Full color 16-gradations (TYPE=14)



n Troubleshooting > Troubleshooting Items > Malfunction > Not able to remove the ITB Unit due to the Primary Transfer Roller disengagement failure

Troubleshooting ltems © WMalfunction

) . B Not able to remove the ITB Unit due to the Primary Transfer
o List of Troubleshooting ltems

6-10

Roller disengagement failure

Category Description Reference [Location]
Malfunction Not able to remove the ITB Unit due to the Primary Transfer Roller Refer to
disengagement failure page 6-10 ITB Unit
T-6-9
[Cause/Condition]

If unexpected situations coincide with unexpected conditions, disengagement failure of the
Primary Transfer Roller may occur. As a result, the ITB Unit may not be able to be removed
from the host machine.

[Field Remedy]
Follow the procedure shown below to remove the ITB Unit from the host machine.

1)Open the Front Cover.
2)Open the Right Cover Unit.
3)Insert a flat-blade screwdriver into the hole [A].

6-10
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n Troubleshooting > Troubleshooting Items > Malfunction > Not able to remove the ITB Unit due to the Primary Transfer Roller disengagement failure

6-11
4)Turn the flat-blade screwdriver until the pressure of the ITB is released.
- - ' J
F-6-7
5)Remove the Drum Unit.
6)Remove the ITB Unit.
6-11
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Operation Check of the Main Controller LEDs

° Overview

You may be able to determine the remedies against Main Controller-related troubles by
checking the lighting status of LEDs on the PCB.

B Location of LEDs

Main Controller PCB il

F-6-8

B Preconditions

Check whether the connectors are securely connected. LEDs are not lit when the contact is
poor. (Power-on is not possible)

When the LED of the Control Panel main power is not lit, check the connection of cables (such

as Ul Cable).

B Check the lighting of the LED on the Main Controller

Lighting check of the LED
on the Main Controller PCB

N

LED14 lights up.

Yes

3
<

|Checking the Non-all-night Power Supply (12V) |

2. Replace the Main Controller PCB.

LED?7 lights up.
No
Yes

&
<

Checking ihe power supply on the
Main Controller PCB
Replace the Main Controller PCB.

Flash PCB
LED1 lights up.

Yes

AN

1
Checking the startup of firmware |

1. Check for poor connection of the connector

on the FLASH PCB.
2. Replace the FLASH PCB.
3. Replace the Main Controller PCB.

s the machine
tarted normally?

Yes

I Normal operation I

1. Replace the Main Controller PCB.
2. Replace the FLASH PCB.

n Troubleshooting > Operation Check of the Main Controller LEDs > Overview > Check the lighting of the LED on the Main Controller

1. Error in the connector on the Main Controller PCB

3. Replace the power supply of the machine
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Startup System Failure Diagnosis

o The viewpoint of this Startup System Failure Diagnosis

The goal of the startup system failure diagnosis is to be able to solve troubles associated
with a Control Panel display failure by performing the following steps.
It is assumed that the users have already learned the following items:

* How to use a tester

* Roles of the Low-voltage Power Supply (3.3V, 12V)(Power supply)

* How to back up data (HDD and Flash PCB)

/\CAUTION:

AC power supply is always supplied to the Low-voltage Power Supply PCB. Pay
attention not to cause short circuit when accessing the PCB.

B Useful Operations

The items of detailed procedure explanation start with a description of the flow diagram.
The items and procedures checked in the flow diagram are described separately in a check
item table. The flow diagram contains numbers (e.g. (1)) corresponding to the check items
so that the readers can grasp the relevant parts of the check item table.

Flow Check item list

@ Che

BE ot o 127 et me
‘il CPU PCB |
Yes o

ﬁssumed failure location]

1. Control Panel Unit
(2)2. 12V Connector of the Control Panel
3. Main Controller PCB1

Has only
the backlight gone off?
Can you hear the operation sound
of the Hard Key?)

"' The location of each check item
can be referenced by the
[Assumed failure location]

(3)1. Contral Panel CPU PCB corresponding number in the flow

2. Main Controller PCB1 diagram.
(2)3. 12V Connector of the Control Panel
4. Control Panel Unit

F-6-10
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o Startup Failure Analysis Policy

Startup Failure Analysis Policy describes troubleshooting related to "Execution Flow for
Control Panel Startup Failure" for the Low-voltage Power Supply (3.3V, 12V) and Low-
voltage Power Supply PCB.

If the host machine does not start successfully even when its Power Switch is turned ON,
identify the location of the failure by referencing the following diagram.

Select the appropriate failure location identification procedure based on the display status
of the Control Panel.

Preconditions
If the following two parts are not operating with the main power turned ON, it is likely that a
failure has occurred.
» Control Panel Main Power LED (Low-voltage Power Supply 3.3V system)
» Rotation noise of the motor at warm-up rotation and activation of the Control Panel
Backlight (12V system)

'ab\} Not lit .*
% Lit .

Solid black Only the bar is displayed

Flow A: Identifying the Cause Between
the Power Supply or the Main Controller

The logo is displayed Display of E-code

Flow C:
Execution Flow of
Startup System
Failure Diagnosis

Refer to the error code
correspondence table
for countermeasures

as a result in the startup syste
failure diagnosi

l "NG" is displayed

Countermeasures related to system software
- Reinstall the system.
- Replace the SATA-Flash.

Flow A: Identifying the Cause Between
the Power Supply or the Main Controller

F-6-11
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Flow A: Identifying the Cause Between the Power
Supply or the Main Controller

B Status Check

If the Control Panel is black when the power of the host machine is turned ON, identify the
location of the failure according to the flow.

@ Flow for narrowing down troubles
If the Control Panel LED is ON, the All-night Power Supply (3.3V) is being supplied.
If the Control Panel LED is not ON, it can be suspected that a failure has occurred in the
signal path of the Main Power Supply Switch or to the Low-voltage Power Supply PCB
itself.
If the Control Panel LED is ON, it is likely that an error has occurred to 12V power supply.

3.3 V power supply route

Low-Voltage
Power Supply PCB

J301

Control Panel
J1003

DC 3.3V Main Controller PCB

\

Main Power
Supply SW
12 V power supply route F-6-12
Power ON signal
D=1 4321 1257 | Main Controller PCB
Low-Voltage 12V Power Supply line
Pow%rCSr:pply J313 J20”  Control Panel
J314 control signal ,
Control
12V Power Supply line  jq111 Panel

F-6-13
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1. Turn OFF the Main Power Supply Switch.

2. Disconnect and then connect the power plug of the host machine from/to the outlet.

3. Turn ON the Main Power Supply Switch.

Yes
oes the host machine
tart warm-up rotation?2
(1) Yes
Is the Control Panel
3.3V LED ON?
(2)
hether 3.3V can be Yes

checked in the Low-voltage
Power Supply PCB

)
Whether 3.3V can be
checked in the Main
Controller PCB

No
Replace the Low-voltage Replace the Main Power
Power Supply PCB. Supply Switch or harness.

(3)
Is the Main Controller
12V LED ON?

Yes

\

Go to Flow B: Control Panel Check Flow.

(4)
Whether 12V can be
checked in the Main
Controller PCB

4)
Whether 12V can be
checked in the Low-voltage
Power Supply PCB

IRepIace the harness. I

Yes

Replace the Main Controller Unit.

Power Supply PCB.

Replace the Low-voltage

F-6-14
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@ Check item Item Check item i __Location

Iltem Check item Location ®) gn gl\? Controller PCB

(1) |Control Panel LED CP226

C33301

o

~ =

S‘E

e®Q

OO
0O

25

S

(4) |Main Controller PCB
12V LED is ON

(2) |Low-voltage Power Supply PCB 3.3V

There are 2 types of PCB. Identify the installed PCB with reference to the photo below, and
check 3.3V.

TYPE1 : FB601

(5) |[Is 12V detected at
the connector J313
of the Low Voltage
Power Supply PCB?

TYPE1 : RJ90

6-15
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(6)

Is 12 V detected at
the connector J20 of
the Main Controller
PCB?

n Troubleshooting > Startup System Failure Diagnosis > Flow A: Identifying the Cause Between the Power Supply or the Main Controller > Status Check
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o Flow B: Control Panel Check Flow @ Check item
Item Check item

@ Control Panel Check Flow (1) |Control Panel CPU

PCB
J1118: 12V

Location

Press the Volume key several
times to start work with the
operation sound heard.

s the operation
ound heard when hard key.
are pressed?

Yes

s the operation

sound heard when the Touch (2) |Low-voltage Power

Panel is pressed? Supply PCB
J314: 12V
Replace the Remove the Control
No Touch Panel. Panel CPU PCB. ~
Replace the
Numeric Keypad PCB.
Is 12V supplied to Yes
he Control Panel?
s the Control Pane| Yes
displayed after replacing the /
Qntrol Panel CPU PCB (3) |[Control Panel CPU |End the flow if the display is recovered after replacing the Control Panel
PCB CPU PCB.

s 12V supplied to Yes

the Low-Voltage

If it is not recovered, the cause is a failure on the Main Controller side.

Power Suply PCB?

The Control Panel CPU
PCB was faulty. End the

Return the Control Panel CPU PCB to its original position, and replace
the Main Controller Unit.

flow as the PCB has T-6-11
IRepIace the harness.l already been replaced.
Eeplacg theILo;NC-\éoItage Return the Control Panel
ower supply : CPU PCB to its original position,
and replace the Main Controller Unit.
F-6-15
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O Flow C: Execution Flow of Startup System Failure
Diagnosis

B Status Check

If startup does not complete properly with only the Control Panel bar displayed, identify the

location of the failure according to the flow.

Description
The workflow of the Controller system failure diagnosis to be executed when only the
Control Panel bar is displayed.

F-6-16

B Check item

Startup Method
1. Turn ON the Main Power Supply Switch while pressing the numeric keys '2' and '4'
simultaneously.
2. Keep pressing the numeric keys until the following screen appears on the Control
Panel. (approx. 20 seconds)

0X Checker Ver 0.58
CENARIO-1 Processing BoxMode check start. ..

N-1 IA-DDR2 SDRAM check start. ..

F-6-17
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B Remedy after the check

1. Perform the following checks if the failure diagnosis does not start. If it starts, proceed
to the next step.
+ Install the system software (Download by 2+8 startup)
* Replace the SATA Flash.
* Replace the Main Controller Unit.

2. When the detected location is displayed on the screen where "NG" is displayed,
identify the location of the failure by referencing the controller system failure diagnosis,
and perform the remedy. If the diagnosis does not proceed to a status where "NG" is
displayed, proceed to the next step.

3. If the failure diagnosis does not finish, perform the following work:
« Install the system software (Download by 2+8 startup)
* Replace the SATA Flash.
* Replace the Main Controller Unit.

6-18
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Controller Self Diagnosis

o Controller Self Diagnosis

B Introduction

Operation of the error diagnosis tools added to the main body and remedy for errors are

described. These tools can reduce time to determine cause of errors occurred in field and

improve the accuracy of specifying error locations.

This manual can be applied when the main body is placed in the following conditions.

» An error is suspected to have occurred in the Main Controller PCB and other related PCBs
(child PCBs such as Flash PCB, Memory PCB or TPM mounted in the Main Controller
PCB).

PCBs and units diagnosed by each tool are as follow:

Tool PCBs/Units
Controller System Error Diagnosis Tool |+ Main Controller PCB
+ TPM PCB
* FLASH PCB
* Memory PCB
+ HDD

T-6-12

Bl Overview

6-19

Error diagnosis tools are installed in this machine, and stored in the locations shown below.

DC Controler PCB

kbl |

I__________J

Option

A

Reader

|
|
|
|
|
|
|
J

Flash PCB
Controller system
failure diagnosis
tool

Main Controller PCB

Operation All-night/Non-all-
panel night Power Supply

Sk S S

F-6-18

Controller System Error Diagnosis Tool covers the components shown in the blue frame (dotted

line).

@ Controller System Error Diagnosis Tool
This tool automatically checks the Main Controller PCB, child PCBs mounted on the Main

Controller PCB, and display the result on the Control Panel.

This tool is installed in Flash PCB.
Therefore, this tool cannot be used when an error occurred in Flash PCB.

n Troubleshooting > Controller Self Diagnosis > Controller Self Diagnosis > Overview
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B Layout Drawing M Basic Flowchart

@ Layout Drawing of PCBs Subject to Diagnosis Check all of the items shown below.

HDD

Main Controller PCB Turn ON the main power switch.

Does the Power supply LED

g Execute basic check.
on the Control Panel lightup?

Execute Controller System
Error Diagnosis Tool.

Yes

Is display ajudgmentresult
of [OK] or [NG]?

The error locations are identified
according to

the Controller System Error
Diagnosis Table.

No

F-6-19

USB I/F TPM PCB Flash PCB
[ the error Code.

Take an action appropriate for ]

F-6-20

@ Basic Check Items

» Check if the Power Supply Plug is disconnected.

» Check if the Connection Cable between the Main Controller PCB and Control Panel is
disconnected.

» Check if the Connection An All-night Power Supply. Check if the Connection Cable from
Main Controller PCB is disconnected. Change AC Driver PCB if not recovered.

6-20
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B Prerequisite

This machine’s Firmware is intalled in Flash PCB.
Controller System Error Diagnosis Tool (BCT) is also installed at the same time when System
software is installed.

NOTE:

BCT stands for Box Checker Test.

When BCT is installed on the main body, version of the installed module can be
checked using service mode (COPIER > DISPLAY > VERSION > BCT).

M Controller System Error Diagnosis

@ Boot Method

1) Turn ON the Main Power Supply Switch while pressing the numeric keys ‘2’ and ‘4’
simultaneously.

2)Keep pressing the numeric keys (for approx. 20 seconds) until the following screen appears
on the Control Panel.

hecker Ver 0,58
1 Processing BoxMode check start. ..

SN-1  IA-DDR2 SORAM check start. ..

F-6-21

@ Diagnosis Time
Diagnosis is completed in approx. 3 minutes.
The result is displayed on the Control Panel.

<When the diagnosis result is normal>

=] e

i
1
:

F-6-22
<When an error is detected by diagnosis>

6-21

Detailed information is displayed under the judgment result. In detailed information, the

name of the test where an error was detected is indicated.

t

=L = e Judgment
EEESE | resut

- ".-..?_'En.':"...:-..':r.'."- Detailed
- information

F-6-23
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@ How to view the error result
The following screen is an enlarged view of the detailed information indicated above.
Explanation of the detailed error information is described.

ed below.
ridge

>> The result of Box checker is displ

&

SN-9 PCI Configuration PCI-
SN-13
SN-19 D SIJRMI

>> Please turn off main switch.

F-6-24
[no] means that optional PCBs are not mounted.

When [no] is displayed although an optional PCB is mounted, it means that an error has been
occurring.

[NG] means that an error occurred to PCBs mounted as standard.

NOTE:

Once the tool is activated, this machine reboots after approx. 2 minutes.

After completion of the diagnosis, be sure to turn OFF and then ON the main power.
By turning the power OFF, the operation of this tool completes.

6-22
@ Controller System Error Diagnosis Table

The error locations are identified according to the following table.

No | Test Name Description Assumed Remedy Error
error Code
location

SN-1 |MN-DDR2 Check an error between the * Main 1. Replace the Main -
SDRAM Main Controller PCB and Controller | Controller PCB .
SDRAM on the Main Controller| PCB
PCB
SN-2 |SM BUS MN |Check an SM bus error in 12C |+ Main 1. Replace the Main -
DDR2 On on the Main Controller PCB Controller | Controller PCB .
Board PCB
SN-3 |SM BUS MN |Check an SM bus error in * Main 1. Replace the Main -
Clock Gen |SDRAM (inside) on the Main Controller | Controller PCB .
Controller PCB PCB
SN-5 |PCI Check a PCI Configuration * Main 1. Replace the Main -
Configuration |error in the Main Controller Controller | Controller PCB .
PCB PCB
SN-8 |CPLD Check failure of CPLD chip on |+ Main 1. Replace the Main -
the Main Controller PCB Controller | Controller PCB .
PCB
SN-9 |LANC Check failure of LANC SPlon |+ Main 1. Replace the Main -
FLASH the Main Controller PCB Controller | Controller PCB .
PCB
SN-10|RTC CHECK |Check failure of RTC on the * Main 1. Replace the Main -
Main Controller PCB Controller | Controller PCB .
PCB
SN-11|TPM Check failure of the TPM PCB |+ Main 1. Check the installation |E746
on the Main Controller PCB Controller | of the TPM PCB.
*TPM PCB is not installed in PCB 2. Replace the TPM PCB.
products for China. So, the « TPM PCB |3. Replace the Main
diagnosis results NG. Controller PCB.
SN-12|SOC-DDR2 |Check an error DDR2 SDRAM [+ Main 1. Replace the Main -
SDRAM on the Main Controller PCB Controller [ Controller PCB.
PCB
SN-13|FRAM Check failure between the * Main 1. Check the installation |E355
Main Controller PCB and the Controller | of the Memory PCB.
Memory PCB PCB 2. Replace the Memory
* Memory PCB.
PCB 3. Replace the Main
Controller PCB.
6-22
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No | Test Name Description Assumed Remedy Error
error Code
location

SN-14|Cheddar Check Reader Control * Main 1. Check the cable -
ExBus Assembly on the Main Controller | connection of J8001,
Controller PCB PCB J8102 and J8103 on
the Main Controller
PCB.
2. Replace the Main
Controller PCB 2.
SN-15|JUST ROM [Check ROM READ on the * Main 1. Replace the Main -
READ Main Controller PCB Controller | Controller PCB 2.
PCB
SN-16|HDD Check an HDD I/F error - HDD 1. Check the cable E602
connection of the HDD.
2. Replace the HDD.
SN-17|SRI CHECK |SRI BUS Connection check * Main 1. Replace the Main -
Controller | Controller PCB.
PCB
SN- |HDD HDD « HDD * If the result(S.M.A.R.T
100 [S.M.A.R.T Check) is not [0],
information recommend the
collection and backup of user data.
performance * |If "Performance" is
check (Refer [20 MB/s] or less,
to the display recommend to replace
example the HDD.
shown « Ifthe
below.) result(CheckResult) is

CAUTION, recommend
the backup of user
data.

If the result(Exec
SN-100 HDD
HEALTHCHECK) is
NG, replace the HDD.

Display HDD S.M.AR.

T

/S.M.A.R.T Check -----

05: Reallcated Sectors Count:[000000000000]
C5: Current Pending Sector Count:[000000000000]|
C6: Uncorrectable Sector Count:[000000000000]

6-23

Refer to <S.M.A.R.T Check>.

See below.

Read Performance Check -----

CheckResult =>][NORMAL] |

The average transfer speed of a normal
HDD displays [80-90MB/s].
If "Performance" is [20 MB/s] or less,

recommend to replace the HDD.

vV

Exec SN-100 HDD HEALTH CHECK =3 [OK]

\Exeo SCENARIO-1 Preocessing BoxMode => [OK]

S.M.A.R.T Check

If the result is CAUTION,

recommend the backup of user data.

If the result is NG, replace the HDD.

F-6-25

S.M.A.R.T Check

Explanation

Countermeasure

05: Reallcated Sectors
Count:[0000000000000]

Count of reallocated sectors.|If the result is not [0000000000000],

recommend the backup of user data.

T-6-13

C5: Current
Pending Sector
Count:[0000000000000]

Current count of unstable
sectors (waiting for
remapping).

If the result is not [0000000000000],
recommend the backup of user data.

C6: Uncorrectable
Sector

Quantity of uncorrectable
errors.

» If the result is not [0000000000000],

recommend the backup of user data and

Count:[0000000000000] replace the HDD.
* Alarm 31-0008 may occur in the main body.
T-6-14
6-23
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NOTE:

Correspondence at the HDD Data Encryption Kit use.
The SMART contents are diagnosis results of the master HDD.

In case the master HDD cannot be located, turn OFF/ ON the power to check whether the
green LED is lit on the LED PCB.

The firstly blinked green LED (ChA or ChB) in a high speed tells the Master HDD, which is
accessed firstly.

The green LED not lit on a channel tells the location of Backup HDD.

B Restrictions

@ Controller System Error Diagnosis
Regarding the diagnosis for the test names (SN-1, 2, 5, 12), if an error occurs in the diagnosis
under the test names, this diagnosis tool will not boot.
When no PCBs are installed on the Main Controller PCB, the following judgment results are
displayed.
» Standard PCB: [NG]
» Optional PCB: [OK]
However, [no] is displayed in detailed error information for optional PCBs.

ﬂ Troubleshooting > Controller Self Diagnosis > Controller Self Diagnosis > Restrictions
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Debug Log

O Overview

Bl Function Overview

The debug log is a log that analyzes the program behavior of the machine to enable
developers to identify problems.

This machine is embedded with this function to collect the history for the behavior of each
software module in the debug log and output it as an integrated log for analyzing problems.
Since the frequency of outputting the debug log and the content of the log can be changed,
the settings need to be changed according to the trouble that occurs and the situation.
However, the on-site service technician does not need to make such decisions because
instructions are sent from the Support Dept. of your sales company.

B Conditions for Obtaining Logs
@ Cases where Logs Cannot Be Obtained

In the following cases, the procedure for obtaining logs is not required because logs cannot

be obtained.

* When the background of the Control Panel is solid black and an error code is displayed in
text

* When the device is frozen on the startup screen

* When the device repeats the startup process and does not become available

@ Prerequisites for Obtaining Logs

6-25

NOTE:

The DEBUG SRAM PCB ASS'Y Board is required when the following problems occur.
* Problems relating to restart

* Problems that cause the Control Panel to become inoperable

* Problems relating to recovery from deep sleep

» When an unexpected error, E code error, or problem relating to restart occurs, the log can
be automatically saved to the hard disk. To automatically save the log to the hard disk,
confirm that the following service mode is set to "101".

* (Level2) COPIER > Function > CBG-LOG > LOG-TRIG > 101

@ Collecting Logs Saved to the Hard Disk

With this machine, the total of 11 debug logs are retained in the debug log save area; 10
archive logs that have been automatically saved and 1 archive log that has been manually
saved.

If more than the above number of logs is generated, the oldest archive log is deleted.
When logs are retrieved by a USB device or SST, they are archived as a single file.

When logs are retrieved from the machine, the saved log files are erased.

When a problem occurs, it is necessary to collect the log for the problem before it is
overwritten.

If a problem has occurred, suspend operations where possible. If operations are continued
or jobs are executed even after a problem has occurred, the log of the problem may not be
able to be obtained because it is overwritten.

While the problem is occurring or quickly after the problem occurs, save the debug log to a
backup area before turning OFF and then ON the power. (Refer to "Saving to a USB device
With Counter Key + Numeric Key" on page 6-79.)

This operation enables you to save the log to the hard disk immediately after the problem
occurs.

Ask the user to make a note of the date and time when the problem occurred and the
procedure.

If the user notifies the log has been saved, collect the log.

The DEBUG PCB ASS'Y Board may need to be installed to obtain the log, depending on
the problem (refer to "Flow of Determining the Procedure for Obtaining Logs").

ﬂ Troubleshooting > Debug Log > Overview > Conditions for Obtaining Logs
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H Obtaining Logs

@ Flow of Determining the Procedure for Obtaining Logs
Check the following flow to determine the procedure for obtaining logs according to the type
of problem.

Service call for trouble

C X X ¥ ¥ ¥ 3 ¥ ¥ ¥ ¥ 3 <DEBUG SRAM PCB ASSY Board: Required>)- -

)

Does the problem
repeat restart?

See Case A of
the "Procedure for Obtaining Logs"

Does the problem
cause the Control Panel
to be locked?

See Case B of
the "Procedure for Obtaining Logs"

See Case C of
the "Procedure for Obtaining Logs"

Is the problem related
to the sleep mode?

No

<DEBUG SRAM PCB ASSY Board: Not required>)

Is the problem still Yes
occurring or just finished

occurring?

See Case D of
the "Procedure for Obtaining Logs"

See Case D of the "Procedure
for Obtaining Logs"

B ——

F-6-26
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M Procedure for Obtaining Logs

Obtain logs according to the Flow for Determining the Procedure for Obtaining Logs.

Case | Details of Problem | DEBUG SRAM Procedure for Obtaining Logs

PCB ASS'Y
Board
Case A |Problem that repeats |Necessary 1) Install the DEBUG SRAM PCB ASS'Y Board.
restart 2) Save the log in the HDD immediately after
restart.

3) Collect the log from the HDD with SST, etc.

Case B |Problem causing the |Necessary 1) Install the DEBUG SRAM PCB ASS'Y Board.
Control Panel to be 2) Turn OFF and then ON the power

locked immediately after the Control Panel is locked.
3) Save the log in the HDD after startup.

4) Collect the log from the HDD with SST, etc.

Case C |Problem related to the |Necessary 1) Install the DEBUG SRAM PCB ASS'Y Board.

sleep mode 2) After the problem occurs, turn OFF and then
ON the power if necessary, and save the log
in the HDD.

3) Collect the log from the HDD with SST, etc.

Case D |Problem when Not needed. 1) Save the log in the HDD while the problem is
executing a job occurring.

(Example: Printing is 2) Collect the log from the HDD with SST, etc.
not performed, etc.)
When an E code error [Not needed. Collect the log from the HDD with SST, etc.

has occurred However, if the background of the Control Panel
is solid black and an error code is displayed in
text, logs cannot be obtained.

Case E |Problems other than |Not needed. Collect the log from the HDD with SST, etc.
above Check with the user on the date and time when
the problem occurred and the procedure.

T-6-15

NOTE:

When an unexpected error, E code error, or problem of restart occurs, the log can

be automatically saved to the hard disk. To automatically save logs to the hard disk,
confirm that the following service mode is set to the default value. For models without
the service mode item, no check is needed because it is already set to the default
value.

* (Level2) COPIER > Function > DBG-LOG > LOG-TRIG > 101

6-26
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M Tools Required

One of the following tools is required to obtain the debug logs of the machine.

@ Exporting to a USB Device

+ USB device
When exporting debug logs to a USB device, use a USB device in which the system
software for the device is registered using SST.
Since the size and number of log files to collect varies according to the device status and
the logs that have been saved, the size of the collected files may be several hundred MB.
Therefore, it is recommended that you use a USB device with 1 GB or more space.
The USB device must be formatted with the FAT file system.

@ Exporting to a PC
* PC with SST installed
* Network connection cable

When exporting debug logs to a PC, a PC with SST installed and a network connection
cable are required.

@ Common
« DEBUG SRAM PCB ASS'Y Board

Only when determined to be required by the above "Flow of Determining the Procedure for
Retrieving Logs".

NOTE:
With this machine, a standard function included with the device can be used to save

the debug logs (Sublog) to the hard disk without using the DEBUG SRAM PCB ASS'Y
Board.

However, the DEBUG SRAM PCB ASS'Y Board is specified as a tool to use because a

Sublog Board with a battery is required when it is necessary to restart the machine to
reproduce the problem that is occurring.

n Troubleshooting > Debug Log > Overview > Method for Obtaining Logs
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B Method for Obtaining Logs

To obtain debug logs from the machine, perform an operation on the machine (or a remote

operation from a PC) to save the logs to a USB device, FTP server, or PC (with SST ver. 4.75
or later).

Operation Destination Remarks

Operation in download mode USB device |Logs are only saved to the USB device.

Operation from SST PC Logs are saved to both the machine hard disk and
USB device.

Operation with Counter key + USB device |Logs are saved to both the machine hard disk

numeric key and USB device. If a USB device has not been
connected in advance, logs are only saved to the
machine hard disk.

Operation in service mode USB device |[Logs are only saved to the USB device.
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@ Saving to a USB Device Using Download Mode

Start the machine in download mode and transfer the debug logs to a USB device.

With this collection method, debug logs are not saved to the hard disk.

For details on the procedure, refer to "Saving to a USB Device Using Download Mode".

@ Saving to a PC Using SST

Start the machine in download mode and transfer the debug logs to a computer connected to
the network using SST.

For details on the procedure, refer to "Saving to a PC Using SST".

@ Saving to a USB Device with Counter Key + Numeric Key
Hold down the Counter key for approx. 10 seconds, and then press numeric keys 1, 2, and 3

in that order to save the current logs to the machine's storage area, and save the logs in the
machine's storage area to the USB device.

If a USB device has not been connected to the machine in advance, logs are only saved to
the storage area of the machine.

For details on the procedure, refer to "Saving to a USB Device with Counter Key + Numeric

Key".
@ Saving to a USB Device Using Service Mode

Execute the following service mode to save the debug logs to a USB device.
For details on the procedure, refer to "Saving to a USB Device Using Service Mode".
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B Log Description o Saving to a USB Device Using Download Mode
Since log files are output in the binary format (with the .bin extension), their content cannot be B Overview
checked as it is.
You can check the description of the logs to be included in .bin file with "LOGLIST.TXT" that Start the machine in download mode and save (collect) the log archive saved in the auto save
is saved simultaneously with the .bin file into the USB memory device. area to the USB device.
The following are samples of LOGLIST.TXT:
NOTE:
o e This operation obtains the log archive already saved to the auto save area but cannot
| LOGLIST &t - Notepad EI obtain the latest log archive. To obtain the latest logs, it is recommended that you refer
File Edit Format WView Help to "Flow of Determining the Procedure for Obtaining Logs" to save (collect) logs to a
2015012010-10-7Z7Z799999-v2030Debuglog@Cnt123| - CEID
- @ Operation Procedure:
‘ ' 1) Start the machine in download mode.
F627 Execute the following service mode.
20101216_14-12-ENS00059-V2022_UserErr00-ServiceCall + COPIER > FUNCTION > SYSTEM > DOWNLOAD
<- Alog file automatically saved at 14:12 on Dec. 16 by a service call 2) Connect the USB memory device to the USB port.
20101216_14-48-ENS00059-V2022_Fatal00-exception 3) When [Root Menu (USB)] is displayed, press [8] key on the Control Panel to select [8]:
<- Alog file automatically saved at 14:48 on Dec. 16 by Exception processing Download File.
20101216_14-51-ENS00059-V2022_Debuglog@Cnt123
<- Alog file saved at the moment of holding down the counter + 1.2.3 [ [ [ [ [ [ [ [ [ [ [ Root Menu (USB) ] ] ] ] ] ] ] ] ] ] ]
[1]: Select Version
[4]: Clear/Format
[5]: Backup/Restore
[8]: Download File
[Reset]: Start shutdown sequence
F-6-28
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4) When [Download File Menu (USB)] is displayed, press [1] key on the Control Panel to
select [1]: SUBLOG Download.

[LLLLLL Download File Menu (USB) 1111111

[1]: SUBLOG Download

[4]: ServicePrint Download
[5]: Netcap Download

[C]: Return to Main Menu

[Reset]: Start shutdown sequence

/[1] has been selected. Execute?/
— (OK) :0 / (CANCEL) :Any other keys -
F-6-29
5) When a message confirming whether you want to execute the operation is displayed, press
[0] key on the Control Panel to execute the operation.
6) Exit download mode, remove the USB device, and collect the logs.

Remarks:
Multiple debug logs are archived into one file to be sent into the USB memory device.

M File Name

"Date/time", "Machine serial number" and "MN-CONT" are automatically added to archive file
name.
A file name example: 20100425 13-32-ENS00059-V01.44_SAFE.bin

In the above example,
» "20100425_13-32" shows the date and time of log collection (the date and time set in
the machine),
« "ENS00059" the serial number,
* "V01.44" the firmware version of the Main Controller (MNCONT)

NOTE:

The log file is deleted from the machine once it is collected into the USB memory
device.

You can check the description of the logs to be included in .bin file with "LOGLIST.TXT"
that is saved simultaneously with the .bin file into the USB memory device.
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o Saving to a PC Using SST

The following shows a method to collect a log by connecting a PC with SST (Ver. 4.75 or
later) running to the machine.

B Preconditions:

The log is stored in the machine by holding down the counter + 1.2.3 or the automatic log
collection function.

A PC with SST running is connected to the machine and this device is at download mode by
starting it with the 2 and 8 keys.

NOTE:
Executing a log collection by SST deletes logs in this device.

1. Start SST (Ver. 4.75 or later) and select this device's model name from Model List. Press
[Start] button.

' Service Support Tool DUMO (Ver. 4.33¢]
] o e—

Model List
heck the interface and click [START]
button.

1iAC2030
l» Single

Register Firmware |

CONNECT

Delete Firmware

Delete Backup Data |

System Management

START

Start Assist Mode

EXIT

LUl —
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2. Press [Upload Data] button.
ServiceSupportTool DLM20 [Ver. 4338) .‘ SO0

SeledableFimyare
'Select the firmware to be downloaded,
hen click [Starf] button.

Click the button of the task to be
executed.

L. 306e4002 All Common

B

i he3000:0205 All Common

7 G3CCM

i Be3000:0205 All Common

- LANGSET

i F--30(de2030 All German

-+ X0(es2030 All Spanish

i XXfr2030 All French
302030 Al Halian

5 SYSTEM

SelectableFirmware

Download Firmware

Upload Data

Download Data

g
)

3. Select the data to be uploaded, then click [Start] button.
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4. Select "Upload Log file and LogList file".
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The list of logs stored in the log file of the machine (description of LogList files) is displayed.

172.16.1.100

SelectableData

11 8_17-59-EZR02627-V2030_Debuglog@Cnt123

EZR0262 «

Upload LogList file only
When there is no log in the machine, it results in blank option items for "data to upload". ”P"”d Log file and LogLlist file

When the file name is longer than the frame, it displays that it is a log in the comment
Cancel

column just below.
It is displayed as "log" in the figure below.

Return to Main Menu

NOTE:
The log is not stored when You cancel it before pushing the Start button.

It is deleted from this device.

[172.18.1.100

FileSave.

lick [Save] button to save uploaded file. Click the button of the task to be

executed.

FileSave
Click the button of the task to be

executed. FlaEne
> 20110118_09-02-EZR0262 ~

Ei110118709—02—ﬂm262]’—\ Download Firmware
LOGLIST.TXT

Memo

Memo &« Upload Data

Download Data

Download Firmware

Upload Data

Download Data

Save

Discard

Start

Return to Main Menu

Cancel

Return to Main Menu F-6-34
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6. Check that the data storage is completed and click the "OK" button. o Saving to a USB Device with Counter Key + Numeric
Key
l Overview

Log archives can be saved to the machine hard disk and to a USB device at the same time,
using a method that users can perform.

* When this operation is performed, the log archive for each module is saved to the auto
save area.

 If a USB device has been connected to the machine in advance, the log archives saved in
the auto save area are saved to the USB device.

Since this operation can obtain the log archives current as of the operation, logs useful for

analysis can be obtained by performing this operation while reproducing the problem.

This machine

F-6-35

Main Controller

Log management function —————
| Module \![

| ] 20110118_08-14-EZR02627-V2030_SAFE.bin.upd E

D 20110118_08-14-EZR0D2627-V2030_SAFE.bin.upd.bxt »% l

F-6-36 | Module it

7. Check that the log is stored in the specified location in the PC.
In the initial setting:

Windows(C:) > ServData > iAC3300 >ZZ799999 (Serial number)

F-6-37
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M Operation Procedure

1) Connect a USB device to the machine to have it recognized.

2) Hold down the Counter key (for 10 seconds or more).

3) Press the numeric keys 1, 2, and 3, in that order.
When the processing starts, the message "Storeing System Information..." is displayed on
the bottom of the Touch Panel on the machine's Control Panel.

(B Main Meni <Check Counter>
= 101 Total 1

ZP Quick Meni

T e esssesreeisenieniaes Al
S8 T ey o Sl
<Serial Number: AARDOOOS>
iR-ADV C3320(1AC3330)
T Print Check Send/ | Check MEAP | Chk. Device
st | Fax Counter | Counter »| Config. ¥
- IP Address: 172. 16.189.215 0K “'
Status Monitor!
Cancel Storing System Information... e
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4) When the processing is complete, the main menu is displayed again. If a USB device was
connected, perform the operation required before removing the USB device, and then
remove the device.

NOTE:

If the USB device has not been recognized by the machine in advance, the logs are
transferred to the log save area on the machine hard disk, and are written to the USB
device by performing the above operation the next time the USB device is connected.
However, the extensions of the file names differ between when directly writing to the
USB device and when writing to the USB device after saving in the machine hard disk.
Log files collected to a USB device are deleted from the machine.
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M File Name

The log file exported to a USB device using Counter key is named by the rule of "date/

time+serial number+MNCONT version+Debuglog@Cnt123(retrieval method).bin".
Example:

20100510_12-35-ENS00059-V01.54_debulog@Cnt123.bin

| 20110115 10-10-EZR02627-V2030_Debuglog@Cnt123.bin
E LOGLIST.TXT
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NOTE:

The date and time added to the file name are the date and time when the log is
transferred. When the machine is not correctly running, the time may not become the
local time. In this case, it becomes the Greenwich mean time.

M Status Display on the Control Panel

During a log collection processing, "Storing system information..." is displayed on the status
line. The message disappears once the log collection processing is complete. (When the log

has been collected with a USB memory device connected, a message "a memory media is
connected" is displayed.)

When holding down the counter + 1.2.3 while an error code is shown, the message "Storing
system information..." is not displayed for convenience of Ul display.
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O Saving to a USB Device Using Service Mode
B Function

This is a function to send a set of debug logs in the machine to a USB memory device
connected to the device.

For using LOG2USB, take note of the following difference compared to the operation by
holding down the counter + 1.2.3.

NOTE:

Executing LOG2USB while no USB memory device is connected to the machine causes
an "NG" display. The data is not transferred.

Make the machine recognize a USB memory device before executing LOG2USB.

B Operation Procedure

1)Connect USB memory device to the device.
2)Execute the following service mode.
» COPIER > Function > LOG-USB

NOTE:

Do no perform the following operations during the processing.
» Turning OFF and then ON the power of the machine.

» Disconnecting a USB memory device.

* Any operation on the touch panel of the machine.

3)"OK!" is displayed when the operation is complete. Press [Reset] key to return to the main
menu.

"NG!" is displayed when the processing fails.
4)Go to the screen for removing memory media, and remove the USB device.

NOTE:

*  When there is any debug log file that has been automatically saved in the sublog storage
space, send it to the USB memory device as well.

Multiple debug logs are archived into one file to be sent into the USB memory device.

The archived name is automatically given as follows: "date and time", "

, "serial number",
"MN-CONT"
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M File Name

A file name example: 20100425 _13-32-ENS00059-V01.44_Debuglog@USB.bin

In the above example, "20100425_13-32" shows the date and time of log collection (the date
and time set in the machine), "ENS00059" the serial number, "V01.44" the firmware version
of the Main Controller (MNCONT), and

"Debuglog@USB" shows that the log was "collected with "DBG-LOG>LOG2USB".

NOTE:

The log file is deleted from this device once it is collected into the USB memory device.
You can check the description of the logs to be included in .bin file with "LOGLIST.TXT"
that is saved simultaneously with the .bin file into the USB memory device.
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O Service Mode Relating to Debug Logs

Bl Overview

This machine has menus related to debug logs.
* (Level2) COPIER > Function > DBG-LOG

B Changing Debug Log Settings (LOG-TRIG)

@ Overview

LOG-TRIG changes the settings related to the obtaining of debug logs, and starts a log
collection operation with the new settings.

Available settings include the log level of the debug logs to obtain and the conditions for auto
saving.

@ Changing the Range of Debug Logs to Obtain
This machine includes the following two operation modes for changing the range of debug
logs to obtain.
* Mode for recording all logs, which may include user information (setting 1)
» Mode for recording only logs that do not include user information (setting 2)
The default setting is 2 (record only logs that do not include user information), but logs can
be obtained with mode 1 to enable more precise analysis if user agreement is obtained. The
user information that may be included in the logs obtained with mode 1 is indicated below.
* Machine setting information
« Status information
* Image data
 User setting information (Address Book, etc.)
* Names of printed files
» Part of printed data
* Network environment information
etc.

The procedure for changing the range of logs to obtain with LOG-TRIG is indicated below.
1) Press [LOG-TRIG] and enter the operation mode to set (1 or 2).
2) Confirm that the value you set is reflected in the display column.
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@ Changing the Conditions for Auto Saving

This machine saves debug logs generated by each module to the auto save area every time
an event occurs.

The event conditions for saving debug logs to the auto save area and their settings are
indicated below.

List of Conditions and Settings (asterisks indicate default settings)

Setting value Event Condition for Saving Debug Logs
Conditions set for automatic {101 *  |When an unexpected error occurs, an error code occurs,
saving of logs or the machine is restarted
111 Only when an unexpected error occurs
121 Only when an error code occurs
131 Only when the machine is restarted
201 When an unexpected error occurs, an error code occurs,
the machine is restarted, or an alarm occurs
211 When an unexpected error occurs or an alarm occurs
221 When an error code occurs or an alarm occurs
231 When the machine is restarted or an alarm occurs
291 Only when an alarm occurs
301 When an unexpected error occurs, an error code occurs,
the machine is restarted, or a jam occurs
311 When an unexpected error occurs or a jam occurs
321 When an error code occurs or a jam occurs
331 When the machine is restarted or a jam occurs
391 Only when a jam occurs

T-6-17

The procedure for changing the log auto save conditions with LOG-TRIG is indicated below.

1) Press [LOG-TRIG], enter the value for the conditions you want to set, and press [OK]. If
you do not want to change the operation mode, proceed to the next step.

2) "ACTIVE!" flashes in the display column, and the log settings in the machine are changed.

3) "OK!" is displayed when the processing is successfully completed. "NG!" is displayed when
the processing fails.

It is not necessary to restart the device.

» Avalue between 0 and 99999 can be set, but make sure to set the value instructed by the
Support Dept. of your sales company. Operations are not guaranteed when value other
than the above is set.

* The displayed setting is not changed simply by changing the setting or pressing [DEFAULT].
It is necessary to exit the DBG-LOG screen once by pressing the [Reset] key, etc. and then
display it again, after performing these operations.
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@ Example of Auto Saving

To experience a log collection operation, the following shows a executing example:

This is a log collection example when a jam occurs in the Delivery Assembly during a copy

operation.

1)Connect a USB memory device to an available machine.

2)Set "301" in the following service mode.

* (LEVEL 2) COPIER > FUNCTION > DBG-LOG > LOG-TRIG

3)Make a sheet of copy. Open the Delivery Feed Assembly before the paper is delivered from
the Delivery Assembly to make paper jam.

4)When a jam occurs, "Storing system information..." is displayed at the lower side of the
Control Panel.

5)Hold down the counter + 1.2.3 to transfer the log in the HDD of the machine to the USB
memory device.

6)Check that the display disappears and cancel connection of the USB memory device to
remove the USB memory device.

7)Connect the USB memory device to the PC and check that a log file is created.

@ Types and Descriptions of Logs to be Collected from Device
Debug log information, serial number and status information sent by the firmware of the
device are collected while image data, user settings (such as Address Book), etc. are not
collected. Depending on the log, user information (print file name, a part of image data, etc.)
can be included indirectly.
Select necessary settings.

1. Mode 1:

2. Mode 2: Collection of only logs that do not contain user information
When you gain an approval from the customer, collect log in mode 1. (Switch modes 1 and 2
by changing the settings from "LOG-TRIG".)

Mode 2 is the default setting; therefore, Mode 2 applies to all log collection settings unless the
mode is changed by LOG-TRIG (LOG-TRIG > 1).

When changing the mode to Mode 1 by LOG-TRIG, Mode 1 applies to all log collection
settings.

The following shows how to change the mode from Mode 2 (default at the time of shipping) to
Mode 1:

1)Enter "1" by LOG-TRIG and click OK.

2)Then enter "101" and click OK.

When making another number setting after executing step 2) above, the setting made in step 1)
is disabled; therefore, clear the default settings and then execute steps 1) and 2) again.
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M Limitations

When the operation on debug log goes wrong, repeated log collection/setting change can
cause faulty behavior such as generating extra temporary file and log file. In such a case,
execute "DEFAULT" and reset the settings on debug log, and then try again.

B Confirming the Existence of Debug Logs (HIT-STS)

This service mode confirms whether debug logs exist in the auto save area.
"OK!" is displayed if logs exist in the auto save area.

NOTE:
The status also shows "OK" by holding down the counter key + 1.2.3.

M Initializing the Debug Log Settings (DEFAULT)

Set all debug log-related settings back to the default settings (the state at the time of

shipment).

* You must perform this measure when you complete troubleshooting and return the device
to the customer. (Operations required)

» Perform this measure when you reset or make another settings relating to debug log during
a log collection investigation.

For log files that were automatically stored in the debug log storage space secured in the

machine's controller (/var/xpt/dbglog), they kept to be stored unless the number of log files

exceeds the limit. To delete the stored log (to use HIT-STS), use "LOG-DEL" described later.

M Deleting Debug Logs (LOG-DEL)

This is a function to delete log files that have been automatically stored. The settings on log
operation such as the log storage trigger are not cleared.

Normally, there is no need to use this function (the firmware automatically restricts the upper
limit for the number of stored logs); however, it is necessary to delete logs by LOG-DEL when
using HIT-STS to see whether the log is collected or not after changing the log storage trigger
setting.

(Because the HIT-STS status always shows OK as long as there is a log that has been
stored.)
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o Collecting the Log of Key Operations

Bl Overview

The key operation log function collects key operation log of the user to identify the cause of
an error such as a wrong FAX transmission, to see whether the error is caused by a failure
in the machine or a wrong operation of the user.
The key operation log is not recorded with the status at the time of shipment.
A setting is ready in "Setting/ Registration" menu to enable the saving function of key
operation log.
Only when the above setting is enabled, the machine determines that the user permission
has been obtained and starts recording user operation log.
User operation log is saved/collected to be included in sublog when the sublog is saved.
Among the user operation log that was saved, the following confidential information is
masked.

» Password entered from the software keyboard

» Password, PIN code, etc. entered from the numeric keypad

» Character strings displayed with turned letters on the Ul screen

NOTE:

*  When the log is output, information such as passwords and PINs is output as masked
characters. This can help prevent sensitive information from being leaked externally.

» Collect this log when it is determined that analysis of the firmware debug log is required.

M Operation Procedure

@ Preparation

USB memory device
Prepare a USB device that meets the following conditions.
» Formatted with the FAT file system
* Not locked with a password
» Has the firmware of the corresponding model registered

@ Prerequisites

It is necessary to obtain user permission to record the log of key operations to analyze
problems in advance.
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@ Operation
1)Enable the [Store Key Operation Log] setting.
After obtaining user permission, select [Settings/Registration] > [Management Settings] >
[Device Management] > [Store Key Operation Log].
2)Select [ON] and press [OK] to start saving the log of key operations.
» ON: The log of key operations starts to be recorded.
» OFF: The log of key operations during the period is not recorded.
3)Connect a USB device to the machine.
4)Reproduce the problem, and quickly collect the debug log.
Hold down the Counter key (for 10 seconds) and press numeric keys 1, 2, and 3, in that
order.

NOTE:

If this operation is executed with a USB device connected to the machine in advance,
debug logs and the log of key operations are saved to the USB device.

If a USB device is not connected, the logs are collected later.

5)Collect the log of key operations with a manual trigger.
The log can be collected using either SST or a USB device. The procedure for collecting
the log using LOG2USB is used here as an example.

a)Allow the host machine to recognize USB memory device storage device.
b)Execute the following service mode.
* (Level2) COPIER > FUNCTION > DBG-LOG > LOG2USB
c)"OK!" is displayed when the processing is successfully completed. "NG!" is displayed
when the processing fails.
d)Remove the USB memory device for log collection.
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O Network Packet Capture

Bl Overview

This function enables the network packet data sent and received by the device to be collected
(captured) to the hard disk without using a special device.

It enables network related trouble to be efficiently resolved.
Use SST or a USB device to collect the network packets saved to the hard disk.

CAUTION:

The network packet capture function may fail to collect a part of packet in a high-loaded
network environment.

@ Overall flow

The overall flow of operations is indicated below. For details on each procedure, see the

related section.

1) Enable network packet capture function
2) Perform initial settings
3) Start network packet capture

5) Save the obtained data

)
)
4) Stop network packet capture
)
)

6) Disable network packet capture

@ List of Related Service Mode

The service mode related to this function is indicated below.

No [ Service Mode Description Setting value
1 |CAPOFFON |Setting for enabling/disabling this function 0: Disable
1: Enable
2 |[STT-STP Setting for starting/stopping network capture 0: Stop
1: Start
3. |CAPSTATE The operation status of the capture function (displayed|-
only)
4 [PONSTART [Whether to automatically start capturing when the 0: Do not automatically
machine is turned on start
1: Automatically start
5 |OVERWRIT |Whether to overwrite old data when there is no space |0: Do not overwrite
in the hard disk 1: Overwrite
6 [PAYLOAD Whether to discard customer information when 0: Do not discard
obtaining data 1: Discard
7 |FILE-CLR Delete packet data in the hard disk -
8 [SIMPFILT Whether to use the filter function 0: Do not use
1: Use
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M Enabling This Function

@ Overview

Since network packet data includes customer information, this function is not available by
default. To use this function, it needs to be activated as a license option as well as service
mode needs to be enabled.

When enabling this function, make sure to first explain it to the customer and obtain their

approval.

@ Procedure for Enabling This Function
The procedure for enabling this function is indicated below.
1) Enter a license in the following menu to enable network capture.
[ Settings/ Registration ] > [ Management Settings ] > [ License/ Other ] > [ Register License ]
2) Enable the setting (ON) in the following menu.
[ Settings/ Registration ] > [ Preferences ] > [ Network ] > [ Store Network Packet Log ]

Perform Apply Setting Changes from top page after changing settings.

<Register Licenses
= Preferences

* Network t

%, Enter the license key using the numeric keys and
press [Start]. = Store Network Packet Log
- off

—

oK 1
R — J

F-6-40
3) Set "1" in the following service mode.
* (Level2) COPIER > Test > NET-CAP > CAPOFFON
The function is now enabled.
6-37

n Troubleshooting > Debug Log > Network Packet Capture > Enabling This Function



ﬂ Troubleshooting > Debug Log > Network Packet Capture > Initial Settings

M Initial Settings

@ Overview

When the network capture function has been enabled/started, specify the initial settings
before performing network capture.

@ Setting the Overwrite Function
To enable this function, set "1" in the following service mode.
* (Level2) COPIER > Test > NET-CAP > OVERWRIT

NOTE:

When the HDD space becomes full after starting the capture, the oldest file is deleted
and the captured data continues to be saved; therefore, it is necessary to set "1:
Overwrite" in advance.

The following shows the machine behavior when the HDD space reaches full.

* When the overwriting setting is ON
» The oldest packet file is deleted. The oldest file is determined by the last update time
of the file (not by the date and time attached to the file).
* When the HDD space reaches full during packet collection, the oldest file is deleted to
continue collecting packet data to the currently-stored file.
* CAPSTATE of capturing continues to be "RUNNING".

* When the overwriting setting is OFF

» Capturing is stopped.

* CAPSTATE of capturing becomes "HDDFULL". Note that STT-STP remains as start
state (1). Capturing is started again by changing the value from STT-STP (0) to STT-
STP (1).

 If the HDDFULL state is cleared when starting capturing again, capturing is started.

* CAPSTATE of capturing becomes "RUNNING".

« If the HDDFULL state is not cleared, starting data capturing results in an error.

» CAPSTATE of capturing remains as "HDDFULL".

* When a command of stopping data capturing is given during the "HDDFULL" state,
CAPSTATE of capturing remains as "STOP".
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@ Setting the Encryption Function

To enable this function, set "2" in the following service mode.
* (Level 2) Copier > Test > NET-CAP > ENCDATA >2.
0: Data is encrypted at data extraction (factory setting value).
1: Data is not encrypted at data extraction.
2: Two types of files (one in encrypted format and another in clear text format) are
extracted at data extraction.

When the encryption setting is enabled, the extension of the extracted packet data is XXX.
can.

When the encryption setting is disabled, the extension of the extracted packet data is XXX.
cap.

This setting applies only when using USB memory device for data extraction.

NOTE:
When collecting data using SST, the above service mode setting is not reflected and
both files in encrypted format and clear text format are always collected.

@ Setting the Payload Discard Function
To enable this function, set "1" in the following service mode.
* (Level 2) Copier>Test>NET-CAP>PAYLOAD
0: Payload is not discarded (factory setting value)
1: Payload is discarded

The obtained packet data includes a header part and data part. The header part includes
data such as the TCP header and IP header. The data part includes the actual data.
Enabling this function discards the actual payload data and extracts only the data from the
header part, which has the following effects.

+ Can be used when customer data is not allowed to be extracted

» Can be used in an environment where traffic is highly overloaded

Header part

Data part
Discarded part
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@ Setting the Filter Function
To enable this function, set "1" in the following service mode.
* (Level 2) Copier > Test > NET-CAP > SIMPFILT
0: Filtering is not performed. All the data is collected (factory default setting).
1: Filtering is performed.

If this function is enabled, only packet data that includes the machine's MAC address in the
packet header is captured.

@ Setting the Collection Function at Startup
To enable this function, set "1" in the following service mode.
* (Level 2) Copier > Test > NET-CAP > PONSTART
0: Data is not automatically collected at startup (factory setting value).
1: Data is automatically collected at startup.

Setting this service mode automatically starts collecting packet data if the condition of network
packet capture operation is satisfied when the main power of the host machine is turned ON.
Completion of packet data collection needs to be executed manually.

@ Deleting Files

Execute the following service mode to delete the obtained packet data.
* (level 2) Copier > Test > NET-CAP > FILE-CLR

Delete all the network packet capture data stored on the hard disk.

M Start / Stop the Network Packet Capture Function
@ Operation

To start or stop capturing network packets, set "0" or "1" in the following service mode.
* (Level2) COPIER > Test > NET-CAP > STT-STP
0: The capture function is not available.(factory setting value)
1: The capture function is available.

CAUTION:

Be sure to stop the network packet capture function after collecting network packet
capture data.

@ Checking the Status of Capturing
Execute the following service mode to check the status of capturing.
 (Level2) COPIER > Test > NET-CAP > CAPSTATE

The following types of status are displayed.
* RUNNING: Packets are being captured.
» STOP: Packet capturing is stopped.
» HDDFULL: The maximum amount of 1 GB of packets has been captured.

Display| | 10 | | Mdjust | [Function| |‘optien| Test | Counter|
NET-CAP >'< 1/ 2 > < READY > < LEVEL 2>
CAPOFFONI | ( n{ o0-

< 1 { o0-
< 0f{ o0-
< NN{ 0-

<« 0Of{ o0-

<« o 0-

NOTE:
Packets are not collected if the machine enters deep sleep mode while capturing.
However, capturing is resumed when the machine recovers from sleep mode.

n Troubleshooting > Debug Log > Network Packet Capture > Start / Stop the Network Packet Capture Function
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M Disabling This Function

@ Overview

Disable this function when the required network packets have been obtained.

@ Procedure for Disabling This Function

The procedure for disabling this function is indicated below.
1) Disable the following items.

» [Settings/ Registration ] > [ Preference ] > [ Network ] > [ Store Network Packet Log]

= Preferences

> Netwark tup
= Store Network Packet Log
= On
4/4
-
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The function is now disabled.
When this setting is disabled, all the service mode settings are initialized.

CAUTION:

Be sure to disable the network packet capture function once analysis of network failure

is complete. It is required to disable and transfer the license; however, the further step,
LMS license transfer, is not required.
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B Network Packet Capture Data Collection by SST

@ Overview

» Collect the network packet capture data that has been stored in the machine using SST.
* When using SST for collecting data, the setting of encryption function is disabled and files
in clear text format/encrypted format can be always collected.
* (level 2) Copier > Test > NET-CAP > ENCDATA

@ Collecting Network Capture Data
1) Start the machine by download mode , and connect SST.
2)Select a model to connect, and click the [ Single ] and the [Start] buttons.

3)Click the [Upload Data] button.

6-40
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4)When a list of packet files stored in the device appears, select target data files to upload.

Eanrul

[m[NCD110041155 cap
[JNCO110041155 can|
[JNC1222150810 cap)
[JNC 1222150910 can|
[CINCO113051243 cap)
[CJteco113051243 can] |
[CIMCD113051028 cap
[]NC0113051028.can|
[ NC1226153347 cap)
[]NC1226153347 can|
[IMC0110044533 cap)
[JHCO110044539 can|

Shutdewn/Restart
Retum to Main Menu

NOTE:
When using SST to collect data, you can select both files in encrypted format and clear
text format.
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@ Confirm the network packet capture data
1)Open the following folder and check the capture data.
In the case of the default installation destination for SST:
» C drive > ServData > target model (e.g.: iIAC3300) > Device's serial number
Three types of files are collected; a file in clear text format (xxx.cap), a file in encrypted
format (xxx.can), and a list of collected network packet capture files (ufset.txt).

r

Name Date modified Type Size

. NetCap 1/16/20126:49 PM  File folder
20120116184931 .ufset.bet 1/16/20126:49 PM  Text Document

F-6-46

3 » 20120116184841-NetCap » NetCap = | 43 W Search NetCop P

library = Share with + New folder =« 0 @
Name : Date modified Type Size

NC0110041155.can 1/16 648 PM  CANFile

|| NCD110041155.cap 11 648PM  CAPFile
|| NCO110044539.can 1/ 6:48 PM CAN File 15,430 KE
| | NC0110044539.cap 1/16/20126:48 PM  CAP File 15,430 KE

F-6-47
2) Use free software to analyze the collected network packet capture data in clear text format
(xxx.cap) if it can be analyzed.

NOTE:
When the analysis work fails, send the file in encrypted format (xxx.can) to sales
company's Support Dept.

6-41
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Il USB Network Packet File Collection

@® Overview

Collect the network packet capture data that has been stored in the machine using a USB
memory device.

Make sure to store the system software of the machine to connect to in the USB device to
connect with.

@ Collect the network packet capture data

1) Connect the USB memory device to the USB port.

2)Enter download mode.
When the machine recognizes the USB memory device, download Menu (USB) appears on
the Control Panel.

3)Select [8]: Download File.

[LLCCLLCCLL Root Menu (USB) 11111111111

[1]: Select Version

[4]: Clear/Format
[51: Backun/Restore
((8]: Download File |

[Reset]: Start shutdown sequence

/[8] has been selected. Execute?/
- (OK):0 / (CANCEL) :Any other keys -

F-6-48

4)Select [5]: Netcap Download, and select [0]: OK.

[LLLLLL Download File Menu (USB) 1111111

[1]: SUBLOG Download
[AT- ServiecePrint Nnwn|oad

[[5]1 Netcap Download ]
[C]: Return to Main Menu

[Reset]: Start shutdown sequence
/[5] has been selected. Execute?/

- (OK):0 / (CANCEL) :Any other keys -

F-6-49

Store all the network packet capture data stored in the machine on the USB memory device.
5)When “---Please hit any key---" appears, press any key.
6)Press the [C] key to return to the download Menu (HDD).
7)Press the [Reset] key to shut down the machine.
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@ Collect the network packet capture data
1) Check that the network packet capture files are stored on the USB memory device.
Two types of files are collected; a file in clear text format (xxx.cap) and a file in encrypted

format (xxx.can).

2)Use free software to analyze the collected network packet capture data in clear text format

(xxx.cap).

NOTE:

*  When the analysis work fails, send the file in encrypted format (xxx.can) to the Support

Mame ‘ Date modified Type

| NC0110041155.can 1/22/201511:34 AM CAN File
|| NC0110041155.cap 1/22/201511:34 AM CAP File
|| NC0110044539.can 1/22/201511:34 AM CAN File
|| NC0110044539.cap 1/22/201511:34 AM CAP File
|| NC0110051028.can 1/22/201511:34 AM CAN File
|| NC0110051028.cap 1/22/201511:34 AM CAP File
|| NC0110051243.can 1/22/201511:34 AM CAN File
|| NC0110051243.cap 1/22/201511:34 AM CAP File
|| NC0110053134.can 1/22/201511:34 AM CAN File
|| NC0110053134.cap 1/22/201511:34 AM CAP File
|| NC1222190910.can 1/22/201511:34 AM CAN File
|| NC1222190910.cap 1/22/201511:34 AM CAP File
| | NC1226153347.can 1/22/201511:34 AM CAN File
|| NC1226153347.cap 1/22/201511:34 AM CAP File

Dept. of your sales company.
« Captured data collected as plain text is discarded.
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Version Upgrade
O Overview

M Overview of Version Upgrade

The following two methods exist for backing up the system of the device.

* Obtaining the system software and manually upgrading using Service Support Tool
(hereinafter referred to as "SST") or a USB device

» Using the Updater function to access Contents Delivery System (hereinafter referred to as
"CDS") and upgrading.

iR-device

System software PC for service

storage folder

System Software

Download mode
(Safe mode)

2
Network connection

SST Menu

100

USB Menu
Temporary

USB connection storage area

W
Ik
[T

CDS Server

il

= >

System Software

Updater System area
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B System Software Configuration

The table below shows the system software configuration for this machine.

Software to be Display on SST How to upgrade versions Remarks
upgraded Registered Name of SST | USB CDS
name of system memory
product software
Host Machine
SafeCont iAC 3330 [SYSTEM v/ v/ v/
StdCont : Language v v v
Module LANGUAGE 4 4 v
Printer Controller DCON v v/ v
FAX Board Boot G3CCB v/ v v Super G3 FAX
Program Board-AR1
FAX Board Main G3CCM v/ v/ v Super G3 FAX
Program Board-AR1
Staple Finisher-U1
Finisher Controller [FIN_U1 FIN_CON v v/ v Staple
Finisher-U1
T-6-19

The finisher of this machine support version upgrade via the host machine in any of the
abovementioned methods, i.e., via SST, USB memory storage device or CDS.

B Limitation

Do not turn OFF the power while downloading/writing the system software.

Doing so may cause a failure of machine startup.

If the machine becomes unable to start, start it up in download mode (safe mode) (by turning
ON the power while pressing numeric keys 2 and 8), and download the software again.

NOTE:

With the previous models, the error code of E753-0001 occurs when downloading the
system software for the option that is not installed. With this machine, however, no error
occurs even if downloading the system software for the option that is not installed.

6-43
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B Upgrading Procedure
@ Obtaining the System Software (when Using SST or a USB Device)

Access the CDS server and download the system software of the machine.
When downloading the software, download the software for SST.
Save the downloaded software to the PC in which SST is installed.

@ Starting the Machine in Download Mode (when Using SST or a USB
Device)
Perform one of the following procedures to enter download mode.
« Entering download mode from service mode (recommended)
» COPIER > Function > SYSTEM > DOWNLOAD
 Starting the machine while pressing numeric keys 2 and 8 (safe mode)

@ Upgrading the System Software

Upgrading is performed in two steps: downloading the system software and then writing it.
Download the system software with SST, a USB device, or via the Internet.

The system software downloaded to the machine is stored in the temporary storage space.

When the machine is restarted, the downloaded system software is written to the system area
and applied.

When the system software is successfully applied, the machine is automatically restarted
using the downloaded system software.

» Upgrading with SST
For details on the procedure, refer to "Version Upgrade via SST".

* Upgrading with a USB Device

For details on the procedure, refer to "Version Upgrade using USB Memory Storage
Device".

» Upgrading with CDS
For details on the procedure, refer to "Updater".

@ Checking the Version
Execute the following service mode to confirm whether the processing was completed
correctly.

+ COPIER > DISPLAY >VERSION

6-44
B Automatic Update

In addition to the system software for the Main Controller, the machine retains the system
software for DCON and all options in its Main Controller.

Therefore, when options are installed, etc., their versions and the versions retained in the
Main Controller are compared and automatically updated to a combination of versions that is
guaranteed to operate.

Target PCB COPIER > DISPLAY > VERSION
DC Controller PCB DC-CON
Finisher Controller PCB SORTER
Saddle PCB SDL-STCH (when the Saddle Finisher-U1 is connected)

T-6-20
1) The following service mode needs to be set.

* COPIER > Option > FNC-SW > VER-CHNG
2: Perform both an upgrade and a downgrade
1: Perform an upgrade only
0: Disable the automatic update function

CAUTION:

If"1" is set when a mismatch occurs in multiple modules, the update processing is
not performed if any of the modules is downgraded (a notification screen is also not
displayed).

Due to a combination of versions that is not guaranteed to operate, the operation of the
machine is not guaranteed in this state.

2)Version mismatch is detected during normal startup.
[Update]: The machine is automatically restarted and the update processing is performed.
[Skip]: The notification screen is closed and the update processing is not performed.

The versions of some optional devices are
inappropriate for the current version of the main

un
Press [Update] to update to the most appropriate
versions,

Press [Update] to restart the device.
(Update may take about 5 to 10 minutes.)

skip | Update ;|

F-6-52
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o Version Upgrade via SST

Hl Overview

@ Overview of Upgrading Using SST

1) Obtain system FC for service

software

= =

= =, 5

=" | a 4). Write to
System : az'sysf'terln area
software = |

Temporary =
storage arga>

3) Download

2) Register to SST
) Register to system software
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1) Obtain the system software and save it to the PC in which SST is installed.
2)Start SST, and register the saved system software to SST.
3)Connect the PC to the machine that has been started in download mode, and download the
system software.
4)When the machine is automatically restarted, the system software is written to the system
area.
5)The machine is automatically restarted after the writing processing is completed.

@ SST Operation Mode
Upgrading with SST operates with the following two modes.

Operation Mode Features and Purpose

Assist mode » Automatically identities the connecting model

» Automatically searches the new version of the system software for the
connecting model

» Automatically downloads the system software in the combination of the
versions, which the operation has been checked.

Single mode » Does not identify the connected model
» Use the single mode only in the following cases:
» When downloading a part of system software such as the DCON or an
option.

» When uploading/ downloading the backup data.

Basically, use the assist mode to download the system software of this machine. T-6-21
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M Registering to SST

Register the system software stored in the system file storage folder to SST.

NOTE:
When the system software has been compressed, decompress the compression file
and then register the file to SST.

1)Connect this machine and the PC with SST installed.
2)Turn ON the machine power and execute the following service mode to enter download
mode.
+ COPIER > Function > SYSTEM > DOWNLOAD
3)Start SST, and click the [Register System Software] button.

rmummmrm 4 11)
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4)Select the folder containing the system software and click the “Search” button.
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NOTE: B Connection

“XXXX" in the figure describes the version of system software. The following IP address is automatically assigned for this machine at startup in download

mode.
* |P address: 172.16.1.100

5)A list of system software in the folder is displayed. « Subnet mask: 255.255.255.0

Deselect the checkbox of unnecessary folder(s) and/or system software and click the

“Register” button. When the PC with SST installed is connected to this machine, change the PC network

address as follows:

* IP address: 172.16.1.160

* Subnet mask: 255.255.255.0
» Default gateway: arbitrary

CAUTION:

Ensure that the PC is disconnected from the network when you change the PC network
settings. Alternatively use the cross cable to connect to this machine.

1) Connect this machine and the PC with SST installed.

CAUTION:
F_Se Disconnect USB memory storage devices if connected.
6) Click the [OK] button after the message telling completion of system software registration is This machine disables the communication to SST if any USB memory storage device is
displayed. recognized. SST and the USB memory storage device cannot be used concurrently.

2)Turn ON the main power switch of this machine.
3) Execute the following service mode to enter download mode.
» COPIER > FUNCTION > SYSTEM > DOWNLOAD

F-6-57
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4)Check the IP address of the PC.

Go to Start menu to select the following: Program > Accessory > Command Prompt.

Type IPCONFIG and press the [Enter] key to see the network settings of the PC.
If any discrepancies from the description in the figure below are found, change the network

settings of the PC.

n Troubleshooting > Version Upgrade > Version Upgrade via SST > Upgrading the System Software
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B Upgrading the System Software

@ Assist mode
1) Connect this machine and the PC with SST installed.
2)Turn ON the machine power and execute the following service mode to enter download

mode.
= = * COPIER > FUNCTION > SYSTEM > DOWNLOAD)
‘Command Promj (=)
Tcrosoft uind:'us TUersion 6.1.76617 - R 3)Start SST, and click the [Start Assist Mode] button.
Copyright (o5 2089 Micraseft Carporation. ALl rights reserved. )

C:\UsershadnlocalX>ipconfig

indows IF Configuration

Ethernet adapter Local Area Connection:

Connection-specific DNS Suffix . : canon.net
[Pyd Address. - . - - - - - - . . ¢ 172.16.184.242
Subnet Mask . . _ . . . . . . 1l : 32651256 240.0
Default Gateway - . - - - - . . . % 172.16.i91.254
< [ Vo
F-6-58

CAUTION:

The network settings cannot be shown with IPCONFIG if the PC is disconnected from
the network. To check the settings, ensure that this machine is turned ON, and connect

the PC and this machine with the cross cable.

If newer combination of the system software is stored in SST, the new &dmbination is

automatically selected.

NOTE:
If only the existing system software combination is stored, none of them are selected.

Any versions of the existing system software can be downloaded by manual selection.

4)Click the [Start] button.

| ——— T

Wy frmirr e e e o bt B
B
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Writing process is started when download is completed.
The machine is restarted twice during the writing process.
Upon completion of the writing process, the main menu is displayed.

NOTE:

Download is confirmed in any of the following 2 modes:

» Downloading of the difference only: “Skip the existing versions and confirm whether to
download the downgraded versions”

+ Overwrite all versions
Regardless of version upgrade or downgrade, all versions of the system software are
downloaded without the confirmation message.

“Skip the existing versions and confirm whether to download the downgraded versions”

can be selected when the checkbox for SYSTEM is selected. There is no choice but to
select “Overwrite all versions” when the checkbox for SYSTEM is not selected.

5)Click the [Next] button.

| S

e frwirr e

ST PF i vy
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6)Click the [OK] button.

7)Enter service mode to check the version of the system software.

NOTE:

When an error occurs during version upgrade, the machine is normally started with the
previous version of the system software (the version before the upgrade). After version
upgrade, be sure to check if the version of the system software is changed to the
version you downloaded.

n Troubleshooting > Version Upgrade > Version Upgrade via SST > Upgrading the System Software
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@ Single mode

The following is the sample steps to download the DCON (the other components of the
system software can be downloaded similarly)
1) Connect this machine and the PC with SST installed.
2)Turn ON the machine power and execute the following service mode to enter download
mode.
* COPIER > FUNCTION > SYSTEM > DOWNLOAD
3)Start SST. Select the model to be connected and “Single”, check the network settings. Click
the “Start” button.

F-6-62

NOTE:

The following device information is shown at the right top of SST screen.
* IP address

* Model name

» Download mode

e e R
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4)Select the DCON version to be downloaded and click the “Start” button.
NOTE: Checking execution status for download

Multiple files of system software can be selected in this step. Selecting SYSTEM Once download is started, the process up to the writing process is automatically

automatically selects the language software that supports the selected system. executed. You cannot interrupt or add the process in the middle of the operation. The
following confirmation message is displayed when downloading is executed.
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NOTE:
Download is confirmed in any of the following 2 modes:
» Downloading of the difference only: “Skip the existing versions and confirm whether to 5)When download is completed, click the [OK] button.

download the downgraded versions”

» Overwrite all versions
Regardless of version upgrade or downgrade, all versions of the system software are
downloaded without the confirmation message.

This machine is automatically restarted.
6) Enter service mode to check the version.

“Skip the existing versions and confirm whether to download the downgraded versions”
can be selected when the checkbox for SYSTEM is selected. There is no choice but to
select “Overwrite all versions” when the checkbox for SYSTEM is not selected.
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o Version Upgrade using USB Memory Storage Device

B Relation between SST and USB memory storage device

When using the USB memory storage device for version upgrade, the system software
should be copied to the USB memory storage device.

PC for service i .
1))|Obtain system iR Device

software

i’

System
Software

System area
ey

Write (to

W

o078k

“system|area
Tem orary S
storage aréa

2) Register to SST = 3) Register
7 ~to USB

o 1
P 4) Download

system software
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1) Obtain the system software and save it to the PC in which SST is installed.
2) Start SST, and register the saved system software to SST.
3) Register (save) the registered system software to the USB device.
4) Connect the USB device to the machine that has been started in download mode, and

download the system software.

5) When the machine is automatically restarted, the system software is written to the system
area.

6) This machine is automatically restarted after the writing process is completed.

Upgrading with a USB device operates with the following three modes.

» Update (Auto)
Compares the versions of the system software in the machine and the USB device, and
downloads only system software that is a new version.

* Update (w Confirmation)
Compares the versions of the system software in the machine and the USB device, and
downloads system software if it is a new version. You can select whether to download the
software if it is an old version.

* Update (Overwrite all)
Downloads all the system software in the USB device, regardless of the system software
version in the machine.

6-50

It is recommended that you use "Update (Auto)" when upgrading the system software of
the machine.

B Register the system software

Register the system software registered in SST to the USB memory storage device.
For information on registering to SST, refer to "Registering to SST".

NOTE:

» Multiple versions of software can be saved simultaneously in the USB memory storage
device with this machine (up to 9 versions)

» The following USB devices can be used.
Interface: USB1.1 or later (USB2.0 is recommended)
Memory capacity: 1GB or more is recommended (the total file size of the system software
is approx. 350MB)
Format: FAT (FAT16), FAT32 (NTFS and HFS are not supported). The memory is
formatted in a partition (multiple partitions are not supported)
Unusable USB memory storage device: the memory that is protected by a password or
the encryption technology.

1) Connect the USB memory storage device to the PC.
2)Start SST. Click the USB icon shown in [Select the target] screen.

—

e e R T
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3)Select the drive (removable disk) where the USB memory storage device is inserted. 5)Select the version to register. After selecting the version, click [Confirm] button.

NOTE:
Only one version can be registered at once. In addition, a single system software can
be registered.

2 Seremn Sugmort Too DyE (ver, 4 J0T) Prrwers mport = A8 Eoree
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NOTE:

In the case of using USB1.1, it takes approx. up to 10 minutes for writing. In the case
of using USB2.0, it takes approx. up to 3minutes so it is recommended to use USB
memory supporting USB2.0.
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7)When the system software is successfully registered to the USB memory storage device,
click the [OK] button.
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B Connection

CAUTION:

This machine does not communicate with SST once it recognizes a USB memory
storage device. Therefore, SST and a USB memory device cannot be used at the same
time.

1)Remove the network cable if any network cable is connected to this machine.
2)Turn ON the machine power and execute the following service mode to enter download
mode.
+ COPIER > FUNCTION > SYSTEM > DOWNLOAD
3) The following screen is displayed.

Safe Version : 02.00
[[LL[[Wait for USB/SST Connect Menu]11]1]1

Waiting SST connection
Checking USB

Do not turn OFF the power without executing the shutdown sequence.
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4)Connect the USB memory storage device to the USB port.

NOTE:
The USB port at the back of the device can be used as well.

5)When the machine recognizes the USB memory storage device, the following menu is

displayed on the control panel.

[IITCCLILT Root Menu (USB) 111111111
[1] : Select Version

[4] : Clear/Format
[5] : Backup/Restore
[8] : Download File

[Reset] : Start shutdown sequence

Do not turn OFF power without executing the shutdown sequence.
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CAUTION:

Depending on the manufacturer or the model, this machine may fail to recognize the
USB memory storage device.

This machine retries recognition of a USB memory storage device for up to 60 seconds
after power-ON. The above menu is not displayed if the machine fails to recognize a
USB memory storage device within the time period.

In such a case, use another USB memory storage device.

CAUTION: Note when the power is turned OFF

» To prevent unnecessary error, do not turn OFF the power during downloading or
writing of the system software although the machine can be normally started using
the previous version thanks to the recovery mechanism when an error occurs.

* Be sure to execute the following procedure to quit download mode.

1) Pressing the [Reset] key and then the [0] key on the menu screen initiates the
shutdown sequence.

2) Once the message on the touch panel disappears, turn OFF the main power switch.
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B Upgrading System Software
@ [1]: Upgrade (Auto)

Compares the versions of the system software in the machine and the USB device, and
downloads only system software that is a new version in the USB device.

1)Remove the network cable if any network cable is connected to this machine.
2)Turn ON the machine power and execute the following service mode to enter download
mode.
* COPIER > FUNCTION > SYSTEM > DOWNLOAD
3)Connect the USB memory storage device to the USB port.
4)Press [1] and select the version of system software to be used on the screen for selecting
version.

[LITTTT[ Select Version (USB) 11111111

[1] : SYSTEM_0126-JEGSFI-DCON_0110-FIN_CON_0102-TSP_0142
[C] : Return to Root Menu

Do not turn OFF power without executing the shutdown sequence.

5)Select [1]: Update (Auto) to start download. Fe7s
[1] to [0]: Execute download/ any key other than [0]: Return to the menu screen

[[ [ [ Normal Update Main Menu (USB)11]]

Ver. SYSTEM_0126-JEGSFI-DCON_0110-FIN_CON_0102-TSP_0142
[1] : Update (Auto)
[2] : Update (w Confirmation)
[3] : Update (Overrite all)
[4] : Clear/Format
[5] : Backup/Restore
[6] : Other Menu
[7] : Update (Backupless mode)
[8] : Download File
[C] : Return to Select Version
[Reset]: Start shutdown sequence

Do not turn OFF power without executing the shutdown sequence.
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During the download process, download status is displayed on the control panel.

FirmDownload 0%  FirmBackup -%

StdCont -%

Dcon -% CCM -%
ACC1 -% CCB -%
ACC2 -%  RCON -%
ACC3 -% TSP -%

Reboot
SafeCont %

Updating software... Do not turn OFF the main power.
Mise a jour du ligiciel... Ne mettez pas le peripherique hors tension.
Software wird aktualisiert...Schalten Sie das Gerat nicht AUS.

V7RI T DEHFTY, BREYISHEVTIZEL,

F-6-77
Writing to the system software area on the FLASH PCB is started once download is
completed. When writing to the Dcon (ACC1, CCM or CCB if there is an option) is completed,
the machine is automatically restarted. After writing of SafeCont is completed, the machine is
automatically restarted again.

6)When the main menu is displayed, press the removal key at the bottom right on the touch
panel and select removal of memory media device, and then remove the USB memory
storage device.

7)Enter service mode to check the version.

@ [2]: Upgrade (w Confirmation)

Compares the versions of the system software in the machine and the USB device, and
downloads system software that is a new version in the USB device.

When the versions of system software in the USB memory storage device are older version,
a confirmation message is displayed on the control panel so that the user can select whether
to overwrite or not. This step is skipped when the target software is the same version.

1)Remove the network cable if any network cable is connected to this machine.
2)Turn ON the machine power and execute the following service mode to enter download
mode.
* COPIER > FUNCTION > SYSTEM > DOWNLOAD
3)Connect the USB memory storage device to the USB port.
4)Press [1] and select the version of system software to be used on the screen for selecting
version.
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5)Select [2]: Update (w Confirmation) to start downloading.
[2] - [0]: Execute download/ any key other than [0]: Return to the menu screen

[[[[ Normal Update Main Menu (USB)]]]]

Ver. SYSTEM_0126-JEGSFI-DCON_0110-FIN_CON_0102-TSP_0142
[1] : Update (Auto)
[2] : Update (w Confirmation)
[3] : Update (Overrite all)
[4] : Clear/Format
[5] : Backup/Restore
[6] : Other Menu
[7] : Update (Backupless mode)
[8] : Download File
C] : Return to Select Version
[Reset]: Start shutdown sequence

Do not turn OFF power without executing the shutdown sequence.
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NOTE:

When the system software version in the USB memory storage device is older than
the system software version in the device, a confirmation message as to whether to
overwrite or not is displayed on a module basis. Press the key on the control panel.
[0]: Overwrite/ any key other than [0]: Not to overwrite

When download is completed, this machine is automatically restarted to start writing to the
system software area in the FLASH PCB. When writing to the Dcon (ACC1, CCM or CCB
if there is an option) is completed, the machine is automatically restarted. After writing of
SafeCont is completed, the machine is automatically restarted again.

6)When the main menu is displayed, press the removal key at the bottom right on the touch
panel and select removal of memory media device, and then remove the USB memory
storage device.

7)Enter service mode to check the version.
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@ [3]: Upgrade (Overwrite all)

Regardless of the system software version in the machine, all the system software in the USB
memory storage device is downloaded.

NOTE:
All firmware update may take up to 25 minutes. To reduce downtime, we recommend
using [ Update ( Auto ) ] under normal condition.

1)Remove the network cable if any network cable is connected to this machine.
2)Turn ON the machine power and execute the following service mode to enter download
mode.
* COPIER > FUNCTION > SYSTEM > DOWNLOAD
3)Connect the USB memory storage device to the USB port.
4)Press [1] and select the version of system software to be used on the screen for selecting
version.
5)Select [3]: Update (Overwrite all) to start downloading.
[3] - [0]: Execute download/ any key other than [0]: Return to the menu screen
During the download process, download status is displayed on the control panel.

[ [[[ Normal Update Main Menu (USB)]]]1

Ver. SYSTEM_0126-JEGSFI-DCON_0110-FIN_CON_0102-TSP_0142
[1] : Update (Auto)
[2] : Update (w Confirmation)
[3] : Update (Overrite all)
[4] : Clear/Format
[5] : Backup/Restore
[6] : Other Menu
[7] : Update (Backupless mode)
[8] : Download File
C] : Return to Select Version
[Reset]: Start shutdown sequence

Do not turn OFF power without executing the shutdown sequence.
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When download is completed, this machine is automatically restarted to start writing to
the system software in the FLASH PCB. When writing to the Dcon (ACC1, CCM or CCB
if there is an option) is completed, the machine is automatically restarted. After writing of
SafeCont is completed, the machine is automatically restarted again.

6)When the main menu is displayed, press the removal key at the bottom right on the touch
panel and select removal of memory media device, and then remove the USB memory
storage device.

7)Enter service mode to check the version.
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o Version Upgrade via CDS

Bl Overview

Among the 4 methods in which service technicians provide firmware install services, the
following 3 methods are available using Updater functions.

UGW-linked Download and Update (Full-remote Update)
UGW-linked Download (Remote Distribution Update)
Manual Download and Update (On-site Update from Service Mode)

CTTTTT 1
:: Operator of each company 1 1: User operation
[ 1

Firmware
Market Release

a |
A 4
Cc
UGW setting

for distribution Firmware acquisition
(UGW-linked)*1

I I

' v . 2 N\ T 1

Distribution setting & | ! Distribution setting & ! ! Distribution setting & !
Download Download Download
Via Service mode |’ ViaUsermode ' Via Usermode !

Download via SST

Automatic download

(Local Ul) : (Local Ul) l:' (Remote Ul) !
v A 4 A A J - [iE o e
]
Apply (Update) [y Apply (Update) 3 Apply (Update)

Automatic update Via Service mode |y Update via SST

(Local UI) 1

Via User mode |

1

)

Via User mode
(Local UI) 11 1

(Remote UI)

Without connection to

With connection to external network
external network

. J \

*1: Schedules for UGW-linked distribution are maintained on CDS.

F-6-80

B Preparation

The following preparations are required to upgrade with CDS.

6-55

Setting Enabling M |
Installation Sales Network Enabling [ Enabling [Update Un: tlngB[ tf nuaf
Method Company’s| Settings UGW Link | Firmware] Button pdate] Button o
Remote Ul
HQ
UGW-linked
Download and Yes Yes Yes - -
Update
el e Yes Yes Yes - -
Download
Manual Download
and Update Yes Yes ) } ]
Manual Download
and Update via Yes Yes - Yes -
Local Ul
Manual Download
and Update via Yes Yes - Yes -
Remote Ul
Special Download
and Update via Yes - - - Yes
Remote Ul
T-6-22

For details on the procedure, refer to Chapter 2, "Preparation.".

CAUTION:

Firmware update will not be triggered when any of the following jobs remains in the

queue.
e Print
¢ Scan

»  Fax (except I-FAX; this function is enabled for I-FAX only during Print/Scan operation)

See the section of "Wait for EOJ (end of job) Function" under "Limitations and
Cautions", "Updater" of Chapter 2 “Technology” of this manual for more detailed

information.
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Bl UGW-linked Download and Update (Full-remote Update)

Bl UGW-linked Download (Remote Distribution Update)
See the figure below for the operational flow of “UGW-linked Download and Update”.

See the figure below for the operational flow of “UGW-linked download”.
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@ Scheduling via UGW @ Scheduling via UGW
The firmware distribution schedule to the certain device should be set on UGW. The firmware distribution schedule to the certain device should be set on UGW.
See “UGW-linked Download and Update” of Operation Manual of Content Delivery System

See “UGW-linked Download” in Operation Manual of Content Delivery System (for Firmware
for Firmware Distribution for details. Distribution) for details.
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The device checks the schedule concerned every 12 hours on UGW. This allows the device NOTE: -
to register the firmware distribution setting, enabling automatic firmware download and g‘;{:g‘sv/vg:g?sot:mgﬁ?ﬁe?‘tSgt?i:m%tv It?etfjgc\gtgzn I?Z ir;‘:cr’kde:\:, ?\Tclggctihf;oc:rt]her
update. firmware, the firmware downloaded with "UGW-linked Download" is overwritten.
NOTE:
To contacts registered for E-mail notification on UGW, the E-mail is sent from UGW ‘ Update using Updater
upon completing firmware update.

1)Press [Updater] in the service mode menu.

Service Mode

F-6-83
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2)Press [Update Firmware] button.

<Register/Update Software Menu>

Update Firmware

|

»
Software Management Settings ‘
L3
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3)Press [Apply Firmware] button.
<Update Firmware>
Confirm Applicable Special Firmware
Firmware o )
= Downloaded Firmware » 2010/05/07 10:08:46
=iR-ADV_V0140 » 00140008

Delete Scheduled | Apply Firmware Delete Firmware
Delivery N N

« Back to Menu ‘

7] Remote Operation is being used...
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4)Confirm the downloaded firmware and press [Yes] button.

<Apply Downloaded Firmware>

Do you want to update the following firmware?
(Click [Yes] to update after restarting.)

= Downloaded Firmware = 2010/05/07 10:08:46
=iR-ADV_V0140 > 00140009

No

@& [=] Remote Operation is being used...
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5)The firmware is applied to the device. The device is automatically restarted when the
firmware is successfully applied.

6)When the device is restarted, confirm the version of the firmware.

NOTE:

To contacts registered for E-mail notification on UGW, the E-mail is sent from UGW
upon completing firmware update.
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Mode)
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The figure below shows the operational flow of “Manual Download and Update”.

@ Download using Updater

1) Press [Updater] in the service mode menu.

Service Mode

2)Press [Update Firmware] button.

<Register/Update Software Menu>

Update Firmware

»

Sottware Management Settings ‘
»

F-6-89

3) Confirm the firmware to be updated in either of the following 2 ways.

» To update to the official edition, press [Confirm Applicable Firmware] button and go to Step 6.
» To update to the individual response edition, press [Special Firmware] and go to Step 5.

<Update Firmware>

Confirm Applicable
Firmware )

][ Special Firmware

|

P

= No Delivery Information

Delete Scheduled | Apply Firmware Delete Firmware
Delivery

-« Back to Menu

a Remote Operation is heing used...
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4)[Special Firmware] screen is shown as below. Enter the fields and press [OK] button.

<Special Firmware>

“. You can use numeric keys.

= Registration 1D

= Password

& [ Remate Operation is being used....
F-6-91

Retrieval ID

Enter numeric up to 8 characters.

Password

Enter numeric up to 8 characters.

T-6-23
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5)[New Firmware] screen is shown as below. Check the contents and press [Next] button.

<New Firmware>

Version: 00140009
= Applicable Firmware
00160011 iR-ADY_V0150

+~  Additional Languages

<New Firmware>

= Release Note

Model Series [imageRUNNER ADVANCE C5051/5045/503
5/5030 Series]

Release Date [2009/08/01]

ersion [20100428.016011]

ﬂ Troubleshooting > Version Upgrade > Version Upgrade via CDS > Manual Download and Update (On-site Update from Service Mode)

Size [385 MB]

ndard Update time [30 min] 72
ote A
[While updating.the device will update and reboot auto
matically.Please DO NOT turn off the device until it'sco ¥ ‘

X Cancel Next > *  Cancel « Back Next >

a Remote Operation is being used... o Remote Operation is being used...
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ltem Contents Remarks
Delivery Time Press either [Now] or [Set Time] button. -
Now The firmware is downloaded immediately
after distribution schedule is set.
Set Time Be sure to specify the date (within 7 days)

and time. The firmware is downloaded on the
specified date and time.

Enter the date and time using the numeric
keypad in the format of “yyyy/mm/dd
hh:mm:ss”

Timing to Apply

Press either [Auto] or [Manual] button.

ltem Content

Auto The firmware is applied automatically upon
firmware downloaded.
Manual The firmware is automatically downloaded.

Go to [Apply Firmware] to set up for updating
the downloaded firmware.

For firmware versions with no
remote update permission,
[Auto] cannot be selected in
[Timing to Apply]

Version The current firmware version is shown.

Updated Module Only

Press either [On] or [Off] button.

Applicable Firmware |Select the firmware applicable to the device from the dropdown list.

Additional Languages |If there are any additional languages, they are displayed.

More than 1 language can be selected, and it is possible to add another
language when upgrading the firmware.

Up to 8 languages can be added, including Japanese and English. The
languages already registered in the device are always selected, and SST is
used to delete an unnecessary language from the device.

For firmware versions with

Release Note If any release note is published, the contents are shown here.

T-6-24

NOTE:
To update to the individual response edition, the firmware corresponding to the ID and
password that you input is displayed in [Applicable Firmware].

6)[Delivery Settings] screen is shown as below. Enter the fields and press [OK] button.

<Delivery Settings> <Delivery Settings>

= Delivery Time
Now ‘ Set Time

E-Mail
;D :

If you consent that your email address is transferred

yyyy/mm/dd hh:mm:ss 5
You can use
numeric keys.

= Updated Module Only

= Timing to Apply

Auto ‘ Manual ‘ On ‘ off ‘ to Canon Inc. in Japan to receive notices, please
register.
X Cancel < Back Next > X Cancel < Back OK J

] Remote Operation is being used... "] Remote Operation is being used...
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On Only difference between the current and new |difference-only delivery
firmware is downloaded. disabled, only [OFF] can be
Off The firmware to be applied is wholly selected in [Updated Module
downloaded. Only].
E-mail E-mails concerning update statuses are sent |+ To send E-mails to
from the device to the contact registered multiple destinations, each
here. E-mail address should be
Enter the E-mail address of the service delimited with comma (,) or
technician in charge. semi-colon (;).
Enter 1-byte alphanumeric or symbols up to |+ For E-mail addresses
64 characters. entered in this field, a
notification E-mail is sent
at the following timing.
+ Distribution Set
+ Distribution Started
« Distribution Finished
» Update Started
+ Update Finished
» Error Occurred
Comments Enter the comment in 1-byte alphanumeric or |-

symbols up to 128 characters.

Enter the comment to be automatically
included in E-mail. Model Name in the
comment will be helpful to identify the device
relevant to the E-mail.

T-6-25
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8)One of the screens below is shown according to the setting.

When Distribution Time and Timing to Apply of Distribution Setting are set to [Now] and
[Auto], respectively:
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7)Confirm Export Criteria screen is shown as below. Check the contents and press [Accept]

<Confirm Conditions of Use>

Please read the following details carefully before
downloading.

Please read carefully and understand the following mes
sages before downloading the software programs and/o
r the related manuals(the "Software"). 13
By clicking the button indicating your acceptance as sta

ted helow, you agree with the following messages. A

1. You agree that vou are not restricted to import the So ¥

Accept Do Mot Accept

’>ﬁ Remote Operation is being used. ..
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Firmware is downloaded and updated automatically to the device. The device is
automatically restarted upon update completed. Now STEP 1 is successfully completed.

Wait a moment.

DO NOT TURN OFF THE POWER.
Updating firmware.
Delivering...

@ [=] Remote Operation is being used...
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* When Distribution Time and Timing to Apply of Distribution Setting are set to [Now] and
[Manual], respectively:

Confirm the firmware and press [OK] button. Now STEP 1 is successfully completed.

<Download Completed>

Firmware download was completed.
Update firmware from [Apply Firmware].

= Downloaded Firmware > 2010/05/07 10:08:46
=iR-ADV_V0140 > 00140009

a Remote Operation is being used. ..
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* When Distribution Time is set to [Set Time] in Distribution Setting:

Confirm the distribution schedule and press [OK] button. Now STEP 1 is successfully
completed.

<Register Scheduled Delivery: Result>

Delivery was scheduled.

= Scheduled Delivery »2010/05/07 12:00:00
=iR-ADV_V0140 > 00140009

a Remote Operation is being used. ..

F-6-97
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@ Update using Updater

The firmware downloaded to this device can be updated using Updater functions.
When Timing to Apply is set to [Auto] in Distribution Setting in STEP 1, the firmware is

updated automatically. Only when Timing to Apply is set to [Manual], follow the steps below to
update the firmware.

3)Press [Apply Firmware] button.

<Update Firmware>

2)Press [Update Firmware] button.

1)Press [Updater] in the service mode menu.

Service Mode

<Register/Update Software Menu>

Update Firmware

»
Sottware Management Settings ‘
»

F-6-99

Confirm Applicable Special Firmware

Firmware | N
=Downloaded Firmware > 2010/05/07 10:08:46
=iR-ADV_V0140 > 00140009

Delete Scheduled | Apply Firmware Jelete Firmware
Delivery M M

< Back to Menu ‘

a Remote Operation is being used. ..

F-6-100
4)Confirm the downloaded firmware and press [Yes] button.

<Apply Downloaded Firmware>

Do you want to update the following firmware?
(Click [Yes] to update after restarting.)

= Downloaded Firmware = 2010/05/07 10:08:46
=iR-ADV_V0140 > 00140009

No

@& [=] Remote Operation is being used...
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5)The firmware is applied to the device. The device is automatically restarted when the

firmware is successfully applied.

6)When the device is restarted, confirm the version of the firmware.
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B Updating Downloaded Firmware (Applying Firmware)

This section describes how to update the downloaded firmware.

1)Press [Updater] in the service mode menu.
2)Press [Update Firmware] button.

<Register/Update Software Menu>

Update Firmware

»
Software Management Settings ‘
L3
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3)Press [Apply Firmware] button.
<Update Firmware>
Confirm Applicable Special Firmware
Firmware o )
= Downloaded Firmware » 2010/05/07 10:08:46

=iR-ADV_V0140 > 00140009

Delete Scheduled | Apply Firmware

Delete Firmware
Delivery

« Back to Menu ‘

7] Remote Operation is being used...
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4)Confirm the downloaded firmware and press [Yes] button.

<Apply Downloaded Firmware>

Do you want to update the following firmware?
(Click [Yes] to update after restarting.)

= Downloaded Firmware = 2010/05/07 10:08:46
=iR-ADV_V0140 > 00140009

No
@& [=] Remote Operation is being used...
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5)The firmware is applied to the device. The device is automatically restarted when the
firmware is successfully applied.

6)When the device is restarted, confirm the version of the firmware.

M Deleting Firmware Distribution Schedule

1)Press [Updater] in the service mode menu.
2)Press [Update Firmware] button.

<Register/Update Software Menu>

Update Firmware

»
Sottware Management Settings ‘
»

End

F-6-105
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3)Press [Delete Scheduled Delivery] button.

<Update Firmware>

Confirm Applicable

Special Firmware
Firmware

=Scheduled Delivery > 2010/05/07 12:00:00

=iR-ADV_V0140 > 00140009
Delete Scheduled | |%pply Firmware Delete Firmware
Delivery N

< Back to Menu ‘

[ Remote Operation is being used. ..
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4)Confirm the contents of the distribution schedule and press [Yes] button

<Delete Scheduled Delivery>

Do you want to delete scheduled delivery?

=Scheduled Delivery

> 2010/05/07 12:00:00
=iR-ADV_V0140

> 00140009

No

[ Remote Operation is being used. ..
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5)Confirm the result of deletion shown on the screen and press [OK] button
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M Deleting Downloaded Firmware

This section describes how to delete the downloaded firmware using Updater.

1)Press [Updater] in the service mode menu.
2)Press [Update Firmware] button.

<Register/Update Software Menu>

Update Firmware

»
Sottware Management Settings ‘
»

|

End
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3)Press [Delete Firmware] button.

<Update Firmware>

Confirm Applicable

Special Firmware
Firmware

=Downloaded Firmware > 2010/05/07 10:08:46
=iR-ADV_V0140

> 00140009

Delete Scheduled  Apply Firmware Delete Firmware
Delivery

« Back to Menu

a Remote Operation is heing used...
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4)Confirm the downloaded firmware to be deleted and press [Yes] button.

<Delete Downloaded Firmware>

Do you want to delete the firmware?

= Downloaded Firmware > 2010/05/07 10:08:46
=iR-ADV_V0140 > 00140009

No

e Remote Operation is being used. ..
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5)Confirm the result of deletion and press [OK] button. Now the downloaded firmware is
successfully deleted.
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B Troubleshooting on Firmware Installation
No.1
Symptom: | can’t find the firmware to be updated using Updater.
Cause: The setting of Sales Company’s HQ is wrong.
Action: Use the following service mode to set the correct region.
COP IER > FUNCTION > INSTALL > CDS-CTL
Disly| 10 | Adjust| Fuectior] Optien | Test | Couter
CINSTALL > < 2/ 2> < READY >
OM-L06 | _-
RGH-AOR - https://a01. ugnidevice. net/ugn/agenti
BRUS-ACTE |
F-6-111
Cause: The version currently in use is not available for update.
Action: Download the release note from CDS separately to upgrade to the version available
for update.
Cause:

You try to download firmware from [ Settings/ Registration ] menu.You can download
only the latest version of firmware from [ Settings/ Registration ] menu.
Action: Download from Service mode.

<[ Settings/ Registration ] menu> <Service Mode>

<New Firmware> <New Firmware>
Version: 00140009 Version: 00140009
= Applicable Firmware = Applicable Firmware
00160011 iR-ADV_V0150 00170011 iR-ADV_¥0160 V‘
+~ Additional Languages 0000} iR—ADV_VO]EO
00160011 iR-ADV_V0150 O
00140009 iR-ADV_V0140 v\
A 4 » A
v ‘ v
X Cancel Next bl X Cancel Next >
a Remote Operation is being used... [ Remote Operation is being used...
F-6-112 F-6-113
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No.2

Symptom:

Cause:

Action:

No.3

Symptom:

Cause:
Action:

No.4

Symptom:

Cause:

Action:

Cause:

Action:

Cause:

Action:

Cause:
Action:

No.5

Symptom:

Cause:

Action:

n Troubleshooting > Version Upgrade > Version Upgrade via CDS > Debug Logs

Firmware download is aborted during operation using Updater functions.
The network cable is disconnected or the power went off due to blackout and the like.

Retry download. Firmware under download is cancelled upon aborted.

Firmware update is aborted during operation using Updater functions and the
device cannot be started.

The power went off due to blackout and the like.

Service technicians should follow the steps below via SST.

1) Start the device by download mode.
If the operation above does not trigger the download mode, BOOT (Flash Memory,
service parts) should be replaced (takes up to 1 minute for rewriting).

2)Via SST, format the hard disk of BOOT Dev only.

3) Via SST, install the firmware in the device.

Firmware has not been downloaded according to the distribution schedule.
Other firmware distribution schedule is set.Since only 1 distribution schedule is held,

the registered schedule may be overridden by the new firmware distribution schedule.

Once the schedule is overridden, the firmware cannot be downloaded. Distribution
should be rescheduled for the firmware.

At the scheduled distribution date and time, the firmware registered was not found on
CDS.

Distribution should be rescheduled for the firmware.

After distribution is scheduled, device is updated to other version of firmware via SST.
(Status of the firmware in the device is changed.)

Distribution should be rescheduled for the firmware.

The power of the device was off at scheduled date and time.
Distribution should be rescheduled for the firmware.

The firmware presumed to be downloaded to the device cannot be found.

Since only 1 firmware can be held on the device, the firmware previously downloaded
was overridden by the newly downloaded one.

Retry the firmware download.

B Debug Logs

@ Obtaining Log Files
Updater log files can be obtained by copy & paste from remote Ul.
This procedure is shown below.

1)Set "1" in the following service mode, and restart the device.
+ COPIER > OPTION > FNC-SW > CDS-MEAP
+ COPIER > OPTION > FNC-SW > CDS-FIRM

2)Log in the remote Ul (URL: http:/<device’s IP address or host name>) using the system

administrator right.

6-65

3)From “Display Logs/Communication Test” screen, obtain System Logs (log level 4) and
Update Logs by copy & paste.
Top page (Remote Ul) > [Settings/Registration] > [Management Settings] > [License/
Others] > [Register/Update Software] > “Display Logs/Communication Test”

5] imageRUNNER ADVANCE

iR-ADV C2020 / iR-ADY C2020 /

To Portal Login User:7654321 Log Out

Device Serial Mumber: ENS00264
Install Application/Qption
Manual Installation
Update Firmware
Delivered Update
Caonfirm Delivery Server

0 Display Logs/Communication Test

Confirrn Delivery Server » Display Logs/Communication Test

Display Logs/‘Communication Test

Communication Test

Log View| | System Logs v || Switch

20100507 10:11:22] 4 130204 [DLThread:1]J@File[597 |=@WAITING

20100507 10:11:22] 4 020036 ++DeliveryManager getHttpStatus() currentFunc: [B]requestFuncla]
[2010/05/07 10:11:22] 3 033404 = event downloading ™

[2010/05/07 10:11:22] 4 031801 download [290608222 / 307520906

[2010/05/07 10:11:22] 4 130105 Download Finished Thread Found!

[2010/05/07 10:11:22] 4 130105 FILE INFO
[2010/05/07 10:11:22] 4 130105 INDEX: 598
[2010/05/07 10:11:22] 4 130105

MAME :http:/172.16.1.139:80/Ginger/Finm/20100428.014011_0014000%/xjaibase-release-7 . 138.1-
autc201004141816.nif
[2010/05/07 10:11:22] 4 130105
[2010/05/07 10:11:22] 4 130201 [DLThread: 1 J@File[598]>Requested Fils Download
[2010/05/07 10:11:22] 4 130201 [DLThread:1]@File[598]=@HTTP-NOTIFIED

[2010/05/07 10:11:22] 4 130201 [DLThread:1)@File[598]=Reguested File Download completed!
[2010/05/07 10:11:22] 4 130204 [DLThread: 1)@ File[598]=@EXT WAITING

[2010/05/07 10:11:22] 4 130205 [DLThread: 1J@Fila[598]>—- <<< Downloading »»» —

f]ﬂ]f[lsf[l? 10:11:22] 4 130205 [DLThread: 1]J@File[597 > <<< Downloading Completed | =>> —
[
[

20100507 10:11:22] 4 130500 [DLThread:1]@File[598]=adapter connect no proxy
2010/05/07 10:11:22] 3 130209 [DLThread:0)@File[595]=Another 1M bytes downloaded

[2010/0507 10:11:22] 4 130600 [DLThread:1j@File[598]>Server Host[172.16 1 139:80] Port[a0]
[
&

5
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NOTE:

See the section of "Setting Log Level" under “Various Setting”, “System Management

Operations” of “Updater” of Chapter 2 “Technology” of this manual for more details of

changing Log Level.
4)If the value of CDS-MEAP or CDS-FIRM was changed in the service mode, return to the

original value and then restart the device to enable this setting.
Obtaining the log files is completed.
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M Error Messages

@ Error messages displayed in Updater
Error messages displayed in LUl on a device are shown below. As to error codes, see the next list.

No. Messages Timing of display Cause Remedy
1 |An error occurred with the delivery In communicating with the[System error occurred in server. Obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version Upgrade”
server. delivery server. of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales company.
Contact your sales representative.
Error Code: [xxx]
2 |[Delivery server is stopped. In communicating with the[Delivery server stopped. Check the delivery server stop information. After the delivery server starts, perform the operation|
\Wait a while and then try to perform theldelivery server. from this application.
loperation again. \When the delivery server stop information is not available, contact the sales company's Support
Check the following URL for details. Department.
<Stopped Delivery Server URL>
3 [Failed to connect to delivery server.  |In communicating with the|Communication error due to incorrect Set correct CDS URL in the Updater settings.
Check the delivery server and network.|delivery server. settings of CDS URL.
Excluding delivery server stop, Check if the network environment is correct to solve the cause of the error occurrence.
communication error to the delivery server |If the network environment of the device is correct, obtain the log etc. (Refer to "Debug Logs"
occurred. under “Version Upgrade via CDS”, “Version Upgrade” of Chapter 6 “Troubleshooting” of this
manual.) and contact Support Div. of the sales company.
4 [Download was stopped because an  |At the time of file Communication error to the delivery server|Check if the network environment is correct to solve the cause of the error occurrence.
error occurred with the file server. download occurred. If the network environment of the device is correct, obtain the log etc. (Refer to "Debug Logs"
Check the network. under “Version Upgrade via CDS”, “Version Upgrade” of Chapter 6 “Troubleshooting” of this
manual.) and contact Support Div. of the sales company.
5 |Downloaded files are invalid. Check |At the time of file The received file is broken. After checking the network environment of the device, re-execute the job.
the network. download If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.
6 [Failed to retrieve information of special |Acquisition of applicable |No information exists about firmware for  [Enter the correct firmware ID or Password applicable to the firmware information.
firmware. firmware information special firmware retrieval ID or Password |[If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Check the retrieval ID and password. is invalid. Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.
7 |Scheduled delivery information of IAcquisition of applicable [Delivery information with specified delivery |Register the delivery schedule again. If this occurs at the time of canceling file download,
firmware does not exist. firmware information ID does not exist. deleting downloaded firmware or deleting scheduled delivery, no remedy is required.
Check it because it may already have
been deleted.
8 |Failed to apply firmware. Firmware application error|Error due to the application (NLM) Obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version Upgrade”
of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales company.
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Messages

Timing of display

Cause

Remedy

. Delivery Server : Connect Failed

File Server : Retrieve Failed
Error Code: [xxxx]

Communication test, etc.
(communication test result
dialogue)

tto the delivery server.
In SOAP communication, failed to success
after 1 min retry.

In the communication test, failed to connect{Check the network environment of the device, and re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

ID and Password required for proxy to
connect to the internet are not configured
in device.

Set proxy and restart the communication test.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

IThe access to the network is limited.

Set the user environment to make the access to the following domain available.
https://device.cdsknn.net/

http://cdsknn.net.edgesuite.net/

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

Delivery server stopped.

Contact Field Support Group in the sale company.

IAfter confirmation that the delivery server has been restored, restart the communication test.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
lcompany again.

10

Delivery Server : Connect OK
File Server : Retrieve Failed
Error Code: [xxxx]

Delivery Server : Connect
OK

File Server : Retrieve
Failed

Error Code: [XXXX]

Due to no return of data for the
communication test, time-out (in HTTP
communication, no response for 1min)
occurred. After that, retried but failed to
lconnect to server.

Check the network environment of the device and re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
icompany.

IThe network cable was disconnected
during data download in the communication
test.

Reconnect the network cable and then restart the communication test.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

IThe file server stopped during data
download in the communication test.

IContact the sales company's Support Department.

IAfter confirmation that the delivery server has been restored, restart the communication test.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company again.

Hash value in the communication test file
s incorrect.

ICheck the network environment and re-execute the job.
If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales

company.
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No.

Messages

Timing of display

Cause

Remedy

11

JAn error occurred.
Error Code: [xxx]

communication test, etc.
(main screen)

IThe max value (spacef/file) was exceeded
and new log was not accepted.

Normally an old log file is deleted before
the max value (spaceffile) is exceeded, but
lerror may occur due to other element (e.g.
1/O error).

Check if the log file exceeded the max value.
<Update log>

Max space: 128KBf/file

Max file number: 4

<System log>
Max space: 512KB/file
Max file number: 4

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

Notice of version
information (main screen)

Failed to acquire version information
of device due to no CDS registration of
firmware version of device.

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

At the time of notifying version information,
failed to connect to the delivery server.

Check if the network environment is correct to solve the cause of the error occurrence.
If the network environment of the device is correct, obtain the log etc. (Refer to "Debug Logs"
under “Version Upgrade via CDS”, “Version Upgrade” of Chapter 6 “Troubleshooting” of this

No return of notifying version information

manual.) and contact Support Div. of the sales company.

Network cable was disconnected during
notice of version information.

Re-connect the network cable and re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

Failed to send notice of version information
Isince the main power was turned OFF and
then ON during the sending.

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
lcompany.

Server stopped at the time of sending
notice of version information.

Check the network environment of the device and re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

An internal error occurred at the time of
sending notice of version information.

(Obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version Upgrade”
lof Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales company.

[UGW linkage (main
screen)

lUGW linkage was turned ON when eRDS
was OFF.

For a device using eRDS, turn ON the eRDS. For a device not using eRDS, turn OFF the UGW
linkage.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

An internal error occurred at the time of
Acquiring delivery information.

Re-execute the job.
If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales

company.
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No.

Messages

Timing of display

Cause

Remedy

On-site (error dialogue)

IAn internal error occurred at the time of
acquiring applicable firmware information.

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

)An internal error occurred at the time of
sending approval information.

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

IAn internal error occurred at the time of
delivery order

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

Immediate download
(error dialogue)

IAn internal error occurred at the time of
requesting firmware delivery information.

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
icompany.

During the download, all space in the
istorage disk was occupied. (DiskFull)

IAfter adding vacant space of the storage disk, re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

At the end of receipt, an internal error
occurred.

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

Manual update (error
dialogue)

At the update start, an internal error
occurred.

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company

Automatic update (error
dialogue)

At the update start, an internal error
bccurred.

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

Deletion of downloaded
firmware

At the time of notifying cancellation, an
nternal error occurred.

Re-execute the job.
f it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales

company.
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Messages

Timing of display

Cause

Remedy

12

Firmware screen

IAn error occurred. Check the Update

UGW linkage (main
screen)

eRDS sent an order but Updater failed to
connect to server.

Conduct a communication test to analyze the cause of the error. After solving the cause, resend
the order from the eRDS.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

Delivery server stopped.

Contact the sales company's Support Department.

IAfter confirming restoration of the delivery server, re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

Scheduled date and time acquired from the
delivery server was before current time (15
lor more min had passed.)

Do the delivery setting from UGW again.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

IScheduled data and time acquired from the
delivery server did not exist.

Do the delivery setting from UGW again.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
lcompany.

Immediate download
(main screen)

At the time of immediate download, turned
IOFF and then ON the power of device
Imain body.

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

Manual update (main

creen)
Eutomatic update (main
creen)

Updated version was different from the
ordered version.

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

After the update, failed to connect to the
delivery server.

ICheck the network environment and re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

After the update, delivery server stopped.

IContact the sales company's Support Department. After confirming restoration of the delivery
server, re-execute the job.

[If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

After the update, the network cable was
disconnected.

Re-connect the network cable and re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

After the update, server returned an error.

Obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version Upgrade”
pf Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales company.

After the update, an internal error occurred.

f it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.
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Messages

Timing of display

Cause

Remedy

13

Delivery Error
Error Code: [xxx]

UGW linkage (Update
Firmware screen)

eRDS sent an order but Updater failed to
connect to the server.

Conduct a communication test to analyze the cause of the error. After solving the cause, resend
the order from the eRDS.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

[The delivery server stopped.

Contact the sales company's Support Department. After confirming restoration of the delivery
server, re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

IThe scheduled data and time acquired
from delivery server does not exist.

Do the delivery setting from UGW again.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

14

Delivery Error

Delivery Time

Delivery Firmware Label
Delivery Firmware version
Error Code: [ xxx ]

UGW linkage (Update
Firmware screen)

IThe scheduled date and time acquired
from delivery server was before current
time (15 or more min had passed).

Do the delivery setting from UGW again.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
lcompany.

Immediate download
(Update Firmware screen)

At the time of immediate download, turned
IOFF and then ON the power of device
main body.

Re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
lcompany.

15

IApplicable firmware is not registered.

On-site (error dialogue)

At the user site, no latest firmware exists.

[This means the current firmware is the latest, so this error has no impact.
But when the latest firmware to be retrieved must exist e.g. released new firmware information
has been notified, contact Field Support Group in the sales company.

No applicable firmware exists on CDS,
50 the service person can't select any
applicable firmware.

IContact the sales company's Support Department.

16

Restart failed.
ITurn the main power OFF and ON.

Manual update (error
dialogue)

IAn error occurred at the time of the device
restart.

IAfter turning OFF and then ON the main power of the device, re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

IAutomatic update (error
dialogue)

An error occurred at the time of the device
restart.

IAfter turning OFF and then ON the main power of the device, re-execute the job.

If it recurs, obtain the log etc. (Refer to "Debug Logs" under “Version Upgrade via CDS”, “Version
Upgrade” of Chapter 6 “Troubleshooting” of this manual.) and contact Support Div. of the sales
company.

17

IThe [Delivery Server URL] is incorrect.

[n setting with the deliver
server URL.

IThe specified deliver server URL is wrong.

Enter the right URL(https://device.c-cdsknn.net/cds_soap/updaterif)

T-6-26
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M Error Code
@ Explanation on Error Codes and Their Remedies
The following shows the error codes displayed on CDS error dialogs and the Control Panel of the device (local Ul) and explanation of those error codes.
@ How to read an error code
An error code consists of a number of eight digits (hexadecimal number) displayed on the Ul shown below.
<Test Communication> / 8 4 O 1 4 2 O 6 Code Value Contents
Local Ul T R The first digit 8 Error
o Error field
= Delivery Server > Connect Failed The second digit 0 Not defined.
Operator 1 CDS server
(e Error Code > 84014206 ) 2 Updater
> 3 ucw
4 Service person
5 IT administrator (User)
oK P 6 Scheduled Update
> The 3rd - 4th digits XX Method
Error Message dialogue Method category
= The 5th digit 0 Category code
Category code 1 Operation
Iy 2 |wo
o %?L:E?hg devfice S0 that it isttﬁrtzd a_t the sghadkﬂeidelwe_ry kimne:, | —> 3 Device
Bt ki h e, Toter the ceiery el e e oo 4 SOAP communication
(casse] 5 HTTP communication
AUSE . .
Tim:—ugt D_ccurred due to eitherduf th: Following cau?as when Ehecking _tha statFls Uf':irmm;arg ?Eg\o"jerly schet_:lule“j 6 Socket communication
EJZth ?xgtet;v:;;?lttgwan:cnt; ttummtes SES server For more than 30 minutes after the scheduled delivery time due o causes 7 Other mternal codes
OThe clock of the device was late by more than 30 minutes, A/B Internal modules
E Local CDS
The 6 - 8th digits 000- See Error code list
Description code
F-6-115
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6-74
B Remedy by Error Code
@ Remedy to Be Taken When an Error Code Starting with [81------ ] Is Displayed
The remedy for an error code whose first two digits are "81" is shown below.
1)Refer to "List of Error Codes Starting with 81", and try the remedy.
2)If the symptom is not resolved by performing the remedy shown in the error code list, report it to the support department of the sales company with the following information.
» Time of occurrence
« Serial number of the device
@ Remedy to Be Taken When an Error Code Starting with a Number Other than [81------ ] Is Displayed
The remedy for an error code whose first two digits are not "81" is shown below.
1)Check the last four digits of the code, and try the remedy shown in "List of Error Codes Starting with a Number Other than 81".
2)In the case of an error message with a check mark on the "Network" column of "Cause of error" in the error code list, try the remedy shown below.
» Execute the operation again.
» Perform a communication test on the Touch Panel of the device.
» Check the status of the network equipment (disconnection of the LAN cable, etc.).
» Check the network settings of the device.
» Check that there is no restriction on the network environment of the site (e.g. restriction on communication at night).
» Check the proxy server of the customer. If it does not work properly, perform the remedy. If the problem still persists, clear the cache of the proxy server.
3) If the symptom is not resolved by performing the foregoing remedy, report it to the support department of the sales company with the following information.
» The generated error code
» The Sublog of the device
» The update log of the device (Set the log level to 4, and then collect the log.)
@ When an Error Code Not Included in the List of Error Codes Is Displayed
When an error code not included in the list of error codes is displayed, see "Error Codes Not Included in the Error Code List and Remedy for Them".
6-74

E Troubleshooting > Version Upgrade > Version Upgrade via CDS > Remedy by Error Code



B Troubleshooting > Version Upgrade > Error Code List > List of Error Codes Starting with 81

o Error Code List
B List of Error Codes Starting with 81

The list of error codes starting with 81 is shown below. This error is related to the CDS server.
Report the error to the support department of the sales company with the time of occurrence and the serial number of the device.

6-75
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Error Code Description Remedy Cause of error
CDS UP
server |DATER
81--0001 |No value is set in a mandatory data entry item Contact the support department of the sales company. / /
81--0002 [In the case of [81--0002] except follows. In a string type of a data entry item, digit number and/or character type is/ [(Attach information on the time of occurrence and the serial v v/
are set against the regulations is displayed in the following cases: number of the device.)
81040002 [+ The number of digits of the registration ID or password is not 8. Enter the correct ID and password for Special Firmware. (User) v v
* The registration ID or password includes characters other than single-byte numeric characters.
81060002 |+ The number of digits or type of characters used for Firm Type, Firmware Version, Firmware Group Version, or  |Register the correct e-mail address. v/ v/
Firmware Label does not meet the specified number of digits or type of characters. If it occurs again, contact the support department of the sales
* The character string of Firmware Group Version (firmGroupVersion) includes characters other than numeric company.
values. (Attach information on the time of occurrence and the serial
» The number of digits of E-mail Address (mailAddress) is larger than 128. number of the device.)
= Characters other than single-byte alphanumeric characters and symbols are used for E-mail Address
(mailAddress). (Canon Inc. Only) In the case of an error in Firm Type, Firmware
* An invalid e-mail address was input (The domain name is missing, . (dot) was input instead of , (comma), etc.) |Version, or Firmware Group Version, register the correct firmware
lagain.
81--0003 |In an data entry item, the value is set against the regulations Contact the support department of the sales company. v/ v/
(E.qg. the set value is other than "Operator: 4. Service person, 5. User") (Attach information on the time of occurrence and the serial
81--0004 |No applicable delivery information exists number of the device.) / -
81--0005 |Error in the system settings v -
Operation
81--1001 |In the case of [81--0001] except follows. Inconsistency between the current firmware component in the data entry |If distribution of the firmware is necessary, search the applicable v v
item and delivery information (E.g. the conditions for automatic update are not met. The settings of a mandatory  [firmware again, and perform distribution of the firmware.
additional set are invalid)
81071001 [A cancellation notification was sent to CDS when the distribution status was not correct. (CDS has not received the V4 v
status change due to a network failure, etc.)
81091001 [+ The firmware information of the device at the time of execution of distribution differs from the firmware v v
information of the device at the time of registration of the distribution schedule.
* The firmware was upgraded without using CDS when distribution schedule for the device that supports the
UGW-linked function had been registered. As a result, the firmware information of the CDS server at the time of
execution of distribution differs from the firmware information of the CDS server at the time of registration of the
distribution schedule.
When the remote update setting for the firmware to be updated was disabled after distribution schedule was
registered using auto update.
81--1002 |In a notice of delivery-allowed information, an install-set was release to the market, but the market release was Contact the support department of the sales company. v -
stopped during the delivery (Attach information on the time of occurrence and the serial
81--1003 |No mail template file exists number of the device.) / -
81--1004 [The device serial number in the data entry item differs from that in delivery information v -
81--1005 |User is selected as Operator in the data entry items and the retrieval type is other than the latest / -
81--1006 |[The retrieval type in the data entry item is special and registration ID and individual Password are not set (* v -
Operator did not enter registration ID and individual Password)
81--1007 _[The retrieval type in the data entry item is special and Operator is not Service person v -
6-75
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Error Code Description Remedy Cause of error
CDS UP
server |DATER
81--1008 |As to the device serial number in the data entry items, there is no applicable device code product Contact the support department of the sales Company. v -
(Attach information on the time of occurrence and the serial
number of the device.)
(Canon Inc. Only) Check registration of LMS.
81--1009 |[The retrieval type in the data entry items is special and there are no basic-set applicable to the registration ID and [Enter correct ID and the password. v -
Password (* When wrong registration ID or Password was entered by an operator)
81--100A [The delivery status is Applying IAfter 2 hours and 30 minutes have passed since the failed v -
After the firmware was updated and when an update completion notification has not been sent to CDS, distribution [attempt to distribute the firmware, search the applicable firmware
of the firmware was attempted again before update time-out is processed in CDS. lagain, and perform distribution of the firmware.
81--100B [No approval information exists about EULA or the export criteria when the delivery is determined Contact the support department of the sales company. v -
(Attach information on the time of occurrence and the serial
number of the device.)
81--100C [The delivery status is Distributing/Distributed/Applying/Finished/Failed Search the applicable firmware again, and perform distribution of v -
\When the distribution status was not correct, distribution information was obtained from CDS. (CDS has not been [the firmware.
notified of the status change due to a network failure, etc.)
81--100D |The delivery status is Distributing/Distributed/Applying/Finished/Failed / -
8108100D [When the distribution status was not correct, schedule information was checked with CDS. (CDS has not been v -
notified of the status change due to a network
81--100E _[The delivery status is New/Waiting to Distribute/Distributed/Applying/Finished/Failed Contact the support department of the sales company. v -
81--100F ([The delivery code is other than Distributing. (Attach information on the time of occurrence and the serial v/ -
(Firmware distribution) number of the device.)
81--1010 [The delivery status is New/Waiting to Distribute/Distributing/Applying/Finished/Failed Search the applicable firmware again, and perform distribution of / -
810B1010 |An update start notification was sent to CDS with an invalid status. (The CDS server failed to receive the status the firmware.
change due to a network error, etc.)
81--1011 [The delivery status is Distributing/Distributed/Applying/Finished/Failed Contact the support department of the sales company. v -
(Attach information on the time of occurrence and the serial
number of the device.)
81--1012 |Device is "Not applicable to CDS" Register the device as a CDS device. v/ -
(Firmware distribution)
* It occurs only when a device that can access CDS is managed.
81--1013 [When the specified distribution time was within the time frame of CDS distribution stop. Contact the support department of the sales company. v/ -
(Firmware distribution) (Attach information on the time of occurrence and the serial
number of the device.)
81--1014 [When confirmation of the firmware distribution settings ended in time-out. Search the applicable firmware again, and perform distribution of v -
CDS was not accessed within 30 minutes after the distribution time. The device has been turned OFF, the network [the firmware.
has been disconnected, etc.
81--1015 |When firmware distribution time-out occurs. v -
A reception completion notification was not sent to CDS within 24 hours after the start of the distribution. The
device has been turned OFF, the network has been disconnected, etc.
81--1016 [Firmware update time-out occurred. Check the device to see if the update has been completed. When v -
IAn update completion notification had not been sent to CDS even after 2 hours since the start of the update. the update has ended in failure, execute the operation again if
there is no problem with the device.
81--1017 [When the firmware distribution information notification showed an error in processing the distribution information. [Contact the support department of the sales company. v -
(Attach information on the time of occurrence and the serial
81--1018 [When the firmware distribution information notification showed an error in processing the scheduled update number of the device.) V4 -
information.
81--1019 |When the status of the scheduled update information is "Set", "Finished", or "Failed". / -
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Error Code Description Remedy Cause of error
CDS UP
server [DATER
81--1020 |When the status of the scheduled update information is "Waiting to Transmit" or "New". Contact the support department of the sales company. / -
81--1021 [When the status of the scheduled update information is "Set". (Attach information on the time of occurrence and the serial v -
81--1022 |The scheduled update setting information differs between the input information and the distribution information. number of the device.) / -
81--1023 [When the distribution status is "Cancel". / -
1/10
81--2014 |Device information corresponding to the target device serial number does not exist. Contact the support department of the sales company. v/ -
(There is no relevant information on the device firmware group.) (Attach information on the time of occurrence and the serial
number of the device.)
T-6-27

B List of Error Codes Starting with a Number Other than 81

The list of error codes starting with a number other than 81 is shown below. If such an error has occurred, search the remedy using the last four digits of the error code.
Report the error to the support department of the sales company with the Sublog and update log of the device.
The "CDS server" in the "Cause of error" column includes CDS distribution servers and CDS file servers.

Error Code Description Remedy Cause of error
CDS | UP |Network
server|DATER]
8X-4{1001 [Processing exclusively Start the operation again after terminating other Updater operations being executed - v -
simultaneously
1002 [Stopped Restart the device, and start the operation again. - J/ -
1101 [Failed to process preparation for use Contact the support department of the sales company. - v -
1102 [Failed to process use end (Attach the Sublog and update log of the device.) - / -
1103 |Time out during restart of readiness preparation - / -
1104 [Session time-out excluding after application inquiry (after issuing delivery ID) Start the operation again from the beginning - / -
1105 [CDS URL is not set Set CDS URL - / -
1106 |Another job existed immediately before the firmware update processing. Start the operation again after terminating the job of the device - / -
1202 [Specifying of scheduled update for a model that does not support scheduled update Contact the support department of the sales company. / - -
1203 |Firmware processing for a model that does not support firmware processing (Attach the Sublog and update log of the device.) / - -
1301 [Security Token verification error - - /
1302 |Privilege check error Perform the authentication as a correct user. - - /
1303 [Parameter error Contact the support department of the sales company. - - /
1304 |There is no distribution information from the server. (Attach the Sublog and update log of the device.) - - -
1305 [Version notification is not required. - - -
1306 [Connection server information mismatch error ICheck the connection server settings. - -
1/0
21XX_|An internal error about file operation Contact the support department of the sales company. - / -
22XX _|An internal error about XML file operation (Attach the Sublog and update log of the device.) - / -
2301 |Failed to output the license file - / -
2401 [Failure in creation of an auto shutdown stop file - / -
2402 |Failure in deletion of the auto shutdown stop file - / -
Device
31XX _|An internal error in CPCA Contact the support department of the sales company. - v -
32XX_|An internal error in IMI (Attach the Sublog and update log of the device.) - / -
33XX |An internal error in SMS - / -
34XX JAn internal error in NLM - / -
35XX _|Configuration Service property setting error - / -
36XX |An internal error related to APL CDS partition - V4 -
37XX_|DCM-related service error - J/ -
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Error Code Description Remedy Cause of error
CDS | UP |Network
server|DATER]
SOAP _communication
4101 |The processing thread stopped Contact the support department of the sales company. - J/ -
4102 |Processing SOAP communication now (Attach the Sublog and update log of the device.) - / -
4103 [The function type is not matched - v/ -
4104 [An invalid SOAP response error Check the network environment. v - -
\When this problem recurs, contact the support department of the sales company.
4105 [No network cable connection (device side) Check the network environment. v - -
If it occurs again, contact the support department of the sales company.
(Attach the Sublog and update log of the device.)
4201 [An internal error about application information Contact the support department of the sales company. - J/ -
4202 [Config.xml is not found (Attach the Sublog and update log of the device.) - / -
4203 [Type.xml is not found - / -
4204 |An error in binding type.xml - / -
4205 |An error in creating a service tab - / -
4206 |A runtime error in performing the web method - v /
8X-44207 [An unknown host error in performing the web method - Check the network environment of the device and start the operation again v v v
- Check if the URL settings of the CDS server are correct, and start the operation
again after resetting
4301 ([The delivery server is stopped Contact the support department of the sales company. v/ - -
(Attach the Sublog and update log of the device.)
4302 [<In the case of scheduled update> <In the case of scheduled update> v v -
In response to a download start notification sent from the device, the distribution server [Specify the distribution settings again, making sure that the distribution server
returned an error and stopped the operation of the device within a certain period of time [maintenance time and the scheduled update time do not overlap.
before the distribution server maintenance time.
<In the case of distribution executed by specifying the date and time>
<In the case of distribution executed by specifying the date and time> Specify the distribution settings again, making sure that the firmware version of device
The firmware version of the device at the time when the distribution settings were at the time when the distribution settings are specified and the version at the time
specified and the version at the time immediately before update are different. immediately before update are the same.
HTTP communication
5101 [Specified Hash Algorithm is unknown Contact the support department of the sales company. - V4 -
(Attach the Sublog and update log of the device.)
5102 [Download file URL is invalid Check the URL setting of CDS server, reset the setting, and then start the operation - v -
again.
5103 |No network cable connection (device side) Check the network environment of the device, and start the operation again. - / -
5201 [Invalid HTTP request Contact the support department of the sales company. v v v
(Attach the Sublog and update log of the device.)
5202 |Failed to connect to the server Check the network environment of the device (check for any problem in the DNS V4 v V4
server), and start the operation again.
5203 |Failed to find the server Check the network environment of the device (the proxy settings, etc.), and start the v v v/
operation again.
5204 |An input/output error occurred during the connecting process to the server Check that no problem is found in the two items displayed during the communication / / /
5205 |Failed to read a HTTP response test. If any problem was found, check the network environment. v/ v v
5206 |Error in a HTTP response ICheck the network environment. / / /
5207 _|Generation of secure socket failed. Contact the support department of the sales company. / v/ /
5208 |Certificate check error (Attach the Sublog and update log of the device.) / / /
5209 |Connection time-out - / /
5301 |Failed to retrieve the data stream Contact the support department of the sales company. - J/ /
5302 [Failed to create the file object for receipt (Attach the Sublog and update log of the device.) - / /
5303 |Failed to create the data stream of the file for receipt - v/ /
5304 |Failed to receive the data Check the network environment of the device, and start the operation again. v v v
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Error Code Description Remedy Cause of error
CDS | UP |Network
server|DATER]
5305 |An error about reserving the file data for receipt Check that no problem is found in the HDD. - v -
When this error occurs again, contact Support Group of sales companies.
5306 |Failed to close the data stream Contact the support department of the sales company. - v -
5307 [Failed to close the file data for receipt (Attach the Sublog and update log of the device.) - v/ -
5308 |Invalid hash code of the download file Check the network environment of the device, and start the operation again. / v /
5309 [The proxy authentication method is not supported, or access to the CDS file serveris [Check the proxy authentication method being used, change the setting to use a - v v
not permitted. supported proxy authentication, and then start the operation again.
Check that access to the following URL is permitted.
- device.c-cdsknn.net (protocol: https)
* cdsknn.net.edgesuite.net (protocol: http)*
* The following URL in the product of after iR-ADV C2200 series.
a02.c-cdsknn.net (protocol: https)
But, it excludes iR-ADV C5200/9200/7200 series.
8X--Socket communication
6101 [Failed to connect the eRDS Contact the support department of the sales company. - v /
6102 |No response from eRDS (Attach the Sublog and update log of the device.) - / /
6103 [No notice of start from the eRDS - / /
6104 [Error of socket reading - v /
6105 [Socket communication time-out - v /
Other internal codes
71XX _|An error by using invalid API Contact the support department of the sales company. - J/ -
72XX _|An internal error in SMS (Attach the Sublog and update log of the device.) - / -
7301 |No existence of delivery ID - / -
7302 |Invalid delivery ID - J/ -
7303 |The updated firmware information is not identical with the firmware information after - V4 -
activation of the Updater
7304 |The process of firmware downlo d is incomplete - v -
It occurs when the power of the device is turned OFF during download.
7305 |The update process is incomplete - v -
The power was turned OFF after completion of download and before start of update
processing.
7401 |Failed to retrieve delivery information - v -
7501 |Failed to execute the delivery process - / -
7502 |The scheduled distribution had not been executed even after a certain period of time  [Scheduled deliveries not executed within the defined period of time are abandoned, - V4 -
due to the power of the device being OFF at the scheduled time or other reasons. so register a scheduled delivery again.
\When setting the date and time of the scheduled delivery, be sure to designate a time
hen the device is ON
7503 | The download results could not be obtained. Contact the support department of the sales company. - v/ -
7504 [There is no download list information. (Attach the Sublog and update log of the device.) - v/ -
AXXX |Communication error in the internal module - v -
T-6-28
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M List of Error Codes Related to Local CDS

A list of error codes related to Local CDS is shown below.

6-80

Error Code Description Remedy
81--F003 |Firmware information not registered. Contact the support department of
Firmware information corresponding to the target device serial number does not exist. the sales company.
81--F007 |Invalid firmware version.

The firmware version at the time of registration of the distribution schedule differs from the current firmware version.

81--F008 |[Invalid firmware information. Firmware information to be distributed does not exist.
81--F009 |Forcible termination. Distribution information is forcibly terminated from the server Ul.
81--FOOF [Invalid distribution status. Distribution status of the server is in a condition where a requested method from the client cannot be accepted.
81--F010 |[Invalid parameter. Requested parameter from the client is not correct.
81--F011 |Version information not registered. Version information corresponding to the specified serial number has not been registered.
81--F012 |Distribution time-out. Distribution has not been completed even after a certain period of time from the start of the distribution.
81--F013 |Unable to judge the necessity of distribution
Version information from a device has not been registered in the local CDS.
Since the local CDS does not know the version information of the device, it cannot respond to the distribution request from updater. As a result of that, an error
occurred when the request has been made.
81--FFFE [DB error. General error to access DB.
81--FFFF |DB error. Internal error other than error to access DB (file 1/0, etc.).
8X--1204 [L-CDS update process for a model that does not support L-CDS
T-6-29
B Error Codes When Using the UGW-linked Function
Codes displayed as eRDS errors when the UGW-linked function is used
Error Code Description Remedy
8--X0000 |An unexpected error occurred in the device. Restart the device, and perform the operation again.
When this problem recurs, the firmware of the device needs to be reinstalled (upgraded).
8--X0002 |A time-out error occurred due to no response from Updater within  [Obtain the sublog, and contact the support department of the sales company.
the specified time (3 seconds).
8--X0101 [Processing in the device (event processing) failed. Restart the Restart the device, and perform the operation again.
device, and perform the operation again. When this problem recurs, the firmware of the device needs to be reinstalled (upgraded).
8--X0303 |Queue could not be sent due to failure of processing in the device |[Restart the device, and perform the operation again.
(event processing). When this problem recurs, the firmware of the device needs to be reinstalled (upgraded).
8--X0304 |An error occurred in control of synchronization or interruption \Wait for a while, and perform a communication test again.
processing between processes being handled in parallel.
8--X0706 |[Communication with Updater failed. Restart the device, and perform the operation again after checking that Updater has been started.
8--X0707 \When this problem recurs, obtain the sublog, and contact the support department of the sales company.
8--X0708
8--X0709 [At the time of firmware update, the Tracking ID ordered by UGW Obtain the sublog, and contact the support department of the sales company.
and the one to which the Updater responded did not match.
T-6-30
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B Error Codes Not Included in the Error Code List and Remedy for Them

@ Scenes Where an Error Occurs

When an error code not included in the error code list is displayed, one of the errors shown in the following scenes may have occurred.

Scenes Where an Error Occurs

Scenes Where an Error Occurs Content
Communication test, etc. (main screen) Log could not be written due to maximum value (capacity/the number of files) being exceeded.
Version information notification (main screen) Retrieval of device version information ended in failure because the firmware version of the device was not registered in CDS.

Connection to the delivery server failed at the time of notification of version information.

The network cable was disconnected during notification of version information.

Notification of version information ended in failure because the device was restarted during notification of version information.

UGW linkage (main screen) UGW linkage was turned ON while eRDS was OFF.

On-site (error dialog) An internal error occurred when obtaining the applicable firmware information.

Immediate download (error dialog)

An internal error occurred at the time of request of firmware delivery information.

Free space in the storage destination disk ran out during download. (DiskFull)

Manual/auto update (error dialog)

An internal error occurred at start of update.

Deletion of downloaded firmware

An internal error occurred at the time of cancellation notification.

@ Remedy

Check that the log files shown below do not exceed the maximum values.

When this problem recurs, obtain the log, and contact the support department of the sales company.

Logs and maximum capacity / number

Log name Maximum capacity Maximum number of files
Update log 128KBY/ file 4
System log 512KB/ file 4
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Backup/Restore o Backup/Restoration using SST
: l Overview
o Overview o N o ,
Connect the PC in which SST is installed to the machine which has been started in download
Bl Backu p/ReStore Overview mode via a network cable, and back up/restore the data in the machine.
It may sometimes become necessary to back up and restore the data in the machine during Main Controller PGB iR Device
maintenance. )
PC for service
Examples of when it is necessary to back up and restore data are indicated below.
* Replacing the hard disk
* Replacing the machine
At the time of replacing controller PCBs, the backup function enables to save data held in the
PCB to migrate them to the new PCB. System
s secti i jon usi | RS
This section describes the procedure for backup and restoration using SST or a USB device.
MeapBack.bin
NOTE:
Before replacing the DC controller PCBs, back up the data from Service mode. The
backup data can be restored from Service mode when the PCBs are replaced. This F-6-116
enables to maintain the setting data including Service mode stored in the old Controller Data in MEAP area
PCB.
Backup data Downloaded/Uploaded file names
Backup data RAM SramImg.bin(to be uploaded / downloaded)
Data in MEAP area MeapBack.bin(to be uploaded / downloaded)
For investigation in Dev  |Sublog.bin((Uploadable))
Service Print The text file of the contents which You output to paper with a service
mode(Uploadable).
T-6-33

» Sramlmg.bin can be backed up with SST but only to the hard disk of the PC.
» MeapBack is the MEAP application and its data stored in the MEAP area of the hard
disk.

Data that can be backed up in service mode

Backup data Service mode
Backup of Reader COPIER > FUNCTION > SYSTEM RSRAMBUP (Backup)
Controller PCB COPIER > FUNCTION > SYSTEM RSRAMRES (Restore)
Backup of DC Controller [COPIER > FUNCTION > SYSTEM DSRAMBUP (Backup)
PCB COPIER > FUNCTION > SYSTEM DSRAMRES (Restore)
Data is stored in Flash ROM. T-6-34
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6-83
@ Settings B Backup Procedure
Enter download mode to back up/restore the machine using SST. The following IP address is
. . . . 1)Use the cross cable to connect the machine to the PC with SST installed.
automatically assigned to the machine when it enters download mode.
« IP address:172.16.1.100 2)Turn ON the machine power and execute the following service mode to enter download
- Subnet mask:255.255.255.0 mode.
In order to connect the PC to the machine, change the network address of the PC in which * COPIER > FUNCTION > SYSTEM > DOWNLOAD
SST is installed as indicated below. 3)Start SST.
- IP address:172.16.1.xxx (except 172.16.1.100) 4)Select the model of the machine from [Model List] and select [Single]. Check the network
- Subnet mask:255.255.255.0 settings and click “Start".
» Default gateway: arbitrary '
CAUTION:
Disconnect USB memory storage device storage devices if connected.
Communication to SST is disabled in this machine if any USB memory storage device
storage device is recognized. SST and the USB memory storage device storage device » kil l»i
cannot be used concurrently. m_l 4
If the PC has the connection to the network, the settings changed to the above- | S @”‘“
mentioned may cause network failures due to redundant IP addresses, etc. Ensure that MJ
the PC is disconnected from the network when you change the PC network settings. e ]
Alternatively use the cross cable to connect the PC to this machine. START
smmm For incsidual drwnloatingHODF oemal -
EXIT =
F-6-117
5)Click [ Upload Data] button.
s Dr"j-_c;)u w» ::::wn:mm ANCommen
D s
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= —— I cm::xuclm e S—
e g e N
—
6-83

n Troubleshooting > Backup/Restore > Backup/Restoration using SST > Backup Procedure



n Troubleshooting > Backup/Restore > Backup/Restoration using SST > Backup Procedure

NOTE:

If communication cannot be established with the machine, there may be a problem with

the network (IP address) settings.

Start the command prompt on the PC and execute the "ipconfig" command.
As the network settings of the PC are displayed, check the IP address settings. Fix any

problems with the settings.

[c+.| Administrator: Command Prompt

icrosoft Windows [Version 6.1.76811]
Copyright (c)> 2082 Microsoft Corporation.

C:sUserssidministrator>ipconfig

indows IP Configuration

Ethernet adapter Local Area Connection 2:

Connection—specific DNS Suffix

Link-local IPub Address . . . . . i feB@::81dd:7Pd9:92cl:4afax12

All rights reserved.

CAUTION:

IPv4 Address. . . . . . . . . . . = 192.168.1.165

Subnet Mask . . . . . . . . . . . : 205.205.205.8

Default Gateway . . . . . . . . . % _I
F-6-119

If the PC has the connection to the network, the settings changed to the above-
mentioned may cause network failures due to redundant IP addresses, etc. Ensure that
the PC is disconnected from the network when you change the PC network settings.
Alternatively use the cross cable to connect the PC to this machine.

6-84
6)Select [MeapBack.bin] to click [Start] button.
ool DLMLO (Ver, £.74E)
Clck the bution of the 1ask to be. Select the data 1o be uploaded, thea click
nuecuied. jIStart] button. I
W CLes
0 Downioad Firmware |§£>: =] MoopBack bin i
] Bramamsg bin
4« Uphoad Data |-“
...
Anstorn Backap Spumm |30
Foemat HOO P
Start
Cancel beckup of mesp
Bt to Was Mo |
L= 1
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CAUTION:
Do not select Sublog.bin.
7)Enter the file name to be saved and comments when necessary. Click [Save] button.
Clck the bution of the 1ask to be.
nuecuied.
Folder Namw fi [Oles
mosirissoner || L e i) B otk i K
Adarme [ Sramamg bin
o Upload Data Iﬂ
— Anstorn Backap Spumm |30
! Format HOD P
Discard [W
Bt to Was Mo |
I——
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8) Click [OK] button.
6-84
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B Restoration Procedure 5)Click [Download Data[ button.
Restore data backed up from the machine with SST to the machine. el
CAUTION:
The backup data can be downloaded to the machine from which the data were
uploaded e e
D”"_“ WuEr0102 ANFrench
@ - [ _con
Deno_pt i
W Ceurm | R
@ [Just_con i
: E::\‘.l:::u Wesd08 AVSpansh ]
Listed below were the sample steps to download MeapBack. . i doding "
1)Use the cross cable to connect the machine to the PC with SST installed. | K i W:
2)Turn ON the machine power and execute the following service mode to enter download T mﬁﬁlﬁim
mode. ity
* COPIER > FUNCTION > SYSTEM > DOWNLOAD T st aiimer
3)Start SST. eryeey
4)Select the model of the machine from [Model List] and select [Single]. Check the network F-6-123
settings and click “Start”.
S Crrce Suppar Toal DM (Ver, 4746)
ouecuind.
» il l»; : _. 3110;05111525 Ofar W Oownioad Firmware |ﬁ:g|
Register Firmware : &) Spkns el «
Delete Firmware &y » Downizat Data *’
Dalete Backup Data @u Ainstors Backep Sysam | i
System Management Tormat HOD E}. | T -| g
START Start —— -
MT I | lemo Meme S [ |
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7)When the data are successfully downloaded, click [OK] button.
8)Restart the machine
6-85
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o Backup/Restoration Using a USB Device M Backup/Restoration Procedure

B Overview 1)Remove the network cable if any network cable is connected to this machine.

2)Turn ON the machine power and execute the following service mode to enter download
mode.

* COPIER > FUNCTION > SYSTEM > DOWNLOAD
3) The following screen is displayed. Connect the USB memory storage device to the USB

Connect a USB device the machine which has been started in download mode, and back up/
restore the data in the machine.

The data in SRAMFLASH (Sraming), MEAP applications and their data (Meapback) can be
backed up/restored.

port.
Main Controller PCB iR Device
Safe Version : 02.00
USB memory storage LLLLCEWaltfor USBISST Connect Menu 111111
[Reset] : Start shutdown sequence
Waiting SST connection
Checking USB
Do not turn OFF the power without executing the shutdown sequence.
F-6-125
The things required and the conditions for backing up/restoring the machine using a USB F-6-126
device are indicated below. NOTE:

» Contains system software for the machine
« Formatted with the FAT file system
« Has 1 GB or more of free space (recommended)

The USB port at the back of the device can be used as well.

4)When the machine recognizes the USB memory storage device, the following menu is
displayed on the control panel.

[ILLILLLLL RootMenu (USB) 111111111
[1] : Select Version
[4] : Clear/Format
[5] : Backup/Restore
[8] : Download File

[Reset] : Start shutdown sequence

Do not turn OFF power without executing the shutdown sequence.

F-6-127
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CAUTION:

ﬂ Troubleshooting > Backup/Restore > Backup/Restoration Using a USB Device > Backup/Restoration Procedure

Depending on the manufacturer or the model, this machine may fail to recognize the
USB memory storage device.

This machine retries recognition of a USB memory storage device for up to 60 seconds
after power-ON. The above menu is not displayed if the machine fails to recognize a
USB memory storage device within the time period.

In such a case,

use another USB memory storage device.

5)When the following menu is displayed, press the numeric key for the desired menu.

[[ILIIIILI[ Backup/Restore Menu (USB) 111111111

[1] : SRAM Backup
[2] : SRAM Restore
[3] : MEAP Backup
[4] : MEAP Restore
[C] : Download File

[Reset] : Start shutdown sequence

Do not turn OFF power without executing the shutdown sequence.

F-6-128

No. Menu Contents

1 SRAM Backup [When replacing the Main Controller PCB, this function is used to temporarily
save the data stored in SRAMFLASH to the Flash PCB.

2 |Restore This function is used to restore the data after replacing the Main Controller
PCB. Note that this backup procedure is for backing up the data in SRAM to
the Flash PCB but not for backing it up to a USB device.

3 MEAP Backup |This function is used to back up MEAP applications and their data
(Meapback). It is used when replacing the hard disk.

4 MEAP Restore |This function is used to restore the backed-up MEAP applications and their
data (Meapback). It is used when replacing the hard disk.

C |Return to Main |Returns to the main menu.

T-6-35

6) The following screen is displayed when the processing is complete. Press any key.

Example screen of SRAM backup

Starting SRAM Backup
SRAM Backing OK.
---Please press any keys ---

Do not turn OFF power without executing the shutdown sequence.
F-6-129

NOTE:
If there is no advance data backup, restoration is not available.

n Troubleshooting > Backup/Restore > Backup/Restoration Using a USB Device > Backup/Restoration Procedure
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o Formatting the Hard Disk with SST

Bl Overview

Only hard disk formatting is available on this machine. hard disk formatting can be executed
in the following cases:
* When installing the hard disk from other machine installed
* When the hard disk seems to be faulty and it is highly possible to solve the problem by
formatting.
Executing Format ALL on the machine in use deletes all the user data in the hard disk as well
as the MEAP application; therefore, be sure to gain agreement with the user.

NOTE:
For normal version update, there is no need to format the hard disk.

@ Steps of Formatting

1)Use the cross cable to connect the machine to the PC with SST installed.
2)Turn ON the machine power and execute the following service mode to enter download
mode.
+ COPIER > FUNCTION > SYSTEM > DOWNLOAD
3)Start SST, select the model of the machine from [Model List] and then select [Single].
Check the network settings and click “Start”.

S Crrice Suppar Toal DM (Ver, 4746)

Irrinrm i |

T —

heck the mierface and chck [START]
bution.

| T —
» CONNECT W
Register Firmware ; osUB2
41 D3UE3
Delete Firmware j[w"n
Delete Backup Data
System Management

START

For manadual Aownloating™DE cemat -
Start Assist Mode
T
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NOTE:

The hard disk cannot be formatted in assist mode.

4)Click“Format hard disk’button
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5)Click "Execute Format" button.
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Hard disk is formatted at next startup.
The startup will take longer than normal for the hard disk format.

n Troubleshooting > Backup/Restore > Formatting the Hard Disk with SST > Overview

6-88

6-88



n Troubleshooting > Backup/Restore > Formatting FLASH PCB or Hard Disk by Download Mode > Operation Procedure

O Formatting FLASH PCB or Hard Disk by Download
Mode

B Format Overview

The following 3 types of formatting/initialization methods are available with this machine.

[IICLIOCLLLL Clear/Format Menu 111111111111

[1] : Disk Format

[2] : flash Format

[3] : HDD Encryption Board Initialize
[4] : Servicemode Password Clear
[5] : Download File Menu

[C] : Return to Main Menu

Do not turn OFF power without executing the shutdown sequence.

F-6-133
» Disk Format: To initialize the entire hard disk

* Flash Format: To initialize the entire FLASH PCB
« HDD Encryption Board Initialize: To initialize the HDD Encryption Board

NOTE:

» With this machine, there is no function to format BOOTDEV only, which was available with
the existing machines.

* For normal version update, there is no need to format the FLASH PCB/ hard disk.

n Troubleshooting > Backup/Restore > Formatting FLASH PCB or Hard Disk by Download Mode > Operation Procedure

6-89
B Operation Procedure

@ Overview
To format the entire hard disk or FLASH PCB
Executing format on the machine in use deletes all the user data in the hard disk or FLASH

PCB as well as the MEAP application (caution); therefore, be sure to gain agreement with the
user.

NOTE:

The MEAP application data can be restored to the hard disk later by backing up
MeapBackup.bin before formatting.

For details on the procedure, refer to "Backup/Restoration using SST" or "Backup/
Restoration Using a USB Device".

@ Operation Procedure

1)Remove the network cable if any network cable is connected to this machine.
2)Turn ON the machine power and execute the following service mode to enter download
mode.
» COPIER > FUNCTION > SYSTEM > DOWNLOAD

3) The following screen is displayed. Connect the USB memory storage device to the USB
port.

Safe Version : 02.00
[[[[[[Waitfor USB/SST Connect Menu]]]]]]

Waiting SST connection
Checking USB

Do not turn OFF the power without executing the shutdown sequence.

F-6-134
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4) When [Root Menu (USB)] is displayed, press the numeric key 4.

[[TLICIILL Root Menu (USB) 111111111
[1] : Select Version
[4] : Clear/Format
[5] : Backup/Restore
[8] : Download File

[Reset] : Start shutdown sequence

Do not turn OFF power without executing the shutdown sequence.

F-6-135
5) When [Clear/Format Menu] is displayed, press the corresponding numeric key.

[ILCLLOCLLLT Clear/Format Menu 111111111111

[1] : Disk Format

[2] : flash Format

[3] : HDD Encryption Board Initialize
[4] : Servicemode Password Clear
[5] : Download File Menu

[C] : Return to Main Menu

Do not turn OFF power without executing the shutdown sequence.

F-6-136

CAUTION:

Be sure to execute formatting after obtaining user's agreement since all user data and

MEAP applications are deleted when formatting is executed in the machine being used.

6-90

 [1]: Disk Format)
To initialize the entire hard disk
Formatting is necessary when replacing a service part hard disk. Note that recovery is not
available by HD-CLEAR in service mode.

* [2]: Fash Format
To initialize the entire FLASH PCB
After executing format of the FLASH PCB, the user data in the FLASH PCB is initialized
and the machine is started. Download of system software is not necessary because the
system software is restored from the backup.

* [3]HDD Encryption Board Initialize
To initialize the HDD Encryption Board
To execute when using the hard disk and the HDD Encryption Board that were used with
the other machine.
When initializing the Encryption Board, the data in the hard disk becomes inaccessible.
Therefore, to the hard disk format is necessary for reuse.
Formatting is executed when the power is turned ON the next time. The message showing
data initialization and wait time are displayed.

6-90
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o Outline

Hl Outline

This chapter describes various codes which are displayed when a failure occurs on the
product. These are classified into 3 codes as follows.

Code type Explanation
Error code This code is displayed when an error occurs on the machine.
Jam code This code is displayed when a jam occurs inside the machine.
IAlarm code [This code is displayed when a function of the machine is malfunctioned.

M Error code notation

An error code is shown in 7-digit [EOO0XXX] on the display on the operation panel. However,
[000] in 2 to 4 digit is not used. Thus, an error code is described as [EXXX] using 5 to 7 digit
in the service manual. (e.g.: E012 = E000012)

M Location code

Error code, jam code, and alarm code include the location information.
Location information is displayed as 2-digit numbers as follows.
In the error and jam display screen, the “L” row corresponds to the location code.

Device JAM ERR ALARM
imageRUNNER ADVANCE C3300 00 Main Controller = 00 )
Printer engine = 05
Cassette Feeding Unit-AL1 00 05 -
Reader/DADF 01 04 -
Inner Finisher-G1 02 02 -
Staple / Booklet Finisher-U1 02 02 -
Super G3 FAX Board-AR1 - 07 -

T-7-2

7-2
B Pickup position code

When jam occurs, pickup location is indicated with the following pickup position code.
In the jam display screen, the “P” row corresponds to the pickup position code.

Pickup position Pickup position code

At Finisher jam/At error avoidance jam/At ADF jam 00
without pickup operation (at SEND, Inbox, etc.)

Cassette 1 01
Cassette 2 02
Cassette 3 03
Cassette 4 04
Multi-purpose Tray 05
Duplex FO

T-7-3

B Points to Note When Clearing MN-CON

» Execution of clearing MN-COM deletes all data in Address Book, Forwarding Settings,
Settings/Registration (Adjustment/Maintenance, Function Settings, Set Destination,
Management Settings, TPM Settings), etc. Before execution of this operation, ask user to
back up the data and get approval for this operation.

* When clearing MN-CON while any login application other than User Authentication is, error
such as not displayed login screen occurred. In this case, access SMS once and switch
login application to User Authentication to recover to the normal status.

M Points to Note When Clearing HDD

As a remedy for error codes (E602-XXXX), HDD partition is selected and the target partition
may be cleared.

When clearing partition, be sure to check which data will be deleted by referring Detail of
HDD partition and explain to the user before starting work.

7-2
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o Error Code Details

Error

Detail

code|Code Location| Item Description

E001]|0001 |05 Title Fixing Main Thermistor high temperature detection error
Detection |The Fixing Main Thermistor in the Fixing Unit detected 284 deg C
description|or higher for 0.2 sec or longer.
Remedy

[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Thermistor

1. DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

2. Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

3. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of
replacement: FIXING FILM ASSEMBLY)

* Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

* Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

« Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

« DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy]

1. Check/replace the related harness/cable, connector and parts.

2. After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>

DSRAMRES

7-3
E‘;rdoé git;: Location| Item Description
E001|0002 (05 Title Fixing Sub Thermistor (Front) high temperature detection error
Detection |The Fixing Sub Thermistor (Front) in the Fixing Unit detected 295
description|deg C or higher for 0.2 sec or longer.
Remedy

[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Thermistor

1. DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

2. Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

3. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of
replacement: FIXING FILM ASSEMBLY)

» Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

» Harness between the Low Voltage Power Supply PCB

(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of

replacement: CABLE, AC INTERLOCK SWITCH)

Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

« DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy]

1. Check/replace the related harness/cable, connector and parts.

2. After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

» Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Egrdoé gzt:g Location| Item Description

E001|0003 (05 Title Fixing Sub Thermistor (Rear) high temperature detection error
Detection |The Fixing Sub Thermistor (Rear) in the Fixing Unit detected 295
description|deg C or higher for 0.2 sec or longer.
Remedy

[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Thermistor

1. DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

2. Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

3. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of
replacement: FIXING FILM ASSEMBLY)

* Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

» Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

» Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

« DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy]

1. Check/replace the related harness/cable, connector and parts.

2. After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

» Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-4
E‘;rdoer gitj: Location| Item Description
E001|0004 (05 Title Fixing Main Thermistor high temperature detection error
Detection [The Fixing Main Thermistor in the Fixing Unit detected 287 deg C
description |or higher for 0.2 sec or longer.
Remedy

[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Thermistor

1. DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

2. Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

3. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of
replacement: FIXING FILM ASSEMBLY)

» Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

» Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

» Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy]

1. Check/replace the related harness/cable, connector and parts.

2. After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

» Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Egrdoé gzt:g Location| Item Description

E001|0005 (05 Title Fixing Sub Thermistor (Front) high temperature detection error
Detection |The Fixing Sub Thermistor (Front) in the Fixing Unit detected 297
description|deg C or higher for 0.2 sec or longer.
Remedy [[Related parts]

1.

2.

R
1,
2.

Harnesses from the DC Controller PCB to the Fixing Thermistor
DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of

replacement: FIXING FILM ASSEMBLY)

Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

DC Controller PCB (UNO04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

emedy]

Check/replace the related harness/cable, connector and parts.
After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the
service mode data (approx. 2 min) and restore the backup data
after the replacement so the data may be able to be protected.

.

Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-5
E‘;rdoer gitj: Location| Item Description
E001|0006 (05 Title Fixing Sub Thermistor (Rear) high temperature detection error
Detection |The Fixing Sub Thermistor (Rear) in the Fixing Unit detected 297
description|deg C or higher for 0.2 sec or longer.
Remedy [[Related parts]

1.

2.

R
1.
2.

[Reference] Before replacing the DC Controller PCB, back up the
service mode data (approx. 2 min) and restore the backup data
after the replacement so the data may be able to be protected.

. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of

Harnesses from the DC Controller PCB to the Fixing Thermistor
DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

replacement: FIXING FILM ASSEMBLY)

Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

emedy]

Check/replace the related harness/cable, connector and parts.
After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Egrdoé gzt:g Location| Item Description
E002|0001 (05 Title Fixing Main Thermistor open circuit detection error
Detection |The Fixing Main Thermistor detected a temperature of 40 deg
description|C or lower for 3 sec or longer from when the Fixing Heater was
turned ON until start of PI control.
Remedy [[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Thermistor

1. DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

2. Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

3. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of
replacement: FIXING FILM ASSEMBLY)

» Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

* Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

» Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

* Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy]

1. Check/replace the related harness/cable, connector and parts.

2. After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-6
E‘;rdoer gitj: Location| Item Description
E002|0002 (05 Title Fixing Sub Thermistor (Front) open circuit detection error
Detection |The Fixing Sub Thermistor (Front) detected a temperature of 40
description|deg C or lower for 3 sec or longer from when the Fixing Heater
was turned ON until start of P| control.
Remedy [[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Thermistor

1. DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

2. Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

3. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of
replacement: FIXING FILM ASSEMBLY)

» Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

* Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

» Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

* Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy]

1. Check/replace the related harness/cable, connector and parts.

2. After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Egrdoé gzt:g Location| Item Description
E002|0003 (05 Title Fixing Sub Thermistor (Rear) open circuit detection error
Detection |The Fixing Sub Thermistor (Rear) detected a temperature of 40
description|deg C or lower for 3 sec or longer from when the Fixing Heater
was turned ON until start of Pl control.
Remedy [[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Thermistor

1. DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

2. Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

3. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of
replacement: FIXING FILM ASSEMBLY)

» Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

* Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

» Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

* Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy]

1. Check/replace the related harness/cable, connector and parts.

2. After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-7
E‘;rdoer gitj: Location| Item Description
E002|0004 (05 Title Fixing Main Thermistor temperature increase detection error
Detection |The Fixing Main Thermistor detected a temperature increase of 1
description|deg C for less than 5 sec from when the Fixing Heater was turned
ON until start of PI control.
Remedy [[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Thermistor

1. DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

2. Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

3. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of
replacement: FIXING FILM ASSEMBLY)

» Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

* Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

» Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

* Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy]

1. Check/replace the related harness/cable, connector and parts.

2. After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Egrdoé gzt:g Location| Item Description
E003|0004 (05 Title Fixing Main Thermistor low temperature detection error
Detection |The Fixing Main Thermistor detected a temperature of 80 deg C
description |or lower for 1 sec or longer from start of PI control until completion
of the last rotation (the Fixing Heater was turned OFF).
Remedy [[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Thermistor

1. DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

2. Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

3. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of
replacement: FIXING FILM ASSEMBLY)

» Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

* Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

» Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

* Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy]

1. Check/replace the related harness/cable, connector and parts.

2. After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-8
E‘;rdoer gitj: Location| Item Description
E003|0005 (05 Title Fixing Sub Thermistor (Front) low temperature detection error
Detection |The Fixing Sub Thermistor (Front) detected a temperature of 80
description|deg C or lower for 1 sec or longer from start of PI control until
completion of the last rotation (the Fixing Heater was turned
OFF).
Remedy

[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Thermistor

1. DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

2. Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

3. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of
replacement: FIXING FILM ASSEMBLY)

* Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

» Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

» Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy]

1. Check/replace the related harness/cable, connector and parts.

2. After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Error

Detail

code|Code Location| Item Description
E003|0006 (05 Title Fixing Sub Thermistor (Rear) low temperature detection error
Detection |The Fixing Sub Thermistor (Rear) detected a temperature of 80
description|deg C or lower for 1 sec or longer from start of PI control until
completion of the last rotation (the Fixing Heater was turned
OFF).
Remedy

[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Thermistor

1. DC Controller PCB (UN04/J121) to Fixing Drawer (J1001DA)
(Unit of replacement: FIXING DRAWER ASSEMBLY)

2. Fixing Drawer (J1001LA) to Relay Connector (8P) (Unit of
replacement: CABLE, DRAWER RELAY)

3. Relay Connector (8P) to Fixing Thermistor (TH02) (Unit of
replacement: FIXING FILM ASSEMBLY)

» Harness between the DC Controller PCB (UN04/J115) and
the Low Voltage Power Supply PCB (UN01/J322) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

* Harness between the Low Voltage Power Supply PCB
(UNO01/J302) and the AC Interlock Switch (SW12) (Unit of
replacement: CABLE, AC INTERLOCK SWITCH)

» Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy]

1. Check/replace the related harness/cable, connector and parts.

2. After performing the remedy work, go through the following to
clear the error: COPIER> FUNCTION> CLEAR> ERR.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-9
E‘;rdoer gitj: Location| Item Description
E004|0001 (05 Title Fixing Relay welding detection error
Detection |Zero cross interruption was detected although the Fixing Relay
description|was not turned ON.
Remedy

[Related parts]

» Harness from the DC Controller PCB (UN04/J115) and the Low
Voltage Power Supply PCB (UN01/J322) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

» Harness between the DC Controller PCB (UN04/J121) and
the Fixing Drawer (J1001DB) (Unit of replacement: FIXING
DRAWER ASSEMBLY)

* Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

» Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Error

Detail

code|Code Location| Item Description
E004|0002 |05 Title Current detection circuit error
Detection [Current outside the specified range flowed to the Fixing Heater
description|when the heater was turned ON. Or, failure of fixing current
detection circuit was detected.
Remedy [[Related parts]

» Harnesses from the Low Voltage Power Supply PCB to the
Fixing Heater

1. Low Voltage Power Supply PCB (UN01/J302) to AC Interlock
Switch (SW12) (Unit of replacement: CABLE, AC INTERLOCK
SWITCH)

2. AC Interlock Switch (SW12) to Fixing Drawer (J1001) (Unit of
replacement: FIXING DRAWER ASSEMBLY)

3. Fixing Drawer (J1001) to Relay Connector (3P) (Unit of
replacement: CABLE, DRAWER RELAY)

4. Relay Connector (3P) to Fixing Heater (H1 and H2/J1115) (Unit
of replacement: FIXING FILM ASSEMBLY)

» Harness between the DC Controller PCB (UN04/J121) and
the Fixing Drawer (J1001DB) (Unit of replacement: FIXING
DRAWER ASSEMBLY)

 Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-10
E‘;rdoer gitj: Location| Item Description
E009|0000 (05 Title Fixing pressure timeout error
Detection |The Fixing Pressure Release Sensor did not detect ON status
description |within 10 sec after the start of pressure application operation for
fixing.
Remedy [[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Pressure
Release Sensor

1. DC Controller PCB (UN04/J122) to Relay Connector (11P) (Unit
of replacement: CABLE, FEED)

2. Relay Connector (11P) to Fixing Pressure Release Sensor
(PS13) (Unit of replacement: PAPER DELIVERY DRIVE
ASSEMBLY)

» Harnesses from the DC Controller PCB to the Fixing Motor

1. DC Controller PCB (UN04/J122) to Relay Connector (8P) (Unit
of replacement: CABLE, FEED)

2. Relay Connector (8P) to Fixing Motor (M09) (Unit of
replacement: FIXING DRIVE MOTOR ASSEMBLY)

» Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

« Fixing Pressure Release Sensor (PS13)

» Fixing Drive Unit (Unit of replacement: FIXING DRIVE
ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Error

Detail

code|Code Location| Item Description

E009|0001 (05 Title Fixing disengagement timeout error
Detection |The Fixing Pressure Release Sensor did not detect OFF status
description |within 10 sec after the start of fixing disengagement operation.
Remedy

[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Pressure
Release Sensor

. DC Controller PCB (UN04/J122) to Relay Connector (11P) (Unit
of replacement: CABLE, FEED)

2. Relay Connector (11P) to Fixing Pressure Release Sensor
(PS13) (Unit of replacement: PAPER DELIVERY DRIVE
ASSEMBLY)

Harnesses from the DC Controller PCB to the Fixing Motor

. DC Controller PCB (UN04/J122) to Relay Connector (8P) (Unit
of replacement: CABLE, FEED)

2. Relay Connector (8P) to Fixing Motor (M09) (Unit of

replacement: FIXING DRIVE MOTOR ASSEMBLY)
Fixing Unit (Unit of replacement: FIXING ASSEMBLY)
» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

» Fixing Pressure Release Sensor (PS13)

 Fixing Drive Unit (Unit of replacement: FIXING DRIVE
ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>

DSRAMBUP
* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

N

N

7-11
E‘;rdoer gitj: Location| Item Description
E010|0001 (05 Title Bk Drum_ITB Motor error
Detection (It did not become the specified speed for 0.5 consecutive sec
description|although 0.8 sec have passed from the startup of the Bk Drum_
ITB Motor in the Main Drive Unit.
Remedy [[Related parts]

» Harness between the Bk Drum_ITB Motor (M02/J1054) and the
DC Controller PCB (UN04/J129) (Unit of replacement: CABLE,
MAIN DRIVE)

* Main Drive Unit (Unit of replacement: MAIN DRIVE
ASSEMBLY)

* Bk Drum_ITB Motor (M02)

« DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

* Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Check whether the gears of the Main Drive Unit can be rotated
by hand.

a. If they cannot be rotated, replace the Main Drive Unit.

b. If they can be rotated, check the harness between the Bk
Drum_ITB Motor and the DC Controller PCB.

2. Measure the both ends of the fuse in the Low Voltage Power
Supply PCB using a tester.

a. If the measurement value is less than 1 ohm (conduction
state),

1. Replace the Bk Drum_ITB Motor.

2. Replace the DC Controller PCB.

b. If the measurement value is 1 ohm or higher (non conduction
state), replace the Low Voltage Power Supply PCB.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

» Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Egrdoé gzt:g Location| Item Description
E010{0002 (05 Title Bk Drum_ITB Motor error
Detection |The specified speed could not be maintained for 0.5 consecutive
description|sec although it became the specified speed at least once from the
startup of the Bk Drum_ITB Motor in the Main Drive Unit.
Remedy [[Related parts]

* Harness between the Bk Drum_ITB Motor (M02/J1054) and the
DC Controller PCB (UN04/J129) (Unit of replacement: CABLE,
MAIN DRIVE)

* Main Drive Unit (Unit of replacement: MAIN DRIVE
ASSEMBLY)

* Bk Drum_ITB Motor (M02)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Check whether the gears of the Main Drive Unit can be rotated
by hand.

a. If they cannot be rotated, replace the Main Drive Unit.

b. If they can be rotated, check the harness between the Bk
Drum_ITB Motor and the DC Controller PCB.

2. Measure the both ends of the fuse in the Low Voltage Power
Supply PCB using a tester.

a. If the measurement value is less than 1 ohm (conduction
state),

1. Replace the Bk Drum_ITB Motor.

2. Replace the DC Controller PCB.

b. If the measurement value is 1 ohm or higher (non conduction
state), replace the Low Voltage Power Supply PCB.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

+ Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-12
E‘;rdoer gitj: Location| Item Description
E010|0003 (05 Title Bk Drum_ITB Motor error
Detection |There was no FG signal input for 0.3 sec from the startup of the
description|Bk Drum_ITB Motor in the Main Drive Unit.
Remedy

[Related parts]

* Harness between the Bk Drum_ITB Motor (M02/J1054) and the
DC Controller PCB (UN04/J129) (Unit of replacement: CABLE,
MAIN DRIVE)

* Main Drive Unit (Unit of replacement: MAIN DRIVE
ASSEMBLY)

* Bk Drum_ITB Motor (M02)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Check whether the gears of the Main Drive Unit can be rotated
by hand.

a. If they cannot be rotated, replace the Main Drive Unit.

b. If they can be rotated, check the harness between the Bk
Drum_ITB Motor and the DC Controller PCB.

2. Measure the both ends of the fuse in the Low Voltage Power
Supply PCB using a tester.

a. If the measurement value is less than 1 ohm (conduction
state),

1. Replace the Bk Drum_ITB Motor.

2. Replace the DC Controller PCB.

b. If the measurement value is 1 ohm or higher (non conduction
state), replace the Low Voltage Power Supply PCB.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

» Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Egrdoé gzt:g Location| Item Description
E012|0001 (05 Title CL Drum Motor error
Detection (It did not become the specified speed for 0.5 consecutive sec
description |although 0.8 sec have passed from the startup of the CL Drum
Motor in the Main Drive Unit.
Remedy [[Related parts]

* Harness between the CL Drum Motor (M03/J1103) and the DC
Controller PCB (UN04/J129) (Unit of replacement: CABLE,
MAIN DRIVE)

* Main Drive Unit (Unit of replacement: MAIN DRIVE
ASSEMBLY)

* CL Drum Motor (M03)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Check whether the gears of the Main Drive Unit can be rotated
by hand.

a. If they cannot be rotated, replace the Main Drive Unit.

b. If they can be rotated, check the harness between the CL
Drum Motor and the DC Controller PCB.

2. Measure the both ends of the fuse in the Low Voltage Power
Supply PCB using a tester.

a. If the measurement value is less than 1 ohm (conduction

state),

. Replace the CL Drum Motor.

2. Replace the DC Controller PCB.

b. If the measurement value is 1 ohm or higher (non conduction
state), replace the Low Voltage Power Supply PCB.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

+ Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

N

7-13
E‘;rdoer gitj: Location| Item Description
E012|0002 (05 Title CL Drum Motor error
Detection |The specified speed could not be maintained for 0.5 consecutive
description |sec although it became the specified speed at least once from
the startup of the CL Drum Motor in the Main Drive Unit. (The
detection timing varies depending on the paper feed conditions.)
Remedy

[Related parts]

» Harness between the CL Drum Motor (M03/J1103) and the DC
Controller PCB (UN04/J129) (Unit of replacement: CABLE,
MAIN DRIVE)

* Main Drive Unit (Unit of replacement: MAIN DRIVE
ASSEMBLY)

* CL Drum Motor (M03)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Check whether the gears of the Main Drive Unit can be rotated
by hand.

a. If they cannot be rotated, replace the Main Drive Unit.

b. If they can be rotated, check the harness between the CL
Drum Motor and the DC Controller PCB.

2. Measure the both ends of the fuse in the Low Voltage Power
Supply PCB using a tester.

a. If the measurement value is less than 1 ohm (conduction
state),

1. Replace the CL Drum Motor.

2. Replace the DC Controller PCB.

b. If the measurement value is 1 ohm or higher (non conduction
state), replace the Low Voltage Power Supply PCB.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details

7-13



ErroreJameAlarm > Error Code > Error Code Details

Error

Detail

code|Code Location| Item Description

E012|0003 (05 Title CL Drum Motor error
Detection |There was no FG signal input for 0.3 sec from the startup of the
description|CL Drum Motor in the Main Drive Unit.
Remedy

[Related parts]

* Harness between the CL Drum Motor (M03/J1103) and the DC
Controller PCB (UN04/J129) (Unit of replacement: CABLE,
MAIN DRIVE)

* Main Drive Unit (Unit of replacement: MAIN DRIVE
ASSEMBLY)

* CL Drum Motor (M03)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Check whether the gears of the Main Drive Unit can be rotated
by hand.

a. If they cannot be rotated, replace the Main Drive Unit.

b. If they can be rotated, check the harness between the CL
Drum Motor and the DC Controller PCB.

2. Measure the both ends of the fuse in the Low Voltage Power
Supply PCB using a tester.

a. If the measurement value is less than 1 ohm (conduction

state),

. Replace the CL Drum Motor.

2. Replace the DC Controller PCB.

b. If the measurement value is 1 ohm or higher (non conduction
state), replace the Low Voltage Power Supply PCB.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

+ Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

-

7-14
E‘;rdoer gitj: Location| Item Description
E013|0001 (05 Title Waste Toner Feed Motor error
Detection |After rotation speed of the Waste Toner Feed Motor was detected
description|when the motor was driven, it was detected that the speed was
not at the specified speed for 2 consecutive sec.
Remedy [[Related parts]

» Harnesses from the DC Controller PCB to the Waste Toner
Feed Motor

1. DC Controller PCB (UN04/J132) to Relay Connector (13P) (Unit
of replacement: CABLE, CASSETTE SIZE)

2. Relay Connector (13P) to Waste Toner Feed Motor (J1044)
(Unit of replacement: CABLE, WASTE TONER SENSOR)

» Waste Toner Container (Unit of replacement: WASTE TONER
CASE ASSEMBLY)

» Waste Toner Feed Unit (Unit of replacement: WASTE TONER
PAPER FEED ASS'Y)

» Waste Toner Feed Motor (M17) (Unit of replacement: WASTE
TONER PAPER FEED ASS'Y)

« DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Pull out the Waste Toner Container to check if the toner in the
container is full. If the waste toner is full, remove the toner
clogged in the Waste Toner Pipe.

2. Check/replace the related harness/cable, connector and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Ec:rdoer gzt:! Location| Item Description
E014|0001 (05 Title Fixing Motor error
Detection (It did not become the specified speed for 0.5 consecutive sec
description |although 0.7 sec have passed from the startup of the Fixing
Motor.
Remedy [[Related parts]

* Harnesses from the DC Controller PCB to the Fixing Motor

1. DC Controller PCB (UN04/J122) to Relay Connector (8P) (Unit
of replacement: CABLE, FEED)

2. Relay Connector (8P) to Fixing Motor (M09/J1019) (Unit of
replacement: FIXING DRIVE ASSEMBLY)

 Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

» Gears in the Fixing Unit

1. Cam Gear (Unit of replacement: CAM/GEAR, 3T/21T)

2. Pressure Roller Gear (Unit of replacement: GEAR, 36T)

 Fixing Motor (M09) (Unit of replacement: FIXING DRIVE
MOTOR ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Check that the Fixing Unit is pushed into the host machine so
the handle is locked.

2. Remove the Fixing Unit, and rotate the Cam Gear and the
Pressure Roller Gear by hand to visually check that there is no
bent or missing teeth or abnormal abrasion (edge of the gear is
no longer tooth-shaped).

3. Replace the Fixing Unit.

4. Check the harness between the DC Controller PCB and the
Fixing Motor.

5. Measure the both ends of the fuse in the Low Voltage Power
Supply PCB using a tester.

a. If the measurement value is less than 1 ohm (conduction

state),

. Replace the Fixing Motor.

2. Replace the DC Controller PCB.

b. If the measurement value is 1 ohm or higher (non conduction
state), replace the Low Voltage Power Supply PCB.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

+ Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

N

7-15
E;Loer git;! Location| Item Description
E014|0002 (05 Title Fixing Motor error
Detection |The specified speed could not be maintained for 0.5 consecutive
description |sec although it became the specified speed at least once from the
startup of the Fixing Motor.
Remedy [[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Motor

1. DC Controller PCB (UN04/J122) to Relay Connector (8P) (Unit

of replacement: CABLE, FEED)

2. Relay Connector (8P) to Fixing Motor (M09/J1019) (Unit of

replacement: FIXING DRIVE ASSEMBLY)
» Fixing Unit (Unit of replacement: FIXING ASSEMBLY)
» Gears in the Fixing Unit
1. Cam Gear (Unit of replacement: CAM/GEAR, 3T/21T)
2. Pressure Roller Gear (Unit of replacement: GEAR, 36T)
» Fixing Motor (M09) (Unit of replacement: FIXING DRIVE
MOTOR ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Check that the Fixing Unit is pushed into the host machine so

the handle is locked.

2. Remove the Fixing Unit, and rotate the Cam Gear and the
Pressure Roller Gear by hand to visually check that there is no
bent or missing teeth or abnormal abrasion (edge of the gear is
no longer tooth-shaped).

. Replace the Fixing Unit.

4. Check the harness between the DC Controller PCB and the

Fixing Motor.
5. Measure the both ends of the fuse in the Low Voltage Power
Supply PCB using a tester.

a. If the measurement value is less than 1 ohm (conduction

state),

1. Replace the Fixing Motor.

2. Replace the DC Controller PCB.

b. If the measurement value is 1 ohm or higher (non conduction

state), replace the Low Voltage Power Supply PCB.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>

DSRAMBUP
» Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

w

- ErroreJameAlarm > Error Code > Error Code Details
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Egrdoé gzt:g Location| Item Description

E014|0003 (05 Title Fixing Motor error
Detection |There was no FG signal input for 0.3 sec from the startup of the
description |Fixing Motor.
Remedy

[Related parts]

» Harnesses from the DC Controller PCB to the Fixing Motor

1. DC Controller PCB (UN04/J122) to Relay Connector (8P) (Unit
of replacement: CABLE, FEED)

2. Relay Connector (8P) to Fixing Motor (M09/J1019) (Unit of
replacement: FIXING DRIVE ASSEMBLY)

+ Fixing Unit (Unit of replacement: FIXING ASSEMBLY)

» Gears in the Fixing Unit

1. Cam Gear (Unit of replacement: CAM/GEAR, 3T/21T)

2. Pressure Roller Gear (Unit of replacement: GEAR, 36T)

+ Fixing Motor (M09) (Unit of replacement: FIXING DRIVE
MOTOR ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

» Low Voltage Power Supply PCB (UNO1) (Unit of replacement:
POWER SUPPLY ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Check that the Fixing Unit is pushed into the host machine so
the handle is locked.

2. Remove the Fixing Unit, and rotate the Cam Gear and the
Pressure Roller Gear by hand to visually check that there is no
bent or missing teeth or abnormal abrasion (edge of the gear is
no longer tooth-shaped).

3. Replace the Fixing Unit.

4. Check the harness between the DC Controller PCB and the
Fixing Motor.

5. Measure the both ends of the fuse in the Low Voltage Power
Supply PCB using a tester.

a. If the measurement value is less than 1 ohm (conduction

state),

. Replace the Fixing Motor.

2. Replace the DC Controller PCB.

b. If the measurement value is 1 ohm or higher (non conduction
state), replace the Low Voltage Power Supply PCB.

-

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-16
E‘;rdoer gitj: Location| Item Description
E020|01A8 (05 Title ATR Sensor (Y) output error
Detection [The output value of the ATR Sensor (Y) in the Developing Unit (Y)
description|did not fall within the range between 38 and 214 for 2 consecutive
times during printing.
Remedy [[Related parts]

» Harnesses from the ATR Sensor (Y) to the DC Controller PCB

1. ATR Sensor (Y) (UN21/J1050) to Developing Unit (Y) (J1040)
(Unit of replacement: CABLE, DEVELOPING)

2. Developing Unit (Y) (J1040) to Relay Connector (4P) (Unit of
replacement: CABLE, RELAY)

3. Relay Connector (4P) to DC Controller PCB (UN04/J128) (Unit
of replacement: CABLE, SENSOR)

» Developing Unit (Y) (Unit of replacement: DEVELOPING
ASSEMBLY, Y)

« DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Error

Detail

code|Code Location| Item Description
E020|01B8 (05 Title ATR Sensor (Y) output error
Detection [The output value did not exceed 120 although the control voltage
description|of the ATR Sensor (Y) in the Developing Unit (Y) was increased
to 192 or higher, or it did not fall below 120 although the voltage
was decreased to 42 at initialization.
Remedy

[Related parts]

» Harnesses from the ATR Sensor (Y) to the DC Controller PCB

1. ATR Sensor (Y) (UN21/J1050) to Developing Unit (Y) (J1040)
(Unit of replacement: CABLE, DEVELOPING)

2. Developing Unit (Y) (J1040) to Relay Connector (4P) (Unit of
replacement: CABLE, RELAY)

3. Relay Connector (4P) to DC Controller PCB (UN04/J128) (Unit
of replacement: CABLE, SENSOR)

» Developing Unit (Y) (Unit of replacement: DEVELOPING
ASSEMBLY, Y)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

+ Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-17
E‘;rdoer gitj: Location| Item Description
E020|01C8 (05 Title Error in take-up of Sealing Member (Y)
Detection |The patch output value (SigR) failed to be 900 or less during
description |initialization of the Developing Unit (Y).
Remedy

[Related parts]

» Harnesses from the Registration Patch Sensor Unit to the DC
Controller PCB

1. Registration Patch Sensor Unit to Relay Connector (16P) (Unit
of replacement: REGISTRATION SENSOR ASSEMBLY)

2. Relay Connector (16P) to DC Controller PCB (UN04/J120) (Unit
of replacement: NEW OLD SENSING HOLDER ASS'Y)

» Harness between the Secondary Transfer High Voltage PCB
(UN03/J501 and J502) and the DC Controller PCB (UN04/J114
and J112) (Unit of replacement: CABLE, 2ND TRNSFR. H.V.
PCB)

» Registration Patch Sensor Unit (Unit of replacement:
REGISTRATION SENSOR ASSEMBLY)

» Developing Unit (Y) (Unit of replacement: DEVELOPING
ASSEMBLY, Y)

» Secondary Transfer High Voltage PCB (UNO03) (Unit of
replacement: 2ND TRANSFER H.V. PCB ASSEMBLY)

« DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Error

Detail

code|Code Location| Item Description
E020|02A8 |05 Title ATR Sensor (M) output error
Detection |The output value of the ATR Sensor (M) in the Developing Unit (M)
description|did not fall within the range between 38 and 214 for 2 consecutive
times during printing.
Remedy [[Related parts]

* Harnesses from the ATR Sensor (M) to the DC Controller PCB

1. ATR Sensor (M) (UN22/J1051) to Developing Unit (M) (J1041)
(Unit of replacement: CABLE, DEVELOPING)

2. Developing Unit (M) (J1041) to Relay Connector (4P) (Unit of
replacement: CABLE, RELAY)

3. Relay Connector (4P) to DC Controller PCB (UN04/J128) (Unit
of replacement: CABLE, SENSOR)

» Developing Unit (M) (Unit of replacement: DEVELOPING
ASSEMBLY, M)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-18
E‘;rdoer gi?: Location| Item Description
E020|02B8 (05 Title ATR Sensor (M) output error
Detection [The output value did not exceed 120 although the control voltage
description |of the ATR Sensor (M) in the Developing Unit (M) was increased
to 192 or higher, or it did not fall below 120 although the voltage
was decreased to 42 at initialization.
Remedy

[Related parts]

* Harnesses from the ATR Sensor (M) to the DC Controller PCB

1. ATR Sensor (M) (UN22/J1051) to Developing Unit (M) (J1041)
(Unit of replacement: CABLE, DEVELOPING)

2. Developing Unit (M) (J1041) to Relay Connector (4P) (Unit of
replacement: CABLE, RELAY)

3. Relay Connector (4P) to DC Controller PCB (UN04/J128) (Unit
of replacement: CABLE, SENSOR)

» Developing Unit (M) (Unit of replacement: DEVELOPING
ASSEMBLY, M)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Error

Detail

code|Code Location| Item Description

E020|02C8 (05 Title Error in take-up of Sealing Member (M)
Detection |The patch output value (SigR) failed to be 900 or less during
description |initialization of the Developing Unit (M).
Remedy

[Related parts]
» Harnesses from the Registration Patch Sensor Unit to the DC
Controller PCB

. Registration Patch Sensor Unit to Relay Connector (16P) (Unit

of replacement: REGISTRATION SENSOR ASSEMBLY)

2. Relay Connector (16P) to DC Controller PCB (UN04/J120) (Unit
of replacement: NEW OLD SENSING HOLDER ASS'Y)

* Harness between the Secondary Transfer High Voltage PCB
(UN03/J501 and J502) and the DC Controller PCB (UN04/J114
and J112) (Unit of replacement: CABLE, 2ND TRNSFR. H.V.
PCB)

* Registration Patch Sensor Unit (Unit of replacement:
REGISTRATION SENSOR ASSEMBLY)

» Developing Unit (M) (Unit of replacement: DEVELOPING
ASSEMBLY, M)

» Secondary Transfer High Voltage PCB (UN03) (Unit of
replacement: 2ND TRANSFER H.V. PCB ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

N

7-19
E‘;rdoer gitj: Location| Item Description
E020|03A8 (05 Title ATR Sensor (C) output error
Detection [The output value of the ATR Sensor (C) in the Developing Unit (C)
description|did not fall within the range between 38 and 214 for 2 consecutive
times during printing.
Remedy [[Related parts]

» Harnesses from the ATR Sensor (C) to the DC Controller PCB

1. ATR Sensor (C) (UN23/J1052) to Developing Unit (C) (J1042)
(Unit of replacement: CABLE, DEVELOPING)

2. Developing Unit (C) (J1042) to Relay Connector (4P) (Unit of
replacement: CABLE, RELAY)

3. Relay Connector (4P) to DC Controller PCB (UN04/J128) (Unit
of replacement: CABLE, SENSOR)

» Developing Unit (C) (Unit of replacement: DEVELOPING
ASSEMBLY, C)

« DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

- ErroreJameAlarm > Error Code > Error Code Details
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Error

Detail

code|Code Location| Item Description
E020|03B8 (05 Title ATR Sensor (C) output error
Detection [The output value did not exceed 120 although the control voltage
description |of the ATR Sensor (C) in the Developing Unit (C) was increased
to 192 or higher, or it did not fall below 120 although the voltage
was decreased to 42 at initialization.
Remedy

[Related parts]

» Harnesses from the ATR Sensor (C) to the DC Controller PCB

1. ATR Sensor (C) (UN23/J1052) to Developing Unit (C) (J1042)
(Unit of replacement: CABLE, DEVELOPING)

2. Developing Unit (C) (J1042) to Relay Connector (4P) (Unit of
replacement: CABLE, RELAY)

3. Relay Connector (4P) to DC Controller PCB (UN04/J128) (Unit
of replacement: CABLE, SENSOR)

» Developing Unit (C) (Unit of replacement: DEVELOPING
ASSEMBLY, C)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

+ Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-20
E‘;rdoer gitj: Location| Item Description
E020|03C8 (05 Title Error in take-up of Sealing Member (C)
Detection |The patch output value (SigR) failed to be 900 or less during
description |initialization of the Developing Unit (C).
Remedy

[Related parts]

» Harnesses from the Registration Patch Sensor Unit to the DC
Controller PCB

1. Registration Patch Sensor Unit to Relay Connector (16P) (Unit
of replacement: REGISTRATION SENSOR ASSEMBLY)

2. Relay Connector (16P) to DC Controller PCB (UN04/J120) (Unit
of replacement: NEW OLD SENSING HOLDER ASS'Y)

» Harness between the Secondary Transfer High Voltage PCB
(UN03/J501 and J502) and the DC Controller PCB (UN04/J114
and J112) (Unit of replacement: CABLE, 2ND TRNSFR. H.V.
PCB)

» Registration Patch Sensor Unit (Unit of replacement:
REGISTRATION SENSOR ASSEMBLY)

» Developing Unit (C) (Unit of replacement: DEVELOPING
ASSEMBLY, C)

» Secondary Transfer High Voltage PCB (UNO03) (Unit of
replacement: 2ND TRANSFER H.V. PCB ASSEMBLY)

« DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES
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Detail

code|Code Location| Item Description
E020|04A8 |05 Title ATR Sensor (Bk) output error
Detection |The output value of the ATR Sensor (Bk) in the Developing
description |Unit (Bk) did not fall within the range between 38 and 214 for 2
consecutive times during printing.
Remedy [[Related parts]

* Harnesses from the ATR Sensor (Bk) to the DC Controller PCB

1. ATR Sensor (Bk) (UN24/J1053) to Developing Unit (Bk) (J1043)
(Unit of replacement: CABLE, DEVELOPING)

2. Developing Unit (Bk) (J1043) to Relay Connector (4P) (Unit of
replacement: CABLE, RELAY)

3. Relay Connector (4P) to DC Controller PCB (UN04/J128) (Unit
of replacement: CABLE, SENSOR)

» Developing Unit (Bk) (Unit of replacement: DEVELOPING
ASSEMBLY, BK)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-21
E‘;rdoer gitj: Location| Item Description
E020|04B8 (05 Title ATR Sensor (Bk) output error
Detection [The output value did not exceed 120 although the control voltage
description |of the ATR Sensor (Bk) in the Developing Unit (Bk) was increased
to 192 or higher, or it did not fall below 120 although the voltage
was decreased to 42 at initialization.
Remedy

[Related parts]

» Harnesses from the ATR Sensor (Bk) to the DC Controller PCB

1. ATR Sensor (Bk) (UN24/J1053) to Developing Unit (Bk) (J1043)
(Unit of replacement: CABLE, DEVELOPING)

2. Developing Unit (Bk) (J1043) to Relay Connector (4P) (Unit of
replacement: CABLE, RELAY)

3. Relay Connector (4P) to DC Controller PCB (UN04/J128) (Unit
of replacement: CABLE, SENSOR)

» Developing Unit (Bk) (Unit of replacement: DEVELOPING
ASSEMBLY, BK)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES
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Detail

code|Code Location| Item Description

E020|04C8 (05 Title Error in take-up of Sealing Member (Bk)
Detection |The patch output value (SigR) failed to be 900 or less during
description |initialization of the Developing Unit (Bk).
Remedy [[Related parts]

» Harnesses from the Registration Patch Sensor Unit to the DC
Controller PCB

1. Registration Patch Sensor Unit to Relay Connector (16P) (Unit
of replacement: REGISTRATION SENSOR ASSEMBLY)

2. Relay Connector (16P) to DC Controller PCB (UN04/J120) (Unit
of replacement: NEW OLD SENSING HOLDER ASS'Y)

* Harness between the Secondary Transfer High Voltage PCB
(UN03/J501 and J502) and the DC Controller PCB (UN04/J114
and J112) (Unit of replacement: CABLE, 2ND TRNSFR. H.V.
PCB)

» Registration Patch Sensor Unit (Unit of replacement:
REGISTRATION SENSOR ASSEMBLY)

» Developing Unit (Bk) (Unit of replacement: DEVELOPING
ASSEMBLY, BK)

» Secondary Transfer High Voltage PCB (UN03) (Unit of
replacement: 2ND TRANSFER H.V. PCB ASSEMBLY)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Check/replace the related harness/cable, connector

and parts.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

7-22
E‘;rdoer gitj: Location| Item Description
E021|0001 (05 Title Developing Motor error
Detection (It did not become the specified speed for 0.5 consecutive sec
description |although 0.8 sec have passed from the startup of the Developing
Motor.
Remedy [[Related parts]

» Harness between the Developing Motor (M10/J1190) and the
DC Controller PCB (UN04/J129) (Unit of replacement: CABLE,
MAIN DRIVE)

* Main Drive Unit (Unit of replacement: MAIN DRIVE
ASSEMBLY)

» Fuse in the Low Voltage Power Supply PCB (UN0O1) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

» Developing Motor (M10)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Check whether the gears of the Main Drive Unit can be rotated
by hand.

a. If they cannot be rotated, replace the Main Drive Unit.

b. If they can be rotated, check the harness between the
Developing Motor and the DC Controller PCB.

2. Measure the both ends of the fuse in the Low Voltage Power
Supply PCB using a tester.

a. If the measurement value is less than 1 ohm (conduction
state),

1. Replace the Developing Motor.

2. Replace the DC Controller PCB.

b. If the measurement value is 1 ohm or higher (non conduction
state), replace the Low Voltage Power Supply PCB.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

» Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES
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code|Code Location| Item Description
E021|0002 (05 Title Developing Motor error
Detection |The specified speed could not be maintained for 0.5 consecutive
description|sec although it became the specified speed at least once from the
startup of the Developing Motor.
Remedy [[Related parts]

» Harness between the Developing Motor (M10/J1190) and the
DC Controller PCB (UN04/J129) (Unit of replacement: CABLE,
MAIN DRIVE)

* Main Drive Unit (Unit of replacement: MAIN DRIVE
ASSEMBLY)

* Fuse in the Low Voltage Power Supply PCB (UNO1) (Unit of
replacement: POWER SUPPLY ASSEMBLY)

+ Developing Motor (M10)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

[Remedy] Perform the following in the order while checking

whether the error is cleared.

1. Check whether the gears of the Main Drive Unit can be rotated
by hand.

a. If they cannot be rotated, replace the Main Drive Unit.

b. If they can be rotated, check the harness between the
Developing Motor and the DC Controller PCB.

2. Measure the both ends of the fuse in the Low Voltage Power
Supply PCB using a tester.

a. If the measurement value is less than 1 ohm (conduction

state),

. Replace the Developing Motor.

2. Replace the DC Controller PCB.

b. If the measurement value is 1 ohm or higher (non conduction
state), replace the Low Voltage Power Supply PCB.

[Reference] Before replacing the DC Controller PCB, back up the

service mode data (approx. 2 min) and restore the backup data

after the replacement so the data may be able to be protected.

+ Backup: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMBUP

* Restoration: COPIER (LEVEL2)> FUNCTION> SYSTEM>
DSRAMRES

N

7-23
E‘;rdoer gitj: Location| Item Description
E021|0120 (05 Title Developing Screw rotation detection error (Y)
Detection |The difference between the maximum and the minimum
description |of sampling values detected by the ATR Sensor (Y) in the
Developing Unit (Y) was 12 V or less during rotation of the
Developing Screw.
Remedy

[Related parts]

» Harnesses from the ATR Sensor (Y) to the DC Controller PCB

1. ATR Sensor (Y) (UN21/J1050) to Developing Unit (Y) (J1040)
(Unit of replacement: CABLE, DEVELOPING)

2. Developing Unit (Y) (J1040) to Relay Connector (4P) (Unit of
replacement: CABLE, RELAY)

3. Relay Connector (4P) to DC Controller PCB (UN04/J128) (Unit
of replacement: CABLE, SENSOR)

» Developing Unit (Y) (Unit of replacement: DEVELOPING
ASSEMBLY, Y)

» DC Controller PCB (UN04) (Unit of replacement: DC
CONTROLLER PCB ASSEMBLY)

* Main Drive Unit (Unit of replacement: MAIN DRIVE
ASSEMBLY)

[